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Introduction
SA2 has completed the Study on Cellular IoT support and evolution for the 5G System (FS_CIoT_5G) and has agreed a work item to specify 5GS enhancements based on the study conclusions to enable Cellular IoT functionalities for 5GS capable devices that support WB-EUTRA (eMTC) or NB-IoT or both [1], [2].

NB-IoT and eMTC Rel-16 WID were revised to introduce support of Cellular IoT functionalities for 5GS capable devices that support WB-EUTRA (eMTC) or NB-IoT [3], [4].

Besides support of the CIoT functionalities in 5GC, actual support of connectivity to 5GC needs to be introduced.  

In this document, we discuss support of RRC Connection Reestablishment for the CP solution for NB-IOT connected to 5GC.
Discussion

RRC Connection Re-establishment for the control plane was introduced in Rel-14 as part of the Mobility and service continuity enhancements topic in the WI Enhancements to NB-IoT [6].
RRC Connection re-establishment for the control plane is handled by the CN and the UE identification/authentication relies on the NAS security. The solution was designed by SA3 [7]. 

RRC Connection re-establishment for the control plane for NB-IoT connected to 5GC was not discussed in the FS_CIoT_5G study [5] as the feature has not been introduced by SA2. Not supporting it would mean a gap between 5GC and EPC for mobility handling in NB-IoT.
Proposal 1: RRC Connection re-establishment for the control plane for NB-IoT connected to 5GC is supported.
Proposal 2: Send a LS to SA3, SA2 CC: RAN3, CT1, CT4 to ask them to introduce RRC Connection re-establishment for the Control plane for NB-IoT connected to 5GC.

In EPS, the UE identification/authentication relies on the UE S-TMSI and the EPS NAS security token (UL count and NAS-MAC-I), which are included in the RRC Connection Reestablishment Request message. 
RRCConnectionReestablishmentRequest-NB-r14-IEs ::= SEQUENCE {
	ue-Identity-r14						ReestabUE-Identity-CP-NB-r14,
	reestablishmentCause-r14			ReestablishmentCause-NB-r13,
	cqi-NPDCCH-r14						CQI-NPDCCH-Short-NB-r14,
	earlyContentionResolution-r14		BOOLEAN,
	spare								BIT STRING (SIZE (1))
}

ReestablishmentCause-NB-r13 ::=			ENUMERATED {
											reconfigurationFailure, otherFailure,
											spare2, spare1}

ReestabUE-Identity-CP-NB-r14 ::=		SEQUENCE {
	s-TMSI-r14								S-TMSI,
	ul-NAS-MAC-r14							BIT STRING (SIZE (16)),
	ul-NAS-Count-r14						BIT STRING (SIZE (5))
}

It is proposed to introduce a new critical extension of RRCConnectionReestablishmentRequest-NB for NB-IoT connected to 5GC, not including earlyContentionResolution (support mandatory from rel-15) and with 5GC re-establishment cause value of otherFailure. 
Assuming that we keep at least one spare bit for the future, then a maximum of 63 bits can be used for the UE identity and the NAS security token.
Proposal 3: Use a critical extension of RRCConnectionReestablishmentRequest-NB for NB-IoT connected to 5GC, including the UE identity and the NAS security token (to be defined by SA3), the re-establishment cause value of otherFailure and the 2 bit version of the DL channel quality report.

If the same security token (ul-NAS-MAC and ul-NAS-Count) is used in 5GC, then there is not enough space to include the full 5G S-TMSI and only a truncated 5G S-TMSI can be signalled. 
Proposal 4: Indicate in the LS to SA3 and SA2 that a maximum of 63 bits can be used for the UE identity and the NAS security token and that a truncated 5G S TMSI (e.g. 40 bits) needs to be defined.
Conclusion
In this document, we have discussed RRC Connection Re-establishment for the control plane solution for NB-IoT connected to 5GC and made the following proposals:
Proposal 1: RRC Connection re-establishment for the control plane for NB-IoT connected to 5GC is supported.
Proposal 2: Send a LS to SA3, SA2 CC: RAN3, CT1, CT4 to ask them to introduce RRC Connection re-establishment for the Control plane for NB-IoT connected to 5GC.
Proposal 3: Use a critical extension of RRCConnectionReestablishmentRequest-NB for NB-IoT connected to 5GC, including the UE identity and the NAS security token (to be defined by SA3), the re-establishment cause value of otherFailure and the 2 bit version of the DL channel quality report.
Proposal 4: Indicate in the LS to SA3 and SA2 that a maximum of 63 bits can be used for the UE identity and the NAS security token and that a truncated 5G S TMSI (e.g. 40 bits) needs to be defined.

A corresponding draft LS is provided in [8].
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