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Introduction
This is the report of offline discussion #800 as below:
=> [CBF - Offline discussion 800 (MediaTek)]: Discuss details of Single PDCP entity and UL UP handling during handover. 
Discussion
Currently, there are four options being discussed [1][2] to minimize the HO interruption, i.e. single active protocol stack option 0/1/2 and dual active protocol stacks option3, just as illustrated below[3]. 
· Option 0: stop transmission/reception after reception of RAR; single PDCP/RLC entity with PDCP reestablishment before transmitting/ receiving data in the target cell; 
· Option 1: stop transmission/reception after reception of RAR; 
· Option 2: stop transmission/reception after Completion of transmission of HO complete (RRCConnectionReconfigurationComplete) message;
· Option 3: dual active protocol stack.
	Option0 (single)


	Opton1 (single)



	Option2 (single)



	Option3 (dual)






2.1 Single PDCP Entity 
In basic HO or Rel-14 MBB HO procedure, there is one PDCP entity per radio bearer. PDCP re-establishment is performed upon reception of HO command. 
Same as the basic HO procedure, option 0 also has one PDCP entity per radio bearer and PDCP re-establishment is performed during HO. The current modelling of PDCP entity between source/target eNB and UE in TS36.323 [4] can be reused for option 0.
Question 1: Do companies agree that current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused for option 0?
	Company
	Yes/No
	Remarks

	QC
	Yes
	PDPC re-establishment causes additional interruption delay

	ZTE
	Yes
	Having a single PDCP entity with the same modeling as today is the reason why Option 0 is being suggested as an option to consider.
We think PDPC re-establishment does not add more delay than PDCP status synchronization in options 1/2.

	OPPO
	Yes
	Agree with QC.

	Huawei
	Yes
	Only one PDCP entity is used for each radio bearer.

	CATT
	Yes
	Option 0 has no impact on the model of PDCP entity, but it will bring interruption time.

	Ericsson
	Yes
	Some companies claim that the PDCP re-establishment causes additional delay but we fail to see what part of the PDCP re-establishment that takes any significant time for the UE to perform. We would like to see some further analysis of this.

	Nokia
	Yes
	Legacy PDCP operation can be reused. Not sure why some companies started discussing the PDCP reestablishment delay as this was not the aim of this question.

	LG
	Yes
	According to the current specification, in order to update the security key, the PDCP re-establishment should be performed. It causes the additional delay 

	Intel 
	Yes
	Agree with LG

	vivo
	Yes
	Agree with QC and LG

	Samsung
	Yes
	Option 0: PDCP re-establishment upon receiving RAR from target cell.

	Mediatek
	Yes
	Agree with QC

	China Telecom
	Yes
	Agree with QC and LG.

	Xiaomi
	Yes
	



Summary for option 0: 
· For option 0, all companies confirms that current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused. 

Proposal 1:  Confirm that the current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused for option 0. 
Figure 1 PDCP layer, functional view (TS36.323)
For single active protocol stack option1/2, two PDCP entities exist, one for the source cell and the other for the target cell. There is only one PDCP in active at a point of time per each radio bearer (source and target eNBs uses separate security keys).  Current modelling of PDCP entity between source eNB/target eNB and UE in TS38.323 can be reused for option 0/1/2 during HO.	Comment by Prasad QC: Suggested change
Question 2: Do companies agree that two PDCP entities exist and current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused for option ½?
	Company
	Yes/No
	Remarks

	QC
	Yes
	Separate PDCP needs to be established during RACH for SRBs, while source cell data is ongoing. DRBs associated PDCP needs re-establishment and adds to interruption delay

	ZTE 
	Yes
	

	OPPO
	No
	As shown in the figure, if two PDCP entities exist for the same DRB, then since source PDCP is still working before reception of RAR, re-establishing the target PDCP cannot reuse TS36.323.
We think for the DRB stack, it should follow the same as option 0, i.e.  PDPC re-establishment is done when UE stop transmission/reception in the source cell, which however causes additional interruption delay.

	Huawei
	Yes
	DRBs associated PDCP needs re-establishment and adds to interruption delay

	CATT
	Yes
	Current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused for option ½, but PDCP entity for SRB at target eNB needs to be used at same time. 

	Ericsson
	Yes
	

	Nokia
	Yes
	

	LG
	Yes for Option 1, but not for Option 2
	According to definition what RAN2 has discussed so far, two PDCP entities are currently needed for the both Option 1 and Option 2. 
For the case of the Option 1, only one PDCP entity is activated at once point of the time. Because we think there is no difference between Option 0 and Option 1 if same RB ID is used, the current modeling can be reused and PDCP re-establishment may be needed and causes additional interruption delay.
For Option 2, two PDCP entities are activated at once point of the time but only one PDCP entity may be used if the design is updated like dual protocol stack solution. Anyway the Option 2 cannot reuse the current modeling of specification regardless of the design.

	Intel
	Yes
	Two PDCP entities are established, Agree others, additional interruption time caused PDCP reestablishment.

	vivo
	Yes
	For DRB, maybe Yes. For option 2, the modeling for DRB and SRB is different, may need to be clarified in the PDCP specification.

	Samsung
	Yes for Option 1
No for Option 2
	Option 1: PDCP re-establishment upon receiving RAR from target cell.
Option 2: No PDCP re-establishment. May need a new procedure for Two security keys handling. 

	Mediatek
	Yes
	

	China Telecom
	Yes
	Agree that additional interruption time is caused by PDCP reestablishment, and the modeling of DRB and SRB should be different.

	Xiaomi
	Yes
	



Summary for option 1/2: 
· For option 1, all companies confirms that current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused. 
· For option 1, some companies think PDCP re-establishment is performed upon reception of RAR from the target cell. 
· For option 2, majority of the companies think that current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused; some companies don’t think current modelling of PDCP entity can be reused. 
Proposal 2:  Confirm that the current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused for option 1. FFS whether current modelling of PDCP entity can be reused for option 2. 

Option 3 with dual active protocol stacks is characterized by:
· Separate ROHC functions for the source cell and the target cell;
· Separate security keys for the source cell and the target cell;
· Common SN;
· Common PDCP reordering and duplication detection. 
The modelling of those functions with single PDCP entity for option 3 is proposed [5]. At the UE side, there is only one PDCP entity.  In LTE, PDCP reordering can be performed after header decompression since in-sequence delivery can be guaranteed by RLC. 

 
Figure 2 PDCP layer, functional view 
Question 3: Do companies agree that the above modelling in Figure 2 with single PDCP entity for UE can be used for option 3?
	Company
	Yes/No
	Remarks

	QC
	Yes
	

	ZTE
	Yes
	Since this is modeled as one PDCP entity, it is not clear whether any PDCP reconfiguration interruption delay will be introduced in case the PDCP entity is reconfigured from normal PDCP entity to such kind of enhanced PDCP entity:
It could be argued that the PDCP entity can pre-establish one additional security processing model for target cell with new key, once the HO command is received. But this would be the same also for the single active protocol stack solutions 1/2, as described in [7] (proposal 3). Then all the solutions would have equal interruption delay.
Furthermore, it seems that changes would be needed to handle UM RLC bearers. In legacy handover, the SN/HFN of PDCP for UM RLC will be reset to 0. In this case, a new behavior will be required to support the continuity of SN/HFN for UM RLC.
If UL data transmission is stopped in the source cell when the RACH procedure in the target cell is completed / first UL grant is received, the transmitting PDCP entity at the UE side could adopt the same modeling as today. 

	OPPO
	Yes
	

	Huawei
	Yes
	

	CATT
	Yes
	The above figure only reflects the modeling of the single PDCP entity at the UE side during handover. But at the network side there are still two separate PDCP entities with same modeling of network side in current specification.

	Ericsson
	Yes
	

	Nokia
	Yes
	Yes, those are actually two parallel PDCP processing chains within a single PDCP ‘entity’.

	LG
	Yes
	

	Intel
	Yes
	

	vivo
	Yes
	

	Samsung
	No
	Dual Stack: No PDCP establishment at UE side. May need a new procedure for two security key and dual ROHC handling. Current model is one DRB ID is mapped to one logical channel (i.e. RLC entity). This existing model is not applicable any more with the dual stack solution, which requires functional split between two lower PDCP entities and one upper PDCP entity. Furthermore, we may need to specify different behavior for each functionality. New signalling for PDCP configuration is needed to configure lower PDCP entity to associate with the respective RLC entity. 
Further, at PDCP Tx side we see some complexity before the path switch as follows:
a. The source node assigns SN for packets to be transmitted either on the source link or packets forwarded to target eNB. The packets from target eNB may arrive late at the UE due to X2 interface delay and can lead to re-ordering delay.
b. For the PDCP SN to continue in DL. Even though in RAN2#105, it was agreed that PDCP SN assignment (for DL) is done at source eNB, which means target eNB PDCP entity need to keep track of packets forwarded from source and only after the last packet from source, it can start assigning continuous PDCP SN to new packets from the SGW. 

	Mediatek
	Yes
	

	China Telecom
	Yes
	

	Xiaomi
	Yes
	



Summary for option 3: 
· All companies except one confirms that the modelling in Figure 2 with single PDCP entity for UE can be used for option 3.
· One company highlight that there are two separate PDCP entities with same modeling at the network side;
· One company asks whether any PDCP reconfiguration interruption delay will be introduced in case the PDCP entity is reconfigured from normal PDCP entity to such kind of enhanced PDCP entity; 
Proposal 3:  Agree the modelling in Figure 2 with single PDCP entity for option 3 for the UE side. 

2.2 UL UP Handling
For option 3 with dual active protocol stack, the separate ROHC functions and separate security keys can be modelled in the single PDCP entity at the UE side, because all of those functions are collocated. 
From the network side, two PDCP entities are still needed, which are located in the source eNB and the target eNB respectively. In RAN2#105, it was agreed that PDCP SN assignment (for DL) is done at source eNB. ROHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node. Those agreements were made for DL transmission. How to process the UL packets at the network side need to be clarified. 
First of all, security has to be handled separately at both source and target eNB. UL path between target eNB and S-GW is established during HO preparation phase. UE can start sending UL data packets directly to target eNB upon HO completion and target eNB can handle UL re-ordering and send UL packets directly to S-GW. 
There are two options for UL transmission:
· Single UL new data transmission: UE stops UL new data transmission with the source eNB upon reception of the first UL grant from the target eNB (UE continues UL ACK/NACK and other CSI kind of feedback with source eNB); 	Comment by Ericsson: I thought the purpose of the email discussion was to decide on one of these options but there seems to be no question on this?
Mediatek: I think the first step is to clarify how to do UL UP and then decide which way to go. 
· Dual UL new data transmission: UE continues UL transmission with both the source eNB and target eNB until the source cell is released. 
In single UL new data transmission, the target eNB will start sending UL packets to S-GW upon receiving SN status transfer message including UL SN and missing UL SN status information from source eNB. Current UL processing illustrated in Figure 3 can be reused in source eNB and target eNB. 


Figure 3 UL UP handling at the network side with single UL new data transmission 
Question 4: Do companies agree the UL UP handling at the network side in Figure 3 for single UL new data transmission?
	Company
	Yes/No
	Remarks

	QC
	Yes
	Upon HO completion, UE can start sending new UL data directly to target eNB AND target eNB can directly send UL data to target eNB. When source stops sending UL data packets directly to S-GW, any UL out of sequence packets received by source eNB (which are not sent from source eNB to S-GW) can be forwarded on X2 to target eNB for UL transmission from target eNB to S-GW.

	ZTE
	Yes
	Single UL new data transmission is an essential aspect for the practical feasibility of option 3. This would limit the impacts on the network and on the UE side as well, without limiting the solution, as also indicated in [6].
Furthermore, there should be the possibility for the UE to prioritize, in case of clashes, UL transmission in the target cell over UL transmission in the source cell (i.e. the provision of TDM patterns for this should not be mandated).
We also note that, no matter whether single UL or dual UL new data transmission is used, after the “SN status transfer” is sent from source eNB and before the “SN status transfer” is received by the target eNB, no packet can be sent from eNB to S-GW, and the interruption time equals the X2 delay, at least, which may be several ms (i.e. comparable or even higher than the radio interruption time).

	OPPO
	Yes
	

	Huawei
	Yes
	Single uplink is better considering the handover usually happens in the cell edge and uplink power is better not to be split to two cells.

	CATT
	Yes
	Agree with QC.

	Ericsson
	Yes
	Agree with companies above.

	Nokia
	Yes
	Agree with ZTE on the single UL new data transmission.

	LG
	Yes
	At least the PDCP point of view, we agree.

	Intel
	Yes
	Agree with companies above. 

	vivo
	Yes
	Agree with companies above.

	China Telecom
	Yes
	Agree with companies above.

	Xiaomi
	Yes
	

	Samsung
	
	Path switch and first UL grant from target eNB does not happen at the same time. BTW the first grant is used for transmitting RRCReconfigurationComplete to the target eNB. After path switch some UL packets sent by the UE to the source need to be forwarded to the target eNB. The target eNB PDCP Rx need to wait till all forwarded packets from source are received before sending to SGW the direct packet received from the UE.
Since no PDCP re-establishment at UE, it is not clear how UE PDCP Tx re-transmit (un-ACKed) packets sent by RLC entity associated with the source eNB. 

	Mediatek
	Yes
	




In dual UL transmission, header decompression is performed separately and PDCP reordering is performed at the target eNB. The UL processing illustrated in Figure 5 can be used as baseline. 

  
Figure 4 UL UP handling at the network side with dual UL new data transmission
Question 5: Do companies agree the UL UP handling at the network side in Figure 4 for dual UL new data transmission?
	Company
	Yes/No
	Remarks

	ZTE
	Yes
	We consider this unnecessarily complex to be specified in LTE Rel-16, for no practical gain.
We also note that, no matter whether single UL or dual UL new data transmission is used, after the “SN status transfer” is sent from source eNB and before the “SN status transfer” is received by the target eNB, no packet can be sent from eNB to S-GW, and the interruption time equals the X2 delay, at least, which may be several ms (i.e. comparable or even higher than the radio interruption time).

	OPPO
	Yes
	

	CATT
	No
	Both source eNB and target eNB have the same handling. During HO, the UE may send UL data to source eNB. So the source eNB would perform reordering and in order delivery, duplicate detection etc. After the UE received the target UL grant, the UE can transmit UL data to both eNBs. Before path switch, it is source eNB to perform the reordering and delivery and after the path switch, it is target node to perform the reordering and delivery. The detailed exchange/data forwarding is RAN3 scope, can leave to RAN3 to discuss and conclude. 
So we prefer to use figure 3 also for dual UL new data transmission.

	Ericsson
	Yes
	Agree with ZTE.

	Nokia
	No
	We share CATT’s concerns on RAN3 impact and the responsibility for reordering associated to path switch. 

	LG
	Yes
	

	Intel 
	Yes
	

	vivo
	Yes
	We think both CATT and QC has some points on the network functions on how to handle the PDCP reordering. Maybe this can be left to the network implementation on whether to handle the reordering at the source or the target.

	Samsung
	
	This is even more complex than the single UL.

	Mediatek
	Yes
	

	China Telecom
	Yes
	

	Xiaomi
	Yes
	



Summary of the comparison on single UL new data transmission and dual UL new data transmission:
· Some companies think that single UL new data transmission is an essential aspect for the practical feasibility of option 3 considering the impact on UE and network. 
· Some companies highlight that there is UL interruption for both single UL and dual UL new data transmission. The target eNB PDCP Rx need to wait till all forwarded packets from source are received before sending to SGW the direct packet received from the UE.
Proposal 4: Consider both single UL new data transmission and dual UL new data transmission. Down-select one in the next meeting. 
Summary on single UL new data transmission: 
· All companies except one agree the UL UP handling at the network side in Figure 3 can be used for single UL new data transmission.
Proposal 5:  Agree the UL UP handling at the network side in Figure 3 for single UL new data transmission. 
Summary on dual UL new data transmission: 
· Majority of the companies agree the UL UP handling at the network side in Figure 4 can be used for dual UL new data transmission.
· Three companies highlight that before path switch, it is source eNB to perform the reordering and delivery and after the path switch, it is target node to perform the reordering and delivery. The detailed exchange/data forwarding is RAN3 scope, can leave to RAN3 to discuss and conclude. 
· The functions of reordering and in-sequence delivery are marked with dash line. It is FFS whether those functions are located in the source eNB or the target eNB. 

Proposal 6:  Use the UL UP handling at the network side in Figure 4 for dual UL new data transmission as baseline. FFS whether reordering and in-sequence delivery are performed by the source eNB or the target eNB. 
Conclusion
Summary for option 0: 
· For option 0, all companies confirms that current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused. 
Summary for option 1/2: 
· For option 1, all companies confirms that current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused. 
· For option 1, some companies think PDCP re-establishment is performed upon reception of RAR from the target cell. 
· For option 2, majority of the companies think that current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused; two companies don’t think current modelling of PDCP entity can be reused. 
Summary for option 3: 
· All companies except one confirms that the modelling in Figure 2 with single PDCP entity for UE can be used for option 3.
· One company highlight that there are two separate PDCP entities with same modeling as current specification at the network side;
· One company asks whether any PDCP reconfiguration interruption delay will be introduced in case the PDCP entity is reconfigured from normal PDCP entity to such kind of enhanced PDCP entity; 
Summary of the comparison on single UL new data transmission and dual UL new data transmission:
· Some companies think that single UL new data transmission is an essential aspect for the practical feasibility of option 3 considering the impact on UE and network. 
· Some companies highlight that there is UL interruption for both single UL and dual UL new data transmission. The target eNB PDCP Rx need to wait till all forwarded packets from source are received before sending to SGW the direct packet received from the UE.
Summary on single UL new data transmission: 
· All companies except one agree the UL UP handling at the network side in Figure 3 can be used for single UL new data transmission.
Summary on dual UL new data transmission: 
· Majority of the companies agree the UL UP handling at the network side in Figure 4 can be used for dual UL new data transmission.
· Three companies highlight that before path switch, it is source eNB to perform the reordering and delivery and after the path switch, it is target node to perform the reordering and delivery. The detailed exchange/data forwarding is RAN3 scope, can leave to RAN3 to discuss and conclude. 
· The functions of reordering and in-sequence delivery are marked with dash line. It is FFS whether those functions are located in the source eNB or the target eNB. 
Proposals:
Proposal 1:  Confirm that the current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused for option 0. Proposal 2:  Confirm that the current modelling of PDCP entity for source eNB/target eNB and UE in TS36.323 can be reused for option 1. FFS whether current modelling of PDCP entity can be reused for option 2. 
Proposal 3:  Agree the modelling in Figure 2 with single PDCP entity for option 3 for the UE side. 
Proposal 4: Consider both single UL new data transmission and dual UL new data transmission. Down-select one in the next meeting. 
Proposal 5: Agree the UL UP handling at the network side in Figure 3 for single UL new data transmission. 
Proposal 6:  Use the UL UP handling at the network side in Figure 4 for dual UL new data transmission as baseline. FFS whether reordering and in-sequence delivery are performed by the source eNB or the target eNB. 
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Appendix
Preference 	Comment by Ericsson: The intention of this offline discussion was not to downselect between the different options.	Comment by Nokia: We agree. This table is of no use and not in the scope of the e-mail discussion.
	Comment by Intel-1: It is good chance to know company’s view, in order to avoid endless discussion. 
This section is intended to survey companies’ preference, i.e. which option is supported and which option is opposed. 
	Company
	Option 0
	Option 1
	Option 2
	Option 3

	
	Support
	Oppose
	Support
	Oppose
	Support
	Oppose
	Support
	Oppose

	QC
	NO
	Yes
	NO
	Yes
	NO
	Yes
	Yes
	NO

	OPPO
	NO
	Yes
	NO
	Yes
	NO
	Yes
	Yes
	NO

	Huawei
	NO
	Yes
	NO
	Yes
	NO
	Yes
	Yes
	NO

	CATT
	No
	Yes
	No
	Yes
	No
	Yes
	Yes
	No

	LG
	No
	Yes
	No
	Yes
	Yes
	No
	Yes
	No

	Intel
	No
	Yes
	No
	Yes
	No
	Yes
	Yes
	No

	vivo
	No
	Yes
	No
	Yes
	No
	Yes
	Yes
	No

	Samsung
	√
	
	√
	
	
	
	
	

	Mediatek
	No
	Yes
	No
	Yes
	No
	Yes
	Yes
	No

	China Telecom
	No
	Yes
	No
	Yes
	No
	Yes
	Yes
	No

	Xiaomi
	No
	Yes
	No
	Yes
	No
	Yes
	Yes
	No


Samsung: Option 0/1 functionality wise as same. These options can be merged together since it works on the principle of PDCP re-establishment.
Summary: 
This section is to survey which options companies can support and which options companies opposes. It is only used for reference. 
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