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1 Introduction
In RAN2 #105 meeting, Rel-16 NR mobility enhancement has been discussed and the following agreements were reached in RAN2 [1]:

Agreements

1
The UE ability to simultaneously receive and transmit to/from the source and target cells is to be considered in the study on NR mobility enhancements. 

2
We prioritize on intra-NR handovers in this WID. 

Two main solutions about how to realize 0ms interruption which are rely on simultaneous TX/RX during the handover are proposed by the companies, i.e. DC-based HO and non-split bearer (non-DC-based solution). In RAN2 #105 meeting, it also agreed:

1. We will consider DC-based solutions in study phase.
2. We will consider non-DC-based solutions in study phase.
In RAN2 #105 meeting, Rel-16 LTE-feMob WI has also been discussed and the following agreements were reached [1]:
Agreements
1
Specify the ”non-split bearer” solution candidate for the Rel-16 E-UTRA enhancements minimizing the interruption time during mobility.
2
Decide during the work item phase whether a single active protocol stack or two active protocol stacks are used in enhanced Rel-16 E-UTRAN mobility solution.

3
Agree the following common aspects for “non-split bearer” solution candidate:

a.
PDCP SN assignment (for DL) is done at source eNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target eNB. Details of how SN information is transferred is FFS.

b.
RoHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node
c.
The UE procedure when UE detaches from the source cell is explicitly defined in the specifications (e.g. via procedural text and/or via dedicated message/indication.).

d.
In case of two active protocol stacks, a separate security key is used for each of the protocol stacks.

4
RAN2 is asked to work further on the details of the following open issues:

a.
When detaching from the source shall occur and whether it has to be separately considered from the UE’s and NW’s side

b.
Whether data forwarding is done “late” or “early”. Consider potential combination with CHO and how SN Status transfer is done and how HFN is handled. 

c.
LS to RAN3 on data forwarding enhancements to enable reduced interruption time during HO 

5
The detailed assumptions of simultaneous transmission/reception for the solutions depend on the feedback from RAN1 and RAN4 (i.e. response to R2-1815706). RAN2 shall continue working based on the received LS replies.
Even though non-DC-based solution is adopted by LTE, it does not mean NR can follow LTE mechanism directly and easily, since NR has some new protocol design compared with LTE, e.g. LTE RLC should guarantee in sequence delivery but not with NR RLC. The agreement 3 above outlines how PDCP functions are split in non-split bearer solution. In this contribution, we would analyse the issues with such protocol of non-DC-based solution in NR. 
2 Discussion
2.1 eMBB PDCP operations
It has agreed two separate RoHC with the source eNB and the target eNB for non-DC-based solution in LTE, if NR adopts non-DC-based solution as LTE, it is certain that two separate RoHC exist in NR solution. Based on this, we would analyse the details on UE/NW behaviour for DL/UL data transmission.
DL data transmission and reception
At network side, for non-DC-based solution, PDCP function split is needed, e.g. the PDCP layer needs to split into two separate (de)compression and two separate (de)ciphering functionality, and a common functionality for SN assignment and reordering / duplication detection. The common functionality is considered as a PDCP upper sub-layer. If this scheme were realized by the network it would increase the implementation complexity. For DL, before handover, the PDCP SN assignment function at the source gNB assigns the PDCP SN, and can forward the PDCP SDU(s) with PDCP SN to the target gNB, and the header compression/ciphering functionality at the target gNB can perform header compression/ ciphering for the PDCP SDU(s) received from the source gNB. On the other hand, the header compression/ciphering functionality at the source gNB can perform header compression/ciphering for the PDCP SDU(s) from the upper SN assignment sub-layer. Upon the UE access to the target cell successfully, the target cell can transmit the DL packets to the UE, and meanwhile the UE receives the packets from the source cell. 
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Figure 1: During the eMBB handover PDCP operation at UE side for DL reception
As is shown in Figure 1,different from the network side, the PDCP entity at the UE side can be as normal or it is split for (de)compression/(de)ciphering, it is up to the UE implementation. Since NR RLC does not guarantee in sequence delivery, separate header decompression needs to be performed after common PDCP reordering. Therefore, the PDCP entity at the UE would perform reordering after separate deciphering for the PDCP PDUs from the different two legs, and then perform header decompression separately for the two legs. The separately header decompressed PDUs need to be combined again for in order delivery. Comparing with the PDCP operations of DC based handover shown in Figure 3, the UE implementation is more complex.
Observation 1: In non-DC-based solution, two separate RoHC are located at the source and target nodes, and a common PDCP SN assignment/reordering function is at one of the nodes.

Observation 2: Header decompression needs to be performed after PDCP reordering in NR.
Observation 3: For DL, implementation complexity is introduced at both the UE and the NW side, because of two separate (de)compression and two separate (de)ciphering functionality and a common functionality for PDCP SN assignment and reordering / duplication detection in non-DC-based solution.
UL data transmission and reception
For UL, when the UE access to the target cell successfully, it can transmit UL data to the two nodes simultaneously. The issue raised in [2] especially for NR is significant, i.e. at network side, after separate deciphering, the unified reordering is needed for the packets deciphered by the two separate deciphering functionality, then the common PDCP reordering functionality needs to remember from which deciphering functionality the packet is, and then delivery it to corresponding functionality for header decompression. The protocol stack is quite strange and the network implementation is abnormally complex. It is not a big issue in LTE since LTE RLC can guarantee in sequence delivery, but if NR wants to adopt the non-DC-based solution, more efforts are needed to address the issue and the impact on the spec is foreseen.
Before handover, it is the source gNB handles the packets from the UE. When the UE access to the target cell, assuming the common PDCP reordering functionality is still located at the source gNB, as the Figure 1 shows, after the deciphering functionality at the target gNB deciphers the PDCP PDUs successfully, the target gNB needs to forward these deciphered PDUs to the source gNB for PDCP reordering, then after PDCP reordering, the source gNB forwards the deciphered PDUs received from the target leg back to the target gNB for header decompression, after the header decompression functionality at the target gNB performs decompression successfully, the target gNB may forward these decompressed packets to the source gNB again for reordering and delivery if it is the source gNB to transmit PDCP SDU(s) to the UPF. The frequent transfer of the same data PDUs between the two gNBs over the Xn is wasting resources and reducing the transmission efficiency, and the latency is also increased significantly.
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Figure 2: PDCP operations at the network side for UL reception 
Similarly, if assuming the common PDCP reordering functionality is relocated to the target gNB when the UE access to the target cell, after the deciphering functionality at the source gNB deciphers the PDCP PDUs successfully, the source gNB needs to forward these deciphered PDUs to the target gNB for PDCP reordering, then after PDCP reordering, the target gNB forwards the deciphered PDUs received from the source leg back to the source gNB for header decompression, after the header decompression functionality at the source gNB performs decompression successfully, the source gNB may forward these decompressed packets to the target gNB again for reordering and delivery if it is the target gNB to transmit PDCP SDU(s) to the UPF. 

Especially for UL transmission, the drawbacks of non-DC-based solution is obvious, not only the protocol stack and the network implementation is complex, but also wasting resources and introducing latency.
Observation 4: For UL, in non-DC-based solution, back and forth data transfer between the source gNB and target gNB is significant because of two separate RoHC/deciphering and a common PDCP reordering.
Observation 5: For UL, in non-DC-based solution, the protocol stack and the network implementation are complex, and introducing resources wasting and large handover latency.

Based on the above analysis, even though non-DC-based solution is adopted by LTE, it does not mean NR can follow LTE mechanism simplify, more study is needed and the impact on the spec is foreseen.
Proposal: NR cannot simply adopt non-DC-based solution as LTE.
2.2  DC based HO PDCP operations for comparison
DL data transmission and reception
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Figure 3: During the role change PDCP operation at UE side for DL reception 
During the role change transition period of DC based handover, there is only one PDCP entity for one DRB in the UE side (it is in line with DC architecture). Comparing with traditional PDCP handling, the only change is that there are two security keys and two ROHC context corresponding to source gNB and target gNB, and there is an indication for each PDCP PDU to indicate whether the PDCP PDU is encrypted and ROHC compressed corresponding to the source gNB, or the target gNB. Different LCIDs can be used for the indication. The UE can based on the indication use the right key for deciphering and the right ROHC context for decompression. 
UL data transmission and reception
The PDCP PDUs with different keys can be differentiated by indication (i.e. derived from LCID).
At the network side, there are three phases (MN terminated split bearer as example):

· Before the role change:

The PDCP PDUs transmitted by the UE are handled (including the PDCP header processing, security, reordering and ROHC decompression) by the PDCP of the source gNB, i.e. use the key and ROHC context corresponding to the source gNB, see the left part in the Figure 4 (for the convenience of description, here we call it “Path 1”).
· After the role change:

The PDUs are handled by the PDCP of the target gNB, see the right part in the Figure 4 (for the convenience of description, we call it “Path 2”). 
· During the role change:
Due to simultaneous connectivity, there are “Path 1” and “Path 2” simultaneously transmitting during one short duration when the PDCP PDUs with different keys are mixed. The only issue which needs to be resolved is to identify which one of the “Path 1” or “Path 2” a packet belongs to during this short transition period. Several methods, e.g. LCID method, can be used to resolve the issue [3]. From the view of user plane, actually this is completely the same as the “bearer type change” procedure (MN terminated split bearer -> SN terminated split bearer).
With DC-based handover, during the whole procedure, no packet is handled cross the PDCP between the source gNB and target gNB. Comparing with the eMBB, there is no back and forth data transfer between the source and target gNBs – less delay and more efficient. The impact to the PDCP is less – less complexity. 
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Figure 4: During the role change PDCP operation at network side for UL reception.

Observation 6: The PDCP operations with DC based handover is simpler.
3 Conclusion

This contribution analyses the PDCP handling of non-DC-based solution and compares it with DC based handover in NR and suggests:
Observation 1: In non-DC-based solution, two separate RoHC are located at the source and target nodes, and a common PDCP SN assignment/reordering function is at one of the nodes.

Observation 2: Header decompression needs to be performed after PDCP reordering in NR.

Observation 3: For DL, implementation complexity is introduced at both the UE and the NW side, because of two separate (de)compression and two separate (de)ciphering functionality and a common functionality for PDCP SN assignment and reordering / duplication detection in non-DC-based solution.

Observation 4: For UL, in non-DC-based solution, back and forth data transfer between the source gNB and target gNB is significant because of two separate RoHC/deciphering and a common PDCP reordering.

Observation 5: For UL, in non-DC-based solution, the protocol stack and the network implementation are complex, and introducing resources wasting and large handover latency.

Observation 6: The PDCP operations with DC based handover is simpler.

Proposal: NR cannot simply adopt non-DC-based solution as LTE.
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