3GPP TSG-RAN WG2 Meeting #105bis
R2-1904764
Xi’an, China, April 8th – 12th 2019


Agenda item:
7.2
Source: 
Sequans Communications
Title: 
NB-IoT Access Barring Clarifications
Document for:
Discussion and Decision
1. Introduction
In RAN2#105, based on [1], it was discussed if there is an additional requirement in NB-IoT to read the MIB before access in order to check ab-enabled flag (when using a DRX shorter than the modification period). Discussion was both on-line and off-line. However, RAN2 did not conclude:

· Discussion on the UE requirement for checking MIB / ab-enabled when using a DRX shorter than the modification period postponed to the next meeting
We discuss further this issue.
2. Discussion
From specification analysis in the Annex, we do not see any additional UE requirement to read MIB in NB-IoT for checking ab-enabled flag before access, as already explained at last meeting and in the offline email discussion.

In [3], one company expressed a different understanding. In the Annex, we have also explained the shortcomings of this understanding. Moreover, in an earlier document [4], the same company did express the exact opposite understanding of the specification: 
“UE requirements

When camped on a cell the UE monitors for system information change. UE is notified of SI change through paging when the DRX cycle is smaller than the modification period. Otherwise the UE needs to have valid system information before access, i.e. before access the UE needs to check systemInfoValueTag and ab-Enabled in MIB-NB. When the UE is in eDRX the UE is paged for any essential SI changes, such that the UE is not required to acquire SI changes when monitoring paging only. ”
Hence we believe the proposal from [3] is not reasonable. 
Proposal 1: Confirm that there is no additional UE requirement to read MIB-NB for checking ab-enabled flag before access in current specification
In our view, access barring is meant mainly to tackle congestion related issues.
In “normal” case, with no congestion issues, SIB14-NB should not be scheduled to avoid spectrum efficiency loss. When AB is needed, SIB14-NB will be scheduled. This implies a SIB1-NB change. We believe UEs would be notified via paging, as this may for instance impact paging decoding anyway.
Proposal 2: Confirm that when SIB14-NB scheduling changes, UE is notified (at least if the NW wishes it to be taken into account)
Then, the scenario of ab-enabled change under consideration is merely when SIB14-NB is already scheduled, which shall be in “possible congestion case” only. 
In normal case, where SIB14-NB is not scheduled, ab-enabled flag should always be false, and additional requirement to read MIB is useless. 
Conversely, in “possible congestion case” where ab-enabled may be toggled, it’s not clear why SI change paging would/could not be used. We do not see a need to toggle this flag very often. The flag merely activate/deactivate AB, which can be also achieved with the bitmap if preferred. 
Additionally, impact on UEs of using SI change paging for ab-enabled flag can be very limited by not changing the systemInfoValueTag so that UEs will only read the MIB.
Even if a NW wants to toggle very frequently this flag for some reason, since majority of NB-IoT devices are supposed to be in eDRX/PSM and will read the MIB, it may not be a problem that minority of UEs with short DRX cycles would not have an updated flag straight away. 
Hence, we do not see a strong need to add a requirement. 
Observation 1: There is no strong need for a requirement to reacquire MIB-NB for ab-enabled flag before access

In our view, the most important is to have a clear understanding of UE requirement, so that there is no ambiguity in UE behavior on the field and in test scenarios. 

Proposal 3: Discuss and agree on the exact UE requirement (or absence of) related to MIB-NB reading and ab-enabled
Then, in particular if it is decided to have a new requirement for UE, it should be specified properly with CR to next meeting. We think we would need to discuss for instance what happens regarding systemInfoValueTag. With long DRX, it is specified “, the UE verifies that stored system information remains valid by checking the systemInfoValueTag before establishing or resuming an RRC connection.” Would it be also expected for the UE to do that for instance when reading the MIB just for “ab-enable flag update” ? With NB-IoT UE always reading MIB before access, a NW implementation may decide to reduce paging for SI change to cases only impacting paging.
Proposal 4: If it is agreed that NB-IoT UE always read MIB before access, proponent shall bring CRs to next meeting 
3. Conclusion 

In this contribution, we make the following observations and proposals:

Proposal 1: Confirm that there is no additional UE requirement to read MIB-NB for checking ab-enabled flag before access in current specification
Proposal 2: Confirm that when SIB14-NB scheduling changes, UE is notified (at least if the NW wishes it to be taken into account)
Observation 1: There is no strong need for a requirement to reacquire MIB-NB for ab-enabled flag before access
Proposal 3: Discuss and agree on the exact UE requirement (or absence of) related to MIB-NB reading and ab-enabled
Proposal 4: If it is agreed that NB-IoT UE always read MIB before access, proponent shall bring CRs to next meeting
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Annex – Specification Analysis

“System information for NB-IoT is divided into the MasterInformationBlock-NB (MIB-NB) and a number of SystemInformationBlocks-NB (SIBs-NB)”.

“The AB parameters are contained in SystemInformationBlockType14-NB”
Observation 1: ab-enabled flag is part of system information, and is not part of AB parameters

“Change of Access Barring (AB) parameters can occur at any point in time”
“Change of system information (other than for ETWS, CMAS and EAB parameters and other than for AB parameters for NB-IoT) only occurs at specific radio frames, i.e. the concept of a modification period is used. System information may be transmitted a number of times with the same content within a modification period, as defined by its scheduling. ”
Observation 2: ab-enabled flag change only occurs at modification period (MP) boundaries
“The UE that is not configured to use a DRX cycle longer than the modification period verifies that stored system information remains valid by either checking systemInfoValueTag in SystemInformationBlockType1 (or MasterInformationBlock-NB/ MasterInformationBlock-TDD-NB in NB-IoT) after the modification period boundary, or attempting to find the systemInfoModification indication at least modificationPeriodCoeff times during the modification period in case no paging is received, in every modification period.”
Observation 3: UE with DRX cycle <=  MP checks SI change through paging or siTag reading at MP boundary
“When the RRC_IDLE UE is configured with a DRX cycle that is longer than the modification period, and at least one modification period boundary has passed since the UE last verified validity of stored system information, the UE verifies that stored system information remains valid by checking the systemInfoValueTag before establishing or resuming an RRC connection.”
Observation 4: UE with DRX cycle >  MP checks siTag before access (if more than 1 MP boundary has passed)
“Change of Access Barring (AB) parameters can occur at any point in time. The AB parameters are contained in SystemInformationBlockType14-NB. Update of the AB parameters does not impact the systemInfoValueTag in the MasterInformationBlock-NB/ MasterInformationBlock-TDD-NB or the systemInfoValueTagSI in SystemInformationBlockType1-NB.
A NB-IoT UE checks ab-Enabled indication in theMasterInformationBlock-NB/ MasterInformationBlock-TDD-NB to know whether access barring is enabled. If access barring is enabled the UE shall not initiate the RRC connection establishment / resume for all access causes except mobile terminating calls until the UE has acquired the SystemInformationBlockType14-NB.”
In [3], the yellow part seems to be interpreted as a requirement to (re)acquire the MIB. In our view the just says to check the value in MIB, not to reacquire MIB. 

System information is supposed to be read/stored and validity of such information is clearly defined, for UE power consumption purpose. To our knowledge, nothing in the specification is saying that ab-enabled flag may change differently from other parameter in MIB.

When (re)acquiring is needed, e.g. for SIB14-NB, this is clearly specified, as it can be seen in the green part. This is also very clear from 5.2.2.4, where the green part indicates clearly to (re)acquire SIB14-NB while there the blue part e.g. for MIB-NB or SIB14 doesn’t.

“The UE shall:
[…]

1>
neither initiate the RRC connection establishment/resume procedure nor initiate transmission of the RRCConnectionReestablishmentRequest message until the UE has a valid version of the MasterInformationBlock (MasterInformationBlock-NB/ MasterInformationBlock-TDD-NB in NB-IoT) and SystemInformationBlockType1 (SystemInformationBlockType1-NB in NB-IoT) messages as well as SystemInformationBlockType2 (SystemInformationBlockType2-NB in NB-IoT), and for NB-IoT, SystemInformationBlockType22-NB;

1>
not initiate the RRC connection establishment/resume procedure subject to EAB until the UE has a valid version of SystemInformationBlockType14, if broadcast;
[…]

1>
if the UE is a NB-IoT UE and if ab-Enabled included in MasterInformationBlock-NB/ MasterInformationBlock-TDD-NB is set to TRUE:

2>
not initiate the RRC connection establishment/resume procedure for all access causes except mobile terminating calls until the UE has acquired the SystemInformationBlockType14-NB;” 

Observation 5: Specification clearly indicates to (re)acquire SIB14-NB, but nothing similar for MIB-NB

Agreeing that “checks ab-enabled in MIB-NB” translate into “UE shall read (reacquire) the MIB-NB to check ab-enabled” would have severe bad consequences on specification interpretation.

First, as ab-enabled is no different from any other field in MIB, then it would imply that any MIB parameter may change anytime and that the UE needs to constantly read MIB in case of any change. For instance before reading SIB1-BR, UE should check the scheduling in MIB by reading it etc.

Second, specification is full of checks such as 

“A BL UE, UE in CE or NB-IoT UE can initiate EDT when all of the following conditions are fulfilled:

1>
for CP-EDT, the upper layers request establishment of an RRC connection, the UE supports CP-EDT, and SystemInformationBlockType2 (SystemInformationBlockType2-NB in NB-IoT) includes cp-EDT; or”
All those checks would then translate into a requirement to read (reacquire) the corresponding system information, which is obviously not the case.

Observation 6: Agreeing that “checking a parameter in MIB” implies “reacquiring MIB” significantly breaks specification understanding

 “In RRC_CONNECTED, BL UEs or UEs in CE or NB-IoT UEs are not required to acquire system information except when T311 is running or upon handover where the UE is only required to acquire the MasterInformationBlock in the target PCell. In RRC_IDLE, E-UTRAN may notify BL UEs or UEs in CE or NB-IoT UEs about SI update, and except for NB-IoT, ETWS and CMAS notification and EAB modification, using Direct Indication information, as specified in 6.6 (or 6.7.5 in NB-IoT) and TS 36.212 [22].”
In [3], the “may notify” is interpreted as “no requirement for the eNB to notify any change in AB-parameters via paging message” to justify the need for the UE to read the MIB to check the ab-enabled flag.

In our view the “may notify” is just related to the use of Direct Indication DCI which was added for eMTC/NB-IoT . A NW could still use the paging message and not implement Direct Indication. 

Observation 7: “may notify” is just related to the use of Direct Indication for NB-IoT/eMTC.

