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1	Introduction
WID on support for Industrial IoT contains the following objective [1]:
	· Specify Ethernet header compression based on structure-aware algorithm [RAN2].
· Ethernet header compression solution for LTE to be specified once the design principle for NR is agreed. The impacted LTE specifications to be added latest at RAN#85.



In [2], RAN2 sent an LS to IETF and IEEE to understand whether there are any concerns with 3GP specifying new profile for RoHC or a new Ethernet header compression algorithm. We think that the final decision on which approach to take should only be made after receiving the reply, at least from IETF. We assume that the new algorithm would anyway reuse many RoHC principles and will for example require definition of a profile or something similar. Therefore, in this paper we discuss the aspects, which can be applied regardless of the final approach taken by RAN2.
2 	Basic principles
In [3], the design principles are captured and we highlight the ones relevant for the structure-aware algorithm:
	Based on the analysis above, as a summary, the solution for header compression would build on the following principles:
-	Preamble, SFD and FCS are ignored are not transmitted thus not considered in Ethernet header compression.
-	Ethernet header compression considers the header fields DESTINATION ADDRESS, SOURCE ADDRESS, TYPE/LENGTH, Q-TAGs (including all sub-fields), but no further fields of the Ethernet header for structure-aware compression solution.
-	Additional complexity of removing padding in Ethernet header compression must be justified.
-	Further industrial protocols above Ethernet are not considered in structure-aware Ethernet header compression.
-	The developed structure-aware Ethernet header compression scheme does not consider IP header compression within a joint solution.
-	For structure-agnostic compression scheme, further fields, further industrial protocols above Ethernet, IP header are compressed together with Ethernet header.
-	PDCP at gNB is the network anchor for Ethernet header compression.



As the last point suggests PDCP should be the anchor for Ethernet header compression and header compression currently is captured in PDCP specifications, we think that the specification for Ethernet header compression should be captured in PDCP specification, e.g. in the Normative Annex.
Proposal 1: Capture the specification for Ethernet header compression in a new Normative Annex in TS 38.323.
The agreed principles mention also that “Additional complexity of removing padding in Ethernet header compression must be justified” and that “The developed structure-aware Ethernet header compression scheme does not consider IP header compression within a joint solution”. Those mean that we may consider padding removal, in case the complexity is not high and that we might consider IP header compression to work together with Ethernet header compression, but not within a joint solution. However, we think those aspects should only be discussed once the basic Ethernet header compression objective is accomplished for the baseline Ethernet frame structures as captured by the following bullet:
	· Ethernet header compression considers the header fields DESTINATION ADDRESS, SOURCE ADDRESS, TYPE/LENGTH, Q-TAGs (including all sub-fields), but no further fields of the Ethernet header for structure-aware compression solution.



Proposal 2: Padding removal and Ethernet header compression interworking with IP header compression should only be discussed after finalizing the header compression for baseline Ethernet header structures as captured in TR 38.825.
3 Baseline Ethernet Header Compression
Here we present some consideration on how baseline Ethernet header compression could be defined as ROHC profile. Some of the considerations apply also for any non-ROHC based solution.
Definition of Packet Stream, Compression Contexts and Channel
Ethernet header compression is applied on a stream of Ethernet frames where field values remain constant or change so predictably that the headers can be efficiently compressed using the same context. Context is the state in the compressor and decompressor used to compress and decompress the headers, respectively. Streams are sent over communication channels. If a channel is capable of carrying multiple streams in parallel, the compression scheme needs to assign each stream a different context identifier that is carried within the compressed headers. How large the context identifier space needs to be, depends on how many streams need to be carried over the same channel.
One of the first things in design of the Ethernet header compression solution is to define streams and how streams map to channels. In case of Ethernet, the simplest approach would be to define stream as a unique combination of source address, destination address, Type/Length (in case it denotes Type) and Q-Tag (except for PCP and DEI fields). More details on this will follow in section discussion header field classification.
In 5G, Each DRB (i.e. data radio bearer) is associated with one PDCP entity which carries the data of the specific radio bearer. One or more QoS flows may be mapped onto one DRB. Also, a single QoS flow can carry multiple streams. So, in general ROHC will have to support multiple contexts on a channel. However, as Ethernet header compression is most beneficial for URLLC/TSC type of Ethernet traffic, most likely for that traffic each stream would be carried on stream-specific DRB. In any case small context ID space supporting 15 parallel contexts should be always enough.
For reference, a diagram depicting QoS architecture in 5G is copied here from TS 38.300.
[image: 5G NR QoS Architecture]
Figure 1 QoS architecture in 5G NR (Source: 3GPP TS 38.300)

Proposal 3: Agree for support of maximum 15 parallel Ethernet header compression contexts.

Classification of Header Fields
ROHC separates header fields into five classes: 
INFERRED: These fields contain values that can be inferred from other values, for example the size of the frame carrying the packet, and thus do not have to be handled at all by the compression scheme.    
STATIC: These fields are expected to be constant throughout the lifetime of the packet stream.  Static information must in some way be communicated once.    
STATIC-DEF: STATIC fields whose values define a packet stream. They are in general handled as STATIC.    
STATIC-KNOWN: These STATIC fields are expected to have well-known values and therefore do not need to be communicated at all.    
CHANGING: These fields are expected to vary in some way: randomly, within a limited value set or range, or in some other manner.
Most Ethernet header fields can be classified as STATIC-DEF meaning they define the stream and are always static within the stream. There are two special cases: 
· Type/Length field, if it is used to denote length (values below 1500) can change within the stream in case stream carries varying length frames. In that case the field value would need to be sent in whole or with some special encoding (shorter field, delta from the previous value, etc.). 
· Q-Tag Priority Code Point (PCP) and Drop Eligible Indicator (DEI) fields, altogether 4 bits, may change within a stream if different QoS or priority frames are carried within the stream. If the value changes from the previous frame it would have to be sent in a special manner. 
	Header Field 
	Type 

	Destination address
	STATIC-DEF

	Source address
	STATIC-DEF

	Type/Length
	STATIC-DEF or CHANGING

	Q-Tag: TPID
	STATIC-DEF

	Q-Tag: VLAN ID
	STATIC-DEF

	Q-Tag: PCP and DEI
	CHANGING



Proposal 4: 3GPP should define what constitutes a stream (to be compressed within a single context) and classify the Ethernet header fields to be compressed. Most header fields can simply be classified as static (i.e. STATIC-DEF in RoHC terminology). Special attention should be paid to Type/Length and PCP and DEI fields within the Q-Tag, as these may change within a stream.

Padding removal
In case the Ethernet Type/Length field contains the actual length of the Ethernet payload, the profile could include also padding removal and addition based on the length information. If Type/Length contains just the payload type, padding removal would require knowledge from higher layers (such as IP packet length), which would be out of scope of the Ethernet specific compression profile (but could be a feature e.g. in a future UDP/IP/Ethernet profile).
Proposal 5: Padding removal could be included as part of the Ethernet header compression profile in case Type/Length field in a stream actually denotes length. 

Potential simplifications wrt. ROHC framework
Some simplifications could be considered on the use of the full ROHC framework capabilities.
ROHC compression framework supports three different modes:
· Unidirectional mode (U-mode)
· Bidirectional optimistic mode (O-mode)
· Bidirectional reliable mode (R-mode)
O- and R-mode differ from each other in how much feedback there is for packet loss. It should be studied if O- or R-mode is more suitable for typical URRLC type of use cases.
ROHC compression can operate in three states:
· IR (Initialization – full header is sent), 
· FO (First order – partially compressed dynamic header is sent) and 
· SO (Second order – static and dynamic headers are compressed)
It should also be studied whether both FO and SO are needed for Ethernet profile where most header fields are static. 
Proposal 6: 3GPP should study if some guidance or simplification could be made on how the full ROHC framework needs to be utilized for the purpose of Ethernet profile.
 
4 	Summary
The paper discusses mainly how Ethernet header compression could be realized as Robust Header Compression (ROHC) profile. Some of the discussion applies also to non-ROHC based approaches.
The following concrete proposals are made in this paper:
Proposal 1: Capture the specification for Ethernet header compression in a new Normative Annex in TS 38.323.
Proposal 2: Padding removal and Ethernet header compression interworking with IP header compression should only be discussed after finalizing the header compression for baseline Ethernet header structures as captured in TR 38.825.
Proposal 3: Agree for support of maximum 15 parallel Ethernet header compression contexts.
Proposal 4: 3GPP should define what constitutes a stream (to be compressed within a single context) and classify the Ethernet header fields to be compressed. Most header fields can simply be classified as static (i.e. STATIC-DEF in RoHC terminology). Special attention should be paid to Type/Length and PCP and DEI fields within the Q-Tag, as these may change within a stream.
Proposal 5: Padding removal could be included as part of the Ethernet header compression profile in case Type/Length field in a stream actually denotes length.
Proposal 6: 3GPP should study if some guidance or simplification could be made on how the full ROHC framework needs to be utilized for the purpose of Ethernet profile.
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