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1 Introduction
In RAN2 #105 meeting, majority of companies support a new dedicated header compression scheme, not a new ROHC profile [1]. Meanwhile an LS has been sent to IETF and IEEE 802 [2] with some detailed questions from. In RAN #83 meeting, structure-aware algorithm based Ethernet header compression has been agreed as following [3]:
	Specify Ethernet header compression based on structure-aware algorithm [RAN2].
· Ethernet header compression solution for LTE to be specified once the design principle for NR is agreed. The impacted LTE specifications to be added latest at RAN#85.


In this document, some details of structure-aware Ethernet header compression are discussed.
2 Discussion
2.1 The IP header compression with ROHC
In ROHC for IP header compression, the transmitter could learn the structure of IP header, determine the static (to-be-compressed) part, create a ROHC context, then assign a context ID for the to-be-compressed part, and finally indicate this mapping to the receiver. If a ROHC feedback is received from the receiver, this context ID will be used to replace the static part in the IP header.

[image: image1.emf]Context ID = 1 XXXXX

Transmitter Receiver

ROHC feedback


Figure 1: the basic procedure in ROHC

The similar compression context exchange procedure in ROHC for IP could be reused for the new Ethernet header compression scheme.

2.2 When to exchange the compression context 
Next issue is when to exchange the compression context. With ROHC for IP header, context exchanging happens during the packet transmission, the efficiency of compression is thus low at the beginning of session and gradually becomes higher. For IIoT, the Ethernet header structure is static/predictable, the context could be exchanged before the session starts. Two alternatives are illustrated in Figure 2.
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Figure 2: Two alternatives for Ethernet header compression context exchanging
Alternative 1: context exchanging happens before the session starts
For this alternative, gNB and UE could communicate with the context exchanging for header compression before the data transmission, such that the Ethernet header from first packet could be compressed.  Higher efficiency could be attained as soon as possible, albeit at the cost of extra message exchanging.
Alternative 2: context exchanging during the packet transmission
This alternative is the same as that in current ROHC for IP header. Since the compression context is exchanged after data transmission starts, the Ethernet header of the first several packets could not be compressed. Nevertheless alternative 2 does not need the extra message exchanging.

These two alternatives are compared in table 1. The alternative 1 could lead the steady and high compression efficiency, which is beneficial for IIoT scenario, so it is preferred.
Table 1: Comparison of two alternatives for Ethernet header compression
	
	Alternative 1
	Alternative 2

	Compression efficiency
	high
	From low to high

	Need extra RRC message
	Yes
	No

	Need extra field in user packet for context exchanging
	No
	Yes


Proposal 1: The compression context shall be exchanged before packet transmission starts.

2.3 The detailed Ethernet header compression procedure
The next issue is what shall be included in the context exchange message. Figure 3 shows an example of Ethernet header compression procedure.
Step 1: Firstly, gNB acquires the type of Ethernet header, which could includes Ethernet Ⅱ/Ethernet V2, Ethernet 802.3/802.2SAP, Ethernet 802.3/802.2 SNAP, 802.1Qtag, etc. In addition, gNB acquires the possible values of Ethernet field, decides the maximum space of context, and generates a table as following:

Table 2: The mapping between context ID and Ethernet field value
	Context ID
	Ethernet field
	Value of Ethernet field

	0000
	Source Address
	XXXXXXXX

	0001
	Destination Address
	YYYYYYYY


gNB indicates three informations to UE via DRB setup message: the type of Ethernet header, the maximum space of context, and the mapping as in table 2. 
Proposal 2: The Ethernet header type, the maximum context space, and the mapping between context ID and value of Ethernet field shall be indicated to UE in DRB setup procedure.
Considering the flexibility of Ethernet design, the Ethernet header type of uplink and downlink could be different. If the Ethernet type of uplink and downlink are different, the RRC procedure shall also support it. 

Proposal 3: The uplink and downlink types of Ethernet header shall be configured independently.
The following steps only describe the case where Ethernet header compression of downlink data, and the uplink data are the same.
Step 2: gNB receives an Ethernet packet with complete header, compresses the Ethernet header with the context information received in step1, and transmits to UE.


[image: image3.emf]UE gNB

DRB setup(type of ethernet header, max Context space

Context ID-------Ethernet field

Context ID-------Ethernet field)

DRB reconfiguration 

(context ID------- Ethernet field,

context ID------- Ethernet field)

Data

Ethernet 

header

Data

Data

Ethernet 

header

Data

Step 1

Step 2

Step 3

Compressed 

ethernet header

Compressed 

ethernet header


Figure 3: detail procedure of Ethernet header compression
Step 3: If needed, the context information could be reconfigured by RRC message.
Based on the discussion in SI, the function of Ethernet header compression shall be located in PDCP, so the compression and decompression functions are implemented in PDCP entity. The detail format of PDCP PDU is FFS.

Proposal 4: The compression and decompression functions are implemented in PDCP entity.
Proposal 5: The format of compressed Ethernet header shall be discussed further.
3 Conclusion

The paper discusses the Ethernet header compression, and we propose:
Proposal 1: The compression context shall be exchanged before packet transmission starts.
Proposal 2: The Ethernet header type, the maximum context space, and the mapping between context ID and value of Ethernet field shall be indicated to UE in DRB setup procedure.
Proposal 3: The uplink and downlink types of Ethernet header shall be configured independently.
Proposal 4: The compression and decompression functions are implemented in PDCP entity.
Proposal 5: The format of compressed Ethernet header shall be discussed further.
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