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Definition of interruption time
[bookmark: _Toc519780362]In 38.913, the definition of Mobility interruption time can be found as follow. ----------------------------------------------- From 38.913 -----------------------------------------------
7.7	Mobility interruption time
Mobility interruption time means the shortest time duration supported by the system during which a user terminal cannot exchange user plane packets with any base station during transitions.
----------------------------------------------- From 38.913 -----------------------------------------------
In this contribution, the evaluation of interruption time will be made based on the definition above, and the interruption time will be evaluated separately for UL and DL.
Proposal 1: The evaluation of mobility interruption time shall be made based on the definition given in 38.913 that “Mobility interruption time means the shortest time duration supported by the system during which a user terminal cannot exchange user plane packets with any base station during transitions”.
Interruption time for single active stack solution
In this section, the interruption time of all the three alternatives for single active stack solution listed in the email discussion [1] will be discussed separately.
Single Active protocol stack - Option 0
The protocol stack for single active protocol stack option 0 can be found as follow:


Based on the current spec, considering no RRC message will be generated in source node after the handover command is sent to UE, also considering the RACH in the target cell need to be triggered by the RRC reconfiguration complete message, the PDCP/RLC for SRB can be re-established immediately after the RRC reconfiguration for handover is received by UE. 
However, since the PDCP/RLC are established per RB, the re-establishment of UP entities for SRB does not mean the UP entities for DRB have to be re-establishment at the same time. In case only single Tx is supported on UE side, considering once the UL Tx is switched from source node to target node, the DL transmission in source node will be stopped due to the lack of L1 feedback (e.g. HARQ feedback), thus the PDCP/RLC for DRB shall be re-established once the RAR is received. 
Observation 1: For option 0, the PDCP/RLC for SRB will be re-established immediately after the RRC reconfiguration for handover is received by UE, and the RLC/PDCP for DRB shall be re-established once RACH RAR is received.
For the interruption time of DL transmission, in CFRA (i.e. assume the NW will allocate the CFRA resource for the interruption time/delay sensitive UE), since the NW can detect the UE based on the preamble allocated, the NW can schedule the UE once the RAR is transmitted. For the DL reception, no matter the re-establishment of PDCP/RLC are finished or not, since the MAC is already functional, the DL user plan packet can always be received by UE. The data received can be buffered in RLC and be treated once the re-establishment is done. Considering the data reception from the source node is ready before the RAR is received, and the DL reception of user plan packet from target node can be supported immediately after RAR is received, we think the interruption time for DL is 0.
Observation 2: Since the MAC is fully functional after the reception of RAR, the DL data can be received by UE immediately after the RAR is received. And the data received can be buffered in RLC and be treated once the re-establishment is done.  
For the interruption time of UL transmission, since the UL packet cannot be generated before the re-establishment is finished, the interruption time for UL transmission equals to the UP processing time for RLC/PDCP re-establishment.
Observation 3: For the single Active protocol stack - Option 0
· The interruption time of DL transmission is 0ms (i.e. the UE can receive the user plan packet from source node before RAR is received, and the UE can receive user plan packet from target node immediately after the reception of RAR)
· The interruption time of UL transmission equals to the UP processing time for RLC/PDCP re-establishment (i.e. the UE cannot generate/transmit PDCP PDU before the re-establishment is completed).

Single Active protocol stack - Option 1
In option1, as shown in the figure below, separate set of PDCP/RLC entities are established on UE side, and the PDCP/RLC addition/release procedure will be used instead of re-establishment procedure.


Similar as the analysis for option 0, since no new RRC message will be generated by source node after the transmission of handover command, there is no need to have separate set of PDCP/RLC for SRB and the PDCP/RLC for SRB can be re-established immediately after the handover command is received. However for DRB, the newly established PDCP/RLC will be used once the RAR is received.
For the UP processing time of RLC, compared to option 0, since a new RLC is established, the processing time for RLC re-establishment can be saved. However, for the PDCP, in order to have a continuous PDCP SN allocation and reordering, some kind of synchronization is needed between the new PDCP entity and the old PDCP entity, and the processing time for the synchronization seems quite similar as the PDCP re-establishment.
Observation 4: In order to have a continuous PDCP SN allocation and reordering, some kind of synchronization is needed between the new PDCP entity and the old PDCP entity, and the processing time for the PDCP status synchronization seems quite similar as the PDCP re-establishment.
For the interruption time of UL transmission, similar as the option 0, since the DL transmission can always be received successfully and the data received can be buffered in PDCP and be treated once the PDCP status synchronization is done, we think the interruption time for DL can also be 0. 
For the interruption time of UL transmission, based on the similar consideration given for option 0, we think the interruption time for UL transmission equals to the UP processing time for PDCP status synchronization between new PDCP and old PDCP.
Observation 5: For the single Active protocol stack - Option 1
· The interruption time of DL transmission is 0ms (i.e. the UE can receive the user plan packet from source node before RAR is received, and the UE can receive user plan packet from target node immediately after the reception of RAR)
· The interruption time of UL transmission equals to the UP processing time for PDCP status synchronization (i.e. the UE cannot generate/transmit PDCP PDU before the PDCP status synchronization is completed).

Single Active protocol stack - Option 2
For the option 2, similar as the option 1, two set of UP entities are established for source node and target node accordingly. However, different from option1, part of PDCP function of the new PDCP entities will be used during the transmission of HO complete message, and the rest PDCP function will be activated once the transmission of HO complete message is completed.

For the DL interruption time, although the detail of the option2 is not so clear, since the data reception in the source node will be deleted after the completing of HO complete transmission, similar as option 0 and 1, we think the user plan data transmission between UE and target node will be ready before the release of connection from the source node, thus 0ms can also be achieved for the DL transmission.
For the UL interruption time, similar as option 1, to ensure the continuation of PDCP SN and reordering, the PDCP status synchronization is also required in option2 to synchronized the PDCP variables/counters between the old PDCP and new PDCP.
Observation 6: PDCP status synchronization is also required in option2 to synchronized the PDCP variables/counters between the old PDCP and new PDCP
Therefore, we think the interruption time for UL transmission equals to the UP processing time for PDCP status synchronization between new PDCP and old PDCP.
Observation 7: For the single Active protocol stack - Option 2
· The interruption time of DL transmission is 0ms
· The interruption time of UL transmission equals to the UP processing time for PDCP status synchronization.

Based on the analysis above, one table is given to summarize to interruption time for option 0/1/2, and we give our proposal that:
Proposal 2: The analysis for the mobility interruption time of single active stack solution option 0/1/2 can be found as follow and shall be taken into account in the discussion on LTE mobility enhancement.
	
	Option 0
	Option 1
	Option 2

	DL interruption time
	0ms
	0ms
	0ms

	UL interruption time
	equals to the UP processing time for RLC/PDCP re-establishment
	equals to the UP processing time for PDCP status synchronization
	equals to the UP processing time for PDCP status synchronization.



Potential enhancement for single active stack solution
Based on the analysis in section 3, even the interruption time can be 0ms based on the definition of interruption time given in 38.913, for option 0 and 1, the DL data will be buffered and be treated before the UP entities are ready. To avoid such buffer delay, the following enhancement can be considered as one compromised solution.


To avoid the buffer delay, one additional RLC entity can be established for each DRB for target cell, and PDCP entity on UE side can pre-establish some function model for target cell once the HO command is received. 
For example, in the figure above, the PDCP entity pre-establish one additional security processing model for target cell with new key, thus DL data packet can be processed immediately through the newly established RLC and the PDCP with newly established function model within the PDCP. Once the RAR is received from the target node, the PDCP can release the old security processing model. The related operations are listed as follow:
Before HO: 
· Only source protocol, and source key is used;
Before RACH (has received HO command): 
· RLC/MAC/PHY for target cell are established
· The PDCP entity pre-establish one additional security processing model for target cell with new key, within the PDCP entity. And the newly established security processing mode will treat the packet from the new RLC.
· Only source protocol, and source key is used;
During the RACH: (Msg1 preamble & Msg2 RAR)
· Source protocol, and source key is used for reception/transmission data from source, and 
· Target PHY and MAC is used to perform the RACH procedure in target;
After Reception of RAR:
· Source RLC/MAC/PHY is deleted; and
· PDCP is re-established (the old security model is removed).

Considering such PDCP operation is some kind of implementation on UE side and is transparent to NW, it can be considered as some kind of implementation based optimization to the PDCP re-establishment procedure.

Proposal 3: To avoid the DL buffering delay in option 0/1, the implementation based PDCP re-establishment optimization can be considered. In the optimized PDCP re-establishment procedure: 
· The PDCP entity can pre-establish one additional security processing model for target cell with new key, once the HO command is received. And the data packet received from the target cell will be treated by the new security processing model. 
· Once the RAR is received, the PDCP remove the old security processing model after the old RLC is re-established/released. 
Conclusions
Based on the discussion above, the following observations are shared: 
Interruption time analysis for Single Active protocol stack - Option 0
Observation 1: For option 0, the PDCP/RLC for SRB will be re-established immediately after the RRC reconfiguration for handover is received by UE, and the RLC/PDCP for DRB shall be re-established once RACH RAR is received.
Observation 2: Since the MAC is fully functional after the reception of RAR, the DL data can be received by UE immediately after the RAR is received. And the data received can be buffered in RLC and be treated once the re-establishment is done.  
Observation 3: For the single Active protocol stack - Option 0
· The interruption time of DL transmission is 0ms (i.e. the UE can receive the user plan packet from source node before RAR is received, and the UE can receive user plan packet from target node immediately after the reception of RAR)
· The interruption time of UL transmission equals to the UP processing time for RLC/PDCP re-establishment (i.e. the UE cannot generate/transmit PDCP PDU before the re-establishment is completed).
Interruption time analysis for Single Active protocol stack - Option 1
Observation 4: In order to have a continuous PDCP SN allocation and reordering, some kind of synchronization is needed between the new PDCP entity and the old PDCP entity, and the processing time for the PDCP status synchronization seems quite similar as the PDCP re-establishment.
Observation 5: For the single Active protocol stack - Option 1
· The interruption time of DL transmission is 0ms (i.e. the UE can receive the user plan packet from source node before RAR is received, and the UE can receive user plan packet from target node immediately after the reception of RAR)
· The interruption time of UL transmission equals to the UP processing time for PDCP status synchronization (i.e. the UE cannot generate/transmit PDCP PDU before the PDCP status synchronization is completed).
Interruption time analysis for Single Active protocol stack - Option 2
Observation 6: PDCP status synchronization is also required in option2 to synchronized the PDCP variables/counters between the old PDCP and new PDCP
Observation 7: For the single Active protocol stack - Option 2
· The interruption time of DL transmission is 0ms
· The interruption time of UL transmission equals to the UP processing time for PDCP status synchronization.

Based on the observations, the following proposals are suggested.
Proposal 1: The evaluation of mobility interruption time shall be made based on the definition given in 38.913 that “Mobility interruption time means the shortest time duration supported by the system during which a user terminal cannot exchange user plane packets with any base station during transitions”.
Proposal 2: The analysis for the mobility interruption time of single active stack solution option 0/1/2 can be found as follow and shall be taken into account in the discussion on LTE mobility enhancement.
	
	Option 0
	Option 1
	Option 2

	DL interruption time
	0ms
	0ms
	0ms

	UL interruption time
	equals to the UP processing time for RLC/PDCP re-establishment
	equals to the UP processing time for PDCP status synchronization
	equals to the UP processing time for PDCP status synchronization.



Proposal 3: To avoid the DL buffering delay in option 0/1, the implementation based PDCP re-establishment optimization can be considered. In the optimized PDCP re-establishment procedure: 
· The PDCP entity can pre-establish one additional security processing model for target cell with new key, once the HO command is received. And the data packet received from the target cell will be treated by the new security processing model. 
· Once the RAR is received, the PDCP remove the old security processing model after the old RLC is re-established/released. 
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