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Introduction
[bookmark: _Toc524946176]The study on NR-IIOT concluded (see TR 38.825 [1]) among others that Ethernet header compression is beneficial in the context of Industrial IoT. The work item [2] defines the following related objective:
· Specify Ethernet header compression based on structure-aware algorithm [RAN2].
· Ethernet header compression solution for LTE to be specified once the design principle for NR is agreed. The impacted LTE specifications to be added latest at RAN#85.
In this paper, we review the already existing functionalities of ROHC that can be reused when applying ROHC with an Ethernet ROCH profile for Ethernet header compression. 
Discussion
In NR, the header compression protocol is based on Robust Header Compression (ROHC) framework defined in RFC 5795. Usage of the ROHC framework is integrated in PDCP, i.e. TS 38.323. The ROHC framework supports multiple header compression algorithms i.e. profiles. So far, the profiles are defined for the different network layers of the following table:
Table 1: From TS 38.323, supported header compression protocols and profiles
	Profile Identifier
	Usage
	Reference

	0x0000
	No compression
	RFC 5795

	0x0001
	RTP/UDP/IP
	RFC 3095, RFC 4815

	0x0002
	UDP/IP
	RFC 3095, RFC 4815

	0x0003
	ESP/IP
	RFC 3095, RFC 4815

	0x0004
	IP
	RFC 3843, RFC 4815

	0x0006
	TCP/IP
	RFC 6846

	0x0101
	RTP/UDP/IP
	RFC 5225

	0x0102
	UDP/IP
	RFC 5225

	0x0103
	ESP/IP
	RFC 5225

	0x0104
	IP
	RFC 5225



For Ethernet header compression, the idea is to define a further profile, specific to the Ethernet header. We motivate such approach in our companion paper [3].
In the remainder of this paper, we analyse the ROHC framework functionalities, that would be readily reusable when building the Ethernet header compression on the ROHC framework. We focus on the following three aspects:
Multiple flows header compression
ROHC is defined on PDCP i.e. on a per bearer level, however multiplexed on one such bearer are typically packets from multiple flows, i.e. typically IP-flows. In the currently discussed Ethernet header compression, it would be different TSN flows instead. Some fields on those flows might be the same which could also be the definition of such a flow. For example source/destination addresses in the to be compressed headers may be the same in a flow. When packets of different flows are multiplexed, packets with different header fields e.g. source/destination fields, may be transmitted in an intertwined irregular manner. An efficient header compression protocol would need to identify the individual packet flows in order to remove redundancy i.e. static header fields within packets of each flow. Grouping of packets into flows is one of ROHCs general features. Compressor and decompression establish a compression context specific to which flow, and those contexts are identified with a context identifier (CID). 
[bookmark: _Toc3479249][bookmark: _Toc4589899]Multiple packet flows (e.g. identified by same source/destination addresses) can be identified and efficiently compressed individually by ROHC.

Pre-defined compression methods
To achieve good compression gains in each flow, knowledge of static-ness or change patterns of certain header fields is utilized, e.g. which header fields do not change from packet to packet, or which header fields change in a defined/known manner from packet to packet. The ROHC framework defines various general compression methods, as well as further advanced profile-specific methods. For Ethernet header compression, where the focus according to TR [1] should be on simple compression schemes, the general methods defined in ROHC can be readily reused. For example: STATIC, where fields are assumed constant throughout the lifetime of a packet flow, with the field value communicated only initially between compressor and decompressor.
[bookmark: _Toc3479250][bookmark: _Toc4589900]Pre-defined compression methods for different static-ness or change behaviour of header fields exist in ROHC framework and can be reused.

Robustness against failures
One core feature of ROHC is robustness i.e. tolerance to packet losses and out-of-order delivery over the link. While the tolerance level is a compromise against compression efficiency, and may depend on the compression profile employed, there is no general requirement of the ROHC framework to assume an error free or always in-order delivering link, therefore ROHC may also be employed over RLC UM using links. This is an important metric for TSN traffic patterns (see TS SA1...), which operate with a very high packet reliability on the one hand but due to defined survival times on the other hand the associated TSN service would still continue operation when a single packet error occurs within the survival time. However, if subsequent packet errors (correlated) occur within the survival time, the service would be interrupted. It is thus of very high importance that the header compression protocol does not introduce too strong interdependencies of subsequent packets, i.e. that decompression is still possible for subsequent packets of a failed packet.
[bookmark: _Toc3479251][bookmark: _Toc4589901]ROHC framework is robust against failures.

For the above observations, we propose:
[bookmark: _Toc785812][bookmark: _Toc870434][bookmark: _Toc892337][bookmark: _Toc892475][bookmark: _Toc1070021][bookmark: _Toc1070056][bookmark: _Toc1071232][bookmark: _Toc1071263][bookmark: _Toc1072164][bookmark: _Toc1072246][bookmark: _Toc1072423][bookmark: _Toc2756442][bookmark: _Toc3377126][bookmark: _Toc3479252]Take above observations into account for specifying ROHC-based Ethernet header compression solution.
Conclusion
The following observations have been made:
Observation 1	Multiple packet flows (e.g. identified by same source/destination addresses) can be identified and efficiently compressed individually by ROHC.
Observation 2	Pre-defined compression methods for different static-ness or change behaviour of header fields exist in ROHC framework and can be reused.
Observation 3	ROHC framework is robust against failures.

[bookmark: _Toc528850436][bookmark: _Toc528850447][bookmark: _Toc528850496][bookmark: _Toc528850518][bookmark: _Toc528853699][bookmark: _Toc785813]Based on the discussion above, we propose the following:
Proposal 1	Take above observations into account for specifying ROHC-based Ethernet header comrpession solution.
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