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1 Introduction
In last RAN3 meeting (RAN3#103), the IAB node startup procedure was discussed. For standalone case, the following agreements are achieved:

	1. The donor needs to know that the IAB-node MT is not a normal UE

2. SA for IAB node: 

AMF includes “IAB Authorized” IE in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages

4. Routing/forwarding for F1-C and for F1-U should be the same


In addition, a summary document is given for further discussion [1]. In this contribution, we will address this procedure for further discussion. 
2 Standalone case
According to the discussions in last RAN3 meeting, the IAB node integration procedure can mainly include the following three stages:
· IAB-MT Setup 

· Backhaul setup 

· IAB-DU Setup
2.1 IAB-MT Setup

· Cell selection
The IAB node accesses the network as a normal UE, e.g., the MT part of the IAB node performs cell discovery and selection. The issue is how to select a cell with IAB support. In legacy procedure, the IAB-MTcannot know whether a selected cell supports IAB or not. Thus, it is possible that the gNB of a selected cell does not support IAB node accessing.  

Observation 1: The legacy cell selection procedure may result in that an IAB-MT selects a cell without IAB support. 

To tackle this issue, the following methods can be considered:

· Alt. 1 (detaching and reselection): if the IAB-MT connects to the legacy cell, it can download the OAM configuration, which includes the candidate list of cells supporting IAB. Then, the IAB-MT part can detach from the network after finishing OAM configuration, and re-select a cell supporting IAB node access. 
· Alt. 2 (handover): the connected CU hands over such IAB node to a cell supporting IAB node access. 
· Alt. 3 (Indicate IAB node support capability): each cell can broadcast IAB-specific configuration (according to agreements in RAN1#96, IAB specific RACH configurations will be defined, which is included in SIB1)  so that the IAB-MT can be aware of whether a selected cell supports IAB or not. If the selected cell does not support, the IAB node can performs cell-reselection procedure. However, in this method, the IAB node cannot guarantee to re-select to a cell supporting IAB since the cell selection procedure is performs before receiving SIB1. In other words, the IAB node may re-select to a cell not supporting IAB. 
Among above alternatives, Alt. 1&2 does not require the change of the legacy cell selection procedure; while Alt. 3 cannot guarantee to re-select a cell supporting IAB. Thus, we prefer to using the legacy procedure 
Proposal 1: the cell selection for IAB node startup can follow the legacy procedures. If IAB node gets the candidate list of cells supporting IAB, it can perform selection based on such list.  
· RRC connection setup procedure

After selecting a cell supporting IAB node, the IAB node can perform the legacy RRC connection setup procedure: 1) establish RRC connection with IAB donor; 2) get authentication from core network; 3) AMF indicates “IAB authorized” to IAB donor, as agreed in RAN3#103, so that IAB donor can know the new accessing UE is an IAB node; 4) establish SRB/DRB for IAB-MT, where the DRB is established due to the PDU session for OAM configuration; 
· OAM configuration downloading
The IAB node can download the OAM configuration from IAB OAM. Such procedure is based on the PDU session established for IAB-MT before. Such configuration should include necessary information bringing the DU part of IAB node into operation status. The potential necessary information may include:

· DU part configurations, e.g., serving cell info, system information, physical layer configuration, etc. Those information can help IAB node bring DU into operation. To facilitate this configuration, the information related to the accessing IAB donor should be provided to the IAB OAM. 
· Cell list supporting IAB node access. This information may be needed in case IAB node cannot be aware which cell can support IAB node access. 

Proposal 2: OAM configuration may include, e.g., DU part configuration, cell list supporting IAB node access, etc.
2.2 Backhaul Setup

In the first stage, the IAB-MT can communicate with the network as a normal UE. Moreover, the OAM configuration for IAB-DU can be derived via IAB-MT traffic. However, the connection between IAB-DU and IAB donor-CU, i.e., F1 interface, is still not ready. To enable the transmission of F1AP signaling, the transmission link between IAB-DU and IAB-donor CU should be established first. This stage is mainly for this purpose. According to the CP protocol stack, as shown in Fig.1, to route the F1AP messages of IAB-DU of the new accessing IAB node, the routing entries for such IAB node should be established at the related nodes. For example, in Fig.1, the routing to the new accessing IAB node (e.g., IAB node 2) should be updated at IAB node 1 and IAB-donor DU.

Proposal 3: the routing update procedure should be performed among the nodes between the new accessing IAB node and the IAB-donor CU.

After setting up routing to the new accessing IAB node, BH RLC channel should be established for F1AP message transfer between the new accessing IAB node and its parent node (e.g., IAB node 1 in Fig.1), regardless of the applied security scheme (i.e., IPSec-based or PDCP-based, as shown in Fig. 1). 
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Fig. 1 IPSec-based scheme & PDCP-based scheme

Proposal 4: regardless of the applied security schemes, the BH RLC CH(s) serving the F1AP messages of the collocated IAB-DU should be configured at the IAB-MT of the new accessing IAB node. 
With the above BH RLC CH configuration procedure and routing update procedure, the whole path for F1AP message transmission between new accessing IAB node and IAB-donor CU is established. 

2.3 IAB-DU setup
This procedure is to set up F1 interface between donor CU and DU part of the IAB node. In general, the legacy F1 setup procedure can be reused. However, before DU part of IAB node sends the F1 setup request message, the TNL association with IAB donor CU should be established first, which needs performing SCTP procedure. However, how to convey packets associated with the SCTP procedure without any F1AP message is still an open question. One option is to use IAB-MT’s DRB to transmit it, another option is to use the established BH RLC CH, which is for the F1AP message. In general, the SCTP is used for F1AP transmission. It is natural to transmit SCTP related messages over the BH RLC CH(s) for F1AP messages. 
Proposal 5: the BH RLC CH(s) established for F1AP messages is used for the transmission of the packets associated with the SCTP procedure without any F1AP messages. 
In summary, the whole IAB node startup procedure is shown in Fig. 2:

· Step 1: The IAB-MT of a new IAB-node (e.g., IAB-node 2) accesses the IAB-donor gNB as a normal UE. In this step, the legacy cell selection is reused. After that, the new IAB-node can perform the legacy RRC connection setup procedure: 1) establish RRC connection with IAB donor; 2) get authentication from core network; 3) AMF indicates “IAB authorized” to IAB-donor gNB so that IAB-donor gNB can know the new accessing node is an IAB-node; 4) establish SRB/DRB for IAB-MT, where the DRB is established due to the PDU session for OAM configuration. 
· Step 2: the new IAB-node downloads the OAM configuration via the established DRB and PDU session, which includes, e.g., IAB-DU configurations (e.g., gNB-DU ID, serving cell information, etc.), candidate list of cells supporting IAB node access. 

· Step 3: IAB-donor-CU updates the routing entries towards this new IAB-node among the related nodes between new IAB-node and IAB-donor-CU (e.g., IAB-node 1, IAB-donor-DU in Fig. 2)

· Step 4: IAB-donor-CU configures backhaul RLC channel(s) between the new IAB-node and its parent node for F1AP message transfer. 
· Step 5: the new IAB-node establishes the TNLA association with IAB-donor-CU;

· Step 6: the new IAB-node sets up F1 interface with IAB-donor-CU

Proposal 6: It is proposed to agree the above IAB node startup procedure. 
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Fig. 2 IAB node setup procedure
3 Conclusions
In this contribution, we discuss the IAB node startup procedure, and have the following proposals:

Proposal 1: the cell selection for IAB node startup can follow the legacy procedures. If IAB node gets the candidate list of cells supporting IAB, it can perform selection based on such list.
Proposal 2: OAM configuration may include, e.g., DU part configuration, cell list supporting IAB node access, etc.
Proposal 3: the routing update procedure should be performed among the nodes between the new accessing IAB node and the IAB-donor CU.

Proposal 4: regardless of the applied security schemes, the BH RLC CH(s) serving the F1AP messages of the collocated IAB-DU should be configured at the IAB-MT of the new accessing IAB node. 

Proposal 5: the BH RLC CH(s) established for F1AP messages is used for the transmission of the packets associated with the SCTP procedure without any F1AP messages. 
Proposal 6: It is proposed to agree the above IAB node startup procedure.
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