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[bookmark: _Ref528762725]Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Rel-15 introduced in MAC the concept of LCP channel mapping restrictions, by which some filtering is applied to some logical channels as a pre-selection of UL grants they can bid for. Such filters are based on the physical characteristics of the PUSCH allocation indicated by the UL grant, such as PUSCH duration and numerology, or sub-carrier spacing (SCS). This aims at forcing URLLC LCHs to use appropriate grants and/or preventing other LCHs from using some grants, targeted for URLLC. However, Rel-15 LCP channel mapping restrictions mainly focused on the latency aspect of URLLC, but the reliability component is missing.
In this contribution we propose to upgrade the Rel-15 parameter set defining the LCP channel mapping restrictions to include a reliability parameter.
Discussion
The recent SA1 specification TS 22.104 [3] providing the new requirements for Rel-16 addressing cyber-physical control applications in vertical domains lists Communication Service Availability requirements ranging from 99,99 % to 99,9999999 % (Tables 5.2/3/4/5-1). The requirements depend on the service, the application and the traffic class (deterministic periodic, deterministic aperiodic, non-deterministic communication). It also provides a Table (5.1-1) converting such availability requirements into reliability requirements. Above Tables show that, even within a vertical domain, a UE may expect to serve a wide range of such traffic types, hence a wide range of reliability requirements.

Observation 1: TS 22.104 provides a large range of reliability requirements addressing different services possibly served concurrently.

Given high reliability means low coding rate and QAM order, hence low spectral efficiency, it is important to address each traffic reliability specifically rather than scheduling all traffic types with the MCS targeting the most critical one. It results that Rel-16 NR should be able to address the range of traffic reliabilities with a fine granularity.

Observation 2: Rel-16 NR should be able to address the range of traffic reliabilities from TS 22.104 with a fine granularity.
Clearly, the gNB scheduler can make use of the MCS selection for specifically addressing a given URLLC traffic. To this end, RAN1 introduced by the end of Rel-15 one new low-MCS Table for PUSCH, qam64LowSE, that a UE can be RRC configured or dynamically signaled (in PDCCP via a new MCS-C-RNTI) to use, instead of the legacy 256-QAM MCS Table [2]. At that time RAN2 also had some preliminary discussions on whether to account for such new RAN1 design in MAC, but couldn’t reach any conclusion due to the late coming of the feature.
However, only MAC decides which LCH goes into which UL grant. Hence, the enhance MCS scheme inherited from Rel-15 loses a lot of benefit if it is no possible to select accordingly the LCH(s) targeted by an UL grant/MCS. On the other hand, LCP channel mapping restriction parameters have been introduced in Rel-15 [1] to allow mapping some specific LCHs conveying URLLC traffic to UL grants with specific physical characteristics or usage and also preventing other LCHs from using them, for example:
· allowedSCS-List: the set of allowed Subcarrier Spacing index values
· maxPUSCH-Duration: the largest allowed PUSCH transmission duration
· configuredGrantType1Allowed: is set to TRUE if the LCH is allowed to use a Configured Grant Type 1
We analyze below if such parameters can address the reliability requirements discussed above.
allowedSCS-List:
[bookmark: _GoBack]This parameter allows associating specific numerologies to traffic types, for example URLLC and eMBB to high and low sub-carrier spacing (SCS) respectively. A first observation is that there are 5 numerologies thus providing a hard limit on the number of traffic types this parameter can differentiate. Further considering that some numerologies are associated with some frequency ranges (FR1, FR2) it results that, for a given frequency band, it practically limits to 2-3 the number of differentiated traffic types. Moreover, one BWP supports one numerology, and there is only one active BWP per Serving Cell. Hence, serving efficiently and concurrently multiple eMBB/URLLC traffic types requires supporting as many Serving Cells as traffic types in CA configuration. This looks overkill and cost-inefficient for an IIoT device (not necessarily requiring high throughput).
Observation 3: The LCP parameter allowedSCS-List is not well suited to discriminate multiple traffic types with different reliability requirements.
maxPUSCH-Duration:
This parameter can take 6 values ranging from 0.02 to 0.5ms, thus targeting the whole range of a PUSCH allocation in 30 kHz SCS (if not aggregated across slots). It can therefore discriminate URLLC traffic types with end-to-end latency requirements of 0.5ms and smaller. However, in the requirement Table 5.2-1 [3], only one communication service comes with such requirement. Other URLLC services have less stringent latency requirements, although as high reliability requirements. One such example is the service addressing control-to-control communication in motion control (A.2.2.2), copied below:
	Communication service availability: target value (note 1)
	End-to-end latency: maximum (note 2)
	Message size [byte]
	Transfer interval: target value
	Survival time
	Remarks

	99,9999 % to 99,999999 %
	< transfer interval value
	1 k
	≤ 10 ms
	10 ms
	Control-to-control in motion control (A.2.2.2)


This service has the highest reliability requirement (considering the lower range) but both relaxed latency requirement and large (1Kbyte) message size. To give a rough idea, using as low (but not lowest) MCS as IMCS = 5 (QPSK, code rate 0.37) in regular MCS Table (Table 5.1.3.1-2 of [2]), yields a spectral efficiency of 1.4766 so that with 8-PRB allocation, it takes ~4-5 full 0.5ms slots to convey the message. It is obvious that in such case, there is no point is transmitting such message in many chunks of very short PUSCH allocations, which is not robust. Instead, it should be segmented into 4 or 5 full-slot allocations. And in such example, it is clear that the maxPUSCH-Duration is unable to discriminate this traffic type from an eMBB traffic.
Observation 4: The LCP parameter maxPUSCH-Duration is not sufficient to differentiate an URLLC traffic with large PUSCH allocations but stringent reliability requirement from an eMBB traffic.
configuredGrantType1Allowed:
This parameter is used to dedicate the use of the configured grant (CG) type 1 to one or more URLLC LCHs, by preventing other (e.g. eMBB) LCHs from using it. It is yet unclear how this parameter will evolve (while remaining backward compatible) to support multiple CG type 1 configurations since such topic is now in the RAN1 WID [], so will be first discussed in RAN1. Furthermore, not all URLLC traffics are expected to be served by configured grants, when considering e.g. deterministic aperiodic communications [3]. Therefore it is also unclear how such parameter can appropriately address the reliability requirements of the various services/applications listed in [3].  
Observation 5: The LCP parameter configuredGrantType1Allowed is not sufficient to address the reliability requirements of the various services/applications from TS 22.104.
From the above observations, we conclude that the LCP channel mapping restrictions should include a new parameter properly addressing the reliability constraint of URLLC traffic.
Proposal 1: The LCP channel mapping restrictions should include a new parameter properly addressing the reliability constraint of URLLC traffic.
The reliability can be addressed in different ways. For example, it was proposed in Rel-15 that the selected MCS Table, qam256 or qam64LowSE, would allow, by itself, differentiating an UL grant destined to eMBB or URLLC channel. However this is only binary information which disallows differentiating multiple URLLC channels with different reliability requirements. So we think a more flexible way to filter the reliability constraint of an LCH is via a parameter maxMCS configuring the maximum MCS an LCH is allowed to be transmitted with.
Proposal 2: The LCP channel mapping restrictions parameter addressing the reliability constraint of URLLC traffic is maxMCS defining the maximum MCS an LCH is allowed to be transmitted with.
Conclusion
This contribution discussed the issue of handling URLLC services with different reliability requirements, as specified in TS 22.104 [3]. The resulting observations and proposals are as follows:
Observation 1: TS 22.104 provides a large range of reliability requirements addressing different services possibly served concurrently.
Observation 2: Rel-16 NR should be able to address the range of traffic reliabilities from TS 22.104 with a fine granularity
Observation 3: The LCP parameter allowedSCS-List is not well suited to discriminate multiple traffic types with different reliability requirements.
Observation 4: The LCP parameter maxPUSCH-Duration is not sufficient to differentiate an URLLC traffic with large PUSCH allocations but stringent reliability requirement from an eMBB traffic.
Observation 5: The LCP parameter configuredGrantType1Allowed is not sufficient to address the reliability requirements of the various services/applications from TS 22.104.
Proposal 1: The LCP channel mapping restrictions should include a new parameter properly addressing the reliability constraint of URLLC traffic.
Proposal 2: The LCP channel mapping restrictions parameter addressing the reliability constraint of URLLC traffic is maxMCS defining the maximum MCS an LCH is allowed to be transmitted with.
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