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Introduction
The IAB Work Item approved at the 3GPP RAN#82 meeting shall focus on IAB with physically fixed relays and NR access over NR backhaul. Furthermore, only Architecture Option 1a with CU-DU split will be studied in the WI for IAB. In this architecture, the full F1 stack is supported at IAB nodes.
This contribution focuses on how an IAB node can be attached and integrated into the network, while reusing existing functionality for F1-setup and UE attach procedure. 
Discussion
The summary of offline discussion on IAB node integration from RAN3#103 (R3-191006), captures the following steps of overall IAB node integration procedure, which serve as the baseline for further discussion: 
1. MT setup
· MT selects parent node (procedure is FFS).
· MT authenticates with AMF (Uu procedures) 
· AMF authorizes MT at gNB (signalling agreed at RAN3#103)
· gNB establishes SRBs with MT (Uu procedures)
· gNB may establish DRBs and PDU session with MT (Uu procedures; if this is necessary is FFS) 
· PDU session may be used for OAM connectivity 
2. Backhaul setup
· Establishment of BH RLC channel between IAB-node MT and parent node.
· RAN2 decided that this configuration is done by CU-CP (e.g. using RRC).
· For this, MT’s CU-CP needs to know that MT belongs to an IAB node and not a UE, which it may derive, e.g., from MT authorization (agreed at RAN3#103).
· The BH RLC channel further has to be marked with the corresponding priority/QoS-class on IAB-node MT and parent node.
· Establishment of adapt route(s) between IAB-node MT and IAB-donor DU. This includes: 
· Configuration of adapt routing identifier(s) on IAB-node MT and IAB-donor DU (RAN2; FFS), 
· Configuration of routing entries on all IAB-node’s ancestor nodes for new routing identifier (RAN2; FFS),
· IP address allocation to IAB-node for adapt interface, which is routable from wireline fronthaul via adapt route.
· The IP address must be specific to IAB-donor DU so that CU can send IP packets to IAB-node via this specific IAB-donor DU and the new adapt route. The IAB-donor DU has to support a pool of IP addresses that are routable from wireline fronthaul for all descendant IAB-nodes. 
· If IP assignment is done by CU, the CU must know IAB-donor-DU’s available IP address pool for IAB nodes.
· If IP assignment is done via DHCPv4/6 with DHCP proxy on IAB-donor-DU, as proposed in TR, a transport mechanism of ARP/NDP on top of adapt layer needs to be defined.
· There may be other options for IP address allocation.
3. DU setup
· DU establishes F1-C and cell activation using IP on adapt layer (procedure defined in TS 38.401 clause 8.5: F1 startup and cells activation). 
· This includes OAM support for IAB-node DU via backhaul IP layer.

It is important to note that the recommended architecture option (Option 1a in TR 38.874) can manage IP address assignment internally in the RAN without CN involvement, as explained in [1]. In that respect, the above baseline allows for DHCP-based IP address assignment and setting up the OAM after IP address assignment without MT establishing a PDU session. The three parts of the overall IAB node integration procedure is discussed below.
1. MT functionality setup
The IAB node will first connect via its MT functionality using RRC setup procedure. After RRC connection setup, the MT functionality of the IAB node could perform NAS-level registration and authentication, but no PDU session establishment is required, as shown in Figure 1. 
After the NAS registration, UE context for the IAB node can be created in the RAN (without any PDU session resources). In this way, there is no need to support any SMF/UPF functionality for the IAB nodes [1]. NAS Rel-15 already separates the NAS registration from the PDU session establishment, making it possible to only perform registration without setting up PDU sessions, as well as setting up a UE context in RAN without PDU session resources. 
2. Backhaul setup
Once the UE context for the IAB node is setup in the RAN, the RAN will establish one or more backhaul bearers that can be used for IP address assignment to IAB node [3]. For the situations where the IAB node is not directly communicating with the IAB-Donor node, but via other (already attached/connected) IAB nodes, the forwarding information in all intermediate IAB nodes will be updated due to the setup of new IAB node.
3. DU functionality setup
After establishing connectivity to the operator’s internal network, the DU functionality of IAB node and its cells/sectors need to be configured by the OAM before the DU can send an F1 Setup Request message to its corresponding CU, i.e. IAB-CU. The recommended architecture option for IAB supports the full IP connectivity to the IAB node, making it possible that the DU functionality can have direct IP connectivity to the OAM, instead of relying on the MT functionality to establish a special PDU session in the CN for OAM. 
[bookmark: _Hlk535996990]Finally, after configuring the DU functionality of the IAB node, the IAB node becomes operational as a DU and UEs will not be able to distinguish it from other gNBs. As such, it can start serving UEs like any other DU/gNB.
Proposal 1	Agree that the recommended architecture option (option 1a) manages the IP address assignment internally in the RAN, without CN involvement. 
Proposal 2	Agree that the MT functionality of the IAB node needs an RRC connection to perform NAS level registration/authentication, but no NAS PDU session establishment is required.
Proposal 3	Since the recommended IAB architecture option for Rel-16 supports full IP connectivity to the IAB node, agree that the IAB node’s DU functionality can have its own direct IP connectivity to the OAM, instead of relying on the MT to establish a PDU session in the CN for OAM.
	 
IAB Node Integration Procedure
In an IAB system, a node can join the network through either the IAB-Donor DU or any other IAB-node DU functionality that is already configured and is operational. Given that the procedure will look the same in both cases, it is proposed to use the term gNB-DU to denote the Access IAB node through which a new IAB is joining the network, and then add a general disclaimer to the TS 38.401 stating that all considerations and references to gNB-DU in that specification apply to the gNB-DU functionality of the IAB-node as well, unless stated otherwise.
The procedure for IAB node initial access, can be based on the UE Initial Access signalling flow with slight modifications to fulfil the IAB node requirements. Meanwhile, for activation of IAB node DU cells, the F1 Startup and cells activation procedure defined in TS 38.401 can be reused as is. Taking the above into account, we propose the procedure for integrating the MT functionality IAB node into the NG-RAN described below and shown in Figure 1, as a part of the overall IAB node integration procedure. 

[bookmark: _Hlk535943191]IAB Initial Access and IAB node MT functionality setup 
1. The IAB node sends an RRCSetupRequest message to the gNB-DU.
2. The gNB-DU includes the INITIAL UL RRC TRANSFER message to the gNB-CU, containing the RRCSetupRequest message and, if the IAB node is admitted, the corresponding lower layer configuration for the NR Uu interface. The INITIAL UL RRC TRANSFER message includes the C-RNTI allocated by the gNB-DU.
3. The gNB-CU allocates a gNB-CU UE F1AP ID for the IAB node and generates RRCSetup message towards the IAB node. The RRC message is encapsulated in the DL RRC MESSAGE TRANSFER message.
4. [bookmark: _Hlk536621823]The gNB-DU sends the RRCSetup message to the IAB node.
5. The IAB node sends the RRC CONNECTION SETUP COMPLETE message to the gNB-DU. The S-NSSAI IE in the RRC CONNECTION SETUP COMPLETE message indicates the IAB capability of the node.
6. The gNB-DU encapsulates the RRC message in the UL RRC MESSAGE TRANSFER message and sends it to the gNB-CU.
7. The gNB-CU sends the INITIAL UE MESSAGE to the AMF. This could be a dedicated AMF serving only the IAB nodes.
At this point the IAB node will perform registration (including authentication and key generation) without establishing a PDU session. More details of IAB node authentication can be found in [2].
8. The AMF sends the INITIAL CONTEXT SETUP REQUEST message to the gNB-CU. This message includes and indication that the IAB node has been authorized as an IAB node.
9. The gNB-CU sends the IAB CONTEXT SETUP REQUEST message to establish the IAB node context in the gNB-DU. In this message, it may also encapsulate the SecurityModeCommand message.
10. The gNB-DU sends the SecurityModeCommand message to the IAB node.
11. The gNB-DU sends the IAB CONTEXT SETUP RESPONSE message to the gNB-CU.
12. The IAB node responds with the SecurityModeComplete message.
13. The gNB-DU encapsulates the RRC message in the UL RRC MESSAGE TRANSFER message and sends it to the gNB-CU.
14. The gNB-CU generates the RRCReconfiguration message and encapsulates it in the DL RRC MESSAGE TRANSFER message. The RRCReconfiguration could include a configuration of one or more IAB backhaul bearers. 
15. The gNB-DU sends RRCReconfiguration message to the IAB node.
16. The IAB node sends RRCReconfigurationComplete message to the gNB-DU.
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Figure 1: IAB node integration procedure

[bookmark: _Hlk506201034]17. The gNB-DU encapsulates the RRC message in the UL RRC MESSAGE TRANSFER message and sends it to the gNB-CU.
18. The gNB-CU sends the INITIAL CONTEXT SETUP RESPONSE message to the AMF.

Proposal 4	 	Agree the IAB node MT functionality setup procedure described in Section 3.1.
IAB node DU functionality setup and cells activation
At this point, the IAB node will have established one or more backhaul bearers (explained in [4]) that can be used for creating TNL connectivity toward gNB-CU and getting TNL address (e.g. IP address and port assignments) [3]. Next, the IAB node can utilize the F1 Startup and Cells Activation procedures described in TS 38.401 to activate its cells and become operational. 
IAB node ready to serve UEs
After activating its cells, the IAB node is operational and can serve the UEs. The UEs can connect to the IAB node via the UE Initial Access procedure described in TS 38.401.
Conclusion
[bookmark: _In-sequence_SDU_delivery]In this contribution, we propose the following:
Proposal 1	Agree that the recommended architecture option (option 1a) manages the IP address assignment internally in the RAN, without CN involvement. 
Proposal 2	Agree that the MT functionality of the IAB node needs an RRC connection to perform NAS level registration/authentication, but no NAS PDU session establishment is required.
Proposal 3	Since the recommended IAB architecture option for Rel-16 supports full IP connectivity to the IAB node, agree that the IAB node’s DU functionality can have its own direct IP connectivity to the OAM, instead of relying on the MT to establish a PDU session in the CN for OAM.
Proposal 4	    Agree the IAB node MT functionality setup procedure described in Section 3.1.
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