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Introduction
As discussed in [1], only minimal 5GC functionalities are required to support IAB deployment with a standalone NR. This is mainly because once the IAB node has performed initial integration with the network (i.e. establish radio connection with a parent node, is allocated an IP address, gets authenticated, has started the DU functionality to serve UEs, etc.), it will be mainly used for transporting the data the UEs or children IAB nodes that it is serving. Thus, IAB nodes and CNs nodes serving IAB nodes are not required to support any CN UP functionality. 
Thus, if an operator has deployed such a standalone NR network with minimal CN functionalities to support only IAB nodes, it should be possible to prevent NR standalone capable UEs camping/connecting to such network in standalone mode, as the operator may not yet have deployed a full CN to support them, while allowing IAB nodes. This contribution discusses on how that can be realized.
Discussion
Access control in LTE/NR is realized by including information in SIB1, which contains information relevant when evaluating if a UE is allowed to access a cell. The definition of the NR SIB1 message (as related IEs) is shown below:

SIB1 ::=        SEQUENCE {
    cellSelectionInfo                   SEQUENCE {
        q-RxLevMin                          Q-RxLevMin,
        q-RxLevMinOffset                    INTEGER (1..8)  		OPTIONAL,   -- Need S
        q-RxLevMinSUL                       Q-RxLevMin      		OPTIONAL,   -- Need R
        q-QualMin                           Q-QualMin       		OPTIONAL,   -- Need S
        q-QualMinOffset                     INTEGER (1..8)  		OPTIONAL    -- Need S
    }                                                       		OPTIONAL,   -- Cond Standalone
    cellAccessRelatedInfo               CellAccessRelatedInfo,
    connEstFailureControl               ConnEstFailureControl		OPTIONAL,   -- Need R
    si-SchedulingInfo                   SI-SchedulingInfo       	OPTIONAL,   -- Need R
    servingCellConfigCommon             ServingCellConfigCommonSIB	OPTIONAL,   -- Need R
    ims-EmergencySupport                ENUMERATED {true}  			OPTIONAL,   -- Need R
    eCallOverIMS-Support                ENUMERATED {true}           OPTIONAL,   -- Cond Absent
    ue-TimersAndConstants               UE-TimersAndConstants       OPTIONAL,   -- Need R
    uac-BarringInfo                     SEQUENCE {
        uac-BarringForCommon                UAC-BarringPerCatList	OPTIONAL,   -- Need S
        uac-BarringPerPLMN-List             UAC-BarringPerPLMN-List OPTIONAL,   -- Need S
        uac-BarringInfoSetList              UAC-BarringInfoSetList,
        uac-AccessCategory1-SelectionAssistanceInfo CHOICE {
            plmnCommon                           UAC-AccessCategory1-SelectionAssistanceInfo,
            individualPLMNList                   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
        }															OPTIONAL    -- Need S
    }                                                               OPTIONAL,   -- Need R
    useFullResumeID                     ENUMERATED {true}           OPTIONAL,   -- Need N
    lateNonCriticalExtension            OCTET STRING    			OPTIONAL,
    nonCriticalExtension                SEQUENCE{}                  OPTIONAL
}

UAC-AccessCategory1-SelectionAssistanceInfo ::=	ENUMERATED {a, b, c}

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...
}

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                            TrackingAreaCode	OPTIONAL,       -- Need R
    ranac                                       RAN-AreaCode        OPTIONAL,       -- Need R
    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...
}

The IE CellAccessRelatedInfo indicates cell access related information for this cell. If the cellReservedForOtherUse is included in this IE, then UEs are not allowed to camp on this cell (for all PLMNs). It is also possible to bar the access for a particular PLMN, via the cellReservedForOperatorUse IE that can be included in the PLMN-IdentityInfo IE.

[bookmark: _Toc4698715][bookmark: _Toc4698763]It is possible to bar SA capable NR UEs from camping on at a cell level (either for a particular PLMN or all PLMNs).

For standalone cells that an operator wants to bar all UEs, the current access mechanisms are sufficient. The cells could still be used for UEs in NSA mode. In order to allow NR deployments that bar UEs but only IAB nodes to connect, the simplest approach could be for IAB nodes to ignore the access barring information. However, such a solution is not future proof because there can be scenarios where the network may want to bar IAB nodes as well. 

[bookmark: _Toc4698716][bookmark: _Toc4698764]Ignoring access baring information by IAB nodes can be used to deploy NR standalone cells that serve only IAB nodes. However, such a solution is not future proof as there can be cases where barring IAB nodes is also required. 

Thus, a more future proof mechanism is to introduce indicators (either at the cell level for all PLMNs or for a particular PLMN), whether an IAB node can access a given NR standalone cell or not.  An example of both is illustrated below:
CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}  OPTIONAL,            -- Need R
    ...,
	cellReservedForIABUse				ENUMERATED {true}  OPTIONAL,            -- Need R
}

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=                   SEQUENCE {
    plmn-IdentityList                           SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity,
    trackingAreaCode                            TrackingAreaCode	OPTIONAL,       -- Need R
    ranac                                       RAN-AreaCode        OPTIONAL,       -- Need R
    cellIdentity                                CellIdentity,
    cellReservedForOperatorUse                  ENUMERATED {reserved, notReserved},
    ...,
	cellReservedForIABUse						ENUMERATED {true}  OPTIONAL,            -- Need R

}

For the examples shown above, an IAB node will camp on a cell only if the cellReservedForIABUse is included in SIB. There can be other possible ways of including this indication in SIB1 as well.

[bookmark: _Toc4698717][bookmark: _Toc3204479]An indication to be introduced in SIB1 to allow an IAB node to camp on cells that bar all other UEs. 
Conclusion
[bookmark: _Toc528842915]In earlier sections we made the following observations:
Observation 1	It is possible to bar SA capable NR UEs from camping on at a cell level (either for a particular PLMN or all PLMNs).
Observation 2	Ignoring access baring information by IAB nodes can be used to deploy NR standalone cells that serve only IAB nodes. However, such a solution is not future proof as there can be cases where barring IAB nodes is also required.

Based on the discussion in earlier sections we propose the following:

Proposal 1	An indication to be introduced in SIB1 to allow an IAB node to camp on cells that bar all other UEs.
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