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Introduction
SA2 has studied and recommended two different solutions for deployments of non-public Networks. These different solutions are described in TR 23.734 [1] and further in CRs to 23.501 [2], [4] and TS 23.502 [3], [5]. They are referred to as solutions for private network deployments that are not supported by a public network (Stand-alone, NPNs, or SNPNs for short) and solutions for private network deployments that are supported by a public network (Public Network-Integrated NPNs, or PNI-NPNs for short).
[bookmark: _Ref178064866]There has not been any SI in any of the RAN groups for these solutions and there has not been one in CT1 either. For this purpose, and to try to catch up in respective groups, we provide our view of the different solutions and the respective deployment they should operate in, and we try to understand the differences and similarities between the different solutions, both for the SNPN and the PNI-NPN deployment cases. This is an overview paper that aim to outline areas also outside RAN2 responsibility, to give a wider context for the features. 
Discussion
Requirements on a non-public Network – TS 22.261
TS 22.261 [6] outline the requirement from SA1 on non-public Networks below is a copy of these requirements:
6.25	Non-public networks
6.25.1 	Description
Non-public networks are intended for the sole use of a private entity such as an enterprise, and may be deployed in a variety of configurations, utilising both virtual and physical elements. Specifically, they may be deployed as completely standalone networks, they may be hosted by a PLMN, or they may be offered as a slice of a PLMN.
In any of these deployment options, it is expected that unauthorised UEs, those that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise. It is also expected that UEs of the enterprise will not attempt to access a network they are not authorised to access. For example, some enterprise UEs may be restricted to only access the non-public network of the enterprise, even if PLMN coverage is available in the same geographic area. Other enterprise UEs may be able to access both a non-public network and a PLMN where specifically allowed.
6.25.2 	Requirements
The 5G system shall support non-public networks.
The 5G system shall support non-public networks that provide coverage within a specific geographic area.
The 5G system shall support both physical and virtual non-public networks. 
The 5G system shall support standalone operation of a non-public network, i.e. a non-public network may be able to operate without dependency on a PLMN.
Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:
- access to subscribed PLMN services via the non-public network;
- seamless service continuity for subscribed PLMN services between a non-public network and a PLMN;
- access to selected non-public network services via a PLMN;
- seamless service continuity for non-public network services between a non-public network and a PLMN.
A non-public network subscriber to access a PLMN service shall have a service subscription using 3GPP identifiers and credentials provided or accepted by a PLMN.
The 5G system shall support a mechanism for a UE to identify and select a non-public network.
NOTE:	Different network selection mechanisms may be used for physical vs virtual non-public networks.
The 5G system shall support identifiers for a large number of non-public networks to minimize collision likelihood between assigned identifiers.
The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorised to select.
The 5G system shall support a mechanism to prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorised to select. 
The 5G system shall support a change of host of a non-public network from one PLMN to another PLMN without changing the network selection information stored in the UEs of the non-public network.

Analysis of requirements
Requirements include support for two deployment options (SNPN and PNI-NPN respectively)
The two different deployment scenarios may be depicted as follows:


Figure 1.2-1: stand alone and non-stand-alone deployment options.
Figure 1.2-1 shows the two deployment options mainly from a radio infrastructure point of view. While in the stand-alone option, radio resources and network equipment are owned by the NPN operator, an non-stand-alone NPN is operated by a PLMN operator, providing equipment and radio resources for the NPN. We can regard a stand-alone NPN as PLMN with non-public access rights only, realized in an isolated deployment, i.e. without sharing any infrastructure with a P(ublic)LMN, while a non-stand-alone NPN shares certain infrastructure equipment. Note, that more than one NPN may be hosted by a certain deployment.
The requirements particularly point out that it should be possible to have many non-public networks. This would be solved by a non-public-network identification range. 
The requirements bring up that it should be possible to prevent UEs that are not authorized to non-public networks from automatically selecting and attaching to such networks. This, in our mind, is exactly the same requirement as is already existing but for public networks, possibly with the exception of emergency call handling. It also brings up that subscribers to a non-public network should not automatically select and attach to a PLMN, or another non-public network it is not authorized in. We see this as a corresponding functionality and mechanisms are already existing between PLMN’s.
There is also one interesting aspect of requirements, regarding the change of host of a non-public network from one PLMN to another one, without changing the network selection information stored in the UEs, which should be rather independent from a chosen deployment, in case of an internationally operating enterprise deployment and host could be different in different regions, etc. This aspect alone would call for a unified approach for both deployment options, both on Access Stratum and Non-Access Stratum level.
There are requirements related to that it should be possible to access services via PLMNs and to support seamless service continuity and in our mind this is about tunneling services subscribed to in one network through another network. These requirements seem deployment-independent. 
The requirements further touch upon selection and obviously, the UE should be able to identify and select a non-public network. While the requirements open for different solutions dependent on physical or virtual non-public networks, it does not mandate different solutions. 
From the above short analysis, we conclude that requirements look very much the same irrespective of deployment option.
[bookmark: _Toc4482374][bookmark: _Toc4482488][bookmark: _Toc4482513][bookmark: _Toc4502060][bookmark: _Toc4620383]Requirements for NPN does not differ between the SNPN and the PNI-NPN deployments


SA2 work (SI and start of WI phase)
SA2 has, from its SI phase recommended two solutions, one for each deployment option as described above, PNI-NPN and SNPN respectively. In the following, we provide further details on these solutions. 
Details on PNI-NPN (aka CAG ID) solution
The PNI-NPN solution has been specified by 23.501 CR in [4] and 23.502 CR in [5].
The principle of the solution is that:
-	Existing functionalities e.g. network slicing is used to deploy NPN within a public network;
-	In addition, for the purpose of access control, Closed Access Groups may be used as follows:
-	CAG cell broadcasts one or multiple CAG Identifiers per PLMN (assumed NG-RAN node supports broadcasting a total of twelve CAG Identifiers) and optionally a human-readable network name per CAG Identifier
-	PLMN/Network selection is done using the PLMN ID and within the selected PLMN the allowed cells are derived using the Allowed CAG list and optional an indication whether the UE only is allowed to access CAG cells;
-	As there may be multiple CAG Identifiers per PLMN ID, the UE provides the selected CAG Identifier to the NG-RAN, and NG-RAN provides the CAG Identifier to AMF over N2;
-	The Mobility Restrictions (for UE in NAS and NG-RAN over N2) is extended with the Allowed CAG list and the indication whether the UE only is allowed to access CAG cells; and
-	CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell (i.e. cells are either CAG cells or normal PLMN cells).
Some characteristics of the solution is that it:
-	Allows PLMN operator to manage its network and used identities without the need for external registration as CAG is defined within the scope of the PLMN ID
-	FFS whether Emergency services are to be supported in a CAG cell;
Details on SNPN solution
The SNPN solution has been specified by 23.501 CR in[2]  and 23.502 CR in [3].
The principle of the solution is that:
-	Combination of a PLMN ID and Network identifier (NID) identifies an SNPN;
-	NID may be globally unique or locally managed;
-	NG-RAN node supports broadcasting a total of twelve NIDs;
-	Optionally a human-readable network name per NID for manual selection;
-	Optionally cell broadcast information to prevent UEs not supporting SNPNs from accessing the cell;
-	When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs;
-	UE provides PLMN ID and NID as selected PLMN and NG-RAN provides PLMN ID and NID as selected PLMN to 5GC;
-	AMF performs access control and rejects a UE if the UE has no subscription for an SNPN;
-	UAC information is configured per non-public network.
Some characteristics of the solution is that it:
-	Voice support with emergency services in SNPN access mode is not specified in this release;

How should a “NID” be understood and interpreted
The NID is used together with a PLMN ID during network selection and is therefore seen as an extension to the network identity i.e. PLMN ID. This is obvious from the statement: " UEs operating in SNPN access mode only select cells and networks broadcasting both PLMN ID and NID of the selected SNPN". 
Is a merged solution an alternative?
Looking at the stand-alone and non-stand-alone (i.e. now called Public Network Integrated – PNI) solutions, it appears as if both solutions can be realized by one set of Access Stratum functions, whereas the differentiation is rather made on NAS (if at all). Thus, at least from a RAN perspective, it is good to further assess if the different deployment options can be handled with one and the same solution.
From the above requirements and short description of solutions, we make the following analysis:  
We can deduce the following NAS functions:
NPN Identification:
-	SNPN: 
PLMN ID+NID (non-public network Identification) (covering the case of MCC=999), allocation of NID is managed either locally or universally
-	PNI-NPN w CAG ID:
CAG (Closed Access Group), uniquely allocated in a PLMN
NPN Selection:
-	SNPN: 
UE, at Initial registration, selected PLMN+NID is provided to NG-RAN which provides it to the proper AMF
-	PNI-NPN w CAG ID:
Normal PLMN selection, but with a restriction 
-to CAG cells broadcasting a CAG-ID associated with a PLMN ID, which are part of Allowed CAG List of the UE and, 
-to non-CAG cells, unless the UE is provisioned with the CAG access only indication.

As multiple CAGs in broadcast can be supported it is expected that the UE would need to select a CAG and this is communicated to RAN/AMF (see [4]).
UE configuration and subscription aspects:
-	SNPN: 
Only UEs in SNPN access mode selects and registers with SNPNs, i.e. UEs not in SNPN access mode do not select and register with SNPNs. Note that UE’s in SNPN access mode can also access P(ublic)LMN’s, if it also has credentials or is authorized for such access.
-	PNI-NPN w CAG ID:
UE is configured with CAG related information using UE Config Update procedure (23.502 §4.2.4.2)
UE may be configured to access 5GS only via CAG cells or be allowed to access both normal PLMN cells and CAG cells.
We can deduce the following AS functions:
Broadcast:
-	SNPN: 
One or multiple PLMN IDs, with one or multiple NIDs per PLMN.
Additional information, if needed, to prevent UEs from attempting access to SNPNs
Human Readable Name
-	PNI-NPN w CAG ID:
One or multiple PLMN IDs with one or multiple ([x2] suggests up to 12 in total for an NG-RAN node) CAG indication + CAG ID per PLMN ID.
According to [3], cells are either CAG cells or “normal” PLMN cells. i.e. exclusive use of cell (resources) by non-SNPNs.
Cell (re)selection:
-	SNPN: 
UE only selects cell broadcasting PLMN+NID of selected SNPN
-	PNI-NPN w CAG ID:
UE is restricted to:
-	CAG cells broadcasting the selected CAG-ID and the selected PLMN-ID; and
-	non-CAG cells of the selected PLMN-ID, unless the UE is provisioned with the CAG access only indication.
Mobility Control:
-	SNPN: 
In case of multiple NID broadcast, along respective information in the mobility restriction list.
-	PNI-NPN w CAG ID:
Along respective information in the mobility restriction list.

[bookmark: _Toc4482489][bookmark: _Toc4482514][bookmark: _Toc4502061][bookmark: _Toc4620384]There is an obvious overlap for AS functions between the SNPN solution and the PNI-NPN w CAG ID solution: 
-	broadcast information is similar, i.e., CAG and NID may be defined with one common broadcast identifier
-	exclusive use of cell resources for NPNs, both for SNPN and PNI-NPN deployments.
-	mobility control: provision of respective information in the mobility restriction list does not need to be different
Further, we understand that deployment of NPNs also in the PNI-NPN-case is as isolated as in SNPN from AS perspective, i.e. subscribers that have only PLMN subscriptions w/o access to NPNs shall not access radio resources reserved for NPN use only. The requirements don’t differ between the deployments.
[bookmark: _Toc4482379][bookmark: _Toc4482490][bookmark: _Toc4482515][bookmark: _Toc4502066][bookmark: _Toc4620385]From a radio deployment point-of-view, PNI-NPNs are as isolated as SNPN’s, i.e., cells are either for NPN use or for public use. 
Assignment of Tracking Area Codes to PNI-NPN cells can either follow geographical/deployment considerations from normal PLMN cells or, if found more appropriate, be associated to separate Tracking Areas. This will depend on the required interaction between PNI-NPN and the PLMN part of the overall network. One could even think of allocating NPN specific PLMN IDs to configure an NPN PLMN within a public network. This would have the advantage that the solutions for doing this are already in place.
[bookmark: _Toc4482380][bookmark: _Toc4482491][bookmark: _Toc4482516][bookmark: _Toc4502067][bookmark: _Toc4620386]For PNI-NPN’s, operators can choose to either associate NPN cells with “publicly” assigned TACs or configure specific PNI-NPN TACs.
From the above we don’t see it as obvious that solutions would be needed based on deployment options. 
[bookmark: _Toc4482381][bookmark: _Toc4482492][bookmark: _Toc4482517][bookmark: _Toc4502068][bookmark: _Toc4620387]Overall, from an Access Stratum point of view, we do not see the need for two different solutions for SNPN and PNI-NPN, it indeed appears as both options are deployment variants only and would be possible to address with a single solution

NAS/Core network aspects of a merged solution
According to SA2 study:
· SNPN is used when the UE is configured in "SNPN access mode". In this case, SNPN (PLMN ID + NID) selection takes place.
· CAG is used when the UE is NOT configured in "SNPN access mode". In this case, regular PLMN selection and CAG-ID selection takes place.
From a UE NAS point of view though, it seems that both solutions (for SNPN and for PNI NPN) require a very similar support from UE AS layer: 
· UE AS layer needs to provide input for “network selection” as usual, although; 
· For detected Public Networks, UE AS needs to provide MCC, MNC
· For detected non-Public Network-SNPN, UE AS needs to provide MCC, MNC, NID
· For detected non-Public Network -PNI-NPN, UE AS needs to provide MCC, MNC, CAG ID

With the above view, it would be possible to keep the selection aspects on “network” selection level. The “network” selection should be understood in the same way as we know “PLMN selection”, but since now, there is a possibility for a UE that is capable of accessing Non-Public Networks, to implement a “Network Selection” in NAS that include both regular PLMNs and different types of NPN’s. We think though that there is no fundamental reason why the treatment from a selection perspective need to be different for the different NPN types. If there is a need to distinguish between the NPN types on NAS layer, it is possible to do this (e.g., by being able to differentiate identifier NID/CAG) without implementing different selection mechanisms. 
[bookmark: _Toc4620388]UE NAS seem to require very similar information for all types of “PLMN” selection. In the case of a UE capable to access an NPN, it is possibly better to talk about “network selection” on UE NAS layer as there may be different types of networks (and deployments) to select between.

Radio network aspects of a merged solution
As described above, on a high level it looks very much like the two solutions (NID and CAG-based) for the two different deployment options SNPN and PNI-NPN are very similar. Indeed, broadcast information is, even though it is named differently, similar too. 

	Comparison of broadcast information SNPN w. NID and PNI-NPN w CAG

	PNI-NPN w. CAG sol.
	SNPN (w NID)
	Comparison

	PLMN ID + CAG indication
	PLMN ID
	Both these elements (in combination with the ID below) identify that a cell is an NPN cell.

	cellReservedForOtherUse
	cellReservedForOtherUse
	In both cases to prevent non-supporting UEs from accessing the cell

	CAG ID
	NPN-ID
	Both these elements identify a specific NPN

	HRN
	HRN
	(Optional) Same for both solutions



In the following though, we turn to what we see as the only “difference” between the two solutions and that is in the modelling in the UE of the PLMN vs cell selection and reselection. 
Network selection and cell re/selection
For the NID case and SNPN deployments, we interpret that the selection of the NPN is solely a task for the network selection procedures that are controlled by the UE NAS portion, and standardized by CT1. The UE NAS will select a network in which there are only allowed cells for an NPN UE and it will efficiently keep away UEs that are only allowed to access other networks. Note that the term “network” is to be understood as either a public network or a non-public, and even with different deployments, if such distinguishing is desired, see above. 
For the CAG case and for PNI-NPN deployments, we interpret that one of the reasons why there were different solutions was that the selection of the NPN is a task for both the former PLMN selection and cell selection procedures. The UE AS would then need to implement functionality to receive a CAG limitation indication (in addition to a network indication) from the UE NAS, and to only select cells that have the CAG ID dictated by the UE NAS, or alternatively not, dependent on UEs being allowed to access also other cells. 
In both these cases, we feel the result will be the same, but the modelling in the UE will be different and essentially force two separate solutions. The resulting behaviour from a UE (having a combined NAS + AS view) is that it sometimes needs to be restricted to NPN cells, and that NPN cells should efficiently keep non-authorized users away. This is true for both cases and a single solution should be enough. We don’t really see that there are obvious reasons why the selection mechanisms need to be different and, in the case of PNI-NPN, split over both “network selection” and cell re/selection.
[bookmark: _Toc4482382][bookmark: _Toc4482493][bookmark: _Toc4482518][bookmark: _Toc4502069][bookmark: _Toc4620389]There seems to be no obvious reason why the selection mechanisms need to be different for the SNPN deployment and for the PNI-NPN-deployment.
We understand that for the SNPN deployments it makes sense to define a new network and treat that network in much the same way as any PLMN. This makes it possible to reuse mechanisms that are defined for any PLMN, like, e.g., registration areas, equivalent network definitions, access to services through other networks etc. From a RAN perspective, the main change necessary is to allow broadcast of a network identification as MCC, MNC, NID, instead of just MCC, MNC, as it is today. 
We think however, that, as the requirements seem to be the same irrespective of deployment, it would make sense to use the fact that necessary standardization is largely already done if we use the same mechanisms also for PNI-NPNs. This would then mean that, also in the PNI-NPN-case, an NPN can be identified with a MCC, MNC, NID(or CAG), but in this case, it would be the MCC and the MNC of the Public network in which the NPN is integrated. 
We note that if we allow a NID(or CAG) to be combined with a public PLMN ID, i.e., an MCC + MNC of a public PLMN, it may not need to be as long as in the case the NID is combined with the MCC =999, as the “triplet” of MCC, MNC and NID would be unique through its MCC, MNC part and the NID would be possible to control and set by the public network operator. However, that this difference alone should force different specifications of different solutions seems unnecessary.
[bookmark: _Toc4482383][bookmark: _Toc4482494][bookmark: _Toc4482519][bookmark: _Toc4502070][bookmark: _Toc4620390]If a NID together with a (public) PLMN ID were to be used also in the PNI-NPN case, it would possibly not have to be as long as the NID in the SNPN case, e.g., from a uniqueness perspective, but we don’t see that this alone should drive a separate solution. If the P(ublic)LMN ID is used as part of the identifier, the NID will be locally unique within the PLMN.
If we from a RAN perspective use the NID as a common term for solutions that are associated with both SNPN deployments and PNI-NPN deployments, then it could still be possible to differentiate it on network level.
We see one potential challenge with using the PLMN ID + NID (from SNPN solution) also in the PNI-NPN case, with a public PLMN MCC and MNC and that is how to prevent non-authorized UE’s stay away, in particular from gNB’s that only support NPN-cells. If a valid public PLMN is broadcast, legacy and new P(ublic)LMN UE’s would recognize this and see a valid PLMN if it is broadcast in the same way as today. Thus, we think that NPN’s can have a separate list in broadcast, or at least in one way or another be distinguished such that all UEs that are not NPN-UE’s will not recognize these “network IDs” as valid PLMN ID’s. However, there is always a need for a PLMN ID and we think that by broadcasting a PLMN ID that a legacy or P(ublic)LMN UE will never select, e.g., MCC=999, we could get the desired effect to keep all Non-NPN UE’s away. For example, in a PNI-NPN-only gNB; broadcast the following: 
Network ID 1: Broadcast MCC=999 + MNC to have legacy and non-NPN-UE’s not select this PLMN.
[bookmark: _Toc966817][bookmark: _Toc966867][bookmark: _Toc966912][bookmark: _Toc967427][bookmark: _Toc967453][bookmark: _Toc967475][bookmark: _Toc974699][bookmark: _Toc1058349][bookmark: _Toc1071250][bookmark: _Toc967429][bookmark: _Toc967455][bookmark: _Toc967477][bookmark: _Toc974701][bookmark: _Toc1058351][bookmark: _Toc1071252][bookmark: _Toc967434][bookmark: _Toc967460][bookmark: _Toc967482][bookmark: _Toc974706][bookmark: _Toc1058356][bookmark: _Toc1071257][bookmark: _Toc966824][bookmark: _Toc966873][bookmark: _Toc966918][bookmark: _Toc967435][bookmark: _Toc967461][bookmark: _Toc967483][bookmark: _Toc974707][bookmark: _Toc1058357][bookmark: _Toc1071258][bookmark: _Toc966826][bookmark: _Toc966875][bookmark: _Toc966920][bookmark: _Toc966827][bookmark: _Toc966876][bookmark: _Toc966921][bookmark: _Toc967437][bookmark: _Toc967463][bookmark: _Toc967485][bookmark: _Toc974709][bookmark: _Toc1058359][bookmark: _Toc1071260][bookmark: _Toc966828][bookmark: _Toc966877][bookmark: _Toc966922][bookmark: _Toc967438][bookmark: _Toc967464][bookmark: _Toc967486][bookmark: _Toc974710][bookmark: _Toc1058360][bookmark: _Toc1071261]Network ID 2: Broadcast MCC+MNC + NID = Operator PLMN + NID/CAG (controlled by Operator) to indicate to NPN UE’s that there is a PNI-NPN available for selection with the ID formed by the triplet MCC, MNC, NID/CAG. This Network ID 2 format should be coded such that it is not understood by non-NPN-UE’s. 
Both these network ID’s should be viewed as and treated as a “PLMN” was handled in earlier releases. This means that it should be possible to configure, e.g,. cell ID’s and TACs separately if desired. The listing of the new network ID’s i.e., the elements containing MCC, MNC, NID would need new formats. 
Way forward
Based on the above, we think it would make sense to continue the work in SA2 along the lines of harmonization opportunities of the two solutions and if deemed feasible end up with only one NPN solution that is deployment-independent.
If this is not deemed possible, we think it is important that SA2 clearly explains why it is not possible to have a single solution, such that the appropriate differentiation can be made also in RAN groups when work starts in August.
[bookmark: _Toc4482384][bookmark: _Toc4482541][bookmark: _Toc4482601][bookmark: _Toc4620399][bookmark: _Toc4620571]We propose to send an LS [7] asking SA2 to assess the possibility for deployment-independent NPN solutions and if deemed not feasible, in detail describe what it is that makes two solutions necessary, such that it can be properly addressed and not misunderstood in coming stage 3 specification work.


Conclusion
In section 2 we made the following observations:

Observation 1	Requirements for NPN does not differ between the SNPN and the PNI-NPN deployments
Observation 2	There is an obvious overlap for AS functions between the SNPN solution and the PNI-NPN w CAG ID solution:  - broadcast information is similar, i.e., CAG and NID may be defined with one common broadcast identifier - exclusive use of cell resources for NPNs, both for SNPN and PNI-NPN deployments. - mobility control: provision of respective information in the mobility restriction list does not need to be different
Observation 3	From a radio deployment point-of-view, PNI-NPNs are as isolated as SNPN’s, i.e., cells are either for NPN use or for public use.
Observation 4	For PNI-NPN’s, operators can choose to either associate NPN cells with “publicly” assigned TACs or configure specific PNI-NPN TACs.
Observation 5	Overall, from an Access Stratum point of view, we do not see the need for two different solutions for SNPN and PNI-NPN, it indeed appears as both options are deployment variants only and would be possible to address with a single solution
Observation 6	UE NAS seem to require very similar information for all types of “PLMN” selection. In the case of a UE capable to access an NPN, it is possibly better to talk about “network selection” on UE NAS layer as there may be different types of networks (and deployments) to select between.
Observation 7	There seems to be no obvious reason why the selection mechanisms need to be different for the SNPN deployment and for the PNI-NPN-deployment.
Observation 8	If a NID together with a (public) PLMN ID were to be used also in the PNI-NPN case, it would possibly not have to be as long as the NID in the SNPN case, e.g., from a uniqueness perspective, but we don’t see that this alone should drive a separate solution. If the P(ublic)LMN ID is used as part of the identifier, the NID will be locally unique within the PLMN.

Based on the discussion in section 2 we propose the following:

Proposal 1	We propose to send an LS [7] asking SA2 to assess the possibility for deployment-independent NPN solutions and if deemed not feasible, in detail describe what it is that makes two solutions necessary, such that it can be properly addressed and not misunderstood in coming stage 3 specification work.
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