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Discussion and decision
1 Introduction

In RAN2#105 meeting, following agreements were made regarding non-split bearer for simultaneous connectivity.
Agreements

1
Specify the ”non-split bearer” solution candidate for the Rel-16 E-UTRA enhancements minimizing the interruption time during mobility.

2
Decide during the work item phase whether a single active protocol stack or two active protocol stacks are used in enhanced Rel-16 E-UTRAN mobility solution.

3
Agree the following common aspects for “non-split bearer” solution candidate:

a.
PDCP SN assignment (for DL) is done at source eNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target eNB. Details of how SN information is transferred is FFS.

b.
RoHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node

c.
The UE procedure when UE detaches from the source cell is explicitly defined in the specifications (e.g. via procedural text and/or via dedicated message/indication.).

d.
In case of two active protocol stacks, a separate security key is used for each of the protocol stacks.

4
RAN2 is asked to work further on the details of the following open issues:

a.
When detaching from the source shall occur and whether it has to be separately considered from the UE’s and NW’s side

b.
Whether data forwarding is done “late” or “early”. Consider potential combination with CHO and how SN Status transfer is done and how HFN is handled. 

c.
LS to RAN3 on data forwarding enhancements to enable reduced interruption time during HO 

5
The detailed assumptions of simultaneous transmission/reception for the solutions depend on the feedback from RAN1 and RAN4 (i.e. response to R2-1815706). RAN2 shall continue working based on the received LS replies.

In this contribution, we provide further details on some open issues in user plane handling on non-split bearer architecture option for simultaneous connectivity handover.  
2 Discussion
2.1 Non-split bearer architecture
The definition of single/dual active protocol stack has been agreed in [3]. We show it as below (dual active protocol stack is used):
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Figure 1 Dual active protocol stacks
As describe in [1] (i.e., solution 2.3 in [2]), there are two stream of data (one from source and one from target) to the UE. The UE maintains two PHY/MAC/RLC/PDCP protocol stacks. When receiving packet from source cell, the UE processes PHY/MAC/RLC and then decipher the PDCP packet based on source key and store the packet in a common buffer. When the UE receives packet from target cell, the UE does the same process (but deciphering is based on target key) and put deciphered PDCP packet into the common buffer. Regardless of duplication, a common buffer is needed for PDCP reordering between source and target cells. Finally, the UE performs ROHC decompression and sends packet to the higher layer after in-order delivery and duplicate detection function.
2.2 Process to release source cell

To fulfill the objective of ~0ms interruption during handover, it is important that possible interruption due to unsuccessful Msg3 transmission to target cell is taken into account. As source cell would not know exactly when UE complete the successful transmission of RRCConnectionReconfigurationComplete message to target cell. For this reason, an explicit or implicit indication is needed for the release of source cell.

Therefore the issue to address is when detaching from the source shall occur and whether it has to be separately considered from the UE’s and NW’s side. If the UE stops DL/UL reception/transmission before the source cell stops, waste of radio resources will happen. But if the source stops DL transmission, and UL scheduling first, there should no problem. The UE needs to maintain the connectivity to source cell unless it receives indication to release source. To have predicable result, the procedure should be:

1. The target node indicates the release to source after successful HO;

2. The source stops the transmission and scheduling to the UE;

3. The target node indicates the release of source to the UE.
Proposal 1. The UE releases the source and stops DL/UL reception/transmission with source only when it receives the “release” from target node.

Proposal 2. The source releases the UE context, and stops DL/UL transmission/scheduling with the UE when it receives the “release” from target node.

2.3 Data forwarding

In RAN2#105, it was agreed that PDCP SN assignment (for DL) is done at source eNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target eNB. How the SN for each PDCP SDU is signalled to target eNB can be left to RAN3. 
Late data forwarding would increase actual interruption (although the UE can receive from both source and target) because channel in source becomes worse by the time the UE performs RACH. As described in TS36.300, “ as soon as the source eNB receives the HANDOVER REQUEST ACKNOWLEDGE, or as soon as the transmission of the handover command is initiated in the downlink, data forwarding may be initiated.”
Same behaviour as legacy HO can be used. However we also understand it is network implementation issue and should be left to network implementation. 

Proposal 3. Data forwarding may be initiated as soon as the source gNB receives the HANDOVER REQUEST ACKNOWLEDGE, or as soon as the transmission of the handover command is initiated in the downlink.
2.4 Handling dual ROHC

In RAN2#105, it was agreed that ROHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node. It is also agreed that in case of two active protocol stacks, a separate security key is used for each of the protocol stacks. 
When dual protocol stacks is used, it could mean that, for the DL data forwarded from source to target, the source node assigns the SN and performs ROHC to the PDCP SDU. As per the header compression procedure, a compressed packet is associated with the same PDCP SN and COUNT value as the related PDCP SDU. The compressed PDCP SDU can be forwarded to the target eNB. The target eNB then performs ciphering of the PDCP SDU forwarded by the source and creates the PDCP PDU to deliver to UE via target path.

Observation 1. It is possible that the source node assigns the SN and performs ROHC to the PDCP SDU and target node then performs ciphering of the compressed PDCP SDU forwarded by the source and creates the PDCP PDU to deliver to UE via target path.

However, it is possible that UE receives the DL data from target path where the DL data may have been directly received from the S-GW after path switch and ROHC may have been reset. Therefore, the question is whether or not UE requires to perform ROHC separately in two protocol stacks corresponding to source and target path. In the email discussion [2], majority view is to have to have separate ROHC for source path and target path, and common PDCP reordering. 

Currently (in legacy LTE) ROHC is performed after PDCP reordering. However, if ROHC is performed separately in two protocol stacks, the resulting PDCP protocol stack is shown in Figure 2.
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Figure 2 PDCP protocol stack with separate ROHC for two protocol stacks
That means after reordering, the PDCP needs to remember from which entity the packet is, and then deliver it to corresponding entity for header decompression. Then it will require to perform two separate in-order delivery for each entity. This is a strange procedure.

From UE perspective, single ROHC functionality is simple. In addition, a switch time or indication can be defined when to reset the ROHC to work for the DL data received in the target path once the target completes the path switch. 
Proposal 4. Ask RAN2 to discuss whether it is desirable to have common reordering, but separate ROHC.

If RAN2 still prefers separate ROHC, additional reordering is needed. Alternatively ROHC can be disabled during handover, shown as below:
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Proposal 5. Introduce additional common reordering after separate ROHC, or disable ROHC during HO.
2.5 Packet duplication

For simultaneous handover, the UE will maintain connectivity with source cell until source cell is released. These two streams of data from source and target can be different packets which will result in higher throughput. On the other hand, if the data are the same, the reliability is increased. During handover, it is difficult to know if source cell channel or target cell channel is better during the handover period. Especially in LTE, Omni-directional antenna is used, cell edge channel condition for both source and target cell are very poor, therefore, achieve reliable can help with HO performance and also can reduce the interruption cause packet delay in poor link. 

As we can see in Figure 1, UE maintains two PHY/MAC/RLC/PDCP protocol stacks. When receiving packet from source cell, the UE process PHY/MAC/RLC and then decipher the PDCP packet based on source key and store the packet in a common buffer. When the UE receives packet from target cell, the UE does the same process (but deciphering is based on target key) and put deciphered PDCP packet into the common buffer. Regardless of duplication, a common buffer is needed for PDCP reordering between source and target cells. Therefore, handling packet duplication in the same place will not be so difficult. 
Observation 2. To increase the reliability in simultaneous connectivity handover, packet duplication can be supported without much added complexity.
Since packet duplication can increase reliability of HO and hence achieve a better HO performance while handling PDCP duplication in the common buffer is also not too difficult, it is proposed to support packet duplication for simultaneous connectivity handover.
Proposal 6. Support packet duplication for simultaneous connectivity handover.
3 Conclusion

The observations captured are the following:
Observation 1.
It is possible that the source node assigns the SN and performs ROHC to the PDCP SDU and target node then performs ciphering of the compressed PDCP SDU forwarded by the source and creates the PDCP PDU to deliver to UE via target path.
Observation 2.
To increase the reliability in simultaneous connectivity handover, packet duplication can be supported without much added complexity.

The followings are proposed:
Proposal 1.
The UE releases the source and stops DL/UL reception/transmission with source only when it receives the “release” from target node.
Proposal 2.
The source releases the UE context, and stops DL/UL transmission/scheduling with the UE when it receives the “release” from target node.
Proposal 3.
Data forwarding may be initiated as soon as the source gNB receives the HANDOVER REQUEST ACKNOWLEDGE, or as soon as the transmission of the handover command is initiated in the downlink.
Proposal 4.
Ask RAN2 to discuss whether it is desirable to have common reordering, but separate ROHC.
Proposal 5.
Introduce additional common reordering after separate ROHC, or disable ROHC during HO.
Proposal 6.
Support packet duplication for simultaneous connectivity handover.
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