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Introduction
In RAN#83, a new WI [1] was approved. And one of RAN2+RAN3 centric objective is defining signalling for broadcast assistance data delivery.
	RAN2 + RAN3 centric objectives
Resolve open aspects on architecture and proceed with normative work for the following items [RAN2/RAN3]:
· Location of the transmission measurement function 
Define signaling for broadcast assistance data delivery [RAN2/RAN3/SA2/SA3]


In this contribution, we would like to provide our consideration on broadcast assistance data.
Discussion
[bookmark: OLE_LINK11][bookmark: OLE_LINK10][bookmark: OLE_LINK20][bookmark: OLE_LINK21][bookmark: OLE_LINK565][bookmark: OLE_LINK566]During the WI on UE positioning accuracy enhancement for LTE, broadcast of assistance data for positioning [2][3] was introduced. The general procedures for broadcast of assistance data are:
1. E-SMLC decides which assistance data would be included in one or more SI messages, the broadcast period for the SI message, cipher and/or segmente assistance data. Then E-SMLC sends these ciphered and/or segmented assistance data together with the above control related information to eNB.
2. eNB broadcasts the received assistant data and the corresponding scheduling information.
3. The UE receives broadcast assistance data. If assistance data is ciphered, the UE needs to obtain ciphering key related info from MME which stores the used ciphering keys and related info from E-SMLC.
The detailed broadcast procedure for positioning assistance data in LTE is annexed in section 5 below.
The impact of introducing broadcast of positioning assistance data in LTE on Uu includes:
· Some scheduling information for positioning assistance data which is decided by E-SMLC is added in SIB1;
· Positioning assistance data are broadcasting in SI(s). These positioning assistance data which are carried in LPP messages are transparent to RRC.
In summary, RRC is used as an almost transparent tunnel for broadcast of positioning assistance data in LTE. For broadcast assistance data delivery in NR, we can take the broadcast mechanism of positioning assistance data in LTE as a starting point. Considering SI enhancement is introduced in NR, some specific NR feature, e.g. on-demand SI mechanism, can be discussed and introduced further.
Proposal 1: For broadcast assistance data delivery in NR, RAN2 can take the broadcast mechanism of positioning assistance data in LTE as a starting point.
Based on the above description on the general procedures for broadcast of assistance data, E-SMLC plays an important role. The following is the objective of the WI of enhancement to the 5GC LoCation Services in SA2 [4].
	4	Objective
To meet the requirements of the commercial location services, this work item specifies the following:
- 	Support the architecture enhancements, functionalities and procedures which have been concluded for normative work in the TR 23.731.
Architectural implications for RAN will be coordinated with RAN WGs.


 And in TR23.731, the following conclusions were captured [5].
	[bookmark: _Hlk517698928][bookmark: _Toc532994056]8.10	8.10	Conclusions for other Key Issues
It is concluded that no Rel-16 normative work is needed for other key issues, i.e. Key Issue #2, Key Issue #11, Key Issue #13, Key Issue #15 and Key Issue # 16.


Key Issue #16 in TR23.731 [5] is distribution positioning assistance data. Hence, based on TR23.731, broadcast assistance data for positioning is not included in Rel-16 work in SA2. There is a misalignment between objectives of 5GC location services in SA2 and objectives of NR positioning support in RAN. RAN2 needs to send an LS to inform SA2 to take on broadcast assistance data for positioning in their Rel-16 work.
SA3 takes care of the security mechanism of broadcast assistance data for positioning. There is no clear objective for broadcast assistance data for positioning in existing positioning SI in SA3 [6]. Hence, RAN2 also needs to send an LS to inform SA3 to take on broadcast assistance data for positioning in their Rel-16 work.
[bookmark: _GoBack]Proposal 2: RAN2 should send an LS to SA2 and SA3 to ask them to take broadcast assistance data for positioning into account in Rel-16.
Conclusion
In this contribution, we discuss the existing mechanism for broadcast of assistance data for positioning in LTE and the principle of broadcast of assistance data for positioning in NR. We also discuss the misalignment between NR positioning WI in RAN and 5GC location services WIs in SA2 and SA3. We propose:
Proposal 1: For broadcast assistance data delivery in NR, RAN2 can take the broadcast mechanism of positioning assistance data in LTE as a starting point.
Proposal 2: RAN2 should send an LS to SA2 and SA3 to ask them to take broadcast assistance data for positioning into account in Rel-16.
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Annex
-------------------------------------------------------------TS36.305----------------------------------------------------------
[bookmark: _Toc535100373]7.6	Procedures for Broadcast of Assistance Data
[bookmark: _Toc535100374]7.6.1	General
Positioning assistance data can be included in positioning System Information Blocks (posSIBs) as described in TS 36.331 [14] and TS 36.355 [25]. The posSIBs are carried in RRC System Information (SI) messages. The mapping of posSIBs (assistance data) to SI messages is flexibly configurable and provided to the UE in SIB1 (TS 36.331 [14]).
For each assistance data element, a separate posSIB-type is defined in TS 36.355 [25]. Each posSIB may be ciphered by the E‑SMLC using the 128-bit Advanced Encryption Standard (AES) algorithm (with counter mode) as described in TS 36.355 [25], either with the same or different ciphering key. The posSIBs which exceed the maximum size limit defined in TS 36.331 [14] shall be segmented by the E‑SMLC.
[bookmark: _Toc535100375]7.6.2	Broadcast Procedures
The general procedures for broadcast of positioning assistance data and delivery of ciphering keys to UEs is described in TS 23.271 [2]. This sub-clause defines the overall sequences of operations that occur in the E-SMLC, E-UTRAN and UE.


[bookmark: _Hlk4530005]Figure 7.6.2-1: Procedures to support broadcast of assistance data.
1.	The E-SMLC sends an LPPa Assistance Data Information Control message to the eNB with an indication to start broadcasting assistance information. The message includes one or more System Information groups, where each group contains the broadcast periodicity and one or more posSIB types together with meta data. Each posSIB type may be ciphered and/or segmented at the E-SMLC. The meta data may include an indication whether the posSIB type in the System Information group is ciphered or not, as well as an indication of an applicable GNSS type.
[bookmark: _Hlk517158135]2.	The eNB includes the received System Information groups in RRC System Information Messages and corresponding scheduling information in SIB1 as described in [12]. The UE applies the system information acquisition procedure according to [12] for acquiring the assistance data information that is broadcasted.
3.	If the posSIB types were ciphered by the E-SMLC, the E-SMLC provides the used ciphering keys, together with a validity time and validity area for each key, to the MME using an LCS-AP Ciphering Key Data message described in TS 29.171 [27]. The MME returns a LCS-AP Ciphering Key Data Result message back to the E-SMLC indicating whether the MME was able to successfully store the ciphering data sets. The MME may then distribute successfully stored ciphering keys and their validity times and validity areas to suitably subscribed UEs using a mobility management message as described in TS 23.271 [2]. The E‑SMLC repeats this procedure whenever a ciphering key changes.
4.	At any time after Step 1, the eNB may send a LPPa Assistance Information Feedback message to the E-SMLC providing feedback on assistance information broadcasting. The message may include an assistance information failure list indicating that certain posSIB types could not be configured for broadcasting by the eNB.
5.	If the assistance information in a System Information group changes, the E-SMLC provides updated information in a LPPa Assistance Information Control message.
6.	The eNB replaces the previously stored System Information groups with the new information received at Step 5 and includes the new System Information groups in RRC System Information Messages.
7.	If the E-SMLC wants to abort the broadcast of a System Information Group, it sends a LPPa Assistance Information Control message to the eNB including an indication to stop broadcasting the assistance information
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