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1. Introduction
In RAN2#105 meeting, two potential simultaneous connectivity solutions, i.e. split bearer solution and non-split bearer solution, for achieving 0ms handover interruption time had been discussed. And the following conclusions were agreed:

· Specify the ”non-split bearer” solution candidate for the Rel-16 E-UTRA enhancements minimizing the interruption time during mobility
· PDCP SN assignment (for DL) is done at source eNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target eNB. Details of how SN information is transferred is FFS.
· RoHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node
· In case of two active protocol stacks, a separate security key is used for each of the protocol stacks
In this contribution, we give our further considerations and proposals on non-split bearer solution for simultaneous connectivity handover. 
2. Discussion
In our another contribution[2], we give further comparisons between single and two protocol stacks for non-split bearer solution. In this contribution, , we further analyze the detail for non-split bearer solution based on two protocol stacks option. 
For non-split bearer architecture, the UE will connect to both serving cell and target cell with two protocol stacks. The UE will maintain 2 sets of security key (one for serving cell and one for target cell). The source cell will forward PDCP SDUs with the SN to the target cell. The target cell then performs RoHC and security processing (e.g. integrity protection and ciphering). The UE will perform integrity verification, deciphering and decompression using the corresponding key and compression context when packet is received. The UE will store and reorder the combined PDCP SDUs from both serving and target cell. 
In our understanding, the UE will use same reordering window and receiving operation except for security/ RoHC function in receiver side. Hence another alternative architecture is that the UE only has one PDCP entity but with two separate sets of security/ROHC function modules as following figure 1.
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Figure 1 Non split-bearer architecture with one PDCP entity
In the above architecture, during handover procedure, separate ROHC operation between the serving cell and the target cell are not required to synchronously reset/initialize ROHC function between the target cell and the UE after releasing the serving cell. The following figure 2 gives an PDCP functional description.
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Figure 2 PDCP function description

In summary, from network point of view, common SN allocation and maintenance is located in the source node and other functions are separated between the source and the target. From the UE side, non-split bearer architecture with one PDCP entity will have same effect with architecture with two PDCP entities in [1] and no need to perform reordering and receiving operation between two PDCP entities. It is also a potential alternative. Hence we propose: 

Proposal1: RAN2 to study this non-split bearer architecture with one PDCP entity as a potential solution. 
In addition, this non-split bearer architecture with two PDCP entities with the same SN maintenance/re-ordering module being discussed in RAN2, so in next section, we give detailed comparisons for these two alternatives and our preference.
3. Comparison

There are two alternatives on the table about PDCP processing architecture for non-split-bearer simultaneous connectivity handover:
· Alt1: two PDCP entities with same SN maintenance/re-ordering module;
· Alt2: one PDCP entity with two sets of security and header compression modules;

The following table gives detailed comparison among these alternatives: 

	
	Alt1: two entities
	Alt2: one entity with separate security and ROHC

	SN maintenance/re-ordering module
	Using one in source and target;
	Same as alt1;

	Security module
	Separate between source and target;
	Same as alt1;

	ROHC module
	Separate between source and target;
	Same as alt1;

	Forwarding packet type from source to target
	PDCP SDU with SN, same as current;
	Same as alt1;

	PDU type transmitted from target
	Normal PDCP PDU with target ROHC and security info;
	Same as alt1;

	Releasing
	Release a PDCP entity;
	Only release source ROHC and security module;


From the above comparisons, alt1 and alt2 have similar processing effect. But from the perspective of modeling and release procedure, alt2 seems simpler and more preferable. Hence we prefer alt2.
Proposal 2: RAN2 to choose this non-split bearer architecture with one PDCP entity and separate ROHC and security modules. 
4. Conclusion

According to the analysis in section 2, we have the following proposal:

Proposal1: RAN2 to study this non-split bearer architecture with one PDCP entity as a potential solution. 
Proposal2: RAN2 to choose this non-split bearer architecture with one PDCP entity and separate ROHC and security modules. 
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