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1 Introduction
Ethernet header compression for Time Sensitive Networking is discussed in [5] and the email discussion [6].
This contribution further discusses the scenarios, benefits and feasible alternatives for the Ethernet header compression.

2 Discussion
Industrial Ethernet technologies used for automation in Vertical Domains are 802.1Q, 802.3, 802.1Qbv, PROFINET, EtherCAT, Sercos etc. Some Ethernet frame formats are depicted in [5]. Some fields may be optional. Since there are a lot of Industrial Ethernet technologies, which is specified in IEEE, it is not easy to fully emulate all the possible type for 3gpp. Industrial Ethernet is most probably evolved with e.g. the Industry 4.0 development. Also Ethernet data can be IP or non-IP type. For IP type data, the IP header overhead is depicted in Figure 1.
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Figure 1: Ethernet data with IP header
Ethernet payload sizes for industrial applications are typically small (20-50 Bytes). The minimum size of the Ethernet payload is 46. For the 20 bytes message, there are 26 bytes padding in Figure 2. For the motion control case, the controller and sensors exchanges some command and actuation message in well-defined and pre-configured manner. It is foreseen that the payload are probably quite static.
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Figure 2: Ethernet payload with padding
Observation 1: For IP type data, the IP header overhead is significant.
Observation 2: The overhead of the padding bit is significant.
Observation 3: The payload message could be static.

Observation 4: Industrial Ethernet technologies, specified in IEEE, would evolve as industry involves. Forwards compatibility could be challenging for compression method based on the structure awareness.
Based the observations above, therefore it is proposed to adopt a compression scheme from perspective of compression efficiency and UE implementation complexity, forwards compatibility should be considered
Proposal 1: RAN2 agree that high compression efficiency, UE low complexity and forwards compatibility as the design principle.

Ethernet header compression could be done by extending Robust Header Compression (ROHC) or reusing the LTE UDC as baseline in [5]. The following are some analysis for theses 2 alternatives.
1. Extending Robust Header Compression (ROHC)
The detailed definition of the ROHC channel is specified as part of the ROHC framework in RFC 5795. This includes how to associate a specific IP flow with a specific context state during initialization of the compression algorithm for that flow. For the Ethernet packet, there may be no IP flow. Further IETF work might be needed to make it align with the ROHC framework.
ROHC always start from U-mode. The compressor starts in the initial state with no compressed context and it sends N (N>=1) initial packets with additional compressed context information to the decompressor side. A periodic time-out mechanism is used to transit to initial states and send initial packets with compressed context information. The successful decompression of an Initialization and Refresh packet from the compressor will create the context information at the decompressor side. The decompressor can move to the No Context state if the repeated failure to decompress happens. 
This U-mode of operation results in low compression gain and delay. Feedback channel may be used by the decompressor to acknowledge successful decompression if the feedback channel is available. It can move to other modes of operation if it receives a feedback (request) packet from the decompressor.
In TS 38.413 section 8.2.1.2, the text is stated as bellow. 
	For each PDU session, if the PDU Session Type IE included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message is set to "ethernet" or "unstructured", the NG-RAN node shall not perform header compression for the concerned PDU session.


For Ethernet session, ROHC is not allowed even if the Ethernet packet has IP header. The reason may be that it is not known IP header existing or not. Extra specification effort is needed to solve this issue. 

In separate/sequential compression of Ethernet header and IP header, in order to compress IP header, the compressor/decompressor entity needs to parses the Ethernet head and find the possible IP header position. Therefore, the separate/sequential compression for MAC header and IP header might bring extra delay and additional complexity to UE implementation.
Observation 5: The ROHC U-mode results in low compression gain and delay. In current specifications, Ethernet session does not support the IP header compression. The separate/sequential compression for MAC header and IP header might bring extra delay and additional complexity to UE implementation. As associating a specific IP flow with a specific context state is specified within the ROHC framework (RFC 5795) and Ethernet packet may be non-IP type, further specification work could be expected to make it align with the ROHC framework.
2. Reusing LTE UDC(uplink data compression) as baseline
In LTE UDC, the UDC protocol is based on IETF RFC 1951 (DEFLATE Compressed Data Format Specification). UDC function is controlled by RRC procedure for AM DRB as Figure 4. UE can prefill the configured pre-defined dictionary in the compression buffer upon configuration of UDC. Therefore, UDC can quickly start with the pre-configured buffer. During the data transmission procedure, the UDC buffer can be updated based on the compressed data.
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Figure 3: UDC configuration procedure
In NR R15, the IP header compression is not supported for Ethernet session. In R16 IIoT case, it is natural that the IP header, Ethernet header and payload including padding bit are jointly compressed by UDC in a straightforward manner. Obviously the compression gain could be much higher than only compressing Ethernet header. Further it is avoided to support multiple compression functions for one DRB, the low cost and low complexity can be foreseen for UE implementation.
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Figure 4: UDC configuration procedure
As known, the IIOT reliability requirement is 10^-6 even if the PDCP duplication is not applied. For UDC PDCP PDU, there is a UDC header. If the decompression entity detect the checksum error then it indicate the error to the compression entity to reset UDC buffer for the compression buffer resynchronization. 
Observation 6: LTE UDC can jointly support the IP header, Ethernet header and payload compression. The compression efficiency would be higher than only compressing Ethernet header. Supporting multiple compression functions for one DRB is avoided. The cost and implementation complexity for UE could be low. The specification work by reusing UDC is low. 
Some comparison results are summarized as in below table:
	
	ROHC based Ethernet compression
	UDC based Ethernet compression

	Packet Compression gain
	Non-IP type data:20%
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Context negotiation brings more overhead.
	Non-IP type data :at least 53%
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	Compression complexity and cost.
	High.

For IP type data, the IP header overhead is significant. 

For IP type data，Ethernet session does not support the IP header compression in NR R15. 
In order to support the separate IP header compression, UE needs to support 2 compression functions. UE needs find the possible IP header based on the Ethertype field of the Ethernet header.
	Low.
All the static field including Ethernet header, IP header, padding etc. can be compressed based on the simple string matching by UDC buffer. 
Supporting multiple compression functions for one DRB is avoided.

	Compression processing time
	ROHC for IP : 

About 30 us for 60 bytes packet.
ROHC for Ethernet: FFS.
	UDC :

< 15 us for 60 bytes packet.
Quick start UDC with pre-configured dictionary.

	specification work load
	High. IETF/IEEE may be involved. It is not clear the time needed if we go with IETF “Specification Required” principle, either with RFC path or review by a “designated expert”.
Additional specification work, other than IETF procedure/review process, could be expected.


	Low, Reusing LTE UDC，for UM and AM DRB, extends to DL.

	forward compatibility
	Not friendly. 
Specification modification is expected as industry Ethernet standard evolves.
	Good.
No more specification work when new Ethernet header is defined in the future as industry involves.


Proposal 2: Reuse LTE UDC function as baseline in NR, for UM and AM DRB, extend to DL. Further enhancement is FFS.
3 Conclusion
Base on the analysis above, we propose the following:
Observation 1: For IP type data, the IP header overhead is significant.
Observation 2: The overhead of the padding bit is significant.
Observation 3: The payload message could be static.

Observation 4: Industrial Ethernet technologies, specified in IEEE, would evolve as industry involves. Forwards compatibility could be challenging for compression method based on the structure awareness.
Observation 5: The ROHC U-mode results in low compression gain and delay. In current specifications, Ethernet session does not support the IP header compression. The separate/sequential compression for MAC header and IP header might bring extra delay and additional complexity to UE implementation. As associating a specific IP flow with a specific context state is specified within the ROHC framework (RFC 5795) and Ethernet packet may be non-IP type, further specification work could be expected to make it align with the ROHC framework.
Observation 6: LTE UDC can jointly support the IP header, Ethernet header and payload compression. The compression efficiency would be higher than only compressing Ethernet header. Supporting multiple compression functions for one DRB is avoided. The cost and implementation complexity for UE could be low. The specification work by reusing UDC is low.
Proposal 1: RAN2 agree that high compression efficiency, UE low complexity and forwards compatibility as the design principles.
Proposal 2: Reuse LTE UDC function as baseline in NR, for UM and AM DRB, extend to DL. Further enhancement is FFS.
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Checksum
FU:Indication of whether this packet is compressed by UDC protocol or not
FR:Indication of whether UDC compression buffer is reset or not
Checksum:the validation bits for the compression buffer content
FE:Indication of whether checksum error is detected or not



Eth header
Eth payload(46B)

Padding (26B)

IIOT payload
(20B)



