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The email discussion summarised in [1] aimed to resolve multiple issues related to the RAN RACS study item, including some aspects of the SA2 interim conclusions from [2].  In the wake of the email discussion, several significant issues remain open:
· Delta signalling for UE capability
· Network-side filtering of UE capability request
· Hash-based solution
· Consideration of eLTE
· Use of RRC vs. NAS signalling
This paper discusses them and proposes a way forward for each.
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Delta signalling
SA2 considered delta signalling mechanisms, and in the “Interim Conclusions” section of [2] indicated that such a solution is recommended for normative work, assuming RAN2 confirm that it is feasible.  Thus it seems appropriate that the RAN2 discussion would focus more on the feasibility than on the desirability, as SA2 have already addressed the latter.
In general, UE capability fields come in four flavours:
1. Boolean indicators (“ENUMERATED {supported}” in ASN.1) where presence means support and absence means lack of support;
2. Scalar or enumerated indicators where a maximum number of something, or one of several versions of the feature, is supported by the UE;
3. Bitmasks indicating a set of supported characteristics (e.g., the supportedGapPattern);
4. Lists of supported characteristics (e.g., band combination lists).
As noted by some respondents in [1], it is a bit difficult to see how to apply delta signalling to fields of type 1, since a field being absent becomes ambiguous (no support vs. no change).  However, if the ability to change these fields by delta signalling is needed, the deltas could be applied at the list level—the list could be omitted if nothing is changed from the support coded by the UE capability ID, or sent in its entirety if something needs to be changed.  This is not optimally efficient signalling, however, and it should be considered carefully for which lists the potential for delta signalling is really valid.  (For instance, it seems unlikely that delta signalling for the RLC parameters would really be needed; there is no obvious reason why these features would be sometimes enabled and sometimes disabled for the same UE.)
For fields of type 2 and 3, the field can be signalled if changed and omitted if unchanged.  However, there is some difficulty because in general these fields are not optional in the ASN.1; to use delta signalling for them, it would be necessary to define new versions of the containing lists in which the fields are optional (e.g., a new PDCP-ParametersDelta in which supportedROHC-Profiles and maxNumberROHC-ContextSessions are marked as OPTIONAL).  Alternatively, if it is necessary to have delta signalling for these fields at all (would the supported RoHC profiles change?), they could be handled like fields of type 1, with delta signalling at the list level.
Finally, for fields of type 4, delta signalling can be realised by using ToAddMod and ToRelease lists.  This approach is further discussed in [3].
It should be noted that the lists of fields of types 1-3 are fairly small; the longest is Phy-Parameters with 35 fields (all of type 1), so the burden of signalling the lists in full is not very great.  We consider that it could be discussed whether delta signalling is needed for these parameters at all, but if it is needed, delta signalling at the list level seems a feasible approach.  For fields of type 4, the ToAddMod/ToRelease approach addresses the issue and renders the delta signalling approach feasible.
Proposal 1: Indicate to SA2 that RAN2 find a delta signalling solution to be feasible.
Network-side filtering
In the LS sent by SA2 in [4], it is indicated that “SA2 needs also to evaluate whether it is beneficial to define a scheme by which the PLMN can control the capabilities the UE sends by means of a PLMN-wide filter”, with reference to clause 6.10 of [2], and SA2 solicit feedback on the filtering solution.  Broadly, the solution means that the network maintains a UE Radio Capability Form (URCF) at the PLMN level, and indicates it to the UE which uses it as a filter for the reported capability.
From the RAN2 perspective, it is not exactly clear what the contents of the URCF would be, e.g. if the network would request filtration of individual fields (“do not report feature X”) or a generalisation of the existing band filter (perhaps allowing to indicate certain band combinations that can be omitted).  From the standpoint of signalling size, the latter would be more useful (since the capability signalling is dominated by the band combination lists and the related feature sets), but we already go somewhat in this direction with the band filtration and it is unclear how great the benefits would be from allowing more specific filtering.
The solution requires coordination on the network side, since (1) the NG-RAN nodes across the PLMN need to understand the URCF and have common filtering policies in order to interpret the UE capability properly, and (2) the CN and RAN need to share information about the supported radio features in order to create and interpret the URCF.  The description in [2] identifies impacts to N2 and Xn setup, new procedures for provisioning the URCF by the AMF and a handshake for new URCFs between NG-RAN nodes on Xn, impacts to the initial context setup procedure and the UE capability enquiry, and interactions between the AMF, UMF, and NG-RAN nodes when a new UE capability ID is allocated.
Regarding the signalling to be defined by RAN2, the actual UE capability enquiry impact of the URCF approach is not especially widespread; it introduces the URCF into the UECapabilityEnquiry and may have impact on the UE’s response in the UECapabilityInformation.  The greater impact would be on RAN3 (for the N2 and Xn interfaces).  However, it also seems that using the URCF would constrain the kind of signalling RAN2 can use to transfer the UE capability ID, since in the proposed solution the URCF is not exchanged until the initial context setup—specifically, it appears not to be possible to provide the UE capability ID as part of the connection setup signalling with this approach, as proposed by several companies in the course of the study, since at this stage the UE has not yet been provided with the URCF.
Considering these issues, we find significant complexity but limited benefit from the proposed filtering mechanism.
Proposal 2: Indicate to SA2 that RAN2 find significant complexity but limited benefit from the proposed filtering mechanism.
SA2 in [7] asked RAN2 to “clarify, when filtering of UE radio capabilities is used, how an NG-RAN node determines (as of Rel-15) whether or not to require additional radio capabilities from the UE i.e. at handover and at connection set-up.”  We understand that this should be straightforward to clarify for SA2, i.e. by indicating that the stored UE capability is exchanged in the network along with the associated filter, so the NG-RAN node can decide based on that information if it needs to request additional capabilities at events like handover and connection setup.
Proposal 3: Reply to SA2 that the stored capability is accompanied by the associated filter in the NG-RAN node and the AMF, and the NG-RAN node can decide according to policy and implementation criteria if it needs to request additional capabilities based on the stored filter.
Hash-based solution
In [4], SA2 also requested feedback on a hash-based solution for the UE capability ID, as described in section 6.3 of [2].  According to plenary guidance, this topic was not considered in the email discussion but left for discussion at RAN2#105.
The general idea is that the UE computes a hash value over its set of radio capabilities, and signals the hash rather than the full list of radio capabilities.  The network treats the hash value as a UE capability ID.  To deal with hash collision, two alternatives are proposed ([2], section 6.3.2):
Option 1:	With the assumption that each subset of UE Radio Capabilities is calculated with SHA-256 the probability is very low that two different UE Radio Capabilities have the same hash value so we do not specify any solution for that.
Option 2:	The UE Capability ID is extended to also include a device manufacturer unique identifier, this could for example be the same as proposed in solution #1 to use the TAC code. The UE vendor also need to ensure that the two different UE Radio Capabilities does not have the same HASH value via re-arrange the order of the individual UE Radio Capabilities to ensure unique hash.
It is noted in [2] that UEs with the same capabilities may have different hash values due to storing the UE capability in different orders.
These limitations seem significant.  Regarding the hash collision issue, we consider that Option 1 is not viable since it cannot provide any means for recovering from a collision—there is no way for the system even to detect that a collision has occurred.  The symptoms of a collision would be that at some (unpredictable) future time, the network sends the UE a configuration that it does not support, a situation which historically 3GPP have treated as a network error case.  There certainly is no way for the UE to infer the root cause of the problem and feed information back to the network to help resolve it.  Therefore it seems required, if we would have the hash-based solution, to follow Option 2 and expect that the manufacturer will ensure there are no hash collisions.
However, Option 2 also has some problems.  If the band filter mechanism is still used, then the UE has many possible capability configurations depending on the network’s setting of the requested bands; thus the manufacturer actually has the intractable problem of guaranteeing that across all models, across all possible capability filters, there are no hash collisions.  A mistake in this process creates the same problem as Option 1, with no way to recover from the misinterpretation of the UE capability.
In addition, as noted in [4] already, there is some concern with the signalling size if the hash solution is used.  If a 256-bit hash is used, as contemplated by SA2, it becomes expensive to include the hash value in connection establishment signalling routinely, as preferred by some companies in RAN2.  Limiting the likelihood of collision requires significant overdimensioning of the hash with concomitant signalling costs.
Proposal 4: Indicate to SA2 that RAN2 consider it difficult to implement the hash-based solution in an appropriate way, due to the manufacturer burden to guarantee no collisions in any configuration and the signalling costs.
Consideration of eLTE
SA2 have focussed their work on 5GS, meaning that eLTE as well as NR could be considered in scope.  During the email discussion, opinions were mixed on whether RAN2 should consider signalling solutions also for the LTE RAT.
It seems to be the view of most companies that eLTE is valid to consider and the solutions discussed for NR could potentially apply there.  However, considering the limited time available for the study item, it also seems that this would need to be an activity for the normative phase.
Proposal 5: Indicate to SA2 that RAN2 will consider whether to extend the signalling solution to the LTE RAT as part of the normative-phase work.
RRC vs. NAS signalling
RAN2 indicated to SA2 that the use of either RRC or NAS signalling to carry the UE capability ID would be feasible.  However, a decision awaits security input from SA3 (our understanding is that SA2 have already requested this input).  Based on the outcome of the two email discussions, it appears that companies who favour the use of RRC signalling see the main advantages as being direct exposure of the ID to the RAN without having to factor it through the AMF, and the ability to cache UE capability at the RAN allowing early configuration of UEs based on their known capability.  The latter advantage depends on sending the UE capability ID early, e.g. as part of the connection establishment signalling as proposed by several companies.
However, in [5], SA3 indicated that the capability ID needs to be sent under security protection (ciphering and integrity).  This eliminates the possibility of sending the ID in Msg5 as some companies preferred; rather, it could be sent either by later RRC signalling or NAS signalling.
Considering the SA3 constraint and the solutions that have been discussed so far in RAN2, it seems that the main candidates for carrying the ID would be the UECapabilityInformation message (RRC) or a NAS message before the initial context setup (e.g. initial registration, authentication, or identity response) followed by transfer of the ID to the RAN in the initial context setup message.  Only the first is really in RAN2 scope to decide the details of the procedure.
In any situation where the UE capability enquiry is used today, the response can benefit from the capability ID (the exception is if the network does not understand the capability ID and needs to request the capability explicitly).  This suggests that it would be good to have the RRC alternative available, with the ID sent in the UECapabilityInformation in place of the full UE capability set, which can be done by extending the current signalling.
Proposal 6: The UE capability ID can be transferred in the RRC UECapabilityInformation message.
The description of Approach 4 in [6] does not fully capture this, since the message flows assume that the ID would be transferred as part of the connection establishment signalling and delivered to the CN in the INITIAL UE MESSAGE.  The updated TP in [1] reflects the use of the UECapabilityInformation message instead in the TR conclusions, but does not introduce complete message flows for this approach (since they were not discussed as part of the email discussion).  Message flows using the UECapabilityInformation message are proposed in the attached TP in this document (revision marked against [6]).
The NAS alternative can also be supported without any problems from the RAN2 perspective.  RAN2 could endorse it as feasible from our perspective and leave to SA2/CT1 the question of whether it is needed.
Proposal 7: RAN2 endorse as feasible the use of NAS signalling to carry the UE capability ID.
Conclusion
This document made the following proposals:
Proposal 1: Indicate to SA2 that RAN2 find a delta signalling solution to be feasible.
Proposal 2: Indicate to SA2 that RAN2 find significant complexity but limited benefit from the proposed filtering mechanism.
Proposal 3: Reply to SA2 that the stored capability is accompanied by the associated filter in the NG-RAN node and the AMF, and the NG-RAN node can decide according to policy and implementation criteria if it needs to request additional capabilities based on the stored filter.
Proposal 4: Indicate to SA2 that RAN2 consider it difficult to implement the hash-based solution in an appropriate way, due to the manufacturer burden to guarantee no collisions in any configuration and the signalling costs.
Proposal 5: Indicate to SA2 that RAN2 will consider whether to extend the signalling solution to the LTE RAT as part of the normative-phase work.
Proposal 6: The UE capability ID can be transferred in the RRC UECapabilityInformation message.
Proposal 7: RAN2 endorse as feasible the use of NAS signalling to carry the UE capability ID.
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6.1.1.2.1	Approach 1: Transfer via RRC signalling
The transfer of UE capability in RRC signalling is shown in Figure 6.1.1.2.1-1. The UE sends a UE capability ID in an RRC message, which could be either the RRCSetupComplete message or the UECapabilityInformation message (final selection of the message is FFS).  The subsequent handling of the UE capability ID is discussed in subclause 6.1.1.3.  In this alternative, the UE capability ID is visible to the NG-RAN at the time of connection setup.



Figure 6.1.1.2.1-1: RRC transfer of UE capability ID using RRCSetupComplete
Subsequent to the signalling of Figure 6.1.1.2.1-1, it is possible to transfer the UE capability ID also to the CN, e.g. in the Initial UE Message.  This allows visibility of the ID in both NG-RAN and CN if necessary.
Alternatively, RRC signalling after the configuration of security can be used to transfer the UE capability ID.  Figure 6.1.1.2.1-2 shows the use of the UECapabilityInformation message to transfer the capability ID instead of the full UE capability set.



Figure 6.1.1.2.1-2: RRC transfer of UE capability ID using UECapabilityInformation
RRC signalling allows the RAN to know the UE capability ID and use it locally, e.g. in case there are multiple UEs served by the RAN with the same capability, and if sent early in the connection procedure, it can enable RAN caching for early configuration of the UE capability.  Security may need to be considered in case the capability ID would be sent before SMC, e.g. in Msg5.
RAN visibility of the capability ID is considered beneficial for RAN caching of the UE capability set, signalling reduction on network interfaces, and early RRM decisions.
[…]
6.1.1.3.5	Approach 4: Mapping stored at CN and NG-RAN, using RRC signalling
If the mapping is stored at the CN and the NG-RAN and the transfer of the UE capability ID uses RRC signalling, the capability exchange can proceed as shown in Figure 6.1.1.3.5-1.


Figure 6.1.1.3.5-1: NG-RAN and CN identification of UE capability (with RRC signalling)
In the procedure of Figure 6.1.1.3.5-1, if the NG-RAN is not able to identify the UE capability in step 2, it requests in step 3 for the CN to deliver the UE capability and the CN delivers it with the subsequent Initial Context Setup Request.  If the CN is not able to identify the UE capability in step 4, it requests it from the NG-RAN along with the Initial Context Setup Request.  If neither the NG-RAN nor the CN can identify the UE capability, the NG-RAN performs a UE capability enquiry.  The latter case is shown in Figure 6.1.1.3.5-2.


Figure 6.1.1.3.5-2: NG-RAN and CN unable to identify UE capability
For transfer of the capability ID by RRC signalling after the start of security, the NG-RAN can request the UE capability with the UECapabilityEnquiry message, and the UE responds with a UECapabilityInformation message containing the capability ID.  The NG-RAN then forwards the UE capability ID to the CN.


Figure 6.1.1.3.5-3: NG-RAN and CN identification of UE capability (with RRC signalling after start of security)
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