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1. Introduction
In RAN #81 meeting, one new WI DC and CA enhancements was approved [1]. This WID lists the following as its objectives:

	The objective of this work item is to investigate enhancements to DC and CA. At least the following topics should be considered in the work:

· Support of asynchronous and synchronous NR-NR Dual Connectivity [RAN1, RAN2, RAN4]

· the UE power control [RAN1]

· RRC signalling to support of enhanced NR-NR DC [RAN2]

· Core requirements to support enhanced NR-NR DC [RAN4]

Note: Synchronous DC enhancements in this WID considers only cases not covered in Rel-15 exception sheet for NR WI NR_newRAT-Core. 

· Early Measurement reporting: Early and fast reporting of measurements information availability from neighbor and serving cells to reduce delay setting up MR-DC and/or CA. [RAN2, RAN4]

· This objective applies to MR-DC, NR-NR DC and CA

· The objective should consider measurements in IDLE, INACTIVE mode and CONNECTED mode

· The impacts on the UE power consumption should be minimized

· The LTE Rel-15 euCA work should be utilized, when applicable

· Efficient and low latency serving cell configuration/activation/setup: Minimizing signalling overhead and latency needed for initial cell setup, additional cell setup and additional cell activation for data transmission. [RAN2, RAN1, RAN4, RAN3]

· This objective applies to MR-DC, NR-NR DC and CA

· The objective should consider enhancements when starting from IDLE, INACTIVE mode and CONNECTED mode

· Fast recovery: Support fast recovery of MCG link e.g. by utilizing the SCG link and split SRBs for recovery during MCG failure while operating under MR-DC. [RAN2, RAN3]
· This objective applies to MR-DC and NR-NR DC

· Cross-carrier scheduling with different numerologies on the scheduling and scheduled carriers [RAN1, RAN2, RAN4]

· This objective applies to CA only.

· Target completion by RAN#84.

· Study and, if found beneficial over the existing single Tx switched uplink solution, specify enhancements to single Tx switched uplink solution for EN-DC, such as allowing all DL and UL subframes for data transmission for both NR and LTE. [RAN1].

Note: the UE in single Tx switched uplink mode is not expected to be scheduled simultaneous transmission on MCG and SCG

The work on objective 2 and 3 should consider the UEs in all states (i.e. IDLE, INACTIVE and CONNECTED). 

The work excludes combination of EN-DC and NR-NR DC configured for a the UE.

At least scenarios with small cells should be considered, along with scenarios with large amounts of available cell bandwidth. Both FR1 and FR2 frequencies should be considered. The mechanisms already specified for LTE should be used as baseline for the work.


In this contribution, we discuss the fast recovery of MCG link (highlighted above) when the MCG failure is detected by the UE.
2. Discussion
In Rel-15, when radio link failure (RLF) is detected for MCG, the UE will initiate the RRC re-establishment procedure. During this procedure, a service interruption will be introduced since the UE would stop all on-going transmission on MCG bearers, SCG bearers and split bearers. However, since the MCG and SCG have separate coverage, in case that the RLF is detected on MCG, the radio link in SCG may still be available. 

Additionally, in case of MR-DC, the split SRB can be configured for the UE, which allows the UE to transmit and receive RRC messages through both MCG path and SCG path. Besides, in case of EN-DC, NGEN-DC and NR-DC, SRB3 can be configured for the UE to directly establish a RRC connection between the UE and the SN. So RRC messages can still be transmitted and received via SCG path through split SRB or SRB3 when the RLF is detected on MCG.

Observation 1: In case that RLF is detected on MCG, RRC messages can still be transmitted/received via SCG path through split SRB or SRB3. 

Therefore, if the radio link in the SCG is available when the failure is detected on the MCG, instead of triggering the RRC re-establishment procedure, the UE could simply suspend the MCG transmission and trigger the SN assisted MCG failure recovery procedure. During this procedure, the MCG failure indication will be sent to the network via the SCG.

Proposal 1: For MR-DC case, in case the failure is detected on the MCG and the radio link in SCG is available, the SN assisted MCG failure recovery shall be allowed, in which the MCG failure indication will be sent to the network via the SCG.

Although the SN assisted MCG failure recovery procedure can be supported by the UE, the RRC re-establishment procedure may still be triggered when some specific MCG failure cases are detected by the UE. Thus, we further discuss which kind of MCG failures are applicable for the SN assisted MCG failure procedure. In the current specs, the RRC re-establishment procedure can be triggered by the following cases.

· Case 1: MCG RLF

The MCG RLF may happen upon T310 expiry in PCell, random access problem indication from MCG MAC, or when the maximum number of retransmissions has been reached in MCG RLC. In such cases, the MCG failure would not affect SCG link, so the SN assisted MCG failure recovery procedure can be applied. 

· Case 2: Re-configuration with sync failure of the MCG

In such case, T304 for MCG expires, but the SCG link may still be available. Thus, the SN assisted MCG failure recovery procedure can be applied. 
· Case 3: Mobility from NR failure
In such case, the PCell handover fails, but the SCG may still maintain a good link condition. So the SN assisted MCG failure recovery procedure can be applied.
· Case 4: MCG RRC integrity check failure (on SRB1/2)

· Case 4-1: Change of security key or algorithm in MN

For the split SRB case, both MCG path and SCG path of the split SRB suffer the security problem since they are protected by using the same NR PDCP. Thus, there is no reliable link for the UE to report MCG failure indication to the network. The UE should directly trigger RRC re-establishment procedure. 

For the SRB3 case, the SRB3 is ciphered and integrity protected by using SN PDCP, so the SCG link may still be reliable when the integrity check failure is detected on the MCG. So the SN assisted MCG failure recovery procedure can be applied.

· Case 4-2: A possible attacker in MCG 

In such case, UE could suspend the MCG link so that the possible attacker cannot use it to configure the UE. Additionally, it seems that the SCG path may still be reliable and can be utilized to report MCG failure indication to the network. Thus, the SN assistant MCG failure recovery procedure can be triggered.

Since the UE may not distinguish the specific reasons for RRC integrity check failure, the UE can assume the SCG link is reliable before RRC integrity check failure occurs for that link. When the RRC integrity check failure is detected on the MCG, the UE can still report MCG failure indication to the network via SCG assuming that link is reliable. And upon RRC integrity check failure occurring in the SCG, the UE can immediately fall back to trigger RRC re-establishment procedure.
· Case 5: RRC connection reconfiguration failure 

· Case 5-1: MN RRC reconfiguration message including SN configuration

If the MN RRC reconfiguration message will cause the SN to change (e.g. SN RRC reconfiguration message is encapsulated in MN RRC reconfiguration message, or MN PDCP reestablishment is contained in the message), both the MCG path and the SCG path cannot be used since the UE uses a joint success/failure procedure for combined MN/SN RRC messages. So there is no available link for the UE to report MCG failure indication. The UE could directly initiate RRC re-establishment procedure.

· Case 5-2: MN RRC reconfiguration message without SN configuration 

If the MN RRC reconfiguration message does not contain the SN configuration (e.g. only MN lower layer reconfiguration was triggered), the UE can still use the SN path to deliver MCG failure indication. For example, in case of EN-DC, the UE can determine the case when “RRCConnectionReconfiguration-v1510-IEs” (e.g. including NR PDCP configuration and lower layer configuration) field is absent in LTE RRCConnectionReconfiguration message. In such case, the SN assisted MCG failure recovery procedure can be applied.

In conclusion, MCG failure cases and handling can be listed as follows:

	
	Specific failure cases
	Handling

	MCG RLF
	T310 expiry in PCell
	Trigger the SN assisted MCG failure recovery procedure

	
	random access problem
	

	
	MCG RLC reaches maximum retransmission
	

	Re-configuration with sync failure of the MCG
	T304 expiry for MCG
	Trigger the SN assisted MCG failure recovery procedure

	Mobility from NR failure
	PCell handover failure
	Trigger the SN assisted MCG failure recovery procedure

	MCG RRC integrity check failure (on SRB1/2)
	Change of security key or algorithm in MN
	1. Trigger the SN assisted MCG failure recovery procedure;
2. Fall back to trigger RRC re-establishment procedure when SCG RRC integrity check failure is detected

	
	A possible attacker in MCG
	

	RRC connection  reconfiguration failure
	MN RRC reconfiguration message including  SN configuration
	Trigger RRC re-establishment procedure

	
	MN RRC reconfiguration message without SN configuration
	Trigger the SN assisted MCG failure recovery procedure


Based on the analysis given above, we propose:

Proposal 2: The SN assisted MCG failure recovery can be applied in the following cases: 

· MCG RLF;
· Re-configuration with sync failure of the MCG;
· Mobility from NR failure;
· MCG RRC integrity check failure (on SRB1/2);
· RRC connection reconfiguration failure without SN configuration.
Furthermore, if there is an on-going RRC procedure or MAC procedure when the failure is detected on the MCG, the SCG link may be changed or not available. In such case, the UE should also trigger the RRC re-establishment procedure directly. The on-going procedure may contain an on-going SCG failure procedure, an on-going SCG change or PSCell change procedure.
Proposal 3: RRC re-establishment will still be triggered in the following cases: 

· RRC connection reconfiguration failure including SN configuration;

· There is an on-going SCG failure procedure; 

· There is an on-going SCG change or PSCell change procedure.

When the SN assisted MCG failure recovery procedure is triggered by the UE, the MCG failure indication can be sent to the network in two different ways considering the SRB configuration. In case that the split SRB is configured, the UE could send the MCG failure indication to the MN through the SCG leg of split SRB. And in case that SRB3 is configured, the UE could transmit the MCG failure indication to the SN via SRB3, and then the SN forwards the MCG failure indication to the MN.
Proposal 4: To send MCG failure indication to the netowrk via SCG, the following two alternatives shall be studied in the WI.

· Alt1: MCG failure indication is sent to the MN directly over split SRB

· Alt2: MCG failure indication is sent to the SN over SRB3, and the SN forwards the MCG failure indication to the MN

Since there are two different alternatives, several factors (e.g. the UE capability, supported usage, impact on RAN3, the data structure of the network handling message) should be further considered for determining which one can be utilized. A comparison between these two alternatives is listed in the following table:

	
	Pros
	Cons

	Split SRB based solution
	1. This solution has only a minor impact on RAN3 spec;
2. The network handling message can be directly sent to the UE via MN RRC message.
	1. This solution is not applicable to the MCG integrity check failure case since both MCG and SCG path are protected by MN PDCP;
2. Some uplink path switch/duplication activation rules may need to be defined.

	SRB3  based solution
	1. This solution is applicable to the MCG integrity check failure case since SRB3 is protected by the SN PDCP.
	1. This solution has a significant impact on RAN3 spec since new X2/Xn signalling needs to be defined.
2. The network handling message should be a MN RRC message embedded in SN RRC message.


It seems that a split SRB based solution may have less impact on the existing spec, while a SRB3 based solution could support more MCG failure cases. But from the perspective of flexibility and reliability, we propose that both split SRB based solution and SRB3 based solution shall be allowed and it is up to the network to configure which one will be used.
Proposal 5: Both split SRB based solution and SRB3 based solution shall be allowed and it is up to the network to configure which one will be used.
3. Conclusion
We have discussed the fast recovery of MCG link, and proposed the following:

Observation 1: In case that RLF is detected on MCG, RRC messages can still be transmitted/received via SCG path through split SRB or SRB3. 

Proposal 1: For MR-DC case, in case the failure is detected on the MCG and the radio link in SCG is available, the SN assisted MCG failure recovery shall be allowed, in which the MCG failure indication will be sent to the network via the SCG.

Proposal 2: The SN assisted MCG failure recovery can be applied in the following cases: 

· MCG RLF;
· Re-configuration with sync failure of the MCG;
· Mobility from NR failure;
· MCG RRC integrity check failure (on SRB1/2);
· RRC connection reconfiguration failure without SN configuration.
Proposal 3: RRC re-establishment will still be triggered in the following cases: 

· RRC connection reconfiguration failure including SN configuration;

· There is an on-going SCG failure procedure; 

· There is an on-going SCG change or PSCell change procedure.

Proposal 4: To send MCG failure indication to the network via SCG, the following two alternatives shall be studied in the WI.

· Alt1: MCG failure indication is sent to the MN directly over split SRB

· Alt2: MCG failure indication is sent to the SN over SRB3, and the SN forwards the MCG failure indication to the MN

Proposal 5: Both split SRB based solution and SRB3 based solution shall be allowed and it is up to the network to configure which one will be used.
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