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Introduction 
SA2 sent a LS [1] to RAN2 regarding the support non-public networks (NPN). According to the LS, 2 solutions have been selected [:
Solution#1: Support a stand-alone Non-Public Network (SNPN) deployment, i.e. not relying on network functions provided by a PLMN
Solution#2: Support a non-stand-alone Non-Public Network deployment, i.e. with the support of a PLMN.
The action to RAN2 is to specify the related RAN functionality to support the 2 solutions.
In this contribution, the RAN2 impacts for the Solution#2 are analysed based on the SA2 CRs [3].
Discussion
As mentioned in Section, non-standalone Non-Public Network deployment are NPNs made available with the support of a PLMN. Such support can be provided e.g. by one (or more) Network Slice allocated for the NPN. However, as in [3], “network slicing does not enable the possibility to avoid UEs trying to access the network in areas which the UE is not allowed to use the Network Slice”. Hence a Closed Access Group concept, similar to LTE CSG, is needed on top of the network slice. Basically, a Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells.
Impact on Network Identification
Based on Section 5.x.3.2, a CAG cell broadcast:
· CAG identifier per PLMN
· Each CAG identifier may optionally have a human-readable network name used for manual selection
It is FFS on whether there can be a list of CAG identifiers per PLMN. The RAN2 impact is on which SIB to broadcast this information. CAG identifier can be seen to be a form of access control. It can also be seen to impact the suitability of a cell for a UE. Hence for CAG Identifier, it should be part of SIB1. As for the human-readable network name used for manual selection, it may not be essential to place it in SIB1 and can be in another SIB. A new SIB should be used to prevent UE not supporting NPN for having to decode larger existing SIB because of the new inclusion.
Whether it should be part of cellAccessRelatedInfo or uac-BarringInfo depends on whether it is considered as access control or for suitability check.                     
Observation#1: Impact on Network Identification: Update the SIB (either in SIB1 or new SIB) to include the CAG identifier per PLMN and also the human-readable network name. It is the same as how the CSG is broadcast in LTE
Impact on Network and cell selection
[bookmark: _GoBack]For non-standalone Non-Public Network, it requires the support of PLMN and hence PLMN selection is still required as in Rel-15 NR. On top of it, the UE AS has to provide the UE NAS with also the CAG ID(s) that are supported per PLMN. For manual CAG selection, it will also need the human readable names per CAG ID. The following needs to be forwarded to the upper layer:
1. List of PLMN ID for normal PLMN selection
2. CAG ID per PLMN (list of CAG ID per PLMN is still FFS)
3. Human readable names per CAG ID (if available)
As in [3], the UE is configured with the following to support CAG:
· an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and
· optionally, an indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);
Editor's Note:	The above indication addresses e.g. the following 22.261 requirement: "5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorised to select.", but it is FFS whether the indication is needed.
Based on the allowed CAG list and the CAG ID per PLMN broadcast in the cell, the UE NAS can select the PLMN ID and CAG ID. With the selected PLMN ID and CAG ID, the UE can perform the cell selection for a CAG.  As for the indication, it is still FFS whether such an indication is needed.
Observation#2: For network selection, the UE AS has to provide the following information to UE NAS upon reading the SIB during network selection in addition to the PLMN IDs:
1. CAG ID per PLMN (list of CAG ID per PLMN is still FFS)
2. Human readable names per CAG ID (if available)
Observation#3: For cell selection to a CAG cell, the UE AS is provided with PLMN ID and CAG ID by the UE NAS. This is similar to how LTE CSG works for manual selection.
Once the UE (re)selects a cell to camp on, it will have to determine whether it can access the cell. There are 2 ways to achieve this:
1. CAG ID check as a suitability check
2. CAG ID check as part of unified access control
For Approach 1, if the CAG cell (re)selected does not contain the selected CAG ID, the UE will consider the cell as not suitable. For cell selection, the UE will keep searching for a suitable cell (among non-CAG cell and CAG cell). For cell reselection, the UE may bar the CAG cell as well as other cells in the same frequency as follow:
If the highest ranked cell or best cell according to absolute priority reselection rules is an intra-frequency or inter-frequency cell which is not suitable due to being part of the "list of 5GS forbidden TAs for roaming" or belonging to a PLMN which is not indicated as being equivalent to the registered PLMN, the UE shall not consider this cell and other cells on the same frequency, as candidates for reselection for a maximum of 300 seconds. If the UE enters into state any cell selection, any limitation shall be removed.
For Approach 2, the UE may (re)select to a CAG cell which it is not authorised to access. This may not be desirable as the UE will be denied service for a very long time.
This is also the case for CSG in LTE where CSG ID check is part of the suitability check.
Observation#4: Include the checking of the CAG ID as part of the cell suitability during cell (re)selection. This is the same as LTE CSG.
If the CAG cell can be in the same frequency as other CAG cell with different CAG ID and probably also non-CAG cell, the existing unsuitable camping rule should be change. The only barred cell is the CAG cell and not other cells in the same frequency. This is also specified in TS36.304 for CSG cell:
If the highest ranked cell or best cell according to absolute priority reselection rules is a CSG cell which is not suitable due to not being a CSG member cell, the UE shall not consider this cell as candidate for cell reselection but shall continue considering other cells on the same frequency for cell reselection.


Observation#5: For unsuitable camping rule, only the CAG cell that is not suitable should be barred and not other cells in the same frequency, as in LTE CSG
For UE that does not support CAG, it is specified that ‘The CAG cell shall broadcast information preventing non-supporting UEs from accessing the cell’. The existing NR has a forward compatible parameter cellReservedForOtherUse which is introduced for this purpose when it is set to ‘TRUE’.  In this case, the UE (be it legacy or non-CAG supporting UE) shall treat the cell as barred as specified in the existing behaviour (i.e. will not be considered as a candidate cell for reselection for barring time of up to 300s and corresponding IFRI on whether reselecting to cell of the same frequency is allowed).
Observation#6: To prevent UEs not supporting CAG from accessing the cell, the forward compatible parameter cellReservedForOtherUse can be used, thus no further impact.   
Impact to Connection Control 
It is specified [3] that NG RAN needs to provide CAG identifier to the AMF:
-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF:
This is to allow the AMF to verify whether the UE is allowed to use a CAG supported by the CAG cell for the selected PLMN as follow:
The AMF shall verify whether the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list as received from the UDM:
-	If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;
-	If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code as defined in TS 24.501[47];
From the RAN2 perspective, either CAG identifier is provided via the LTE RRC Connection Setup Complete/NR RRC Setup Complete message and the NG RAN provides this to AMF or the NG RAN provides the CAG ID/list of CAG IDs (FFS) based on the selected PLMN in the LTE RRC Connection Setup Complete/NR RRC Setup Complete message. The latter approach seem to be better from RAN2 perspective as it saves on additional RRC signaling overhead.
Observation#7: The CAG ID provided by NG RAN to AMF is derived by the NG RAN from the selectedPLMN-Identity in the LTE RRC Connection Setup Complete/NR RRC Setup Complete message.
Likewise the same can be applied to resume procedure.
Impact on RRC Connected mobility
As specified in [3], the AMF provides the NG RAN with Mobility Restrictions:
The Mobility Restrictions, the AMF provides to NG-RAN, shall be able to restrict the UE’s mobility according to the Allowed CAG list (if configured in the subscription) and including support a UE that is only allowed to access CAG cells (if configured in the subscription).
Based on this, the NG RAN can decide the following handover is allowed:
-	Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;
-	Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;
The former restriction is to prevent a CAG supporting UE from handover to a CAG cell related to a CAG Identifier that it is not subscribed to. This may require network knowing whether a cell is CAG and the supported CAG ID per PLMN, particular where the CAG cell with different CAG ID shared the same frequency.  This can be achieved by implementation methods e.g. PCI partitioning (separating CAG and non-CAG in shared frequency case, separating CAG with different CAG ID and PLMN ID) or via OAM. Alternatively, ANR can be used or network can request UE to provide the CAG ID of the reported cell. This can be done via existing CGI reporting framework.
Observation#8: To prevent UE handover to target CAG cell related to CAG Identifier not part of UE’s allowed CAG list, the network needs to know whether the UE reported cell is related to a CAG Identifier is part of the UE’s Allowed CAG list, particularly when the CAG cells share the same frequency. This can be done either via network implementation (e.g. PCI partitioning, OAM) or via existing CGI reporting framework to report the reported CAG cell.
The latter restriction is to prevent CAG supporting UE from handover to a non-CAG cell if it is only subscribed to use CAG cell. Again, this may require network knowing whether a cell is CAG or non-CAG and the Observation#2 are also applicable here. Furthermore some optimisation can be made here to reduce:
· Unnecessary measurement for UE affecting power consumption
·  Unnecessary signalling overhead due to reporting cells that cannot be handover
For UE that can only access CAG cells and if same frequency can contain both CAG cells and non-CAG cells, it would be beneficial to provide a whitelisting of cell where the UE should measure
For UE that can only access non-CAG cells and if same frequency can contain both CAG cells and non-CAG cells, it would be beneficial to provide a blacklisting of cell where the UE should not measure.
Both of these are already available to be used.
Observation#9: For RRC Connected mobility, the existing whitelisting and blacklisting of cells can be used to reduce unnecessary measurement effort and signalling overhead for CAG supporting UE and non-CAG supporting UE.
In LTE CSG, we also introduce the proximity indication for inbound handover to CSG cell. The concept is when the Connected mode UE finds that it is in its CSG areas, it will indicate to the network that it is in proximity and the network can request the UE to provide the CSG ID of the reported cell to the network for the network to decide whether it can handover the UE to the reported CSG cell. Such enhancement can be discussed further for NR. If NG RAN is eLTE, such functionality can be just extended to CAG. 
Observation#10: Whether to introduce proximity indication for CAG can be further discuss. 
Other possible impacts
There may be other impacts which are not mentioned in the SA2 CR.  Since for CAG cell carried PLMNID together with CAGID, some extensions to the ASN.1 signalling and/or further clarifications on the field description is probably also foreseen for the following functions:
· UAC where currently the UAC barring configuration is just based on PLMN index indexing the PLMN list in SIB1. If list of CAGIDs per PLMN is possible, further extension is probably needed.
· ANR reporting may need to include not only the PLMN ID but also the corresponding CAGIDs for CAG cell.
Also, RAN2 may also need to discuss whether CAG cell can be used as acceptable cell for emergency call.
Observation#11: Some other foreseeable RAN2 impact not including in the SA2 CR may be the extension of ASN.1 signalling and field descriptions for UAC and ANR, as well as discuss the use of CAG cell as acceptable cell for emergency call.
Conclusion
In this contribution, we discussed wideband operation for NR-U and we derived the following proposals:
Network Identification impact:
Observation#1: Update the SIB (either in SIB1 or new SIB) to include the CAG identifier per PLMN and also the human-readable network name. It is the same as how the CSG is broadcast
Network and cell Selection impact:
Observation#2: For network selection, the UE AS has to provide the following information to UE NAS upon reading the SIB during network selection in addition to the PLMN IDs:
1. CAG ID per PLMN (list of CAG ID per PLMN is still FFS)
2. Human readable names per CAG ID (if available)
Observation#3: For cell selection to a CAG cell, the UE AS is provided with PLMN ID and CAG ID by the UE NAS. This is similar to how CSG works for manual selection.
Observation#4: Include the checking of the CAG ID as part of the cell suitability during cell (re)selection. This is the same as LTE CSG.
Observation#5: For unsuitable camping rule, only the CAG cell that are not suitable should bar and not other cells in the same frequency as in LTE CSG
Observation#6: To prevent UEs not supporting CAG from accessing the cell, the forward compatible parameter cellReservedForOtherUse can be used, thus no further impact.   
Connection Control impact:
Observation#7: The CAG ID provided by NG RAN to AMF is derived by the NG RAN from the selectedPLMN-Identity in the LTE RRC Connection Setup Complete/NR RRC Setup Complete message.
RRC Connected mobility impact:
Observation#8: To prevent UE handover to target CAG cell related to CAG Identifier not part of UE’s allowed CAG list, the network needs to know whether the UE reported cell is related to a CAG Identifier is part of the UE’s Allowed CAG list, particularly when the CAG cells share the same frequency. This can be done either via network implementation (e.g. PCI partitioning, OAM) or via existing CGI reporting framework to report the reported CAG cell.
Observation#9: For RRC Connected mobility, the existing whitelisting and blacklisting of cells can be used to reduce unnecessary measurement effort and signalling overhead for CAG supporting UE and non-CAG supporting UE.
Observation#10: Whether to introduce proximity indication for CAG can be further discuss. 
Other possible impact:
Observation#11: Some other foreseeable RAN2 impact not including in the SA2 CR may be the extension of ASN.1 signalling and field descriptions for UAC and ANR, as well as discuss the use of CAG cell as acceptable cell for emergency call.
A summary of the RAN2 impact based on the SA2 CR [3] is as follow:
	Impact Areas
	RAN2 impact
	Comments

	Network identification
	Broadcast CAG identifier per PLMN and also the human-readable network name in SIB1
	Small changes. Similar to CSG

	Network and cell (re)selection
	Provide CAG identifier per PLMN and also the human-readable network name to upper layer/NAS
Include the checking of the CAG ID as part of the cell suitability during cell (re)selection.
	Small changes, Similar to CSG

	Connection Control (providing CAGID to AMF)
	No impact (can be based on the selectedPLMN-Identity)
	No change

	Connected mode mobility
	As per existing behaviour. FFS on whether proximity indication for CSG should be introduced to CAG.
	Small to medium changes (depends on whether proximity indication in CSG is to be supported for CAG)


Other possible impacts as in Observation#11 are foreseen to be small as well.

Based on above observations, it can be seen that CAG approach can follow the CSG concept. But since SA2 work is still in progress, it is unclear whether CSG concept is sufficient. It is proposed that:
Proposal#1: First discuss in RAN2 whether LTE CSG concept is sufficient for CAG approachProposal#2: If RAN2 conclude that LTE CSG concept is sufficient for CAG approach, inform RAN about the impact for Solution#2 (CAG approach) is similar to CSG concept and RAN can decide how to proceed the work in RAN2 (new WI, existing WI (e.g. IIoT) or as TEI16)
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