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	Reason for change:
	The phrase “if the UE is operating in EN-DC” is used in five different places in the specification. In some of the planes, it is not clear what the phrase might imply. Technically, it should mean any of the following cases:
Case 1: the UE is either executing a procedure due to, or processing a field in, an RRC message, which, if successfully processed, will configure a NR SCG.
Case 2: the UE is either executing a procedure due to, or processing a field in, an RRC message, which, if successfully processed, will keep the UE configured with a NR SCG, like before that message was received.
Case 3: the UE is either executing a procedure due to, or processing a field in, an RRC message, which, if successfully processed, will result in the UE having no NR SCG configured.
Clearly, the phrase “if the UE is operating in EN-DC” leads to the understanding that only Case 2 is being implied. This leads to a misunderstanding of how bearer type change procedures are working.

	
	

	Summary of change:
	The following changes are proposed by this CR:
1. In section 5.3.5.6.4, a replacement text “DRB is associated with an eps-BearerIdentity” is suggested.
2. In section 5.3.5.6.5, a replacement text “DRB is associated with an eps-BearerIdentity” is suggested.
3. In section 5.1.3, the condition on which UE considers itself to be in EN-DC is updated to reflect Case 1, 2 and 3 above.
4. In section 6.3.2, the field description of the eps bearer identity is updated to decouple it from EN-DC. 
Impact analysis
Impacted functionality: Bearer Type Change scenario.
Inter-operability: There is no interoperability issue as the understanding of the intention of the phrase “if the UE is operating in EN-DC” among network and UE vendors for the Sep 2018 and Dec 2018 versions of the specification are unchanged from the understanding proposed in this CR.  

	
	

	Consequences if not approved:
	A likely misunderstanding of how bearer type change procedures are supposed to work.

	
	

	Clauses affected:
	5.3.5.6.4, 5.3.5.6.5 and 5.1.3.
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First Modified Subclause
[bookmark: _Toc525763163]5.3.5.6.4	DRB release
Editor's Note: FFS / TODO: Add handling for the new QoS concept (mapping of flows; configuration of QFI-to-DRB mapping; reflective QoS...) but keep also EPS-Bearer handling for the EN-DC case
The UE shall:
1>	for each drb-Identity value included in the drb-ToReleaseList that is part of the current UE configuration; or
1>	for each drb-Identity value that is to be released as the result of full configuration according to 5.3.5.11:
2>	release the PDCP entity and the drb-Identity;
2>	if SDAP entity associated with this DRB is configured:
3>	indicate the release of the DRB to SDAP entity associated with this DRB (TS 37.324 [24], clause 5.3.3);
2>	if the UE is operating in EN-DC DRB is associated with an eps-BearerIdentity:
3>	if a new bearer is not added either with NR or E-UTRA with same eps-BearerIdentity:
4>	indicate the release of the DRB and the eps-BearerIdentity of the released DRB to upper layers.
NOTE 1:	The UE does not consider the message as erroneous if the drb-ToReleaseList includes any drb-Identity value that is not part of the current UE configuration.
NOTE 2:	Whether or not the RLC and MAC entities associated with this PDCP entity are reset or released is determined by the CellGroupConfig.
Next Modified Subclause
[bookmark: _Toc525763164]5.3.5.6.5	DRB addition/modification
The UE shall:
1>	for each drb-Identity value included in the drb-ToAddModList that is not part of the current UE configuration (DRB establishment including the case when full configuration option is used):
2>	establish a PDCP entity and configure it in accordance with the received pdcp-Config;
2>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
3>	if target RAT of handover is E-UTRA/5GC, or;
3>	if the UE is only connected to E-UTRA/5GC:
4>	configure the PDCP entity with the ciphering algorithm and KUPenc key configured/derived as specified in TS 36.331 [10];
3>	else:
4>	configure the PDCP entity with the ciphering algorithms according to securityConfig and apply the KUPenc key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
2>	if the PDCP entity of this DRB is configured with integrityProtection:
3>	configure the PDCP entity with the integrity algorithms according to securityConfig and apply the KUPint key associated with the master (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
2>	if an sdap-Config is included:
3>	if an SDAP entity with the received pdu-Session does not exist:
4>	establish an SDAP entity as specified in TS 37.324 [24] clause 5.1.1;
4>	If an SDAP entity with the received pdu-Session did not exist prior to receiving this reconfiguration:
5>	indicate the establishment of the user plane resources for the pdu-Session to upper layers;
3>	configure the SDAP entity in accordance with the received sdap-Config as specified in TS 37.324 [24] and associate the DRB with the SDAP entity;
2>	if the UE is operating in EN-DC DRB is associated with an eps-BearerIdentity:
3>	if the DRB was configured with the same eps-BearerIdentity either by NR or E-UTRA prior to receiving this reconfiguration:
4>	associate the established DRB with the corresponding eps-BearerIdentity;
3>	else:
4>	indicate the establishment of the DRB(s) and the eps-BearerIdentity of the established DRB(s) to upper layers;
1>	for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration:
2>	if the reestablishPDCP is set:
3>	if target RAT of handover is E-UTRA/5GC, or;
3>	if the UE is only connected to E-UTRA/5GC:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key configured/derived as specified in TS 36.331 [10], clause 5.4.2.3, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
3>	else:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KeNB/ KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity algorithms according to securityConfig and apply the KUPint key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
3>	re-establish the PDCP entity of this DRB as specified in TS 38.323 [5], clause 5.1.2;
2>	else, if the recoverPDCP is set:
3>	trigger the PDCP entity of this DRB to perform data recovery as specified in TS 38.323 [5];
2>	if the pdcp-Config is included:
3>	reconfigure the PDCP entity in accordance with the received pdcp-Config.
2>	if an sdap-Config is included,
Next Modified Subclause
[bookmark: _Toc525763165]5.3.5.7	Security key update	Comment by Nokia RAN2: No change to this section as section 5.1.3 reflects the understanding of what “operating in EN-DC” means.
The UE shall:
1>	if the UE is operating in EN-DC:
2>	upon reception of sk-Counter as specified in TS 36.331 [10]:
3>	update the S-KgNB key based on the KeNB key and using the received sk-Counter value, as specified in TS 33.401 [30];
3>	derive KRRCenc and KUPenc key as specified in TS 33.401 [30];
3>	derive the KRRCint and KUPint key as specified in TS 33.401 [30].
1>	else:
2>	if the nas-Container is included in the received masterKeyUpdate:
3>	forward the nas-Container to the upper layers;
2>	if the keySetChangeIndicator is set to TRUE:
3>	derive or update the KgNB key based on the KAMF key, as specified in TS 33.501 [11];
2>	else:
3>	derive or update the KgNB key based on the current KgNB or the NH, using the nextHopChainingCount value indicated in the received masterKeyUpdate, as specified in TS 33.501 [11];
2>	store the nextHopChainingCount value;
2>	derive the keys associated with KgNB as follows:
2>	if the securityAlgorithmConfig is included in SecurityConfig:
3>	derive KRRCenc and KUPenc key associated with the cipheringAlgorithm indicated in the securityAlgorithmConfig, as specified in TS 33.501 [11];
3>	derive the KRRCint and KUPint key associated with the integrityProtAlgorithm indicated in the securityAlgorithmConfig, as specified in TS 33.501 [11];
2>	else:
3>	derive KRRCenc and KUPenc key associated with the current cipheringAlgorithm, as specified in TS 33.501 [11];
3>	derive the KRRCint and KUPint key associated with the current integrityProtAlgorithm, as specified in TS 33.501 [11].
NOTE:	Ciphering and integrity protection are optional to configure for the DRBs.
Next Modified Subclause
[bookmark: _Toc525763166]5.3.5.8	Reconfiguration failure
[bookmark: _Toc525763167]5.3.5.8.1	Void
[bookmark: _Toc525763168]5.3.5.8.2	Inability to comply with RRCReconfiguration	Comment by Nokia RAN2: No change to this section as section 5.1.3 reflects the understanding of what “operating in EN-DC” means.
The UE shall:
1>	if the UE is operating in EN-DC:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
2>	else, if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB1;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends.
1>	else if RRCReconfiguration is received via NR:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other'
3>	else if AS security has been activated but SRB2 and at least one DRB have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;
1>	else if RRCReconfiguration is received via other RAT (Handover to NR failure):
2>	if the UE is unable to comply with any part of the configuration included in the RRCReconfiguration message:
3>	perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
NOTE 1:	The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in 10 specifies that the UE shall ignore the message.
NOTE 2:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.
Next Modified Subclause
[bookmark: _Toc525763288]5.7.3.2	Initiation	Comment by Nokia RAN2: No change to this section as section 5.1.3 reflects the understanding of what “operating in EN-DC” means.
A UE initiates the procedure to report SCG failures when SCG transmission is not suspended and when one of the following conditions is met:
1>	upon detecting radio link failure for the SCG, in accordance with subclause 5.3.10.3;
1>	upon reconfiguration with sync failure of the SCG, in accordance with subclause 5.3.5.8.3;
1>	upon SCG configuration failure, in accordance with subclause 5.3.5.8.2;
1>	upon integrity check failure indication from SCG lower layers concerning SRB3.
Upon initiating the procedure, the UE shall:
1>	suspend SCG transmission for all SRBs and DRBs;
1>	reset SCG-MAC;
1>	stop T304, if running;
1>	if the UE is operating in EN-DC:
2>	initiate transmission of the SCGFailureInformationNR message as specified in TS 36.331 [10], clause 5.6.13a.
Editor's Note: The section for transmission of SCGFailureInformation in NR RRC entity for SA is FFS_Standalone.
Next Modified Subclause
5.1.3	Requirements for UE in EN-DC
In this specification, the UE considers itself to be (operating) in EN-DC if and only if it is being configured, being reconfigured or already configured with nr-SecondaryCellGroupConfig according to TS 36.331[10].
The UE in EN-DC only executes a sub-clause of clause 5 in this specification when the subclause:
-	is referred to from a subclause under execution, either in this specification or in TS 36.331 [10]; or
-	applies to a message received on SRB3 (if SRB3 is established); or
-	applies to field(s), IE(s), UE variable(s) or timer(s) in this specification that the UE is configured with.
When executing a subclause of clause 5 in this specification, the UE follows the requirements in clause 5.1.2 and in all subclauses of this specification applicable to the messages (including processing time requirements), fields, IEs, timers and UE variables indicated in the subclause under execution.
Next Modified Subclause
	DRB-ToAddMod field descriptions

	cnAssociation
Indicates if the bearer is associated with the eps-bearerIdentity (when connected to EPC) or sdap-Config (when connected to 5GC).

	drb-Identity
In case of DC, the DRB identity is unique within the scope of the UE, i.e. an MCG DRB cannot use the same value as a split DRB. For a split DRB the same identity is used for the MCG and SCG parts of the configuration.

	eps-BearerIdentity
The EPS bearer ID determines the identity of the EPS bearer when NR connects to EPC using EN-DC.

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to TRUE whenever the security key used for this radio bearer changes. Key change could for example be due to termination point change for the bearer, reconfiguration with sync, resuming an RRC connection, or the first reconfiguration after reestablishment. It is also applicable for LTE procedures when NR PDCP is configured.

	recoverPDCP
Indicates that PDCP should perform recovery according to TS 38.323 [5].

	sdap-Config
The SDAP configuration determines how to map QoS flows to DRBs when NR connects to the 5GC and presence/absence of UL/DL SDAP headers.



