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5.1.3	Requirements for UE in EN-DC
In this specification, the UE considers itself to be in EN-DC if and only if it is configured with nr-SecondaryCellGroupConfig according to TS 36.331[10].
NOTE: 	This use of the term EN-DC deviates from the definition in TS 37.340 [xx] and other specifications. In TS 37.340, the term EN-DC includes also the case where the UE is configured with E-UTRA MCG only (i.e. no NR SCG) but with one or more bearers terminated in a secondary node (i.e. using NR PDCP).

The UE in EN-DC only executes a sub-clause of clause 5 in this specification when the subclause:
-	is referred to from a subclause under execution, either in this specification or in TS 36.331 [10]; or
-	applies to a message received on SRB3 (if SRB3 is established); or
-	applies to field(s), IE(s), UE variable(s) or timer(s) in this specification that the UE is configured with.
When executing a subclause of clause 5 in this specification, the UE follows the requirements in clause 5.1.2 and in all subclauses of this specification applicable to the messages (including processing time requirements), fields, IEs, timers and UE variables indicated in the subclause under execution.



[bookmark: _Toc535261184]5.3.5.3	Reception of an RRCReconfiguration by the UE
The UE shall perform the following actions upon reception of the RRCReconfiguration:
1>	if the RRCReconfiguration includes the fullConfig:
2>	perform the full configuration procedure as specified in 5.3.5.11;
1>	if the RRCReconfiguration includes the masterCellGroup:
2>	perform the cell group configuration for the received masterCellGroup according to 5.3.5.5;
1>	if the RRCReconfiguration includes the masterKeyUpdate:
2>	perform security key update procedure as specified in 5.3.5.7;
1>	if the RRCReconfiguration includes the secondaryCellGroup:
2>	perform the cell group configuration for the SCG according to 5.3.5.5;
1>	if the RRCReconfiguration message contains the radioBearerConfig:
2>	perform the radio bearer configuration according to 5.3.5.6;
1>	if the RRCReconfiguration message includes the measConfig:
2>	perform the measurement configuration procedure as specified in 5.5.2;
1>	if the RRCReconfiguration message includes the dedicatedNAS-MessageList:
2>	forward each element of the dedicatedNAS-MessageList to upper layers in the same order as listed;
1>	if the RRCReconfiguration message includes the dedicatedSIB1-Delivery:
2>	perform the action upon reception of SIB1 as specified in 5.2.2.4.2;
1>	if the RRCReconfiguration message includes the dedicatedSystemInformationDelivery:
2>	perform the action upon reception of System Information as specified in 5.2.2.4;
1>	if the RRCReconfiguration message includes the otherConfig:
2>	perform the other configuration procedure as specified in 5.3.5.9;
1>	set the content of RRCReconfigurationComplete message as follows:
2>	if the RRCReconfiguration includes the masterCellGroup containing the reportUplinkTxDirectCurrent, or;
2>	if the RRCReconfiguration includes the secondaryCellGroup containing the reportUplinkTxDirectCurrent:
3>	include the uplinkTxDirectCurrentList;
1>	if the UE is configured with E-UTRA nr-SecondaryCellGroupConfig (MCG is E-UTRA):
2>	if RRCReconfiguration was received via SRB1:
3>	submit the RRCReconfigurationComplete via the E-UTRA MCG embedded in E-UTRA RRC message RRCConnectionReconfigurationComplete as specified in TS 36.331 [10];
3>	if reconfigurationWithSync was included in spCellConfig of an SCG:
4>	initiate the random access procedure on the SpCell, as specified in TS 38.321 [3];
3>	else:
4>	the procedure ends;
NOTE:	The order the UE sends the RRCConnectionReconfigurationComplete message and performs the Random Access procedure towards the SCG is left to UE implementation.
2>	else (RRCReconfiguration was received via SRB3):
3>	submit the RRCReconfigurationComplete message via SRB3 to lower layers for transmission using the new configuration;
NOTE:	For In EN-DC, in the case RRCReconfiguration is received via SRB1, the random access is triggered by RRC layer itself as there is not necessarily other UL transmission. In the case RRCReconfiguration is received via SRB3, the random access is triggered by the MAC layer due to arrival of RRCReconfigurationComplete.
1>	else:
2>	submit the RRCReconfigurationComplete message via SRB1 to lower layers for transmission using the new configuration;
2>	if this is the first RRCReconfiguration message after successful completion of the RRC re-establishment procedure:
3>	resume SRB2 and DRBs that are suspended;
1>	if reconfigurationWithSync was included in spCellConfig of an MCG or SCG, and when MAC of an NR cell group successfully completes a random access procedure triggered above;
2>	stop timer T304 for that cell group;
2>	apply the parts of the CQI reporting configuration, the scheduling request configuration and the sounding RS configuration that do not require the UE to know the SFN of the respective target SpCell, if any;
2>	apply the parts of the measurement and the radio resource configuration that require the UE to know the SFN of the respective target SpCell (e.g. measurement gaps, periodic CQI reporting, scheduling request configuration, sounding RS configuration), if any, upon acquiring the SFN of that target SpCell;
2>	if the reconfigurationWithSync was included in spCellConfig of an MCG:
3>	if T390 is running:
4>	stop timer T390 for all access categories;
4>	perform the actions as specified in 5.3.14.4.
3>	if RRCReconfiguration does not include dedicatedSIB1-Delivery and
3>	if the active downlink BWP, which is indicated by the firstActiveDownlinkBWP-Id for the target SpCell of the MCG, has a common search space configured by searchSpaceSIB1:
4>	acquire the SIB1, which is scheduled as specified in TS 38.213 [13], of the target SpCell of the MCG;
4>	upon acquiring SIB1, perform the actions specified in clause 5.2.2.4.2;
2>	the procedure ends.
NOTE:	The UE is only required to acquire broadcasted SIB1 if the UE can acquire it without disrupting unicast data reception, i.e. the broadcast and unicast beams are quasi co-located.
[bookmark: _Toc535261185]

[bookmark: _Toc535261186]5.3.5.5	Cell Group configuration
[bookmark: _Toc535261187]5.3.5.5.1	General
The network configures the UE with Master Cell Group (MCG), and zero or one Secondary Cell Group (SCG). For In EN-DC, the MCG is configured as specified in TS 36.331 [10]. The network provides the configuration parameters for a cell group in the CellGroupConfig IE.
The UE performs the following actions based on a received CellGroupConfig IE:
1>	if the CellGroupConfig contains the spCellConfig with reconfigurationWithSync:
2>	perform Reconfiguration with sync according to 5.3.5.5.2;
2>	resume all suspended radio bearers and resume SCG transmission for all radio bearers, if suspended;
1>	if the CellGroupConfig contains the rlc-BearerToReleaseList:
2>	perform RLC bearer release as specified in 5.3.5.5.3;
1>	if the CellGroupConfig contains the rlc-BearerToAddModList:
2>	perform the RLC bearer addition/modification as specified in 5.3.5.5.4;
1>	if the CellGroupConfig contains the mac-CellGroupConfig:
2>	configure the MAC entity of this cell group as specified in 5.3.5.5.5;
1>	if the CellGroupConfig contains the sCellToReleaseList:
2>	perform SCell release as specified in 5.3.5.5.8;
1>	if the CellGroupConfig contains the spCellConfig:
2>	configure the SpCell as specified in 5.3.5.5.7;
1>	if the CellGroupConfig contains the sCellToAddModList:
2>	perform SCell addition/modification as specified in 5.3.5.5.9.
[bookmark: _Toc535261200]

[bookmark: _Hlk2083347]5.3.5.6.4	DRB release
Editor's Note: FFS / TODO: Add handling for the new QoS concept (mapping of flows; configuration of QFI-to-DRB mapping; reflective QoS...) but keep also EPS-Bearer handling for the EN-DC case
The UE shall:
1>	for each drb-Identity value included in the drb-ToReleaseList that is part of the current UE configuration; or
1>	for each drb-Identity value that is to be released as the result of full configuration according to 5.3.5.11:
2>	release the PDCP entity and the drb-Identity;
2>	if SDAP entity associated with this DRB is configured:
3>	indicate the release of the DRB to SDAP entity associated with this DRB (TS 37.324 [24], clause 5.3.3);
2>	if the UE is operating in EN-DCDRB is associated with an eps-BearerIdentity:
3>	if a new bearer is not added either with NR or E-UTRA with same eps-BearerIdentity:
4>	indicate the release of the DRB and the eps-BearerIdentity of the released DRB to upper layers.
NOTE 1:	The UE does not consider the message as erroneous if the drb-ToReleaseList includes any drb-Identity value that is not part of the current UE configuration.
NOTE 2:	Whether or not the RLC and MAC entities associated with this PDCP entity are reset or released is determined by the CellGroupConfig.
[bookmark: _Toc535261201][bookmark: _Hlk2083382]5.3.5.6.5	DRB addition/modification
The UE shall:
1>	for each drb-Identity value included in the drb-ToAddModList that is not part of the current UE configuration (DRB establishment including the case when full configuration option is used):
2>	establish a PDCP entity and configure it in accordance with the received pdcp-Config;
2>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
3>	if target RAT of handover is E-UTRA/5GC, or;
3>	if the UE is only connected to E-UTRA/5GC:
4>	configure the PDCP entity with the ciphering algorithm and KUPenc key configured/derived as specified in TS 36.331 [10];
3>	else:
4>	configure the PDCP entity with the ciphering algorithms according to securityConfig and apply the KUPenc key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
2>	if the PDCP entity of this DRB is configured with integrityProtection:
3>	configure the PDCP entity with the integrity algorithms according to securityConfig and apply the KUPint key associated with the master (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
2>	if an sdap-Config is included:
3>	if an SDAP entity with the received pdu-Session does not exist:
4>	establish an SDAP entity as specified in TS 37.324 [24] clause 5.1.1;
4>	If an SDAP entity with the received pdu-Session did not exist prior to receiving this reconfiguration:
5>	indicate the establishment of the user plane resources for the pdu-Session to upper layers;
3>	configure the SDAP entity in accordance with the received sdap-Config as specified in TS 37.324 [24] and associate the DRB with the SDAP entity;
2>	if the UE is operating in EN-DCDRB is associated with an eps-BearerIdentity:
3>	if the DRB was configured with the same eps-BearerIdentity either by NR or E-UTRA prior to receiving this reconfiguration:
4>	associate the established DRB with the corresponding eps-BearerIdentity;
3>	else:
4>	indicate the establishment of the DRB(s) and the eps-BearerIdentity of the established DRB(s) to upper layers;
1>	for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration:
2>	if the reestablishPDCP is set:
3>	if target RAT of handover is E-UTRA/5GC, or;
3>	if the UE is only connected to E-UTRA/5GC:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key configured/derived as specified in TS 36.331 [10], clause 5.4.2.3, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
3>	else:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KeNB/ KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity algorithms according to securityConfig and apply the KUPint key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
3>	re-establish the PDCP entity of this DRB as specified in TS 38.323 [5], clause 5.1.2;
2>	else, if the recoverPDCP is set:
3>	trigger the PDCP entity of this DRB to perform data recovery as specified in TS 38.323 [5];
2>	if the pdcp-Config is included:
3>	reconfigure the PDCP entity in accordance with the received pdcp-Config.
2>	if an sdap-Config is included,
3>	reconfigure the SDAP entity in accordance with the received sdap-Config as specified in TS37.324 [24];
3>	for each QFI value added in mappedQoS-FlowsToAdd, if the QFI value is previously configured, the QFI value is released from the old DRB;
NOTE 1:	Void.
NOTE 2:	When determining whether a drb-Identity value is part of the current UE configuration, the UE does not distinguish which RadioBearerConfig and DRB-ToAddModList that DRB was originally configured in. To re-associate a DRB with a different key (KeNB to S-KeNB or vice versa), the network provides the drb-Identity value in the (target) drb-ToAddModList and sets the reestablishPDCP flag. The network does not list the drb-Identity in the (source) drb-ToReleaseList.
NOTE 3:	When setting the reestablishPDCP flag for a radio bearer, the network ensures that the RLC receiver entities do not deliver old PDCP PDUs to the re-established PDCP entity. It does that e.g. by triggering a reconfiguration with sync of the cell group hosting the old RLC entity or by releasing the old RLC entity.
NOTE 4:	In this specification, UE configuration refers to the parameters configured by NR RRC unless otherwise stated.
NOTE 5: Ciphering and integrity protection can be enabled or disabled for a DRB. The enabling/disabling of ciphering or integrity protection can be changed only by releasing and adding the DRB.
[bookmark: _Toc535261202]5.3.5.7	Security key update
The UE shall:
1>	if UE is connected to E-UTRA/EPCthe UE is operating in EN-DC:
2>	upon reception of sk-Counter as specified in TS 36.331 [10]:
3>	update the S-KgNB key based on the KeNB key and using the received sk-Counter value, as specified in TS 33.401 [30];
3>	derive KRRCenc and KUPenc key as specified in TS 33.401 [30];
3>	derive the KRRCint and KUPint key as specified in TS 33.401 [30].
1>	else:
2>	if the nas-Container is included in the received masterKeyUpdate:
3>	forward the nas-Container to the upper layers;
2>	if the keySetChangeIndicator is set to TRUE:
3>	derive or update the KgNB key based on the KAMF key, as specified in TS 33.501 [11];
2>	else:
3>	derive or update the KgNB key based on the current KgNB or the NH, using the nextHopChainingCount value indicated in the received masterKeyUpdate, as specified in TS 33.501 [11];
2>	store the nextHopChainingCount value;
2>	derive the keys associated with KgNB as follows:
2>	if the securityAlgorithmConfig is included in SecurityConfig:
3>	derive KRRCenc and KUPenc key associated with the cipheringAlgorithm indicated in the securityAlgorithmConfig, as specified in TS 33.501 [11];
3>	derive the KRRCint and KUPint key associated with the integrityProtAlgorithm indicated in the securityAlgorithmConfig, as specified in TS 33.501 [11];
2>	else:
3>	derive KRRCenc and KUPenc key associated with the current cipheringAlgorithm, as specified in TS 33.501 [11];
3>	derive the KRRCint and KUPint key associated with the current integrityProtAlgorithm, as specified in TS 33.501 [11].
NOTE:	Ciphering and integrity protection are optional to configure for the DRBs.
[bookmark: _Toc535261203]5.3.5.8	Reconfiguration failure
[bookmark: _Toc535261204]5.3.5.8.1	Void
[bookmark: _Toc535261205]5.3.5.8.2	Inability to comply with RRCReconfiguration
The UE shall:
1>	if the UE is operating in EN-DC:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
2>	else, if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB1;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends.
1>	else if RRCReconfiguration is received via NR:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message;
3>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other'
3>	else if AS security has been activated but SRB2 and at least one DRB have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;
1>	else if RRCReconfiguration is received via other RAT (Handover to NR failure):
2>	if the UE is unable to comply with any part of the configuration included in the RRCReconfiguration message:
3>	perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
NOTE 1:	The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in 10 specifies that the UE shall ignore the message.
NOTE 2:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.
[bookmark: _Toc535261206]

[bookmark: _Toc535261301]5.5.5	Measurement reporting
[bookmark: _Toc535261302]5.5.5.1	General


Figure 5.5.5.1-1: Measurement reporting
The purpose of this procedure is to transfer measurement results from the UE to the network. The UE shall initiate this procedure only after successful security activation.
For the measId for which the measurement reporting procedure was triggered, the UE shall set the measResults within the MeasurementReport message as follows:
1>	set the measId to the measurement identity that triggered the measurement reporting;
1>	set the measResultServingCell within measResultServingMOList to include, for each NR serving cell that is configured with servingCellMO, RSRP, RSRQ and the available SINR, derived based on the rsType if indicated in the associated reportConfig, otherwise based on SSB if available, otherwise based on CSI-RS;
1>	set the servCellId within measResultServingMOList to include each NR serving cell that is configured with servingCellMO, if any;
1>	if the reportConfig associated with the measId that triggered the measurement reporting includes reportQuantityRS-Indexes and maxNrofRS-IndexesToReport:
2>	for each serving cell configured with servingCellMO, include beam measurement information according to the associated reportConfig as described in 5.5.5.2;
1>	if the reportConfig associated with the measId that triggered the measurement reporting includes reportAddNeighMeas:
2>for each serving cell measObjectId referenced in the measIdList, other than the measObjectId corresponding with the measId that triggered the measurement reporting:
3>	set the measResultBestNeighCell within measResultServingMOList to include the physCellId and the available measurement quantities based on the reportQuantityCell and rsType indicated in reportConfig of the non-serving cell corresponding to the concerned measObjectNRwith the highest measured RSRP if RSRP measurement results are available for cells corresponding to this measObjectNR, otherwise with the highest measured RSRQ if RSRQ measurement results are available for cells corresponding to this measObjectNR, otherwise with the highest measured SINR;
3>	if the reportConfig associated with the measId that triggered the measurement reporting includes reportQuantityRS-Indexes and maxNrofRS-IndexesToReport:
4>	for each best non-serving cell included in the measurement report:
5>include beam measurement information according to the associated reportConfig as described in 5.5.5.2;
1>	if there is at least one applicable neighbouring cell to report:
2>	if the reportType is set to eventTriggered or periodical:
3>	set the measResultNeighCells to include the best neighbouring cells up to maxReportCells in accordance with the following:
4>	if the reportType is set to eventTriggered:
5>	include the cells included in the cellsTriggeredList as defined within the VarMeasReportList for this measId;
4>	else:
5>	include the applicable cells for which the new measurement results became available since the last periodical reporting or since the measurement was initiated or reset;
4>	for each cell that is included in the measResultNeighCells, include the physCellId;
4>	if the reportType is set to eventTriggered or periodical:
5>	for each included cell, include the layer 3 filtered measured results in accordance with the reportConfig for this measId, ordered as follows:
6>	if the measObject associated with this measId concerns NR:
7>	if rsType in the associated reportConfig is set to ssb:
8>	set resultsSSB-Cell within the measResult to include the SS/PBCH block based quantity(ies) indicated in the reportQuantityCell within the concerned reportConfig, in decreasing order of the sorting quantity, determined as specified in 5.5.5.3, i.e. the best cell is included first:
9>	if reportQuantityRS-Indexes and maxNrofRS-IndexesToReport are configured, include beam measurement information as described in 5.5.5.2;
7>	else if rsType in the associated reportConfig is set to csi-rs:
8>	set resultsCSI-RS-Cell within the measResult to include the CSI-RS based quantity(ies) indicated in the reportQuantityCell within the concerned reportConfig, in decreasing order of the sorting quantity, determined as specified in 5.5.5.3, i.e. the best cell is included first:
9>	if reportQuantityRS-Indexes and maxNrofRS-IndexesToReport are configured, include beam measurement information as described in 5.5.5.2;
6>	if the measObject associated with this measId concerns E-UTRA:
7>	set the measResult to include the quantity(ies) indicated in the reportQuantity within the concerned reportConfigInterRAT in decreasing order of the sorting quantity, determined as specified in 5.5.5.3, i.e. the best cell is included first;
2>	else:
3>	if the cell indicated by cellForWhichToReportCGI is an NR cell:
4>	if plmn-IdentityInfoList of the cgi-Info for the concerned cell has been obtained:
5>	include the plmn-IdentityInfoList including plmn-IdentityList, trackingAreaCode (if available), ranac (if available) and cellIdentity for each entry of the plmn-IdentityInfoList;
5>	include frequencyBandList if available;
4>	else if MIB indicates the SIB1 is not broadcast:
5>	include the noSIB1 including the ssb-SubcarrierOffset and pdcch-ConfigSIB1 obtained from MIB of the concerned cell;
3>	if the cell indicated by cellForWhichToReportCGI is an E-UTRA cell:
4>	if all mandatory fields of the cgi-Info-EPC for the concerned cell have been obtained:
5>	include in the cgi-Info-EPC the fields broadcasted in E-UTRA SystemInformationBlockType1 associated to EPC;
4>	if UE is E-UTRA/5GC capable and all mandatory fields of the cgi-Info-5GC for the concerned cell have been obtained:
5>	include in the cgi-Info-5GC the fields broadcasted in E-UTRA SystemInformationBlockType1 associated to 5GC;
4>	include the freqBandIndicator;
4>	if the cell broadcasts the multiBandInfoList, include the multiBandInfoList;
4>	if the cell broadcasts the freqBandIndicatorPriority, include the freqBandIndicatorPriority;
1>	increment the numberOfReportsSent as defined within the VarMeasReportList for this measId by 1;
1>	stop the periodical reporting timer, if running;
1>	if the numberOfReportsSent as defined within the VarMeasReportList for this measId is less than the reportAmount as defined within the corresponding reportConfig for this measId:
2>	start the periodical reporting timer with the value of reportInterval as defined within the corresponding reportConfig for this measId;
1>	else:
2>	if the reportType is set to periodical:
3>	remove the entry within the VarMeasReportList for this measId;
3>	remove this measId from the measIdList within VarMeasConfig;
1>	if the UE is configured within EN-DC:
2>	if SRB3 is configured:
3>	submit the MeasurementReport message via SRB3 to lower layers for transmission, upon which the procedure ends;
2>	else:
3>	submit the MeasurementReport message via the E-UTRA MCG embedded in E-UTRA RRC message ULInformationTransferMRDC as specified in TS 36.331 [10].
1>	else:
2>	submit the MeasurementReport message to lower layers for transmission, upon which the procedure ends.
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5.6.1.4	Setting band combinations, feature set combinations and feature sets supported by the UE
The UE invokes the procedures in this clause if the NR or E-UTRA network requests UE capabilities for nr, eutra-nr or eutra. This procedure is invoked once per requested rat-Type (see clause 5.6.1.3 for capability enquiry by the NR network; see TS 36.331 [10], clause 5.6.3.3 for capability enquiry by the E-UTRA network). The UE shall ensure that the feature set IDs and feature set combination IDs are consistent across feature sets, feature set combinations and band combinations in all three UE capability containers that the network queries with the same FreqBandList and with the same eutra-nr-only flag (where applicable).
NOTE:	For In EN-DC, the gNB needs the capabilities for RAT types nr and eutra-nr and it uses the featureSets in the UE-NR-Capabilities together with the featureSetCombinations in the UE-MRDC-Capabilities to determine the NR UE capabilities for the supported MRDC band combinations. Similarly, the eNB needs the capabilities for RAT types eutra and eutra-nr and it uses the featureSetsEUTRA-r15 in the UE-EUTRA-Capabilities together with the featureSetCombinations in the UE-MRDC-Capabilities to determine the E-UTRA UE capabilities for the supported MRDC band combinations. Hence, the IDs used in the featureSets must match the IDs referred to in featureSetCombinations across all three containers. The requirement on consistency implies that there are no undefined feature sets and feature set combinations.
NOTE:	If the UE cannot include all feature sets and feature set combinations due to message size or list size constraints, it is up to UE implementation which feature sets and feature set combinations it prioritizes.
The UE shall:
1>	compile a list of "candidate band combinations" only consisting of bands included in FreqBandList, and prioritized in the order of FreqBandList (i.e. first include band combinations containing the first-listed band, then include remaining band combinations containing the second-listed band, and so on), where for each band in the band combination, the parameters of the band do not exceed maxBandwidthRequestedDL, maxBandwidthRequestedUL, maxCarriersRequestedDL, maxCarriersRequestedUL, ca-BandwidthClassDL-EUTRA or ca-BandwidthClassUL-EUTRA, whichever are received;
1>	for each band combination included in the list of "candidate band combinations":
2>	if the network (E-UTRA) included the eutra-nr-only field, or
2>	if the requested rat-Type is eutra:
3>	remove the NR-only band combination from the list of "candidate band combinations";
NOTE:	The (E-UTRA) network may request capabilities for nr but indicate with the eutra-nr-only flag that the UE shall not include any NR band combinations in the UE-NR-Capabilities. In this case the procedural text above removes all NR-only band combinations from the candidate list and thereby also avoids inclusion of corresponding feature set combinations and feature sets below.
2>	if it is regarded as a fallback band combination with the same capabilities of another band combination included in the list of "candidate band combinations":
3>	remove the band combination from the list of "candidate band combinations";
NOTE:	Even if the network requests (only) capabilities for nr, it may include E-UTRA band numbers in the FreqBandList to ensure that the UE includes all necessary feature sets needed for subsequently requested eutra-nr capabilities. At this point of the procedure the list of "candidate band combinations" contains all NR- and/or E-UTRA-NR band combinations that match the filter (FreqBandList) provided by the NW and that match the eutra-nr-flag (if RAT-Type nr is requested by E-UTRA). In the following, this candidate list is used to derive the band combinations, feature set combinations and feature sets to be reported in the requested capability container.
1>	if srs-SwitchingTimeRequest is received:
2>	include srs-CarrierSwitch for each band combination if SRS carrier switching is supported;
2>	set srs-SwitchingTimeRequested to true;
1>	if the requested rat-Type is nr:
2>	include into supportedBandCombinationList as many NR-only band combinations as possible from the list of "candidate band combinations", starting from the first entry;
3>	if srs-SwitchingTimeRequest is received:
4>	if SRS carrier switching is supported;
5>	include srs-SwitchingTimesListNR and srs-SwitchingTimesListEUTRA for each band combination;
4>	set srs-SwitchingTimeRequested to true;
2>	include, into featureSetCombinations, the feature set combinations referenced from the supported band combinations as included in supportedBandCombinationList according to the previous;
2>	compile a list of "candidate feature set combinations" referenced from the list of "candidate band combinations" excluding entries (rows in feature set combinations) for fallback band combinations with same or lower capabilities;
NOTE:	This list of "candidate feature set combinations" contains the feature set combinations used for NR-only as well as E-UTRA-NR band combinations. It is used to derive a list of NR feature sets referred to from the feature set combinations in the UE-NR-Capabilities and from the feature set combinations in a UE-MRDC-Capabilities container.
2>	include into featureSets the feature sets referenced from the "candidate feature set combinations" excluding entries (feature sets per CC) for fallback band combinations with same or lower capabilities and where the parameters do not exceed maxBandwidthRequestedDL, maxBandwidthRequestedUL, maxCarriersRequestedDL or maxCarriersRequestedUL, whichever are received;
1>	else, if the requested rat-Type is eutra-nr:
2>	include into supportedBandCombinationList as many E-UTRA-NR band combinations as possible from the list of "candidate band combinations", starting from the first entry;
3>	if srs-SwitchingTimeRequest is received:
4>	if SRS carrier switching is supported;
5>	include srs-SwitchingTimesListNR and srs-SwitchingTimesListEUTRA for each band combination;
4>	set srs-SwitchingTimeRequested to true;
2>	include, into featureSetCombinations, the feature set combinations referenced from the supported band combinations as included in supportedBandCombinationList according to the previous;
1>	else (if the requested rat-Type is eutra):
2>	compile a list of "candidate feature set combinations" referenced from the list of "candidate band combinations" excluding entries (rows in feature set combinations) for fallback band combinations with same or lower capabilities; 
NOTE:	This list of "candidate feature set combinations" contains the feature set combinations used for E-UTRA-NR band combinations. It is used to derive a list of E-UTRA feature sets referred to from the feature set combinations in a UE-MRDC-Capabilities container.
2>	include into featureSetsEUTRA the feature sets referenced from the "candidate feature set combinations" excluding entries (feature sets per CC) for fallback band combinations with same or lower capabilities and where the parameters do not exceed ca-BandwidthClassDL-EUTRA and ca-BandwidthClassUL-EUTRA, whichever are received;
1>	include the received FreqBandList in the field appliedFreqBandListFilter of the requested UE capability;
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[bookmark: _Toc535261328]5.7.3.2	Initiation
A UE initiates the procedure to report SCG failures when SCG transmission is not suspended and when one of the following conditions is met:
1>	upon detecting radio link failure for the SCG, in accordance with subclause 5.3.10.3;
1>	upon reconfiguration with sync failure of the SCG, in accordance with subclause 5.3.5.8.3;
1>	upon SCG configuration failure, in accordance with subclause 5.3.5.8.2;
1>	upon integrity check failure indication from SCG lower layers concerning SRB3.
Upon initiating the procedure, the UE shall:
1>	suspend SCG transmission for all SRBs and DRBs;
1>	reset SCG-MAC;
1>	stop T304, if running;
1>	if the UE is operating in EN-DC:
2>	initiate transmission of the SCGFailureInformationNR message as specified in TS 36.331 [10], clause 5.6.13a.
Editor's Note: The section for transmission of SCGFailureInformation in NR RRC entity for SA is FFS_Standalone.
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[bookmark: _Toc535261338]5.7.5.3	Actions related to transmission of FailureInformation message
The UE shall:
1>	if initiated to provide RLC failure information:
2>	set logicalChannelIdentity to the logical channel identity of the failing RLC bearer;
2>	set cellGroupIndication to the cell group of the failing RLC bearer;
2>	set failureType to the type of failure that was detected;
1>	if used to inform the network about a failure for an MCG RLC bearer:
2>	submit the FailureInformation message to lower layers for transmission via SRB1;
1>	else if used to inform the network about a failure for an SCG RLC bearer: and if the UE is configured within EN-DC:
2>	if SRB3 is configured;
3>	submit the FailureInformation message to lower layers for transmission via SRB3;
2>	else;
3>	submit the FailureInformation message via the E-UTRA MCG embedded in E-UTRA RRC message ULInformationTransferMRDC as specified in TS 36.331 [10].
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[bookmark: _Toc535261415]–	BWP-UplinkDedicated
The IE BWP-UplinkDedicated is used to configure the dedicated (UE specific) parameters of a uplink BWP.
BWP-UplinkDedicated information element
-- ASN1START
-- TAG-BWP-UPLINKDEDICATED-START

BWP-UplinkDedicated ::=             SEQUENCE {
    pucch-Config                        SetupRelease { PUCCH-Config }                                           OPTIONAL,   -- Need M
    pusch-Config                        SetupRelease { PUSCH-Config }                                           OPTIONAL,   -- Need M
    configuredGrantConfig               SetupRelease { ConfiguredGrantConfig }                                  OPTIONAL,   -- Need M
    srs-Config                          SetupRelease { SRS-Config }                                             OPTIONAL,   -- Need M
    beamFailureRecoveryConfig           SetupRelease { BeamFailureRecoveryConfig }                              OPTIONAL,   -- Cond SpCellOnly
    ...
}

-- TAG-BWP-UPLINKDEDICATED-STOP
-- ASN1STOP

	BWP-UplinkDedicated field descriptions

	beamFailureRecoveryConfig
Configuration of beam failure recovery. If supplementaryUplink is present, the field is present only in one of the uplink carriers, either UL or SUL.

	configuredGrantConfig
A Configured-Grant of typ1 or type2. It may be configured for UL or SUL but in case of type1 not for both at a time. Except for reconfiguration with sync, the NW does not reconfigure configuredGrantConfig when there is an active configured uplink grant Type 2 (see TS 38.321 [3]). However, the NW may release the configuredGrantConfig at any time.

	pucch-Config
PUCCH configuration for one BWP of the normal UL or SUL of a serving cell. If the UE is configured with SUL, the network configures PUCCH only on the BWPs of one of the uplinks (normal UL or SUL). The network configures PUCCH-Config at least on non-initial BWP(s) for SpCell and PUCCH SCell. If supported by the UE, the network may configure at most one additional SCell of a cell group with PUCCH-Config (i.e. PUCCH SCell).
For In EN-DC, The NW configures at most one serving cell per frequency range with PUCCH. And for in EN-DC, if two PUCCH groups are configured, the serving cells of the NR PUCCH group in FR2 use the same numerology.
The NW may configure PUCCH for a BWP when setting up the BWP. The network may also add/remove the pucch-Config in an RRCReconfiguraiton with reconfigurationWithSync to move the PUCCH between the UL and SUL carrier of one serving. In other cases, only modifications of a previously configured pucch-Config are allowed.
If one (S)UL BWP of a serving cell is configured with PUCCH, all other (S)UL BWPs must be configured with PUCCH, too.

	pusch-Config
PUSCH configuration for one BWP of the normal UL or SUL of a serving cell. If the UE is configured with SUL and if it has a PUSCH-Config for both UL and SUL, a carrier indicator field in DCI indicates for which of the two to use an UL grant. See also L1 parameter 'dynamicPUSCHSUL' (see TS 38.213 [13], section FFS_Section)

	srs-Config
Uplink sounding reference signal configuration



	Conditional Presence
	Explanation

	SpCellOnly
	The field is optionally present, Need M, in the BWP-UplinkDedicated of an SpCell. It is absent otherwise. 
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[bookmark: _Toc535261470]–	MeasGapConfig
The IE MeasGapConfig specifies the measurement gap configuration and controls setup/ release of measurement gaps.
MeasGapConfig information element
-- ASN1START
-- TAG-MEAS-GAP-CONFIG-START

MeasGapConfig ::=                   SEQUENCE {
    gapFR2                              SetupRelease { GapConfig }                                                      OPTIONAL,   -- Need M
    ...,
    [[
        gapFR1                          SetupRelease { GapConfig }                                                      OPTIONAL,   -- Need M
        gapUE                           SetupRelease { GapConfig }                                                      OPTIONAL    -- Need M
    ]]

}

GapConfig ::=                       SEQUENCE {
    gapOffset                           INTEGER (0..159),
    mgl                                 ENUMERATED {ms1dot5, ms3, ms3dot5, ms4, ms5dot5, ms6},
    mgrp                                ENUMERATED {ms20, ms40, ms80, ms160},
    mgta                                ENUMERATED {ms0, ms0dot25, ms0dot5},
    ...
}

-- TAG-MEAS-GAP-CONFIG-STOP
-- ASN1STOP

	MeasGapConfig field descriptions

	gapFR1
Indicates measurement gap configuration that applies to FR1 only. In the case of EN-DC, gapFR1 cannot be set up by NR RRC (i.e. only LTE RRC can configure FR1 gap). gapFR1 can not be configured together with gapUE. The applicability of the measurement gap is according to Table 9.1.2-2 in TS 38.133 [14].

	gapFR2
Indicates measurement gap configuration applies to FR2 only. gapFR2 cannot be configured together with gapUE. The applicability of the measurement gap is according to Table 9.1.2-1 and Table 9.1.2-2 in TS 38.133 [14].

	gapUE
Indicates measurement gap configuration that applies to all frequencies (FR1 and FR2). In the case of EN-DC, gapUE cannot be set up by NR RRC (i.e. only LTE RRC can configure per UE gap). If gapUE is configured, then neither gapFR1 nor gapFR2 can be configured. The applicability of the measurement gap is according to Table 9.1.2-2 in TS 38.133 [14].

	gapOffset
Value gapOffset is the gap offset of the gap pattern with MGRP indicated in the field mgrp. The value range should be from 0 to mgrp-1.

	mgl
Value mgl is the measurement gap length in ms of the measurement gap. The applicability of the measurement gap is according to in Table 9.1.2-1 and Table 9.1.2-2 in TS 38.133 [14]. Value ms1dot5 corresponds to 1.5ms, ms3 corresponds to 3ms and so on.

	mgrp
Value mgrp is measurement gap repetition period in (ms) of the measurement gap. The applicability of the measurement gap is according to in Table 9.1.2-1 and Table 9.1.2-2 in TS 38.133 [14].

	mgta
Value mgta is the measurement gap timing advance in ms. The applicability of the measurement gap timing advance is according to clause 9.1.2 of TS 38.133 [14]. Value ms0 corresponds to 0 ms, ms0dot25 corresponds to 0.25ms and ms0dot5 corresponds to 0.5ms.For FR2, the network only configures 0 and 0.25ms. 
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–	MeasGapSharingConfig
The IE MeasGapSharingConfig specifies the measurement gap sharing scheme and controls setup/ release of measurement gap sharing.
MeasGapSharingConfig information element
-- ASN1START
-- TAG-MEAS-GAP-SHARING-CONFIG-START

MeasGapSharingConfig ::=        SEQUENCE {
    gapSharingFR2                   SetupRelease { MeasGapSharingScheme }       OPTIONAL,   -- Need M
    ...,
    [[
    gapSharingFR1                   SetupRelease { MeasGapSharingScheme }       OPTIONAL,   --Need M
    gapSharingUE                    SetupRelease { MeasGapSharingScheme }       OPTIONAL    --Need M
    ]]

}

MeasGapSharingScheme::=         ENUMERATED {scheme00, scheme01, scheme10, scheme11}

-- TAG-MEAS-GAP-SHARING-CONFIG-STOP
-- ASN1STOP

	MeasGapSharingConfig field descriptions

	gapSharingFR1
Indicates the measurement gaps sharing scheme that applies to the gap set for FR1 only. In the case of EN-DC, gapSharingFR1 cannot be set up by NR RRC (i.e. only LTE RRC can configure FR1 gap sharing). gapSharingFR1 can not be configured together with gapSharingUE. For the different gap sharing schemes, see TS 38.133 [14]. Value scheme00 corresponds to "00", value scheme01 corresponds to "01", and so on.

	gapSharingFR2
Indicates the measurement gaps sharing scheme that applies to the gap set for FR2 only. gapSharingFR2 cannot be configured together with gapSharingUE. For the different gap sharing schemes, see TS 38.133 [14]. Value scheme00 corresponds to "00", value scheme01 corresponds to "01", and so on.

	gapSharingUE
Indicates the measurement gaps sharing scheme that applies to the gap set per UE.  In EN-DC, gapSharingUE cannot be set up by NR RRC (i.e. only LTE RRC can configure per UE gap sharing). If gapSharingUE is configured, then neither gapSharingFR1 nor gapSharingFR2 can be configured. For the different gap sharing schemes, see TS 38.133 [14]. Value scheme00 corresponds to "00", value scheme01 corresponds to "01", and so on.
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[bookmark: _Toc535261480]–	MeasResultSCG-Failure
The IE MeasResultSCG-Failure is used to provide information regarding failures detected by the UE in case of EN-DC.
MeasResultSCG-Failure information element
-- ASN1START
-- TAG-MEAS-RESULT-SCG-FAILURE-START

MeasResultSCG-Failure ::=           SEQUENCE {
    measResultPerMOList                 MeasResultList2NR,
    ...
}

MeasResultList2NR ::=               SEQUENCE (SIZE (1..maxFreq)) OF MeasResult2NR

MeasResult2NR ::=                   SEQUENCE {
    ssbFrequency                        ARFCN-ValueNR                           OPTIONAL,
    refFreqCSI-RS                       ARFCN-ValueNR                           OPTIONAL,
    measResultServingCell               MeasResultNR                            OPTIONAL,
    measResultNeighCellListNR           MeasResultListNR                        OPTIONAL,
    ...
}

-- TAG-MEAS-RESULT-SCG-FAILURE-STOP
-- ASN1STOP
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[bookmark: _Toc535261506]–	PhysicalCellGroupConfig
The IE PhysicalCellGroupConfig is used to configure cell-group specific L1 parameters.
PhysicalCellGroupConfig information element
-- ASN1START
-- TAG-PHYSICALCELLGROUPCONFIG-START

[bookmark: _Hlk515947660]PhysicalCellGroupConfig ::=         SEQUENCE {
    harq-ACK-SpatialBundlingPUCCH       ENUMERATED {true}                                                   OPTIONAL,   -- Need S
    harq-ACK-SpatialBundlingPUSCH       ENUMERATED {true}                                                   OPTIONAL,   -- Need S
    p-NR-FR1                            P-Max                                                               OPTIONAL,   -- Need R
    pdsch-HARQ-ACK-Codebook             ENUMERATED {semiStatic, dynamic},
    tpc-SRS-RNTI                        RNTI-Value                                                          OPTIONAL,   -- Need R
    tpc-PUCCH-RNTI                      RNTI-Value                                                          OPTIONAL,   -- Need R
    tpc-PUSCH-RNTI                      RNTI-Value                                                          OPTIONAL,   -- Need R
    sp-CSI-RNTI                         RNTI-Value                                                          OPTIONAL,   -- Cond SP-CSI-Report
    cs-RNTI                             SetupRelease { RNTI-Value }                                         OPTIONAL,   -- Need M
    ...,
    [[
    mcs-C-RNTI                          RNTI-Value                                                          OPTIONAL,   -- Need R
    p-UE-FR1                            P-Max                                                               OPTIONAL    -- Cond MCG-Only
    ]],
    [[
    xScale                              ENUMERATED {dB0, dB6, spare2, spare1}                               OPTIONAL  -- Cond SCG-Only
    ]]
}

-- TAG-PHYSICALCELLGROUPCONFIG-STOP
-- ASN1STOP

	PhysicalCellGroupConfig field descriptions

	cs-RNTI
RNTI value for downlink SPS (see SPS-Config) and uplink configured grant (see ConfiguredGrantConfig).

	harq-ACK-SpatialBundlingPUCCH
Enables spatial bundling of HARQ ACKs. It is configured per cell group (i.e. for all the cells within the cell group) for PUCCH reporting of HARQ-ACK. It is only applicable when more than 4 layers are possible to schedule. When the field is absent, the spatial bundling is disabled (see TS 38.213 [13], clause 9.1.2.1).

	harq-ACK-SpatialBundlingPUSCH
Enables spatial bundling of HARQ ACKs. It is configured per cell group (i.e. for all the cells within the cell group) for PUSCH reporting of HARQ-ACK. It is only applicable when more than 4 layers are possible to schedule. When the field is absent, the spatial bundling is disabled (see TS 38.213 [13], clauses 9.1.2.2 and 9.1.3.2). 

	mcs-C-RNTI
RNTI to indicate use of qam64LowSE for grant-based transmissions. When the MCS-C-RNTI is configured, RNTI scrambling of DCI CRC is used to choose the corresponding MCS table.

	p-NR-FR1
The maximum total transmit power to be used by the UE in this NR cell group across all serving cells in frequency range 1 (FR1). The maximum transmit power that the UE may use may be additionally limited by p-Max (configured in FrequencyInfoUL) and by p-UE-FR1 (configured total for all serving cells operating on FR1).

	p-UE-FR1
The maximum total transmit power to be used by the UE across all serving cells in frequency range 1 (FR1) across all cell groups. The maximum transmit power that the UE may use may be additionally limited by p-Max (configured in FrequencyInfoUL) and by p-NR-FR1 (configured for the cell group).

	pdsch-HARQ-ACK-Codebook
The PDSCH HARQ-ACK codebook is either semi-static or dynamic. This is applicable to both CA and none CA operation (see TS 38.213 [13], clauses 9.1.2 and 9.1.3).

	[bookmark: _Hlk515565132]sp-CSI-RNTI
RNTI for Semi-Persistent CSI reporting on PUSCH (see CSI-ReportConfig) (see TS 38.214 [19], clause 5.2.1.5.2)

	tpc-PUCCH-RNTI
RNTI used for PUCCH TPC commands on DCI (see TS 38.213 [13], clause 10.1).

	tpc-PUSCH-RNTI
RNTI used for PUSCH TPC commands on DCI (see TS 38.213 [13], clause 10.1)

	tpc-SRS-RNTI
RNTI used for SRS TPC commands on DCI (see TS 38.213 [13], clause 10.1)

	xScale
The UE is allowed to drop NR only if the power scaling applied to NR results in a difference between scaled and unscaled NR UL of more than xScale dB (see TS 38.101-3 [34]). If the value is not configured for dynamic power sharing, the UE assumes default value of 6 dB



	[bookmark: _Hlk515565141]Conditional Presence
	Explanation

	MCG-Only
	This field is optionally present, Need R, in the PhysicalCellGroupConfig of the MCG. It is absent otherwise. 

	SP-CSI-Report
	The field is mandatory present, Need R, when at least one CSI-ReportConfig with reportConfigType set to semiPersistentOnPUSCH is configured; otherwise it is optionally present, need M.

	SCG-Only
	This field is optionally present, Need S, in the PhysicalCellGroupConfig of the SCG in case of EN-DC as defined in TS 38.101-3 [34]. It is absent otherwise. FFS for NR-NR DC and multiple NR uplinks.



[bookmark: _Toc535261532]–	RadioBearerConfig
The IE RadioBearerConfig is used to add, modify and release signalling and/or data radio bearers. Specifically, this IE carries the parameters for PDCP and, if applicable, SDAP entities for the radio bearers.
RadioBearerConfig information element
-- ASN1START
-- TAG-RADIO-BEARER-CONFIG-START

RadioBearerConfig ::=                   SEQUENCE {
    srb-ToAddModList                        SRB-ToAddModList                                        OPTIONAL,   -- Cond HO-Conn
    srb3-ToRelease                          ENUMERATED{true}                                        OPTIONAL,   -- Need N
    drb-ToAddModList                        DRB-ToAddModList                                        OPTIONAL,   -- Cond HO-toNR
    drb-ToReleaseList                       DRB-ToReleaseList                                       OPTIONAL,   -- Need N
    securityConfig                          SecurityConfig                                          OPTIONAL,   -- Need M
    ...
}

SRB-ToAddModList ::=                    SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod
SRB-ToAddMod ::=                        SEQUENCE {
    srb-Identity                            SRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    discardOnPDCP                           ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...
}

DRB-ToAddModList ::=                    SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod
DRB-ToAddMod ::=                        SEQUENCE {
    cnAssociation                           CHOICE {
        eps-BearerIdentity                      INTEGER (0..15),                                                -- EPS-DRB-Setup
        sdap-Config                             SDAP-Config                                                     -- 5GC
    }                                                                                               OPTIONAL,   -- Cond DRBSetup
    drb-Identity                            DRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    recoverPDCP                             ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...
}
DRB-ToReleaseList ::=                   SEQUENCE (SIZE (1..maxDRB)) OF DRB-Identity

SecurityConfig ::=                      SEQUENCE {
    securityAlgorithmConfig                 SecurityAlgorithmConfig                                 OPTIONAL,   -- Cond RBTermChange
    keyToUse                                ENUMERATED{master, secondary}                           OPTIONAL,   -- Cond RBTermChange
    ...
}



-- TAG-RADIO-BEARER-CONFIG-STOP
-- ASN1STOP

	DRB-ToAddMod field descriptions

	cnAssociation
Indicates if the bearer is associated with the eps-bearerIdentity (when connected to EPC) or sdap-Config (when connected to 5GC).

	drb-Identity
In case of DC, the DRB identity is unique within the scope of the UE, i.e. an MCG DRB cannot use the same value as a split DRB. For a split DRB the same identity is used for the MCG and SCG parts of the configuration.

	eps-BearerIdentity
The EPS bearer ID determines the EPS bearer when NR connects to EPC using EN-DC.

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to TRUE whenever the security key used for this radio bearer changes. Key change could for example be due to termination point change for the bearer, reconfiguration with sync, resuming an RRC connection, or the first reconfiguration after reestablishment. It is also applicable for LTE procedures when NR PDCP is configured.

	recoverPDCP
Indicates that PDCP should perform recovery according to TS 38.323 [5].

	sdap-Config
The SDAP configuration determines how to map QoS flows to DRBs when NR connects to the 5GC and presence/absence of UL/DL SDAP headers.



	RadioBearerConfig field descriptions

	securityConfig
Indicates the security algorithm and key to use for the signalling and data radio bearers configured with the list in this radioBearerConfig. When the field is not included after security has been activated, the UE shall continue to use the currently configured keyToUse and security algorithm for the radio bearers reconfigured with the lists in this radioBearerConfig except for mobility from NR to E-UTRA/5GC. The field is not included when configuring SRB1 before security is activated.

	srb3-ToRelease
Release SRB3. SRB3 release can only be done over SRB1 and only at SCG release and reconfiguration with sync.



	SecurityConfig field descriptions

	keyToUse
Indicates if the bearers configured with the list in this radioBearerConfig is using the master key or the secondary key for deriving ciphering and/or integrity protection keys. For EN-DC, network should not configure SRB1 and SRB2 with secondary key and SRB3 with the master key. When the field is not included, the UE shall continue to use the currently configured keyToUse for the radio bearers reconfigured with the lists in this radioBearerConfig except for mobility from NR to E-UTRA/5GC. If EN-DC is not configured, this field is set to master.

	securityAlgorithmConfig
Indicates the security algorithm for the signalling and data radio bearers configured with the list in this radioBearerConfig. When the field is not included, the UE shall continue to use the currently configured security algorithm for the radio bearers reconfigured with the lists in this radioBearerConfig except for mobility from NR to E-UTRA/5GC.



	SRB-ToAddMod field descriptions

	discardOnPDCP
Indicates that PDCP should discard stored SDU and PDU according to TS 38.323 [5].

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to TRUE whenever the security key used for this radio bearer changes. Key change could for example be due to reconfig with sync, for SRB2 when resuming an RRC connection, or at the first reconfiguration after RRC connection reestablishment in NR. For LTE SRBs using NR PDCP, it could be for handover, RRC connection reestablishment or resume.

	srb-Identity
Value 1 is applicable for SRB1 only. Value 2 is applicable for SRB2 only. Value 3 is applicable for SRB3 only.



	Conditional Presence
	Explanation

	RBTermChange
	The field is mandatory present in case of set up of signalling and data radio bearer and change of termination point for the radio bearer between MN and SN. It is optionally present otherwise, Need S.

	PDCP
	The field is mandatory present if the corresponding DRB is being setup or corresponding RB is reconfigured with NR PDCP; otherwise the field is optionally present, need M.

	DRBSetup
	The field is mandatory present if the corresponding DRB is being setup; otherwise the field is optionally present, need M.

	HO-Conn
	The field is mandatory present in case of inter-system handover from E-UTRA (connected to EPC) to E-UTRA (connected to 5GC) or NR, or when the fullConfig is included in the RRCReconfiguration message, or in case of RRCSetup; otherwise the field is optionally present, need N. Upon RRCSetup, only SRB1 can be present.

	HO-toNR
	The field is mandatory present in case of inter-system handover from E-UTRA (connected to EPC) to E-UTRA (connected to 5GC) or NR, or when the fullConfig is included in the RRCReconfiguration message. In case of RRCSetup, the field is not present; otherwise the field is optionally present, need N.


[bookmark: _Hlk512338927]
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[bookmark: _Toc535261565]–	SecurityAlgorithmConfig
The IE SecurityAlgorithmConfig is used to configure AS integrity protection algorithm and AS ciphering algorithm for SRBs and DRBs.
SecurityAlgorithmConfig information element
-- ASN1START
-- TAG-SECURITY-ALGORITHM-CONFIG-START

SecurityAlgorithmConfig ::=         SEQUENCE {
    cipheringAlgorithm                  CipheringAlgorithm,
    integrityProtAlgorithm              IntegrityProtAlgorithm          OPTIONAL,   -- Need R
    ...
}

IntegrityProtAlgorithm ::=          ENUMERATED {
                                        nia0, nia1, nia2, nia3, spare4, spare3,
                                        spare2, spare1, ...}

CipheringAlgorithm ::=              ENUMERATED {
                                        nea0, nea1, nea2, nea3, spare4, spare3,
                                        spare2, spare1, ...}

-- TAG-SECURITY-ALGORITHM-CONFIG-STOP
-- ASN1STOP

	[bookmark: _Hlk2896383]SecurityAlgorithmConfig field descriptions

	[bookmark: _Hlk2896567]cipheringAlgorithm
Indicates the ciphering algorithm to be used for SRBs and DRBs, as specified in TS 33.501 [11]. The algorithms nea0-nea3 are identical to the LTE algorithms eea0-3. The algorithms configured for bearers using master key shall be the same as for all bearers using master key and the algorithms configured for bearers using secondary key shall be the same as for all bearers using secondary key. If UE is connected to NR/5GCEN-DC is not configured, the algorithm shall be the same for all bearers.

	[bookmark: _Hlk2896576][bookmark: _Hlk2776649]integrityProtAlgorithm
If UE is connected to NR/5GCIf EN-DC is not configured, this IE indicates the integrity protection algorithm to be used for SRBs and DRBs, as specified in TS 33.501 [11]. The network does not configure nia0 for SRBs except for unauthenticated emergency sessions for unauthenticated UEs in LSM (limited service mode) and DRBs. If UE is connected to NR/5GCEN-DC is not configured, this field is mandatory present, and the algorithm shall be the same for all bearers.
If UE is connected to E-UTRA/EPCFor EN-DC, this IE indicates the integrity protection algorithm to be used for SRBs configured with NR PDCP, as specified in TS 33.501 [11]. The algorithms nia0-nia3 is identical to the LTE algorithms eia0-3. For EN-DC, tThe algorithms configured for SRBs using master key shall be the same as for all SRBs using master key and the algorithms configured for bearers using secondary key shall be the same as for all bearers using secondary key. The network does not configure nia0 for SRB3.
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[bookmark: _Toc535261718]–	CG-ConfigInfo
This message is used by master eNB or gNB to request the SgNB to perform certain actions e.g. to establish, modify or release an SCG. The message may include additional information e.g. to assist the SgNB to set the SCG configuration. It can also be used by a CU to request a DU to perform certain actions, e.g. to establish, modify or release an MCG or SCG.
Direction: Master eNB or gNB to secondary gNB, alternatively CU to DU.
CG-ConfigInfo message
-- ASN1START
-- TAG-CG-CONFIG-INFO-START

CG-ConfigInfo ::=               SEQUENCE {
    criticalExtensions              CHOICE {
        c1                              CHOICE{
            cg-ConfigInfo               CG-ConfigInfo-IEs,
            spare3 NULL, spare2 NULL, spare1 NULL
        },
        criticalExtensionsFuture        SEQUENCE {}
    }
}

CG-ConfigInfo-IEs ::=       SEQUENCE {
    ue-CapabilityInfo           OCTET STRING (CONTAINING UE-CapabilityRAT-ContainerList)          OPTIONAL,-- Cond SN-Addition
    candidateCellInfoListMN         MeasResultList2NR                                             OPTIONAL,
    candidateCellInfoListSN         OCTET STRING (CONTAINING MeasResultList2NR)                   OPTIONAL,
    measResultCellListSFTD          MeasResultCellListSFTD                                        OPTIONAL,
    scgFailureInfo                  SEQUENCE {
        failureType                     ENUMERATED { t310-Expiry, randomAccessProblem,
                                                        rlc-MaxNumRetx, synchReconfigFailure-SCG,
                                                        scg-reconfigFailure,
                                                        srb3-IntegrityFailure},
        measResultSCG                   OCTET STRING (CONTAINING MeasResultSCG-Failure)
    }                                                                                             OPTIONAL,
    configRestrictInfo          ConfigRestrictInfoSCG                                             OPTIONAL,
    drx-InfoMCG                 DRX-Info                                                          OPTIONAL,
    measConfigMN                MeasConfigMN                                                      OPTIONAL,
    sourceConfigSCG             OCTET STRING (CONTAINING RRCReconfiguration)                      OPTIONAL,
    scg-RB-Config               OCTET STRING (CONTAINING RadioBearerConfig)                       OPTIONAL,
    mcg-RB-Config               OCTET STRING (CONTAINING RadioBearerConfig)                       OPTIONAL,
    mrdc-AssistanceInfo         MRDC-AssistanceInfo                                               OPTIONAL,
    nonCriticalExtension        CG-ConfigInfo-v1540-IEs                                           OPTIONAL
}

CG-ConfigInfo-v1540-IEs ::= SEQUENCE {
    ph-InfoMCG                  PH-TypeListMCG                                                    OPTIONAL,
    measResultReportCGI         SEQUENCE {
        ssbFrequency                ARFCN-ValueNR,
        cellForWhichToReportCGI     PhysCellId,
        cgi-Info                    CGI-Info
    }                                                                                             OPTIONAL,
    nonCriticalExtension        SEQUENCE {}                                                       OPTIONAL
}

ConfigRestrictInfoSCG ::=       SEQUENCE {
    allowedBC-ListMRDC              BandCombinationInfoList                                       OPTIONAL,
    powerCoordination-FR1               SEQUENCE {
        p-maxNR-FR1                     P-Max                                                     OPTIONAL,
        p-maxEUTRA                      P-Max                                                     OPTIONAL,
        p-maxUE-FR1                     P-Max                                                     OPTIONAL
    }                                                                                             OPTIONAL,
    servCellIndexRangeSCG           SEQUENCE {
        lowBound                        ServCellIndex,
        upBound                         ServCellIndex
    }                                                                                             OPTIONAL,   -- Cond SN-Addition
[bookmark: _Hlk512849425]    maxMeasFreqsSCG-NR                  INTEGER(1..maxMeasFreqsMN)                                OPTIONAL,
    maxMeasIdentitiesSCG-NR             INTEGER(1..maxMeasIdentitiesMN)                           OPTIONAL,
    ...
}

PH-TypeListMCG ::=              SEQUENCE (SIZE (1..maxNrofServingCells)) OF PH-InfoMCG

PH-InfoMCG ::=                  SEQUENCE {
    servCellIndex                       ServCellIndex,
    ph-Uplink                           PH-UplinkCarrierMCG,
    ph-SupplementaryUplink              PH-UplinkCarrierMCG                                       OPTIONAL,
    ...
}

PH-UplinkCarrierMCG ::=         SEQUENCE{
    ph-Type1or3                         ENUMERATED {type1, type3},
    ...
}

BandCombinationInfoList ::= SEQUENCE (SIZE (1..maxBandComb)) OF BandCombinationInfo

BandCombinationInfo ::=     SEQUENCE {
    bandCombinationIndex        BandCombinationIndex,
    allowedFeatureSetsList      SEQUENCE (SIZE (1..maxFeatureSetsPerBand)) OF FeatureSetEntryIndex
}

FeatureSetEntryIndex ::=    INTEGER (1.. maxFeatureSetsPerBand)

DRX-Info ::=                    SEQUENCE {
    drx-LongCycleStartOffset        CHOICE {
        ms10                            INTEGER(0..9),
        ms20                            INTEGER(0..19),
        ms32                            INTEGER(0..31),
        ms40                            INTEGER(0..39),
        ms60                            INTEGER(0..59),
        ms64                            INTEGER(0..63),
        ms70                            INTEGER(0..69),
        ms80                            INTEGER(0..79),
        ms128                           INTEGER(0..127),
        ms160                           INTEGER(0..159),
        ms256                           INTEGER(0..255),
        ms320                           INTEGER(0..319),
        ms512                           INTEGER(0..511),
        ms640                           INTEGER(0..639),
        ms1024                          INTEGER(0..1023),
        ms1280                          INTEGER(0..1279),
        ms2048                          INTEGER(0..2047),
        ms2560                          INTEGER(0..2559),
        ms5120                          INTEGER(0..5119),
        ms10240                         INTEGER(0..10239)
    },
    shortDRX                            SEQUENCE {
        drx-ShortCycle                      ENUMERATED  {
                                                ms2, ms3, ms4, ms5, ms6, ms7, ms8, ms10, ms14, ms16, ms20, ms30, ms32,
                                                ms35, ms40, ms64, ms80, ms128, ms160, ms256, ms320, ms512, ms640, spare9,
                                                spare8, spare7, spare6, spare5, spare4, spare3, spare2, spare1 },
        drx-ShortCycleTimer                 INTEGER (1..16)
    }                                                                                             OPTIONAL
}

MeasConfigMN ::= SEQUENCE {
    measuredFrequenciesMN               SEQUENCE (SIZE (1..maxMeasFreqsMN)) OF NR-FreqInfo        OPTIONAL,
    measGapConfig                   SetupRelease { GapConfig }                                    OPTIONAL,
    gapPurpose                          ENUMERATED {perUE, perFR1}                                OPTIONAL,
    ...
}

MRDC-AssistanceInfo ::= SEQUENCE {
    affectedCarrierFreqCombInfoListMRDC     SEQUENCE (SIZE (1..maxNrofCombIDC)) OF AffectedCarrierFreqCombInfoMRDC,
    ...
}

AffectedCarrierFreqCombInfoMRDC ::= SEQUENCE {
    victimSystemType                    VictimSystemType,
    interferenceDirectionMRDC       ENUMERATED {eutra-nr, nr, other, utra-nr-other, nr-other, spare3, spare2, spare1},
    affectedCarrierFreqCombMRDC         SEQUENCE    {
        affectedCarrierFreqCombEUTRA            AffectedCarrierFreqCombEUTRA                      OPTIONAL,
        affectedCarrierFreqCombNR           AffectedCarrierFreqCombNR
    }       OPTIONAL
}

VictimSystemType ::= SEQUENCE {
    gps                         ENUMERATED {true}               OPTIONAL,
    glonass                     ENUMERATED {true}               OPTIONAL,
    bds                         ENUMERATED {true}               OPTIONAL,
    galileo                     ENUMERATED {true}               OPTIONAL,
    wlan                        ENUMERATED {true}               OPTIONAL,
    bluetooth                   ENUMERATED {true}               OPTIONAL
}

AffectedCarrierFreqCombEUTRA ::= SEQUENCE (SIZE (1..maxNrofServingCellsEUTRA)) OF ARFCN-ValueEUTRA

AffectedCarrierFreqCombNR ::= SEQUENCE (SIZE (1..maxNrofServingCells)) OF ARFCN-ValueNR

-- TAG-CG-CONFIG-INFO-STOP
-- ASN1STOP

	CG-ConfigInfo field descriptions

	allowedBC-ListMRDC
A list of indices referring to band combinations in MR-DC capabilities from which SN is allowed to select an NR band combination. Each entry refers to a band combination numbered according to supportedBandCombinationList in the UE-MRDC-Capability and the Feature Sets allowed for each band entry. All MR-DC band combinations indicated by this field comprise the LTE band combination, which is a superset of the LTE band(s) selected by MN.

	candidateCellInfoListMN, candidateCellInfoListSN
Contains information regarding cells that the master node or the source node suggests the target gNB to consider configuring.
Including CSI-RS measurement results in candidateCellInfoListMN is not supported in this version of the specification.

	configRestrictInfo
Includes fields for which SgNB is explictly indicated to observe a configuration restriction.

	maxMeasFreqsSCG-NR
Indicates the maximum number of NR inter-frequency carriers the SN is allowed to configure with PSCell for measurements.

	maxMeasIdentitiesSCG-NR
[bookmark: _Hlk512598787]Indicates the maximum number of allowed measurement identities that the SCG is allowed to configure.

	measuredFrequenciesMN
Used by MN to indicate a list of frequencies measured by the UE.

	measGapConfig
Indicates the measurement gap configuration configured by MN.

	measResultReportCGI
Used by MN to provide SN with CGI-Info for the cell as per SN′s request.

	mcg-RB-Config
Contains the IE RadioBearerConfig of the MN, used to support delta configuration for bearer type change between MN terminated to SN terminated bearer and SN change. It is also used to indicate the PDCP duplication related information (whether duplication is configured and if so, whether it is initially activated) in SN Addition/Modification procedure.

	mrdc-AssistanceInfo
Contains the IDC assistance information for MR-DC reported by the UE (see TS 36.331 [10]).

	p-maxEUTRA
Indicates the maximum total transmit power to be used by the UE in the E-UTRA cell group (see TS 36.104 [33]).

	p-maxNR-FR1
Indicates the maximum total transmit power to be used by the UE in the NR cell group across all serving cells in frequency range 1 (FR1) (see TS 38.104 [12]) the UE can use in NR SCG.

	p-maxUE-FR1
Indicates the maximum total transmit power to be used by the UE across all serving cells in frequency range 1 (FR1).

	ph-InfoMCG
Power headroom information in MCG that is needed in the reception of PHR MAC CE in SCG.

	ph-SupplimentaryUplink
Power headroom information for supplementary uplink. For UE in EN-DC, this field is absent. 

	ph-Type1or3
Type of power headroom for a serving cell in MCG (PCell and activated SCells). "type1" refers to type 1 power headroom, "type3" refers to type 3 power headroom. (See TS 38.321 [3]). 

	ph-Uplink
Power headroom information for uplink.

	powerCoordination-FR1
Indicates the maximum power that the UE can use in FR1.

	scgFailureInfo
Contains SCG failure type and measurement results. In case the sender has no measurement results available, the sender may include one empty entry (i.e. without any optional fields present) in measResultsPerMOList.

	scg-RB-Config
Contains the IE RadioBearerConfig of the SN, used to support delta configuration e.g. during SN change. This field is absent when master eNB uses full configuration option.

	servCellIndexRangeSCG
Range of serving cell indices that SN is allowed to configure for SCG serving cells.

	sourceConfigSCG
Includes the current dedicated SCG configuration in the same format as the RRCReconfiguration message, i.e. not only CellGroupConfig but also e.g. measConfig. This field is absent when master eNB uses full configuration option.



	BandCombinationInfo field descriptions

	allowedFeatureSetsList
Defines a subset of the entries in a FeatureSetCombination. Each index identifies one FeatureSetUplink/Downlink for each band entry in the associated band combination.

	bandCombinationIndex
The position of a band combination in the supportedBandCombinationList



	Conditional Presence
	Explanation

	SN-Addition
	The field is mandatory present upon SN addition.



[bookmark: _Toc535261719]–	MeasurementTimingConfiguration
The MeasurementTimingConfiguration message is used to convey assistance information for measurement timing.
Direction: en-gNB to eNB, eNB to en-gNB, gNB to gNB, gNB DU to gNB CU, and gNB CU to gNB DU.
MeasurementTimingConfiguration message
-- ASN1START
-- TAG-MEASUREMENT-TIMING-CONFIGURATION-START

MeasurementTimingConfiguration ::=              SEQUENCE {
    criticalExtensions              CHOICE {
        c1                              CHOICE{
            measTimingConf                  MeasurementTimingConfiguration-IEs,
            spare3 NULL, spare2 NULL, spare1 NULL
        },
        criticalExtensionsFuture        SEQUENCE {}
    }
}

MeasurementTimingConfiguration-IEs ::=  SEQUENCE {
    measTiming                              MeasTimingList                          OPTIONAL,
    nonCriticalExtension                    SEQUENCE {}                             OPTIONAL
}

MeasTimingList ::= SEQUENCE (SIZE (1..maxMeasFreqsMN)) OF MeasTiming

[bookmark: _Hlk516060917]MeasTiming ::= SEQUENCE {
    frequencyAndTiming                      SEQUENCE {
        carrierFreq                             ARFCN-ValueNR,
        ssbSubcarrierSpacing                    SubcarrierSpacing,
        ssb-MeasurementTimingConfiguration      SSB-MTC,
        ss-RSSI-Measurement                     SS-RSSI-Measurement                 OPTIONAL
    }                                                                               OPTIONAL,
...,
    [[
    ssb-ToMeasure-v1540                     SSB-ToMeasure                           OPTIONAL,
    physCellId                              PhysCellId                              OPTIONAL
    ]]
}

-- TAG-MEASUREMENT-TIMING-CONFIGURATION-STOP
-- ASN1STOP

	MeasTiming field descriptions

	carrierFreq, ssbSubcarrierSpacing
Indicates the frequency and subcarrier spacing of the SS block of the cell for which this message is included, or of other SS blocks within the same carrier.

	ssb-MeasurementTimingConfiguration
Indicates the SMTC which can be used to search for SSB of the cell for which the message is included. When the message is included in "Served Cell Information NR", the timing is based on the cell for which the message is included. When the message is included in "NR Neighbour Information", the timing is based on the cell indicated in the "Served Cell Information NR" with which the "NR Neighbour Information" is provided. See TS 36.423, TS 38.423 and TS 38.473.

	ss-RSSI-Measurement
Provides the configuration which can be used for RSSI measurements of the cell for which the message is included.



	MeasurementTimingConfiguration field descriptions

	measTiming
A list of SMTC information, SSB RSSI measurement information and associated NR frequency  exchanged via EN-DC X2 Setup, EN-DC Configuration Update, Xn Setup and NG-RAN Node Configuration Update procedures, or F1 messages between gNB DU and gNB CU.

	physCellId
Physical Cell Identity of the SSB on the ARFCN indicated by carrierFreq.

	ssb-ToMeasure
The set of SS blocks to be measured within the SMTC measurement duration (see TS 38.215 [9]).



[bookmark: _Toc535261720]–	UERadioPagingInformation
This message is used to transfer radio paging information, covering both upload to and download from the AMF.
Direction: gNB to/ from AMF
UERadioPagingInformation message
-- ASN1START
-- TAG-UE-RADIO-PAGING-INFORMATION-START

UERadioPagingInformation ::= SEQUENCE {
    criticalExtensions                  CHOICE {
        c1                                  CHOICE{
            ueRadioPagingInformation            UERadioPagingInformation-IEs,
            spare7 NULL,
            spare6 NULL, spare5 NULL, spare4 NULL,
            spare3 NULL, spare2 NULL, spare1 NULL
        },
        criticalExtensionsFuture            SEQUENCE {}
    }
}

UERadioPagingInformation-IEs ::=    SEQUENCE {
    supportedBandListNRForPaging        SEQUENCE (SIZE (1..maxBands)) OF FreqBandIndicatorNR    OPTIONAL,
    nonCriticalExtension                SEQUENCE {}                                             OPTIONAL
}


-- TAG-UE-RADIO-PAGING-INFORMATION-STOP
-- ASN1STOP

	UERadioPagingInformation field descriptions

	supportedBandListNRForPaging
Indicates the UE supported NR frequency bands which is derived by the gNB from UE-NR-Capability.



[bookmark: _Toc535261721]–	UERadioAccessCapabilityInformation
This message is used to transfer UE radio access capability information, covering both upload to and download from the 5GC.
Direction: ng-eNB or gNB to/ from 5GC
UERadioAccessCapabilityInformation message
-- ASN1START
-- TAG-UE-RADIO-ACCESS-CAPABILITY-INFORMATION-START

UERadioAccessCapabilityInformation ::= SEQUENCE {
    criticalExtensions                  CHOICE {
        c1                                  CHOICE{
            ueRadioAccessCapabilityInformation    UERadioAccessCapabilityInformation-IEs,
            spare7 NULL,
            spare6 NULL, spare5 NULL, spare4 NULL,
            spare3 NULL, spare2 NULL, spare1 NULL
        },
        criticalExtensionsFuture            SEQUENCE {}
    }
}

UERadioAccessCapabilityInformation-IEs ::= SEQUENCE {
    ue-RadioAccessCapabilityInfo        OCTET STRING (CONTAINING UE-CapabilityRAT-ContainerList),
    nonCriticalExtension                SEQUENCE {}                         							 OPTIONAL
}

-- TAG-UE-RADIO-ACCESS-CAPABILITY-INFORMATION-STOP
-- ASN1STOP

	UERadioAccessCapabilityInformation-IEs field descriptions

	ue-RadioAccessCapabilityInfo
Including NR, MR-DC, E-UTRA radio access capabilities.



[bookmark: _Toc535261722]11.3	Inter-node RRC information element definitions
-
[bookmark: _Toc535261723]11.4	Inter-node RRC multiplicity and type constraint values
[bookmark: _Toc535261724]–	Multiplicity and type constraints definitions
-- ASN1START
-- TAG-NR-MULTIPLICITY-AND-CONSTRAINTS-START

maxMeasFreqsMN              INTEGER ::= 32  -- Maximum number of MN-configured measurement frequencies
maxMeasFreqsSN              INTEGER ::= 32  -- Maximum number of SN-configured measurement frequencies
maxMeasIdentitiesMN         INTEGER ::= 62  -- Maximum number of measurement identities that a UE can be configured with
maxCellPrep                 INTEGER ::= 32  -- Maximum number of cells prepared for handover

-- TAG-NR-MULTIPLICITY-AND-CONSTRAINTS-STOP
-- ASN1STOP

[bookmark: _Toc535261725]–	End of NR-InterNodeDefinitions
-- ASN1START
-- TAG-NR-INTER-NODE-DEFINITIONS-END-START

END

-- TAG-NR-INTER-NODE-DEFINITIONS-END-STOP
-- ASN1STOP

[bookmark: _Toc535261726]
12	Processing delay requirements for RRC procedures
The UE performance requirements for RRC procedures are specified in the following tables. The performance requirement is expressed as the time in [ms] from the end of reception of the network -> UE message on the UE physical layer up to when the UE shall be ready for the reception of uplink grant for the UE -> network response message with no access delay other than the TTI-alignment (e.g. excluding delays caused by scheduling, the random access procedure or physical layer synchronisation). In case the RRC procedure triggers BWP switching, the RRC procedure delay is the value defined in the following table plus the BWP switching delay defined in TS 38.133 [14], FFS section.


Figure 12.1-1: Illustration of RRC procedure delay
Table 12.1-1: UE performance requirements for RRC procedures for UEs
	Procedure title:
	Network -> UE
	UE -> Network
	Value [ms]
	Notes

	RRC Connection Control Procedures

	RRC reconfiguration

	RRCReconfiguration
	RRCReconfigurationComplete
	10
	

	RRC reconfiguration (scell addition/release)
	RRCReconfiguration
	RRCReconfigurationComplete
	16
	

	RRC reconfiguration (SCG establishment/ modification/ release)
	RRCReconfiguration
	RRCReconfigurationComplete
	16
	

	RRC setup
	RRCSetup
	RRCSetupComplete
	10
	

	RRC Release
	RRCRelease
	
	NA
	

	RRC re-establishment
	RRCReestablishment
	RRCReestablishmentComplete
	FFS
	

	RRC resume
	RRCResume
	RRCResumeComplete
	10
	

	RRC resume (scell addition/release)
	RRCResume
	RRCResumeComplete
	16
	

	Initial security activation
	SecurityModeCommand
	SecurityModeComplete/SecurityModeFailure
	5
	

	Initial security activation + RRC reconfiguration
	SecurityModeCommand, RRCReconfiguration
	RRCReconfigurationComplete
	FFS
	The two DL messages are transmitted in the same TTI

	Other procedures

	UE assistance information
	
	UEAssistanceInformation
	NA
	

	UE capability transfer
	UECapabilityEnquiry
	UECapabilityInformation
	FFS
	

	Counter check
	CounterCheck
	CounterCheckResponse
	5
	




[bookmark: _Toc535261727]Annex A (informative):	Guidelines, mainly on use of ASN.1
[bookmark: _Toc535261728]A.1	Introduction
The following clauses contain guidelines for the specification of RRC protocol data units (PDUs) with ASN.1.
[bookmark: _Toc535261729]A.2	Procedural specification
[bookmark: _Toc535261730]A.2.1	General principles
The procedural specification provides an overall high level description regarding the UE behaviour in a particular scenario.
It should be noted that most of the UE behaviour associated with the reception of a particular field is covered by the applicable parts of the PDU specification. The procedural specification may also include specific details of the UE behaviour upon reception of a field, but typically this should be done only for cases that are not easy to capture in the PDU section e.g. general actions, more complicated actions depending on the value of multiple fields.
Likewise, the procedural specification need not specify the UE requirements regarding the setting of fields within the messages that are sent to the network i.e. this may also be covered by the PDU specification.
[bookmark: _Toc535261731]A.2.2	More detailed aspects
The following more detailed conventions should be used:
-	Bullets:
-	Capitals should be used in the same manner as in other parts of the procedural text i.e. in most cases no capital applies since the bullets are part of the sentence starting with 'The UE shall:'
-	All bullets, including the last one in a sub-clause, should end with a semi-colon i.e. an ';.
-	Conditions:
-	Whenever multiple conditions apply, a semi-colon should be used at the end of each conditions with the exception of the last one, i.e. as in 'if cond1, or cond2.
[bookmark: _Toc535261732]A.3	PDU specification
[bookmark: _Toc535261733]A.3.1	General principles
[bookmark: _Toc535261734]A.3.1.1	ASN.1 sections
The RRC PDU contents are formally and completely described using abstract syntax notation (ASN.1), see X.680 [13], X.681 (02/2002) [14].
The complete ASN.1 code is divided into a number of ASN.1 sections in the specifications. In order to facilitate the extraction of the complete ASN.1 code from the specification, each ASN.1 section begins with the following:
- 	a first text paragraph consisting entirely of an ASN.1 start tag, which consists of a double hyphen followed by a single space and the text string "ASN1START" (in all upper case letters);
-	a second text paragraph consisting entirely of a block start tag is included, which consists of a double hyphen followed by a single space and the text string "TAG-NAME-START" (in all upper case letters), where the "NAME" refers to the main name of the paragraph (in all upper-case letters).
Similarly, each ASN.1 section ends with the following:
-	a first text paragraph consisting entirely of a blockstop tag, which consists of a double hyphen followed by a single space and the text string "TAG-NAME-STOP" (in all upper-case letters), where the "NAME" refers to the main name of the paragraph (in all upper-case letters);
-	a second text paragraph consisting entirely of an ASN.1 stop tag, which consists of a double hyphen followed by a singlespace and the text "ASN1STOP" (in all upper case letters).
This results in the following tags:
-- ASN1START
-- TAG-NAME-START

-- TAG-NAME-STOP
-- ASN1STOP

The text paragraphs containing either of the start and stop tags should not contain any ASN.1 code significant for the complete description of the RRC PDU contents. The complete ASN.1 code may be extracted by copying all the text paragraphs between an ASN.1 start tag and the following ASN.1 stop tag in the order they appear, throughout the specification.
NOTE:	A typical procedure for extraction of the complete ASN.1 code consists of a first step where the entire RRC PDU contents description (ultimately the entire specification) is saved into a plain text (ASCII) file format, followed by a second step where the actual extraction takes place, based on the occurrence of the ASN.1 start and stop tags.
[bookmark: _Toc535261735]A.3.1.2	ASN.1 identifier naming conventions
The naming of identifiers (i.e., the ASN.1 field and type identifiers) should be based on the following guidelines:
-	Message (PDU) identifiers should be ordinary mixed case without hyphenation. These identifiers, e.g., the RRCConnectionModificationCommand, should be used for reference in the procedure text. Abbreviations should be avoided in these identifiers and abbreviated forms of these identifiers should not be used.
-	Type identifiers other than PDU identifiers should be ordinary mixed case, with hyphenation used to set off acronyms only where an adjacent letter is a capital, e.g., EstablishmentCause, SelectedPLMN (not Selected-PLMN, since the "d" in "Selected" is lowercase), InitialUE-Identity and MeasSFN-SFN-TimeDifference.
-	Field identifiers shall start with a lowercase letter and use mixed case thereafter, e.g., establishmentCause. If a field identifier begins with an acronym (which would normally be in upper case), the entire acronym is lowercase (plmn-Identity, not pLMN-Identity). The acronym is set off with a hyphen (ue-Identity, not ueIdentity), in order to facilitate a consistent search pattern with corresponding type identifiers.
-	Identifiers should convey the meaning of the identifier and should avoid adding unnecessary postfixes (e.g. abstractions like 'Info') for the name.
-	Identifiers that are likely to be keywords of some language, especially widely used languages, such as C++ or Java, should be avoided to the extent possible.
-	Identifiers, other than PDU identifiers, longer than 25 characters should be avoided where possible. It is recommended to use abbreviations, which should be done in a consistent manner i.e. use 'Meas' instead of 'Measurement' for all occurrences. Examples of typical abbreviations are given in tableA.3.1.2.1-1 below.
-	For future extension: When an extension is introduced a suffix is added to the identifier of the concerned ASN.1 field and/or type. A suffix of the form "‑rX" is used, with X indicating the release, for ASN.1 fields or types introduced in a later release (i.e. a release later than the original/first release of the protocol) as well as for ASN.1 fields or types for which a revision is introduced in a later release replacing a previous version, e.g., Foo-r9 for the Rel-9 version of the ASN.1 type Foo. A suffix of the form "‑rXb" is used for the first revision of a field that it appears in the same release (X) as the original version of the field, "‑rXc" for a second intra-release revision and so on. A suffix of the form "‑vXYZ" is used for ASN.1 fields or types that only are an extension of a corresponding earlier field or type (see sub-clause A.4), e.g., AnElement-v10b0 for the extension of the ASN.1 type AnElement introduced in version 10.11.0 of the specification. A number 0...9, 10, 11, etc. is used to represent the first part of the version number, indicating the release of the protocol. Lower case letters a, b, c, etc. are used to represent the second (and third) part of the version number if they are greater than 9. In the procedural specification, in field descriptions as well as in headings suffices are not used, unless there is a clear need to distinguish the extension from the original field.
-	More generally, in case there is a need to distinguish different variants of an ASN.1 field or IE, a suffix should be added at the end of the identifiers e.g. MeasObjectUTRA, ConfigCommon. When there is no particular need to distinguish the fields (e.g. because the field is included in different IEs), a common field identifier name may be used. This may be attractive e.g. in case the procedural specification is the same for the different variants.
-	It should be avoided to use field identifiers with the same name within the elements of a CHOICE, including using a CHOICE inside a SEQUENCE (to avoid certain compiler errors).
TableA.3.1.2-1: Examples of typical abbreviations used in ASN.1 identifiers
	Abbreviation
	Abbreviated word

	Config
	Configuration

	DL
	Downlink

	Ext
	Extension

	Freq
	Frequency

	Id
	Identity

	Ind
	Indication

	Meas
	Measurement

	MIB
	MasterInformationBlock

	Neigh
	Neighbour(ing)

	Param(s)
	Parameter(s)

	Phys
	Physical

	PCI
	Physical Cell Id

	Proc
	Process

	Reconfig
	Reconfiguration

	Reest
	Re-establishment

	Req
	Request

	Rx
	Reception

	Sched
	Scheduling

	SIB
	SystemInformationBlock

	Sync
	Synchronisation

	Thr
	Threshold

	Tx
	Transmission

	UL
	Uplink



NOTE:	The tableA.3.1.2.1-1 is not exhaustive. Additional abbreviations may be used in ASN.1 identifiers when needed.
[bookmark: _Toc535261736]A.3.1.3	Text references using ASN.1 identifiers
A text reference into the RRC PDU contents description from other parts of the specification is made using the ASN.1 field identifier of the referenced type. The ASN.1 field and type identifiers used in text references should be in the italic font style. The "do not check spelling and grammar" attribute in Word should be set. Quotation marks (i.e., "") should not be used around the ASN.1 field or type identifier.
A reference to an RRC PDU should be made using the corresponding ASN.1 field identifier followed by the word "message", e.g., a reference to the RRCRelease message.
A reference to a specific part of an RRC PDU, or to a specific part of any other ASN.1 type, should be made using the corresponding ASN.1 field identifier followed by the word "field", e.g., a reference to the prioritisedBitRate field in the example below.
-- /example/ ASN1START

LogicalChannelConfig ::=            SEQUENCE {
    ul-SpecificParameters               SEQUENCE {
        priority                            Priority,
        prioritisedBitRate                  PrioritisedBitRate,
        bucketSizeDuration                  BucketSizeDuration,
        logicalChannelGroup                 INTEGER (0..3)
    }       OPTIONAL
}

-- ASN1STOP

NOTE:	All the ASN.1 start tags in the ASN.1 sections, used as examples in this annex to the specification, are deliberately distorted, in order not to include them when the ASN.1 description of the RRC PDU contents is extracted from the specification.
A reference to a specific type of information element should be made using the corresponding ASN.1 type identifier preceded by the acronym "IE", e.g., a reference to the IE LogicalChannelConfig in the example above.
References to a specific type of information element should only be used when those are generic, i.e., without regard to the particular context wherein the specific type of information element is used. If the reference is related to a particular context, e.g., an RRC PDU type (message) wherein the information element is used, the corresponding field identifier in that context should be used in the text reference.
A reference to a specific value of an ASN.1 field should be made using the corresponding ASN.1 value without using quotation marks around the ASN.1 value, e.g., 'if the status field is set to value true'.
[bookmark: _Toc535261737]A.3.2	High-level message structure
Within each logical channel type, the associated RRC PDU (message) types are alternatives within a CHOICE, as shown in the example below.
-- /example/ ASN1START

DL-DCCH-Message ::= SEQUENCE {
    message                 DL-DCCH-MessageType
}

DL-DCCH-MessageType ::= CHOICE {
    c1                      CHOICE {
        dlInformationTransfer                   DLInformationTransfer,
        handoverFromEUTRAPreparationRequest     HandoverFromEUTRAPreparationRequest,
        mobilityFromEUTRACommand                MobilityFromEUTRACommand,
        rrcConnectionReconfiguration            RRCConnectionReconfiguration,
        rrcConnectionRelease                    RRCConnectionRelease,
        securityModeCommand                     SecurityModeCommand,
        ueCapabilityEnquiry                     UECapabilityEnquiry,
        spare1 NULL
    },
    messageClassExtension   SEQUENCE {}
}

-- ASN1STOP

A nested two-level CHOICE structure is used, where the alternative PDU types are alternatives within the inner level c1 CHOICE.
Spare alternatives (i.e., spare1 in this case) may be included within the c1 CHOICE to facilitate future extension. The number of such spare alternatives should not extend the total number of alternatives beyond an integer-power-of-two number of alternatives (i.e., eight in this case).
Further extension of the number of alternative PDU types is facilitated using the messageClassExtension alternative in the outer level CHOICE.
[bookmark: _Toc535261738]A.3.3	Message definition
Each PDU (message) type is specified in an ASN.1 section similar to the one shown in the example below.
-- /example/ ASN1START

RRCConnectionReconfiguration ::=    SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        c1                                  CHOICE{
            rrcConnectionReconfiguration-r8     RRCConnectionReconfiguration-r8-IEs,
            spare3 NULL, spare2 NULL, spare1 NULL
        },
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {
    -- Enter the IEs here.
    ...
}

-- ASN1STOP

Hooks for critical and non-critical extension should normally be included in the PDU type specification. How these hooks are used is further described in sub-clause A.4.
Critical extensions are characterised by a redefinition of the PDU contents and need to be governed by a mechanism for protocol version agreement between the encoder and the decoder of the PDU, such that the encoder is prevented from sending a critically extended version of the PDU type, which is not comprehended by the decoder.
Critical extension of a PDU type is facilitated by a two-level CHOICE structure, where the alternative PDU contents are alternatives within the inner level c1 CHOICE. Spare alternatives (i.e., spare3 down to spare1 in this case) may be included within the c1 CHOICE. The number of spare alternatives to be included in the original PDU specification should be decided case by case, based on the expected rate of critical extension in the future releases of the protocol.
Further critical extension, when the spare alternatives from the original specifications are used up, is facilitated using the criticalExtensionsFuture in the outer level CHOICE.
In PDU types where critical extension is not expected in the future releases of the protocol, the inner level c1 CHOICE and the spare alternatives may be excluded, as shown in the example below.
-- /example/ ASN1START

RRCConnectionReconfigurationComplete ::= SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcConnectionReconfigurationComplete-r8
                                            RRCConnectionReconfigurationComplete-r8-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCConnectionReconfigurationComplete-r8-IEs ::= SEQUENCE {
    -- Enter the fields here.
    ...
}

-- ASN1STOP

Non-critical extensions are characterised by the addition of new information to the original specification of the PDU type. If not comprehended, a non-critical extension may be skipped by the decoder, whilst the decoder is still able to complete the decoding of the comprehended parts of the PDU contents.
Non-critical extensions at locations other than the end of the message or other than at the end of a field contained in a BIT or OCTET STRING are facilitated by use of the ASN.1 extension marker "...". The original specification of a PDU type should normally include the extension marker at the end of the sequence of information elements contained.
Non-critical extensions at the end of the message or at the end of a field that is contained in a BIT or OCTET STRING may be facilitated by use of an empty sequence that is marked OPTIONAL e.g. as shown in the following example:
-- /example/ ASN1START

RRCMessage-r8-IEs ::=                   SEQUENCE {
    field1                                  InformationElement1,
    field2                                  InformationElement2,

    nonCriticalExtension                    SEQUENCE {}                     OPTIONAL
}

-- ASN1STOP

The ASN.1 section specifying the contents of a PDU type may be followed by a field description table where a further description of, e.g., the semantic properties of the fields may be included. The general format of this table is shown in the example below. The field description table is absent in case there are no fields for which further description needs to be provided e.g. because the PDU does not include any fields, or because an IE is defined for each field while there is nothing specific regarding the use of this IE that needs to be specified.
	%PDU-TypeIdentifier% field descriptions

	%field identifier%
Field description.

	%field identifier%
Field description.



The field description table has one column. The header row shall contain the ASN.1 type identifier of the PDU type.
The following rows are used to provide field descriptions. Each row shall include a first paragraph with a field identifier (in bold and italic font style) referring to the part of the PDU to which it applies. The following paragraphs at the same row may include (in regular font style), e.g., semantic description, references to other specifications and/or specification of value units, which are relevant for the particular part of the PDU.
The parts of the PDU contents that do not require a field description shall be omitted from the field description table.
[bookmark: _Toc535261739]A.3.4	Information elements
Each IE (information element) type is specified in an ASN.1 section similar to the one shown in the example below.
-- /example/ ASN1START

PRACH-ConfigSIB ::=                 SEQUENCE {
    rootSequenceIndex                   INTEGER (0..1023),
    prach-ConfigInfo                    PRACH-ConfigInfo
}

PRACH-Config ::=                    SEQUENCE {
    rootSequenceIndex                   INTEGER (0..1023),
    prach-ConfigInfo                    PRACH-ConfigInfo                    OPTIONAL    -- Need N
}

PRACH-ConfigInfo ::=                SEQUENCE {
    prach-ConfigIndex                   ENUMERATED {ffs},
    highSpeedFlag                       ENUMERATED {ffs},
    zeroCorrelationZoneConfig           ENUMERATED {ffs}
}

-- ASN1STOP

IEs should be introduced whenever there are multiple fields for which the same set of values apply. IEs may also be defined for other reasons e.g. to break down a ASN.1 definition in to smaller pieces.
A group of closely related IE type definitions, like the IEs PRACH-ConfigSIB and PRACH-Config in this example, are preferably placed together in a common ASN.1 section. The IE type identifiers should in this case have a common base, defined as the generic type identifier. It may be complemented by a suffix to distinguish the different variants. The "PRACH-Config" is the generic type identifier in this example, and the "SIB" suffix is added to distinguish the variant. The sub-clause heading and generic references to a group of closely related IEs defined in this way should use the generic type identifier.
The same principle should apply if a new version, or an extension version, of an existing IE is created for critical or non-critical extension of the protocol (see sub-clause A.4). The new version, or the extension version, of the IE is included in the same ASN.1 section defining the original. A suffix is added to the type identifier, using the naming conventions defined in sub-clause A.3.1.2, indicating the release or version of the where the new version, or extension version, was introduced.
Local IE type definitions, like the IE PRACH-ConfigInfo in the example above, may be included in the ASN.1 section and be referenced in the other IE types defined in the same ASN.1 section. The use of locally defined IE types should be encouraged, as a tool to break up large and complex IE type definitions. It can improve the readability of the code. There may also be a benefit for the software implementation of the protocol end-points, as these IE types are typically provided by the ASN.1 compiler as independent data elements, to be used in the software implementation.
An IE type defined in a local context, like the IE PRACH-ConfigInfo, should not be referenced directly from other ASN.1 sections in the RRC specification. An IE type which is referenced in more than one ASN.1 section should be defined in a separate sub-clause, with a separate heading and a separate ASN.1 section (possibly as one in a set of closely related IE types, like the IEs PRACH-ConfigSIB and PRACH-Config in the example above). Such IE types are also referred to as 'global IEs'.
NOTE:	Referring to an IE type, that is defined as a local IE type in the context of another ASN.1 section, does not generate an ASN.1 compilation error. Nevertheless, using a locally defined IE type in that way makes the IE type definition difficult to find, as it would not be visible at an outline level of the specification. It should be avoided.
The ASN.1 section specifying the contents of one or more IE types, like in the example above, may be followed by a field description table, where a further description of, e.g., the semantic properties of the fields of the information elements may be included. This table may be absent, similar as indicated in sub-clause A.3.3 for the specification of the PDU type. The general format of the field description table is the same as shown in sub-clause A.3.3 for the specification of the PDU type.
[bookmark: _Toc535261740]A.3.5	Fields with optional presence
A field with optional presence may be declared with the keyword DEFAULT. It identifies a default value to be assumed, if the sender does not include a value for that field in the encoding:
-- /example/ ASN1START

PreambleInfo ::=                    SEQUENCE {
    numberOfRA-Preambles                INTEGER (1..64)                     DEFAULT 1,
    ...
}

-- ASN1STOP

Alternatively, a field with optional presence may be declared with the keyword OPTIONAL. It identifies a field for which a value can be omitted. The omission carries semantics, which is different from any normal value of the field:
-- /example/ ASN1START

PRACH-Config ::=                SEQUENCE {
    rootSequenceIndex                   INTEGER (0..1023),
    prach-ConfigInfo                    PRACH-ConfigInfo                    OPTIONAL    -- Need N
}

-- ASN1STOP

The semantics of an optionally present field, in the case it is omitted, should be indicated at the end of the paragraph including the keyword OPTIONAL, using a short comment text with a need code. The need code includes the keyword "Need", followed by one of the predefined semantics tags (S, M, N or R) defined in sub-clause 6.1. If the semantics tag S is used, the semantics of the absent field are further specified either in the field description table following the ASN.1 section, or in procedure text.
The addition of OPTIONAL keywords for capability groups is based on the following guideline. If there is more than one field in the lower level IE, then OPTIONAL keyword is added at the group level. If there is only one field in the lower level IE, OPTIONAL keyword is not added at the group level.
[bookmark: _Toc535261741]A.3.6	Fields with conditional presence
A field with conditional presence is declared with the keyword OPTIONAL. In addition, a short comment text shall be included at the end of the paragraph including the keyword OPTIONAL. The comment text includes the keyword "Cond", followed by a condition tag associated with the field ("UL" in this example):
-- /example/ ASN1START

LogicalChannelConfig ::=            SEQUENCE {
    ul-SpecificParameters               SEQUENCE {
        priority                            INTEGER (0),
        ...
    }       OPTIONAL                                                                    -- Cond UL
}

-- ASN1STOP

When conditionally present fields are included in an ASN.1 section, the field description table after the ASN.1 section shall be followed by a conditional presence table. The conditional presence table specifies the conditions for including the fields with conditional presence in the particular ASN.1 section.
	Conditional presence
	Explanation

	UL
	Specification of the conditions for including the field associated with the condition tag = "UL". Semantics in case of optional presence under certain conditions may also be specified.



The conditional presence table has two columns. The first column (heading: "Conditional presence") contains the condition tag (in italic font style), which links the fields with a condition tag in the ASN.1 section to an entry in the table. The second column (heading: "Explanation") contains a text specification of the conditions and requirements for the presence of the field. The second column may also include semantics, in case of an optional presence of the field, under certain conditions i.e. using the same predefined tags as defined for optional fields in A.3.5.
Conditional presence should primarily be used when presence of a field depends on the presence and/or value of other fields within the same message. If the presence of a field depends on whether another feature/function has been configured, while this function can be configured independently e.g. by another message and/or at another point in time, the relation is best reflected by means of a statement in the field description table.
If the ASN.1 section does not include any fields with conditional presence, the conditional presence table shall not be included.
Whenever a field is only applicable in specific cases e.g. TDD, use of conditional presence should be considered.
[bookmark: _Toc535261742]A.3.7	Guidelines on use of lists with elements of SEQUENCE type
Where an information element has the form of a list (the SEQUENCE OF construct in ASN.1) with the type of the list elements being a SEQUENCE data type, an information element shall be defined for the list elements even if it would not otherwise be needed.
For example, a list of PLMN identities with reservation flags is defined as in the following example:
-- /example/ ASN1START

PLMN-IdentityInfoList ::=               SEQUENCE (SIZE (1..6)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=               SEQUENCE {
    plmn-Identity                       PLMN-Identity,
    cellReservedForOperatorUse          ENUMERATED {reserved, notReserved}
}

-- ASN1STOP

rather than as in the following (bad) example, which may cause generated code to contain types with unpredictable names:
-- /bad example/ ASN1START

PLMN-IdentityList ::=                   SEQUENCE (SIZE (1..6)) OFSEQUENCE {
    plmn-Identity                           PLMN-Identity,
    cellReservedForOperatorUse              ENUMERATED {reserved, notReserved}
}

-- ASN1STOP

[bookmark: _Toc535261743]A.3.8	Guidelines on use of parameterised SetupRelease type
The usage of the parameterised SetupRelease type is like a function call in programming languages where the element type parameter is passed as a parameter. The parameterised type only implies a textual change in abstract syntax where all references to the parameterised type are replaced by the compiler with the release/setup choice. Two examples of the usage are shown below:
-- /example/ ASN1START

RRCMessage-r15-IEs ::= SEQUENCE {
    field-r15               SetupRelease { IE-r15 }                 OPTIONAL,   --  Need M
    ...
}


RRCMessage-r15-IEs ::= SEQUENCE {
    field-r15       SetupRelease { Element-r15 }
}                                                                   OPTIONAL,   -- Need M

Element-r15 ::= SEQUENCE {
    field1-r15                  IE1-r15,
    field2-r15                  IE2-r15                             OPTIONAL    -- Need N
}                                                                   OPTIONAL,   -- Need M

-- /example/ ASN1STOP

The SetupRelease is always be used with only named IEs, i.e. the example below is not allowed:
-- /example/ ASN1START

RRCMessage-r15-IEs ::= SEQUENCE {
    field-r15       SetupRelease { SEQUENCE {   -- Unnamed SEQUENCEs are not allowed!
            field1-r15                  IE1-r15,
            field2-r15                  IE2-r15                         OPTIONAL    -- Need N
        }
    }                                                                   OPTIONAL,   -- Need M
}

-- /example/ ASN1STOP

If a field defined using the parameterized SetupRelease type requires procedural text, the field is referred to using the values defined for the type itself, namely, "setup" and "release". For example, procedural text for field-r15 above could be as follows:
1> if field-r15 is set to "setup":
2> do something;
1> else (field-r15 is set to "release"):
2> release field-r15 (if appropriate).
[bookmark: _Toc535261744]A.3.9	Guidelines on use of ToAddModList and ToReleaseList
In order to benefit from delta signalling when modifying lists with many and/or large elements, so-called add/mod- and release- lists should be used. Instead of a single list containing all elements of the list, the ASN.1 provides two lists. One list is used to convey the actual elements that are to be added to the list or modified in the list. The second list conveys only the identities (IDs) of the list elements that are to be released from the list. In other words, the ASN.1 defines only means to signal modifications to a list maintained in the receiver (typically the UE). An example is provided below:
-- /example/ ASN1START

AnExampleIE ::=         SEQUENCE {
    elementsToAddModList    SEQUENCE (SIZE (1..maxNrofElements)) OF Element                                     OPTIONAL,   --  Need N
    elementsToReleaseList   SEQUENCE (SIZE (1..maxNrofElements)) OF ElementId                                   OPTIONAL,   --  Need N
    ...
}

Element ::=         SEQUENCE {
    elementId               ElementId,
    aField                  INTEG ER (0..16777215),
    anotherField            OCTET STRING,
    ...
}

ElementId ::=           INTEGER (0..maxNrofElements-1)

maxNrofElements         INTEGER ::= 50
maxNrofElements-1       INTEGER ::= 49

-- /example/ ASN1STOP

As can be seen, the elements of the list must contain an identity (INTEGER) that identifies the elements unambiguously upon addition, modification and removal. It is recommended to define an IE for that identifier (here ElementId) so that it can be used both for a field inside the element as well as in the elementsToReleaseList.
Both lists should be made OPTIONAL and flagged as "Need N". The need code reflects that the UE does not maintain the received lists as such but rather updates its configuration using the information therein. In other words, it is not possible to provide via delta signalling an update to a previously signalled elementsToAddModList or elementsToReleaseList (which Need M would imply). The update is always in relation to the UE's internal configuration.
If no procedural text is provided for a set of ToAddModList and ToReleaseList, the following generic procedure applies:
The UE shall:
1>	for each ElementId in the elementsToReleaseList,:
2>	if the current UE configuration includes an Element with the given ElementId:
3>	release the Element from the current UE configuration;
1>	for each Element in the elementsToAddModList:
2>	if the current UE configuration includes an Element with the given ElementId:
3>	modify the configured Element in accordance with the received Element;
2>	else:
3>	add received Element to the UE configuration.
[bookmark: _Toc535261745]A.4	Extension of the PDU specifications
[bookmark: _Toc535261746]A.4.1	General principles to ensure compatibility
It is essential that extension of the protocol does not affect interoperability i.e. it is essential that implementations based on different versions of the RRC protocol are able to interoperate. In particular, this requirement applies for the following kind of protocol extensions:
-	Introduction of new PDU types (i.e. these should not cause unexpected behaviour or damage).
-	Introduction of additional fields in an extensible PDUs (i.e. it should be possible to ignore uncomprehended extensions without affecting the handling of the other parts of the message).
-	Introduction of additional values of an extensible field of PDUs. If used, the behaviour upon reception of an uncomprehended value should be defined.
It should be noted that the PDU extension mechanism may depend on the logical channel used to transfer the message e.g. for some PDUs an implementation may be aware of the protocol version of the peer in which case selective ignoring of extensions may not be required.
The non-critical extension mechanism is the primary mechanism for introducing protocol extensions i.e. the critical extension mechanism is used merely when there is a need to introduce a 'clean' message version. Such a need appears when the last message version includes a large number of non-critical extensions, which results in issues like readability, overhead associated with the extension markers. The critical extension mechanism may also be considered when it is complicated to accommodate the extensions by means of non-critical extension mechanisms.
[bookmark: _Toc535261747]A.4.2	Critical extension of messages and fields
The mechanisms to critically extend a message are defined in A.3.3. There are both "outer branch" and "inner branch" mechanisms available. The "outer branch" consists of a CHOICE having the name criticalExtensions, with two values, c1 and criticalExtensionsFuture. The criticalExtensionsFuture branch consists of an empty SEQUENCE, while the c1 branch contains the "inner branch" mechanism.
The "inner branch" structure is a CHOICE with values of the form "MessageName-rX-IEs" (e.g., "RRCConnectionReconfiguration-r8-IEs") or "spareX", with the spare values having type NULL. The "-rX-IEs" structures contain the complete structure of the message IEs for the appropriate release; i.e., the critical extension branch for the Rel-10 version of a message includes all Rel-8 and Rel-9 fields (that are not obviated in the later version), rather than containing only the additional Rel-10 fields.
The following guidelines may be used when deciding which mechanism to introduce for a particular message, i.e. only an 'outer branch', or an 'outer branch' in combination with an 'inner branch' including a certain number of spares:
-	For certain messages, e.g. initial uplink messages, messages transmitted on a broadcast channel, critical extension may not be applicable.
-	An outer branch may be sufficient for messages not including any fields.
-	The number of spares within inner branch should reflect the likelihood that the message will be critically extended in future releases (since each release with a critical extension for the message consumes one of the spare values). The estimation of the critical extension likelihood may be based on the number, size and changeability of the fields included in the message.
-	In messages where an inner branch extension mechanism is available, all spare values of the inner branch should be used before any critical extensions are added using the outer branch.
The following example illustrates the use of the critical extension mechanism by showing the ASN.1 of the original and of a later release
-- /example/ ASN1START                  -- Original release

RRCMessage ::=                          SEQUENCE {
    rrc-TransactionIdentifier               RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        c1                                  CHOICE{
            rrcMessage-r8                       RRCMessage-r8-IEs,
            spare3 NULL, spare2 NULL, spare1 NULL
        },
        criticalExtensionsFuture            SEQUENCE {}
    }
}

-- ASN1STOP

-- /example/ ASN1START                  -- Later release

RRCMessage ::=                          SEQUENCE {
    rrc-TransactionIdentifier               RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        c1                                  CHOICE{
            rrcMessage-r8                       RRCMessage-r8-IEs,
            rrcMessage-r10                      RRCMessage-r10-IEs,
            rrcMessage-r11                      RRCMessage-r11-IEs,
            rrcMessage-r14                      RRCMessage-r14-IEs
        },
        later                           CHOICE {
            c2                                  CHOICE{
                rrcMessage-r16                      RRCMessage-r16-IEs,
                spare7 NULL, spare6 NULL, spare5 NULL, spare4 NULL,
                spare3 NULL, spare2 NULL, spare1 NULL
            },
            criticalExtensionsFuture                SEQUENCE {}
        }
    }
}

-- ASN1STOP

It is important to note that critical extensions may also be used at the level of individual fields i.e. a field may be replaced by a critically extended version. When sending the extended version, the original version may also be included (e.g. original field is mandatory, E-UTRAN is unaware if UE supports the extended version). In such cases, a UE supporting both versions may be required to ignore the original field. The following example illustrates the use of the critical extension mechanism by showing the ASN.1 of the original and of a later release.
-- /example/ ASN1START                  -- Original release

RRCMessage ::=                          SEQUENCE {
    rrc-TransactionIdentifier               RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        c1                                  CHOICE{
            rrcMessage-r8                       RRCMessage-r8-IEs,
            spare3 NULL, spare2 NULL, spare1 NULL
        },
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCMessage-rN-IEs ::= SEQUENCE {
    field1-rN                           ENUMERATED {
                                            value1, value2, value3, value4} OPTIONAL,   -- Need N
    field2-rN                           InformationElement2-rN              OPTIONAL,   -- Need N
    nonCriticalExtension                RRCConnectionReconfiguration-vMxy-IEs   OPTIONAL
}

RRCConnectionReconfiguration-vMxy-IEs ::= SEQUENCE {
    field2-rM                           InformationElement2-rM          OPTIONAL, -- Cond NoField2rN
    nonCriticalExtension                SEQUENCE {}                     OPTIONAL
}

-- ASN1STOP

	Conditional presence
	Explanation

	NoField2rN
	The field is optionally present, need N, if field2-rN is absent. Otherwise the field is not present



Finally, it is noted that a critical extension may be introduced in the same release as the one in which the original field was introduced e.g. to correct an essential ASN.1 error. In such cases a UE capability may be introduced, to assist the network in deciding whether or not to use the critically extension.
[bookmark: _Toc535261748]A.4.3	Non-critical extension of messages
[bookmark: _Toc535261749]A.4.3.1	General principles
The mechanisms to extend a message in a non-critical manner are defined in A.3.3. W.r.t. the use of extension markers, the following additional guidelines apply:
-	When further non-critical extensions are added to a message that has been critically extended, the inclusion of these non-critical extensions in earlier critical branches of the message should be avoided when possible.
-	The extension marker ("...") is the primary non-critical extension mechanism that is used but empty sequences may be used if length determinant is not required. Examples of cases where a length determinant is not required:
-	at the end of a message;
-	at the end of a structure contained in a BIT STRING or OCTET STRING.
-	When an extension marker is available, non-critical extensions are preferably placed at the location (e.g. the IE) where the concerned parameter belongs from a logical/ functional perspective (referred to as the 'default extension location').
-	It is desirable to aggregate extensions of the same release or version of the specification into a group, which should be placed at the lowest possible level.
-	In specific cases it may be preferable to place extensions elsewhere (referred to as the 'actual extension location') e.g. when it is possible to aggregate several extensions in a group. In such a case, the group should be placed at the lowest suitable level in the message. <TBD: ref to separate example>
-	In case placement at the default extension location affects earlier critical branches of the message, locating the extension at a following higher level in the message should be considered.
-	In case an extension is not placed at the default extension location, an IE should be defined. The IE's ASN.1 definition should be placed in the same ASN.1 section as the default extension location. In case there are intermediate levels in-between the actual and the default extension location, an IE may be defined for each level. Intermediate levels are primarily introduced for readability and overview. Hence intermediate levels need not always be introduced e.g. they may not be needed when the default and the actual extension location are within the same ASN.1 section. <TBD: ref to separate example>
[bookmark: _Toc535261750]A.4.3.2	Further guidelines
Further to the general principles defined in the previous section, the following additional guidelines apply regarding the use of extension markers:
-	Extension markers within SEQUENCE:
-	Extension markers are primarily, but not exclusively, introduced at the higher nesting levels.
-	Extension markers are introduced for a SEQUENCE comprising several fields as well as for information elements whose extension would result in complex structures without it (e.g. re-introducing another list).
-	Extension markers are introduced to make it possible to maintain important information structures e.g. parameters relevant for one particular RAT.
-	Extension markers are also used for size critical messages (i.e. messages on BCCH, BR-BCCH, PCCH and CCCH), although introduced somewhat more carefully.
-	The extension fields introduced (or frozen) in a specific version of the specification are grouped together using double brackets.
-	Extension markers within ENUMERATED:
-	Spare values may be used until the number of values reaches the next power of 2, while the extension marker caters for extension beyond that limit, given that the use of spare values in a later Release is possible without any error cases.
-	A suffix of the form "vXYZ" is used for the identifier of each new value, e.g. "value-vXYZ".
-	Extension markers within CHOICE:
-	Extension markers are introduced when extension is foreseen and when comprehension is not required by the receiver i.e. behaviour is defined for the case where the receiver cannot comprehend the extended value (e.g. ignoring an optional CHOICE field). It should be noted that defining the behaviour of a receiver upon receiving a not comprehended choice value is not required if the sender is aware whether or not the receiver supports the extended value.
-	A suffix of the form "vXYZ" is used for the identifier of each new choice value, e.g. "choice-vXYZ".
Non-critical extensions at the end of a message/ of a field contained in an OCTET or BIT STRING:
-	When a nonCriticalExtension is actually used, a "Need" code should not be provided for the field, which always is a group including at least one extension and a field facilitating further possible extensions. For simplicity, it is recommended not to provide a "Need" code when the field is not actually used either.
Further, more general, guidelines:
-	In case a need code is not provided for a group, a "Need" code is provided for all individual extension fields within the group i.e. including for fields that are not marked as OPTIONAL. The latter is to clarify the action upon absence of the whole group.
[bookmark: _Toc535261751]A.4.3.3	Typical example of evolution of IE with local extensions
The following example illustrates the use of the extension marker for a number of elementary cases (sequence, enumerated, choice). The example also illustrates how the IE may be revised in case the critical extension mechanism is used.
NOTE	In case there is a need to support further extensions of release n while the ASN.1 of release (n+1) has been frozen, without requiring the release n receiver to support decoding of release (n+1) extensions, more advanced mechanisms are needed e.g. including multiple extension markers.
-- /example/ ASN1START

InformationElement1 ::=             SEQUENCE {
    field1                              ENUMERATED {
                                            value1, value2, value3, value4-v880,
                                            ..., value5-v960 },
    field2                              CHOICE {
        field2a                             BOOLEAN,
        field2b                             InformationElement2b,
        ...,
        field2c-v960                        InformationElement2c-r9
    },
    ...,
    [[ 
    field3-r9                           InformationElement3-r9      OPTIONAL        -- Need R
    ]],
    [[ 
    field3-v9a0                         InformationElement3-v9a0    OPTIONAL,       -- Need R
    field4-r9                           InformationElement4         OPTIONAL        -- Need R
    ]]
}

InformationElement1-r10 ::=         SEQUENCE {
    field1                              ENUMERATED {
                                            value1, value2, value3, value4-v880,
                                            value5-v960, value6-v1170, spare2, spare1, ... },
    field2                              CHOICE {
        field2a                             BOOLEAN,
        field2b                             InformationElement2b,
        field2c-v960                        InformationElement2c-r9,
        ...,
        field2d-v12b0                       INTEGER (0..63)
    },
    field3-r9                           InformationElement3-r10         OPTIONAL,   -- Need R
    field4-r9                           InformationElement4             OPTIONAL,   -- Need R
    field5-r10                          BOOLEAN,
    field6-r10                          InformationElement6-r10         OPTIONAL,   -- Need R
    ...,
    [[ 
    field3-v1170                        InformationElement3-v1170       OPTIONAL    -- Need R
    ]]
}

-- ASN1STOP

Some remarks regarding the extensions of InformationElement1 as shown in the above example:
–	The InformationElement1 is initially extended with a number of non-critical extensions. In release 10 however, a critical extension is introduced for the message using this IE. Consequently, a new version of the IE InformationElement1 (i.e. InformationElement1-r10) is defined in which the earlier non-critical extensions are incorporated by means of a revision of the original field.
–	The value4-v880 is replacing a spare value defined in the original protocol version for field1. Likewise value6-v1170 replaces spare3 that was originally defined in the r10 version of field1.
–	Within the critically extended release 10 version of InformationElement1, the names of the original fields/IEs are not changed, unless there is a real need to distinguish them from other fields/IEs. E.g. the field1 and InformationElement4 were defined in the original protocol version (release 8) and hence not tagged. Moreover, the field3-r9 is introduced in release 9 and not re-tagged; although, the InformationElement3 is also critically extended and therefore tagged InformationElement3-r10 in the release 10 version of InformationElement1.
[bookmark: _Toc535261752]A.4.3.4	Typical examples of non critical extension at the end of a message
The following example illustrates the use of non-critical extensions at the end of the message or at the end of a field that is contained in a BIT or OCTET STRING i.e. when an empty sequence is used.
-- /example/ ASN1START

RRCMessage-r8-IEs ::=           SEQUENCE {
    field1                          InformationElement1,
    field2                          InformationElement2,
    field3                          InformationElement3                 OPTIONAL,   -- Need N
    nonCriticalExtension            RRCMessage-v860-IEs                 OPTIONAL
}

RRCMessage-v860-IEs ::=         SEQUENCE {
    field4-v860                     InformationElement4                 OPTIONAL,   -- Need S
    field5-v860                     BOOLEAN                             OPTIONAL,   -- Cond C54
    nonCriticalExtension            RRCMessage-v940-IEs                 OPTIONAL
}

RRCMessage-v940-IEs ::=         SEQUENCE {
    field6-v940                     InformationElement6-r9              OPTIONAL,   -- Need R
    nonCriticalExtensions           SEQUENCE {}                         OPTIONAL
}

-- ASN1STOP

Some remarks regarding the extensions shown in the above example:
–	The InformationElement4 is introduced in the original version of the protocol (release 8) and hence no suffix is used.
[bookmark: _Toc535261753]A.4.3.5	Examples of non-critical extensions not placed at the default extension location
The following example illustrates the use of non-critical extensions in case an extension is not placed at the default extension location.
[bookmark: _Toc535261754]–	ParentIE-WithEM
The IE ParentIE-WithEMis an example of a high level IE including the extension marker (EM). The root encoding of this IE includes two lower level IEs ChildIE1-WithoutEM and ChildIE2-WithoutEM which not include the extension marker. Consequently, non-critical extensions of the Child-IEs have to be included at the level of the Parent-IE.
The example illustrates how the two extension IEs ChildIE1-WithoutEM-vNx0 and ChildIE2-WithoutEM-vNx0 (both in release N) are used to connect non-critical extensions with a default extension location in the lower level IEs to the actual extension location in this IE.
ParentIE-WithEM information element
-- /example/ ASN1START

ParentIE-WithEM ::=                 SEQUENCE {
    -- Root encoding, including:
    childIE1-WithoutEM                  ChildIE1-WithoutEM              OPTIONAL,       -- Need N
    childIE2-WithoutEM                  ChildIE2-WithoutEM              OPTIONAL,       -- Need N
    ...,
    [[ 
    childIE1-WithoutEM-vNx0             ChildIE1-WithoutEM-vNx0     OPTIONAL,       -- Need N
    childIE2-WithoutEM-vNx0             ChildIE2-WithoutEM-vNx0     OPTIONAL        -- Need N
    ]]
}

-- ASN1STOP

Some remarks regarding the extensions shown in the above example:
–	The fields childIEx-WithoutEM-vNx0 may not really need to be optional (depends on what is defined at the next lower level).
–	In general, especially when there are several nesting levels, fields should be marked as optional only when there is a clear reason.
[bookmark: _Toc535261755]–	ChildIE1-WithoutEM
The IE ChildIE1-WithoutEM is an example of a lower level IE, used to control certain radio configurations including a configurable feature which can be setup or released using the local IE ChIE1-ConfigurableFeature. The example illustrates how the new field chIE1-NewField is added in release N to the configuration of the configurable feature. The example is based on the following assumptions:
–	When initially configuring as well as when modifying the new field, the original fields of the configurable feature have to be provided also i.e. as if the extended ones were present within the setup branch of this feature.
–	When the configurable feature is released, the new field should be released also.
–	When omitting the original fields of the configurable feature the UE continues using the existing values (which is used to optimise the signalling for features that typically continue unchanged upon handover).
–	When omitting the new field of the configurable feature the UE releases the existing values and discontinues the associated functionality (which may be used to support release of unsupported functionality upon handover to an eNB supporting an earlier protocol version).
The above assumptions, which affect the use of conditions and need codes, may not always apply. Hence, the example should not be re-used blindly.
ChildIE1-WithoutEM information elements
-- /example/ ASN1START

ChildIE1-WithoutEM ::=              SEQUENCE {
    -- Root encoding, including:
    chIE1-ConfigurableFeature           ChIE1-ConfigurableFeature       OPTIONAL        -- Need N
}

ChildIE1-WithoutEM-vNx0 ::=     SEQUENCE {
    chIE1-ConfigurableFeature-vNx0      ChIE1-ConfigurableFeature-vNx0  OPTIONAL    -- Cond ConfigF
}

ChIE1-ConfigurableFeature ::=       CHOICE {
    release                             NULL,
    setup                               SEQUENCE {
        -- Root encoding
    }
}

ChIE1-ConfigurableFeature-vNx0 ::=  SEQUENCE {
    chIE1-NewField-rN                   INTEGER (0..31)
}

-- ASN1STOP

	Conditional presence
	Explanation

	ConfigF
	The field is optional present, need R, in case of chIE1-ConfigurableFeature is included and set to "setup"; otherwise the field is not present and the UE shall delete any existing value for this field.



[bookmark: _Toc535261756]–	ChildIE2-WithoutEM
The IE ChildIE2-WithoutEM is an example of a lower level IE, typically used to control certain radio configurations. The example illustrates how the new field chIE1-NewField is added in release N to the configuration of the configurable feature.
ChildIE2-WithoutEM information element
-- /example/ ASN1START

ChildIE2-WithoutEM ::=              CHOICE {
    release                             NULL,
    setup                               SEQUENCE {
        -- Root encoding
    }
}

ChildIE2-WithoutEM-vNx0 ::=         SEQUENCE {
    chIE2-NewField-rN                   INTEGER (0..31)                 OPTIONAL    -- Cond ConfigF
}

-- ASN1STOP

	Conditional presence
	Explanation

	ConfigF
	The field is optional present, need R, in case of chIE2-ConfigurableFeature is included and set to "setup"; otherwise the field is not present and the UE shall delete any existing value for this field.



[bookmark: _Toc535261757]A.5	Guidelines regarding inclusion of transaction identifiers in RRC messages
The following rules provide guidance on which messages should include a Transaction identifier
1:	DL messages on CCCH that move UE to RRC-Idle should not include the RRC transaction identifier.
2:	All network initiated DL messages by default should include the RRC transaction identifier.
3:	All UL messages that are direct response to a DL message with an RRC Transaction identifier should include the RRC Transaction identifier.
4:	All UL messages that require a direct DL response message should include an RRC transaction identifier.
5:	All UL messages that are not in response to a DL message nor require a corresponding response from the network should not include the RRC Transaction identifier.
[bookmark: _Toc535261758]A.6	Guidelines regarding use of need codes
The following rule provides guidance for determining need codes for optional downlink fields:
- if the field needs to be stored by the UE (i.e. maintained) when absent:
- use Need M (=Maintain);
- else, if the field needs to be released by the UE when absent:
- use Need R (=Release);
- else, if UE shall take no action when the field is absent (i.e. UE does not even need to maintain any existing value of the field):
- use Need N (=None);
- else (UE behaviour upon absence does not fit any of the above conditions):
- use Need S (=Specified);
- specify the UE behaviour upon absence of the field in the procedural text or in the field description table.
[bookmark: _Toc535261759]A.7	Guidelines regarding use of conditions
Conditions are primarily used to specify network restrictions, for which the following types can be distinguished:
-	CondM: Message Contents related constraints e.g. that a field B is mandatory present if the same message includes field A and when it is set value X.
-	CondC: Configuration Constraints e.g. that a field D can only be signalled if field C is configured and set to value Y. (i.e. regardless of whether field C is present in the same message or previously configured).
The use of these conditions is illustrated by an example.
-- /example/ ASN1START

RRCMessage-IEs ::= SEQUENCE {
    fieldA                          FieldA                  OPTIONAL,   -- Need M
    fieldB                          FieldB                  OPTIONAL,   -- CondM-FieldAsetToX
    fieldC                          FieldC                  OPTIONAL,   -- Need M
    fieldD                          FieldD                  OPTIONAL,   -- CondC-FieldCsetToY
    nonCriticalExtension            SEQUENCE {}             OPTIONAL
}

-- /example/ ASN1STOP

	Conditional presence
	Explanation

	Message (content) constraints

	CondM-FieldAsetToX
	The field is mandatory present if fieldA is included and set to valueX. Otherwise the field is optional present, need R.

	Configuration constraints

	CondC- FieldCsetToY
	The field is optional present, need M, if fieldC is configured and set to valueY. Otherwise the field is not present and the UE does not maintain the value



[bookmark: _Toc535261760]Annex B (informative):	RRC Information
[bookmark: _Toc535261761]B.1	Protection of RRC messages (informative)
The following list provides information which messages can be sent (unprotected) prior to security activation and which messages can be sent unprotected after security activation. Those messages indicated "-" in "P" column should never be sent unprotected by gNB or UE. Further requirements are defined in the procedural text.
P…Messages that can be sent (unprotected) prior to security activation
A - I…Messages that can be sent without integrity protection after security activation
A - C…Messages that can be sent unciphered after security activation
NA… Message can never be sent after security activation
	Message
	P
	A-I
	A-C
	Comment

	DLInformationTransfer
	+
	-
	-
	

	LocationMeasurementIndication
	-
	-
	-
	

	MIB
	+
	+
	+
	

	MeasurementReport
	-
	-
	-
	Measurement configuration may be sent prior to security activation. But: In order to protect privacy of UEs, MeasurementReport is only sent from the UE after successful security activation.

	Paging
	+
	+
	+
	

	RRCReconfiguration
	+
	-
	-
	The message shall not be sent unprotected before security activation if it is used to perform handover or to establish SRB2 and DRBs

	RRCReconfigurationComplete
	+
	-
	-
	Unprotected, if sent as response to RRCReconfiguration which was sent before security activation

	RRCReestablishment
	-
	-
	+
	Integrity protection applied, but no ciphering.

	RRCReestablishmentComplete
	-
	-
	-
	

	RRCReestablishmentRequest
	-
	-
	+
	This message is not protected by PDCP operation. However, a short MAC-I is included.

	RRCReject
	+
	+
	+
	Justification for A-I and A-C: the message can be sent in SRB0 in RRC_INACTIVE state, after the security is activated.

	RRCRelease
	+
	-
	-
	Justification for P: If the RRC connection only for signalling not requiring DRBs or ciphered messages, or the signalling connection has to be released prematurely, this message is sent as unprotected.  RRCRelease message sent before security activation cannot include deprioritisationReq, suspendConfig, redirectedCarrierInfo, cellReselectionPriorities information fields

	RRCRequest
	+
	NA
	NA
	

	RRCResume
	-
	-
	-
	

	RRCResumeRequest
	-
	-
	+
	This message is not protected by PDCP operation. However, a resumeMAC-I is included.

	RRCResumeRequest1
	-
	-
	+
	This message is not protected by PDCP operation. However, a resumeMAC-I is included.

	RRCResumeComplete
	-
	-
	-
	

	RRCSetup
	+
	+
	+
	Justification for A-I and A-C: the message can be sent in SRB0 in RRC_INACTIVE state, after the security is activated.

	RRCSetupComplete
	+
	NA
	NA
	

	RRCSystemInfoRequest
	+
	+
	+
	Justification for A-I and A-C: the message can be sent in SRB0 in RRC_INACTIVE state, after the security is activated.

	SecurityModeCommand
	+
	NA
	NA
	Integrity protection applied, but no ciphering (integrity verification done after the message received by RRC)

	SecurityModeComplete
	-
	-
	+
	The message is sent after security activation. Integrity protection applied, but no ciphering. Ciphering is applied after completing the procedure.

	SecurityModeFailure
	+
	NA
	NA
	Neither integrity protection nor ciphering applied.

	SystemInformation
	+
	+
	+
	

	SIB1
	+
	+
	+
	

	UECapabilityEnquiry
	+
	-
	-
	

	UECapabilityInformation
	+
	-
	-
	

	ULInformationTransfer
	+
	-
	-
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	F
	Introduction of cell level rate matching parameters in ServingCellConfig
	15.4.0

	
	RP-82
	RP-182650
	0235
	2
	F
	CR for introducing PSCell frequency in CG-Config
	15.4.0

	
	RP-82
	RP-182650
	0236
	2
	F
	CR for security handling for eLTE in 38.331
	15.4.0

	
	RP-82
	RP-182650
	0237
	1
	F
	Handling on simultaneously triggered NAS&AS events (I770)
	15.4.0

	
	RP-82
	RP-182650
	0238
	2
	F
	Handling on security keys for resume procedure (I774)
	15.4.0

	
	RP-82
	RP-182664
	0239
	5
	F
	RIL I556, I557, I558 on RB handling when resuming
	15.4.0

	
	RP-82
	RP-182650
	0242
	2
	F
	Security for RRC connection release
	15.4.0

	
	RP-82
	RP-182650
	0243
	4
	F
	Corrections on reestablishment and security procedures
	15.4.0

	
	RP-82
	RP-182650
	0244
	1
	F
	RIL I118 on release case to upper layers for CN paging for a UE in RRC_INACTIVE
	15.4.0

	
	RP-82
	RP-182650
	0246
	2
	F
	CR on SI request procedure in TS38.331
	15.4.0

	
	RP-82
	RP-182650
	0248
	2
	F
	CR to 38331 on ul-DataSplitThreshold for SRB
	15.4.0

	
	RP-82
	RP-182652
	0249
	2
	F
	Clarification of guami-Type
	15.4.0

	
	RP-82
	RP-182652
	0252
	1
	F
	CR to 38.331 on Protection of RRC messages Table
	15.4.0

	
	RP-82
	RP-182663
	0254
	2
	F
	Access barring check after handover
	15.4.0

	
	RP-82
	RP-182663
	0259
	3
	F
	Stop of T390 and related UE actions
	15.4.0

	
	RP-82
	RP-182657
	0260
	4
	F
	Corrections for handover between NR and E-UTRA
	15.4.0

	
	RP-82
	RP-182738
	0267
	3
	F
	CR on ssb-ToMeasure in MeasurementTimingConfiguration
	15.4.0

	
	RP-82
	RP-182659
	0269
	3
	F
	Clarification of the applicability of 38.331 to EN-DC
	15.4.0

	
	RP-82
	RP-182654
	0270
	3
	F
	Clarification on the smtc signalled for intra-NR handover, PSCell change or SCell addition
	15.4.0

	
	RP-82
	RP-182654
	0273
	3
	F
	CR on fallback to the setup procedure
	15.4.0

	
	RP-82
	RP-182654
	0275
	1
	F
	Correction on cell sorting for periodical measurement reporting
	15.4.0

	
	RP-82
	RP-182660
	0277
	2
	F
	Measurement related actions upon re-establishment
	15.4.0

	
	RP-82
	RP-182654
	0278
	1
	F
	CR on threshold description for cell quality derivation
	15.4.0

	
	RP-82
	RP-182654
	0282
	1
	F
	CR to avoid unnecessary L3 filtered beam measurements
	15.4.0

	
	RP-82
	RP-182660
	0283
	2
	F
	CR on CGI reporting
	15.4.0

	
	RP-82
	RP-182660
	0291
	3
	F
	Additional UE capabilities for NR standalone
	15.4.0

	
	RP-82
	RP-182667
	0294
	4
	F
	NR RRC Processing Time
	15.4.0

	
	RP-82
	RP-182812
	0295
	5
	F
	Update of L1/RF capabilities
	15.4.0

	
	RP-82
	RP-182651
	0296
	2
	F
	UE configuration on re-establishment procedure
	15.4.0

	
	RP-82
	RP-182651
	0298
	2
	F
	SIB size limitation [M201]
	15.4.0

	
	RP-82
	RP-182651
	0299
	2
	F
	Correction on SRS-TPC-CommandConfig
	15.4.0

	
	RP-82
	RP-182651
	0302
	2
	F
	Clarification on counter check procedure
	15.4.0

	
	RP-82
	RP-182666
	0307
	4
	F
	CR on the Clarification for the Support of the Delay Budget Report in NR
	15.4.0

	
	RP-82
	RP-182666
	0320
	3
	F
	ssb-PositionsInBurst correction
	15.4.0

	
	RP-82
	RP-182666
	0325
	3
	F
	Barring behaviour when SIB1 reception fails
	15.4.0

	
	RP-82
	RP-182666
	0329
	5
	F
	System Information Storing and Validity Clarifications and Corrections
	15.4.0

	
	RP-82
	RP-182666
	0330
	3
	F
	SIBs required before initiating connection
	15.4.0

	
	RP-82
	RP-182652
	0333
	1
	F
	On contens of measObjectEUTRA
	15.4.0

	
	RP-82
	RP-182654
	0335
	2
	F
	A3 and A5 corrections - neighbouring cell definition
	15.4.0

	
	RP-82
	RP-182650
	0339
	2
	F
	SI reception in RRC Connected mode (RIL#II611)
	15.4.0

	
	RP-82
	RP-182650
	0340
	2
	F
	Miscellaneous corrections on SI procedures
	15.4.0

	
	RP-82
	RP-182652
	0342
	1
	F
	On RRM measurements related procedual text corrections
	15.4.0

	
	RP-82
	RP-182651
	0344
	1
	F
	Clarification for absense of nr-NS-PmaxList IE
	15.4.0

	
	RP-82
	RP-182652
	0345
	2
	F
	Clarification on paging in connected mode
	15.4.0

	
	RP-82
	RP-182651
	0350
	2
	F
	ASN.1 correction to fr-InfoListSCG in CG-Config
	15.4.0

	
	RP-82
	RP-182661
	0355
	2
	F
	Update of L2 capability parameters
	15.4.0

	
	RP-82
	RP-182651
	0364
	1
	F
	Procedures for full config at RRCResume
	15.4.0

	
	RP-82
	RP-182651
	0365
	2
	F
	Clarification of PDCP-Config field descriptions
	15.4.0

	
	RP-82
	RP-182653
	0368
	2
	F
	UE Context handling during handover to NR
	15.4.0

	
	RP-82
	RP-182652
	0371
	2
	F
	[E255] CR to 38.331 on corrections related to CGI reporting timer T321
	15.4.0

	
	RP-82
	RP-182655
	0375
	3
	F
	R2-1817981 CR to 38.331 on pendingRnaUpdate setting
	15.4.0

	
	RP-82
	RP-182653
	0376
	2
	F
	Introducing procedure for reporting RLC failures
	15.4.0

	
	RP-82
	RP-182654
	0379
	2
	F
	Correction of frequency band indication in MeasObjectNR
	15.4.0

	
	RP-82
	RP-182654
	0382
	2
	F
	RRC connection release triggered by upper layers
	15.4.0

	
	RP-82
	RP-182660
	0384
	3
	F
	Correction to configuration of measurement object
	15.4.0

	
	RP-82
	RP-182665
	0388
	3
	F
	Correction to 38331 in SRS-Config
	15.4.0

	
	RP-82
	RP-182657
	0391
	2
	F
	Correction for PowerControl-related issues
	15.4.0

	
	RP-82
	RP-182668
	0395
	4
	F
	Inter-band EN-DC Configured Output Power requirements
	15.4.0

	
	RP-82
	RP-182655
	0396
	2
	F
	E573 Configuration of SRB1 during Resume
	15.4.0

	
	RP-82
	RP-182655
	0402
	1
	F
	Triggers for abortion of RRC establishment
	15.4.0

	
	RP-82
	RP-182656
	0406
	2
	F
	Correction on CN type indication for Redirection from NR to E-UTRA
	15.4.0

	
	RP-82
	RP-182664
	0409
	4
	F
	Miscellaneous minor corrections
	15.4.0

	
	RP-82
	RP-182654
	0410
	1
	F
	Invalidation of L1 parameter nrofCQIsPerReport
	15.4.0

	
	RP-82
	RP-182654
	0411
	1
	F
	Clarifications on RNA update and CN registration (N023)
	15.4.0

	
	RP-82
	RP-182666
	0412
	3
	F
	Missing optionality bit in CG-ConfigInfo
	15.4.0

	
	RP-82
	RP-182662
	0414
	2
	F
	Clarification for the implementation of UE feature list item 6-1 (BWP op1)
	15.4.0

	
	RP-82
	RP-182654
	0417
	1
	F
	Clarification on ssb-PositionsInBurst
	15.4.0

	
	RP-82
	RP-182667
	0418
	3
	F
	Correction to commonControlResourceSet
	15.4.0

	
	RP-82
	RP-182667
	0420
	2
	F
	Correction to TDD configuration in SIB1
	15.4.0

	
	RP-82
	RP-182668
	0421
	5
	F
	Clarification on handling of default parameters
	15.4.0

	
	RP-82
	RP-182663
	0429
	2
	F
	SRB3 integrity protection failure handling
	15.4.0

	
	RP-82
	RP-182653
	0431
	2
	F
	Corrections to the field decriptions of System Information
	15.4.0

	
	RP-82
	RP-182653
	0434
	1
	F
	Correction to SI provision in connected mode
	15.4.0

	
	RP-82
	RP-182661
	0436
	3
	F
	PDCCH Monitoring Occasions in SI Window
	15.4.0

	
	RP-82
	RP-182655
	0438
	3
	F
	CR on SI Message Acquisition
	15.4.0

	
	RP-82
	RP-182652
	0439
	1
	F
	Update of nas-SecurityParamFromNR according to LS from SA3
	15.4.0

	
	RP-82
	RP-182652
	0445
	2
	F
	Correction to Default MAC Cell Group configuration
	15.4.0

	
	RP-82
	RP-182652
	0447
	1
	F
	Correction to missing field descriptions of PLMN Identity
	15.4.0

	
	RP-82
	RP-182657
	0448
	2
	F
	Introducing PDCP suspend procedure
	15.4.0

	
	RP-82
	RP-182657
	0449
	2
	F
	Correction to PDCP statusReportRequired
	15.4.0

	
	RP-82
	RP-182664
	0454
	3
	F
	CR to 38.331 on the ambiguity of targetCellIdentity in Resume/Reestablishment MAC-I calculation
	15.4.0

	
	RP-82
	RP-182655
	0457
	1
	F
	Corrections on P-Max description
	15.4.0

	
	RP-82
	RP-182651
	0460
	2
	F
	Clarification on Configuration of multiplePHR for EN-DC and NR-CA
	15.4.0

	
	RP-82
	RP-182656
	0469
	2
	F
	Correction on conditional presence of PCellOnly
	15.4.0

	
	RP-82
	RP-182657
	0474
	4
	F
	Introduction of power boosting indicator for pi2BPSK waveform
	15.4.0

	
	RP-82
	RP-182655
	0475
	1
	F
	Correction on the allowedBC-ListMRDC
	15.4.0

	
	RP-82
	RP-182649
	0476
	2
	F
	Removal of restriction on RB removal and addition
	15.4.0

	
	RP-82
	RP-182649
	0482
	2
	F
	Correction to full configuration
	15.4.0

	
	RP-82
	RP-182661
	0492
	3
	F
	CR on MeasurementTimingConfiguration
	15.4.0

	
	RP-82
	RP-182654
	0502
	1
	F
	Bandwidth configuration for initial BWP
	15.4.0

	
	RP-82
	RP-182664
	0503
	4
	F
	CORESET#0 configuration when SIB1 is not broadcast
	15.4.0

	
	RP-82
	RP-182663
	0506
	1
	F
	Correction on the behaviors with cell reselection while T302 is running
	15.4.0

	
	RP-82
	RP-182661
	0509
	2
	F
	Correction on SDAP reconfiguration handling
	15.4.0

	
	RP-82
	RP-182663
	0510
	1
	F
	Clarification for the UE behaviour in camped normally and camped on any cell states
	15.4.0

	
	RP-82
	RP-182663
	0514
	2
	F
	Correction to description of parameter Ns nAndPagingFrameOffset
	15.4.0

	
	RP-82
	RP-182649
	0515
	-
	F
	Correction to description of parameter Ns
	15.4.0

	
	RP-82
	RP-182661
	0516
	1
	F
	CR on UE behaviour after SI Acquisition Failure
	15.4.0

	
	RP-82
	RP-182662
	0518
	1
	F
	CR on PUCCH-ConfigCommon
	15.4.0

	
	RP-82
	RP-182662
	0520
	1
	F
	Clarifications on receiving RRCReject without wait timer
	15.4.0

	
	RP-82
	RP-182665
	0522
	1
	F
	CR on powerControlOffset
	15.4.0

	
	RP-82
	RP-182664
	0524
	2
	F
	Correction to configuration of firstPDCCH-MonitoringOccasionOfPO
	15.4.0

	
	RP-82
	RP-182660
	0539
	1
	F
	R on PCCH-Config
	15.4.0

	
	RP-82
	RP-182649
	0541
	-
	F
	Clarification to no barring configuration for Implicit UAC
	15.4.0

	
	RP-82
	RP-182649
	0542
	-
	F
	Correction to Access Category and barring config determination for implicit access barring
	15.4.0

	
	RP-82
	RP-182664
	0543
	2
	F
	Per serving cell MIMO layer configuration
	15.4.0

	
	RP-82
	RP-182661
	0545
	1
	F
	Correction to reconfiguration with sync
	15.4.0

	
	RP-82
	RP-182659
	0552
	1
	F
	Correction for SSB power
	15.4.0

	
	RP-82
	RP-182659
	0554
	1
	F
	Corrections on SearchSpace configuration
	15.4.0

	
	RP-82
	RP-182665
	0558
	1
	F
	Correction for TCI state in ControlResourceSet
	15.4.0

	
	RP-82
	RP-182663
	0560
	1
	F
	CR for the optional configuration of subbandSize
	15.4.0

	
	RP-82
	RP-182650
	0562
	-
	F
	Correction on ShortMAC-I description in 38.331
	15.4.0

	
	RP-82
	RP-182661
	0567
	1
	F
	CR to the field descriptions of System Information
	15.4.0

	
	RP-82
	RP-182650
	0569
	-
	F
	Clarification on SRB3 release 
	15.4.0

	
	RP-82
	RP-182650
	0570
	-
	F
	Avoiding security risk for RLC UM bearers during termination point change
	15.4.0

	
	RP-82
	RP-182660
	0571
	1
	F
	MO configuration with SSB SCS for a given SSB frequency
	15.4.0

	
	RP-82
	RP-182663
	0572
	1
	F
	Barring alleviation for emergency service
	15.4.0

	
	RP-82
	RP-182664
	0575
	1
	F
	Corrections for security configurations during setup of SRB1
	15.4.0

	
	RP-82
	RP-182660
	0577
	1
	F
	Clarification of UE behaviour when frequencyBandList is absent in SIB4
	15.4.0

	
	RP-82
	RP-182661
	0578
	2
	F
	Handling of missing fields in SIB1
	15.4.0

	
	RP-82
	RP-182659
	0580
	1
	F
	Correction to ControlResourceSetZero
	15.4.0

	
	RP-82
	RP-182667
	0582
	2
	F
	Full configuration for inter-RAT handover
	15.4.0

	
	RP-82
	RP-182664
	0587
	1
	F
	Corrections on number of RadioLinkMonitoringRS condifuration
	15.4.0

	
	RP-82
	RP-182659
	0591
	1
	F
	Clarification on phr-Type2OtherCell
	15.4.0

	
	RP-82
	RP-182667
	0594
	2
	F
	Addition of PCI in MeasTiming
	15.4.0

	
	RP-82
	RP-182667
	0600
	5
	F
	Clarifications to SIBs requiring request procedure
	15.4.0

	
	RP-82
	RP-182659
	0601
	1
	F
	Correction for support of initial downlink BWP
	15.4.0

	
	RP-82
	RP-182657
	0602
	1
	F
	Miscellaneous corrections related to idle mode SIBs
	15.4.0

	
	RP-82
	RP-182657
	0603
	1
	F
	Correction for missing fields in SIB2 and SIB4
	15.4.0

	
	RP-82
	RP-182657
	0604
	2
	F
	Correction to Q-QualMin value range
	15.4.0

	
	RP-82
	RP-182663
	0616
	1
	F
	Clarification of cell reselection during resume procedure
	15.4.0

	
	RP-82
	RP-182663
	0617
	1
	F
	Determination of Access Identities for RRC-triggered Access Attempts
	15.4.0

	
	RP-82
	RP-182663
	0618
	1
	F
	CR to 38.331 on stopping of timer T390 upon reception of RRCRelease
	15.4.0

	
	RP-82
	RP-182840
	0620
	3
	F
	CR on MN/SN coordination for report CGI procedure
	15.4.0

	
	RP-82
	RP-182666
	0624
	2
	F
	CR to 38.331 on aligning I-RNTI terminology in paging and SuspendConfig (Alt.2)
	15.4.0

	
	RP-82
	RP-182665
	0627
	2
	F
	CR to 38.331 on IRAT Cell reselection in RRC_INACTIVE
	15.4.0

	
	RP-82
	RP-182662
	0638
	1
	F
	CR for pendingRnaUpdate set
	15.4.0

	
	RP-82
	RP-182665
	0640
	2
	F
	Corrections on BWP ID
	15.4.0

	
	RP-82
	RP-182664
	0643
	1
	F
	Inter-frequency handover capability
	15.4.0

	
	RP-82
	RP-182659
	0646
	1
	F
	Search space configuration for DCI format 2_0 monitoring
	15.4.0

	
	RP-82
	RP-182739
	0647
	3
	F
	Correction on power headroom configuration exchange
	15.4.0

	
	RP-82
	RP-182665
	0649
	2
	F
	UE capability on PA architecture
	15.4.0

	
	RP-82
	RP-182662
	0654
	1
	F
	CR on pdsch-TimeDomainAllocationList and pusch-TimeDomainAllocationList
	15.4.0

	
	RP-82
	RP-182664
	0655
	1
	F
	Correction on the SSB based RACH configuration
	15.4.0

	
	RP-82
	RP-182659
	0656
	1
	F
	CR on starting bit of Format 2-3
	15.4.0

	
	RP-82
	RP-182663
	0660
	1
	C
	CR on wait timer in RRC release
	15.4.0

	
	RP-82
	RP-182662
	0664
	1
	F
	SCell release at RRC Reestablishment
	15.4.0

	
	RP-82
	RP-182663
	0665
	1
	F
	Clean up of SRB1 terminology
	15.4.0

	
	RP-82
	RP-182662
	0670
	1
	F
	Correction on the size of PUCCH resource ID
	15.4.0

	
	RP-82
	RP-182667
	0673
	3
	F
	CR to 38.331 on Integrity Check failure at RRC Reestablishment
	15.4.0

	
	RP-82
	RP-182661
	0680
	1
	F
	Correction on SI message acquisition timing
	15.4.0

	
	RP-82
	RP-182653
	0682
	-
	F
	Add t-ReselectionNR-SF in SIB2
	15.4.0

	
	RP-82
	RP-182654
	0683
	-
	F
	freqBandIndicatorNR correction in MultiFrequencyBandListNR-SIB
	15.4.0

	
	RP-82
	RP-182658
	0684
	2
	F
	Corrections to CellSelectionInfo in SIB1 and SIB4
	15.4.0

	
	RP-82
	RP-182654
	0686
	-
	F
	Correction on the field description of DRX timers
	15.4.0

	
	RP-82
	RP-182661
	0687
	1
	F
	Correction on DC subcarrier usage in SetupComplete message
	15.4.0

	
	RP-82
	RP-182665
	0688
	3
	F
	Various carrier frequency definiton corrections
	15.4.0

	
	RP-82
	RP-182661
	0689
	1
	F
	CR on signaling contiguous and non-contiguous EN-DC capability
	15.4.0

	
	RP-82
	RP-182654
	0692
	-
	F
	Update of the usage of QCL type-C
	15.4.0

	
	RP-82
	RP-182659
	0694
	1
	F
	Cleanup of references to L1 specifications
	15.4.0

	
	RP-82
	RP-182660
	0695
	1
	F
	Correction of MeasResultEUTRA
	15.4.0

	
	RP-82
	RP-182660
	0696
	1
	F
	Missing need code for refFreqCSI-RS
	15.4.0

	
	RP-82
	RP-182661
	0697
	2
	F
	Missing procedure text in RRC Reconfiguration
	15.4.0

	
	RP-82
	RP-182781
	0700
	3
	F
	Correction to UE capability procedures in 38.331
	15.4.0

	
	RP-82
	RP-182667
	0701
	1
	F
	Correction to aperiodicTriggeringOffset
	15.4.0

	
	RP-82
	RP-182664
	0709
	1
	F
	CR to 38.331 on including serving cell measurements
	15.4.0

	
	RP-82
	RP-182660
	0711
	1
	F
	CR to 38.331 on associatedSSB
	15.4.0

	
	RP-82
	RP-182662
	0714
	1
	F
	CR on 38.331 for RRCResumeRequest and RRCResumeRequest1 and protection of RRCResumeRequest1
	15.4.0

	
	RP-82
	RP-182667
	0715
	2
	F
	Correction for reporting of NR serving cell measurements when rsType is missing
	15.4.0

	
	RP-82
	RP-182656
	0719
	1
	F
	Clarification of the values for RangeToBestCell
	15.4.0

	
	RP-82
	RP-182668
	0721
	2
	F
	CR on handling of timer T380
	15.4.0

	
	RP-82
	RP-182662
	0723
	2
	F
	CR on supporting signalling only connection
	15.4.0

	
	RP-82
	RP-182838
	0725
	3
	F
	Signalling introduction of SRS switching capability
	15.4.0

	
	RP-82
	RP-182667
	0729
	3
	B
	CR on signalling introduction of UE overheating support in NR SA scenario
	15.4.0

	
	RP-82
	RP-182856
	0730
	4
	F
	CR on SRS antenna switching
	15.4.0

	
	RP-82
	RP-182660
	0731
	1
	F
	Correction to offsetToPointA
	15.4.0

	
	RP-82
	RP-182655
	0732
	-
	F
	Correction to cell selection parameters
	15.4.0

	
	RP-82
	RP-182665
	0746
	2
	F
	CR to 38.331 on stopping T302 and UE related actions
	15.4.0

	
	RP-82
	RP-182666
	0750
	2
	F
	Correction on indication for user plane resource release
	15.4.0

	
	RP-82
	RP-182662
	0767
	1
	F
	Correction on the terminology scg-ChangeFailure
	15.4.0

	
	RP-82
	RP-182661
	0768
	1
	F
	Correction on default configuration
	15.4.0

	
	RP-82
	RP-182660
	0772
	1
	F
	Clarification of measurement object for beam reporting for NR cells
	15.4.0

	
	RP-82
	RP-182667
	0773
	3
	F
	CR to 38.331 on UE AS Context definition – Include suspendConfig
	15.4.0

	
	RP-82
	RP-182661
	0778
	1
	F
	CR to 38.331 on HO support in Setup Procedure
	15.4.0

	
	RP-82
	RP-182656
	0781
	-
	F
	CR on description of k0
	15.4.0

	
	RP-82
	RP-182666
	0783
	2
	F
	CR to 38.331 on removing FFS of locationInfo
	15.4.0

	
	RP-82
	RP-182661
	0787
	-
	F
	Clarification on MIB Acquisition
	15.4.0

	
	RP-82
	RP-182662
	0788
	-
	F
	CR to 38331 on release after completion of inter-RAT HO
	15.4.0

	
	RP-82
	RP-182662
	0789
	-
	F
	CR to 38.331 on rbg-Size in PDSCH-Config, PUSCH-Config and ConfiguredGrantConfig
	15.4.0

	
	RP-82
	RP-182657
	0790
	-
	F
	Advanced processing time configuration for PDSCH and PUSCH
	15.4.0

	
	RP-82
	RP-182896
	0791
	2
	F
	UE specific channel bandwidth signaling
	15.4.0
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