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1      Introduction
This is the report of offline discussion #800 as below:
=>Offline discussion 800 (Intel, Yi): Definition of single and dual protocol stacks. Result of offline discussion is to be provided in R2-1902520.

2      Discussion 

2.1 Definition of single active protocol stack (from UE side)
Option 1: stop transmission/reception after reception of RAR
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Before HO: 

· Only source protocol, and source key is used;
Before RACH (has received HO command): 

· Both source protocol (source key) and target protocol (target key) exist; 

· But only source protocol, and source key is used;
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During the RACH: 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used to reception/transmission data from source, and 

· Target PHY and MAC is used to perform the RACH procedure in target;
· Note:RLC is active for contention based RACH
After Reception of RAR:

· Source protocol (source key) has been deleted; and 

· Only target protocol, and target key is used;

Option 2: stop transmission/reception after Completion of transmission of HO complete (RRCConnectionReconfigurationComplete) message
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Before HO: 

· Only source protocol, and source key is used;

Before RACH (has received HO command): 

· Both source protocol (source key) and target protocol (target key) exist; 

· But only source protocol, and source key is used;
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During the RACH: 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used to reception/transmission data from source, and 

· Target PHY and MAC is used to perform the RACH procedure in target;
· Note:RLC is active for contention based RACH
During the transmission of HO complete (RRCConnectionReconfigurationComplete): 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used to reception/transmission data from source, and 

· Target PHY, MAC and SRB PDCP is used to perform the transmission of RRCReconfigurationComplete MSG;
After transmission of HO complete:

· Source protocol (source key) has been deleted; and 

· Only target protocol, and target key is used;

Question 1: do companies agree the above the definition on single protocol stack, and which option?
	Question 1 

	Company
	Yes or no
	remarks

	Ericsson
	Yes
	It’s important to note if the UE is capable of dual Tx then the UE can perform RACH in the target cell without interrupting the UL/DL transmission in the source cell. However, the solution would also work even if dual Tx is not supported by using a TDM approach and letting the UE prioritize the RACH procedure in the target cell as explained in the ZTE paper.
Update: We are open to consider both option 1 and option 2. The handover complete message is transmitted as part of the RACH procedure. Hence, it seems the only difference is that in option 1 the switch occurs when the handover complete message is transmitted and in option 2 the switch occurs when the handover complete message is acknowledged by the network.

	OPPO
	
	We are not sure whether single protocol stack can really achieve simultaneous connectivity. The current figure shows that only target PHY and MAC is active for RACH, but we think HO complete transmission would also require target RLC and PDCP to be active. If the source protocol is deleted after HO complete transmission, then target RLC and PDCP has been active together with source protocol stack during the RACH.
Update: we think protocol stack-wise, option 2 is actually the same as two active protocol stack as shown in the figure, with the only difference on the time point when source connection is released. 

In addition, from the figure of option 1, it is shown only PHY and MAC is active during RACH, which seems to mean UE stops transmission/reception in the source cell after receiving Msg2/RAR since transmitting HO complete message would also involve RLC and PDCP. We think this should be clarified for option 1 (see what we updated in the text).

	QC
	  NO
	Anyhow, UE is required to keep both stacks available during RACH procedure and there is not much benefit for UE implementation to disable only some part of target cell stack and during RACH & adds additional complexity for stack management and inter layer design.  If UE supports Dual Rx/Tx chains, there is no benefit for UE not taking advantage of dual stack support. Requiring UE to manage both security keys and ROHC is not difficult.  Having TDM method adds additional level of complexity for stack switch time (which is not possible to do dynamically in SW implementation in real time). This approach takes away benefits of UE supporting dual protocol stack and adds to HO Interruption time as well. This approach does not add much value on top of R14 MBB HO (using single stack).

	Mediatek
	Yes
	·  From UE aspect, two protocols and two security keys exists during HO. ‘Existing’ means UE may have already applied the RRC configuration of the target cell and be prepared for data transmission/reception after HO. It is suggested to define it as single ‘active’ protocol stack.
·  Agree as QC, single active protocol stack doesn’t really reduce the complexity. 

·  The time point for protocol switching should be clarified. It’s not crystal clear to how to achieve 0ms interruption by single active protocol stack. It is assumed that an exact time point for protocol switching from the source to the target can be defined to achieve 0ms. However, the interruption is hard to avoid, considering the potential delay due to signaling (e.g. UL grant/DL assignment at the target side) transmission and processing. 

	CATT
	NO
	We think it is still dual protocol stack but supporting one active security key. So we suggest renaming these two stack options as dual protocol stack supporting one active security key and dual protocol stack supporting two active security keys.
It is not a dual protocol stack since during RACH procedure, the target protocol stack has been setup and configured with the configuration received in HO command. The difference is whether new key can be used or not just after RACH procedure, i.e. there would be a switch point to de-active the old key and active the new key. But we should notice that even after the RACH procedure, the UE may buffer some received packets which are not performed by PDCP with old key, whether to discard these packets after RACH procedure?
Furthermore, it is worth clarifying how the transmission/reception at source and target coexists at MAC/PHY “during RACH” for single TX/Single RX UEs. We assume that would use TDM for transmission/reception.


	ZTE
	Yes
	We think we can assume Option1.
In any case, the key aspect of "single active protocol stack" is that data is received/ transmitted only with the source key until a moment in time when the target key is applied, i.e. the 2 keys are not simultaneously used (and there is no toggling back and forth between the 2 keys).

Additional comments related to the RX/TX capabilities:

A (single active protocol stack) 2 RX UE can continue to receive in the source cell also when monitoring the target cell during the RACH procedure (e.g. for receiving RAR), so that in any case there is no DL interruption in the source.
If the UE is 2 TX capable, it can also transmit RACH in the target cell without interrupting the UL transmission in the source cell. If it's only 1 TX capable, it can prioritize the RACH transmission in the target cell.   

	HW
	Mostly Yes for option 2, except for RLC part in “during RACH”
	· During RACH, the RLC entity should also be active, marked as green color. Because Msg3 and Msg4 are delivered based on RLC TM mode, so RLC entity is active. 

	Xiaomi
	Yes
	

	Nokia
	YES
	Similar view to what has been said by ZTE.

	vivo
	Mostly Yes,
Except for RLC (or potentially PDCP) of the DRB.
	We agree with HW that the RLC needs to be active. Furthermore  we consider that the PDCP data transmission of DRB to the target  link should also be active, in order to have the multiplexing work for the Msg3 including both RRC message and data, considering that the RRC complete message could also be multiplexed with the UL DRB data if the UL grant is large. 
For the DL Msg4, the network should be able to send the DRB data together with the contention resolution ID so as to reduce the DL data transmission delay. The PDCP should also be able to receive the DL packet.
Regarding the PDCP behaviors, it is also not clear to us what the UE behaviors could be when the MAC assigns some grant/resource for the target link based on the uplink grant for Msg3. According to the current PDCP specification, the PDCP layer has to send PDCP PDU to the target link.

	LG
	Yes
	Agree with Ericsson. We think that the TX/RX capability can be addressed individually from the discussion which mechanism is more useful or not. In addition, option 1 of single active protocol stack may not achieve the 0ms interruption because DL/UL path are probably switched after RACH procedure and it cause some delay to transmit/reception of data. 

	Samsung
	Yes
	We support the definition in option 1 and a single security key is active/used at a time. 

Option 2 does not appear to be a true single stack solution especially during the transmission of RRCReconfigurationComplete message.


Summary: based on inputs from companies, the descriptions on single active protocol stack (from UE side) in the paper can be baseline for further discussion.

Note: “No” indicated in the table, just means company does not like this option.
Two options described on single active protocol stack:

Option 1: stop transmission/reception after reception of RAR
Option 2: stop transmission/reception after Completion of transmission of HO complete (RRCConnectionReconfigurationComplete) message
Two companies raised question on whether RLC is active during RACH. To my understanding, for contention free, RLC is not needed; but contention based RLC is needed and clarified it in the figure. 
Proposal 1: agree the definition and descriptions for single active stack, and use option 1 for further comparison. 
2.2 Definition of dual active protocol stack (from UE side)
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Before HO:

· Only source protocol, and source key is used;

Before RACH (has received HO command): 

· Both source protocol (source key) and target protocol (target key) exist; 

· But only source protocol, and source key is used;
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Note: the PDCP impact due to separate ROHC is not considered in the figure
During the RACH: 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used to reception/transmission data from source, and 

· Target PHY and MAC is used to perform the RACH procedure in target;
· Note:RLC is active for contention based RACH
During the transmission of HO complete (RRCConnectionReconfigurationComplete): 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used to reception/transmission data from source, and 

· Target PHY, MAC and SRB PDCP is used to perform the transmission of RRCReconfigurationComplete MSG;

After RAR: 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used to reception/transmission data from source, and 

· Target protocol, and target key is used to reception/transmission data from target;

After release of source: 

· Source protocol (source key) has been deleted; and 

· Only target protocol, and target key is used;

Question 2: do companies agree the above the definition on dual protocol stack?

	Question 2 

	Company
	Yes or no
	remarks

	Ericsson
	Yes
	

	OPPO
	Yes
	

	QC
	Yes
	

	Mediatek
	Yes
	

	Intel 
	Yes
	

	CATT
	Yes 
	

	ZTE
	Yes
	

	HW
	Mostly Yes, except for two issues.
	Issue 1：Same as we mentioned in the single active protocol stack, and also the “transmission for HO command” step need to be added like single stack option 2.

Issue 2: After RACH, the reordering function doesn’t need to be across two stacks. As we didn’t have such discussion about this design, so we’d better keep it as legacy LTE, which means separate reordering function in both stacks. Actually if duplication is enabled to support reliable and 0ms interruption time, reordering is done separately in each stack and only a duplication detection is needed to be across two stacks.

	Xiaomi
	Yes
	

	Nokia
	YES
	

	vivo
	Yes
	

	LG
	Yes
	

	Samsung
	Yes
	


Summary: based on inputs from companies, 12 companies agreed the descriptions on two active protocol stack (from UE side) in the paper can be baseline for further discussion.
Based on company’s comments, added stack for HO complete message transmission.
1 companies raised question on whether reordering is needed to across two stacks. 
Proposal 2: agree the definition and descriptions for dual active stack, and use it for further comparison. 

3      Conclusion

Proposal 1: agree the definition and descriptions for single active stack, and use option 1 for further comparison. 

Proposal 2: agree the definition and descriptions for dual active stack, and use it for further comparison. 

�‘HO command’ should be ‘HO complete’
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