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1   Introduction
In LTE, the “intra-cell handover” is mainly used to change the AS security keys for COUNT reusing avoidance for the same radio bearer identity in RRC_CONNECTED mode [1]. 
In this document, we would like to discuss the LTE “intra-cell handover” for NR which is equivalent to intra-cell issuing RRC Reconfiguration with Sync in NR. 
2   Discussion
2.1   Use of “intra-cell handover” for security key change
In LTE, if AS keys (KUPenc, KRRCint and KRRCenc) need to be changed in RRC_CONNECTED, an intra-cell handover have to be used. This is to avoid reusing COUNT for the same radio bearer identity in RRC_CONNECTED mode without KeNB change. 
However, this LTE intra-cell handover procedure for AS keys change will cause interruption of data transmissions since L2 reset has to be performed. Therefore, this approach cannot meet the 0ms service interruption requirement even within a cell. In NR, if intra-cell AS key change is following the same approach, i.e., is rely on RRC Reconfiguration with Sync, the same service interruption will be experienced by the UE. With increased security measure, not only the gNB could trigger an AS key change, but also the core network can also request a Kamf change. If every time, the key change will cause a L2 reset, the frequency of service interruption will be largely increased. 

On the other hand, if we could use normal RRC reconfiguration procedure to update the AS keys in NR, this service interruption can be avoided because the L2 reset is triggered. In order for the UE to know which keys are used to which data PDU, the indication of the starting PDCP SDU SN to use the new keys should be sent from the gNB to the UE. There are several solutions to let the UE to know which key corresponding to which PDU. For example, a new end-marker PDCP control PDU can be designed to carry the indication [2]. As also described in the companion document [2], the key change can be actually done without the reset of MAC and RLC but only with the change of PDCP (including the reset of PDCP context) in many MR-DC and mobility scenarios. When to use the RRC reconfiguration (without sync), with or without security key change is up to the network operational requirement and network implementation.
Proposal 1: Allow RRC connection reconfiguration (without Sync) being used to change the security key during the RRC_CONNECTED state without RLC and MAC reset. 
Proposal 2: The initiation of RRC reconfiguration with security key change is up to the network decision. 
2.2   Use of “intra-cell handover” for radio parameter change
LTE intra-cell handover is used to change the configuration of radio parameters also. In NR, we suggest the similar approach should be supported. The RRC reconfiguration with sync could be initiated by the gNB due to other network needs rather than the cross cell mobility. When to use the RRC reconfiguration with sync, with or without security key change could be up to the network operational requirement and network implementation. 
Proposal 3: Support intra-cell RRC reconfiguration with sync for NR to change the configuration of radio parameters based on the network needs.
Proposal 4: The initiation of RRC reconfiguration with sync is up to the network decision. 
3   Conclusion
In this document, we discussed the LTE legacy “intra-cell handover” related configurations in NR. We have the following proposals:
Proposal 1: Allow RRC connection reconfiguration (without Sync) being used to change the security key during the RRC_CONNECTED state without RLC and MAC reset. 
Proposal 2: The initiation of RRC reconfiguration with security key change is up to the network decision.
Proposal 3: Support intra-cell RRC reconfiguration with sync for NR to change the configuration of radio parameters based on the network needs.
Proposal 4: The initiation of RRC reconfiguration with sync is up to the network decision.
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