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1 Introduction
In the Rel-15 work item “Positioning Accuracy Enhancements for LTE” [1], the feature of assistance data broadcasting is introduced. Considering the newly introduced ciphering key delivery and Assistant data broadcasting procedures in Rel-15 together with the existing procedures, we think there is still something requiring optimization. In this contribution, we give our considerations and provide corresponding suggestions.
2 Discussion
1. Delivery of Ciphering Keys to UEs for Broadcast Assistance Data
The following figure depicts a procedure that is used by the E-SMLC and the MME to distribute ciphering keys to UEs to enable UEs to decipher broadcast assistance data that was ciphered by the E-SMLC. For each ciphering key, the E-SMLC includes a ciphering key value, a ciphering key identifier, a validity period, a set of applicable tracking areas and a set of applicable types of broadcast assistance data. [2]
If the UE requires the ciphering keys, it would send an Attach Request or a TAU Request to the eNodeB. The Attach Request or TAU Request may be sent as part of normal mobility management. A TAU request may also be sent specifically to request and obtain ciphering keys.
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Figure 1: Delivery of Ciphering Keys to UEs for Broadcast Assistance Data

Observation 1. The ciphering keys could only be delivered to a UE via Attach or TAU procedures.

Considering the UE may have just finished the Attach, it would have to wait a long time for the next TAU procedure. This would extend the pos-SIB obtaining latency and thus the positioning latency. So we propose that E-SMLC could also provide the ciphering keys to the UEs directly at least for the initial fetch. 
Proposal 1.  E-SMLC could provide the ciphering keys to the UEs directly instead of using the Attach/TAU procedures. 
Note that, the MME does not need to keep a record of ciphering keys delivered to a UE and may instead send all ciphering keys stored at step 2 that are applicable to the current tracking area, for which the UE has a subscription and whose validity period had not yet expired.
Observation 2. MME would provide all applicable ciphering keys to the UE instead of the specific ciphering key(s) the UE really need. 
From UE requirements point of view, the UE may only need the ciphering key of the high-accuracy positioning method (e.g. RTK) instead of all the available keys. And from network resources point of view, delivering unnecessary ciphering key information to UE would increase signalling overhead. The easiest way to solve the issue is to enable the MME provide the specific key(s) to the UE, and could be according to the UE request.
Proposal 2.  MME could provide the specific ciphering key(s) to the UE.
Proposal 3.  UE could request a specific ciphering key via the Attach or TAU request.
2. Broadcasting Network Assistance Data

The following procedure is used by the E-SMLC to support broadcasting of network assistance data to target UEs. The E-SMLC sends an LPPa Assistance Data Information Control message to the eNB with an indication to start broadcasting assistance information. The message includes one or more System Information groups, where each group contains the broadcast periodicity and one or more posSIB types together with meta data. [2] The broadcast periodicity for each pos-SI message could be one of the following values: ms80, ms160, ms320, ms640, ms1280, ms2560, ms5120. [3]

[image: image2.wmf] 

 

DOCUMENTTYPE

 

 

1

 

(

1

)

 

 

 

 

 

Nokia Research Center

 

 

 

 

TypeYourNameHere

 

TypeDateHere

 

 

 

 

 

 

MME

 

eNode B

 

UE

 

 

1. Location Information 

(Network Assistance Data

)

 

 

2. S1

-

AP Transport Message 

(Network Assistance Data

)

 

E

-

SMLC

 

 

3. Broadcast

 

Message (Network

 

Assistance Data

)

 


Figure 2: Broadcasting Network Assistance Data

Observation 3. The broadcast periodicity for each pos-SI message is not decided by the eNB but indicated by the E-SMLC.

Before the introduction of broadcasting mechanism, UE is also allowed to request Assistance Data transfer periodicity to the E-SMLC. Figure 3 below shows UE initiated Periodic Assistance Data Transfer operations. [4]
The UE determines that certain periodic A-GNSS assistance data, specific to one or more RTK-service levels, are desired and sends a LPP Request Assistance Data message to the E-SMLC. This request includes an indication of which specific A-GNSS assistance data are requested for each GNSS. Additional information like desired periodicity for sending the assistance data and duration for ending the periodic session shall also be provided in the LPP Request Assistance Data message.

If the UE request can be supported, the E-SMLC would respond with a LPP Provide Assistance Data message to the UE which may confirm or redefine the periodicity parameters requested at step (1). 
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Figure 3: UE-initiated Periodic Assistance Data Transfer Procedure

Observation 4. UE could indicate desired periodicity for sending the assistance data to the E-SMLC in the case that assistance data is not broadcast.
The UE may have its own desired periodicity on obtaining the Assistance Data, which is not only applied in the Assistance Data unicasting case shown in Figure 3 but also in the Assistance Data broadcasting case. From the network side, the pos-SI messages are broadcast every 80ms/160ms/320ms, etc. But from the UE side, it may not need to obtain every updated pos-SI message since different UEs have different positioning accuracy requirement. Re-obtaining the pos-SI messages every 1 second may be enough for some UEs. Figure 4 shows an example of re-obtaining periodicity, in which different colours indicate different versions of the pos-SI message. The network may broadcast the pos-SI message every 80ms, while the UE may only need to re-obtain the pos-SI message every 1000ms. More specifically, the UE only needs to obtain one pos-SI message in green colour and a next one in orange colour. 
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Figure 4: Example of Re-obtaining periodicity
The re-obtaining periodicity for a specific pos-SI message may be indicated by the E-SMLC or decided by the UE upper layer.
Proposal 4.  E-SMLC can indicate UE specific re-obtaining periodicity for a specific pos-SI message to the UE according to the UE’s positioning accuracy requirement.
3 Conclusion

Observation 1. The ciphering keys could only be delivered to a UE via Attach or TAU procedures.

Observation 2. MME would provide all applicable ciphering keys to the UE instead of the specific ciphering key(s) the UE really need. 

Observation 3. The broadcast periodicity for each pos-SI message is not decided by the eNB but indicated by the E-SMLC.

Observation 4. UE could indicate desired periodicity for sending the assistance data to the E-SMLC in the case that assistance data is not broadcast.

Proposal 1.  E-SMLC could provide the ciphering keys to the UEs directly instead of using the Attach/TAU procedures. 

Proposal 2.  MME could provide the specific ciphering key(s) to the UE.

Proposal 3.  UE could request a specific ciphering key via the Attach or TAU request.
Proposal 4.  E-SMLC can indicate UE specific re-obtaining periodicity for a specific pos-SI message to the UE according to the UE’s positioning accuracy requirement.
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