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1 Introduction

In RAN2#104, within the study on NR Industrial Internet of Things (NR-IIoT), Ethernet header compression was discussed, and the following email discussion was initiated:

[104#37][NR/IIOT] Ethernet Header Compression (Ericsson)

Intended outcome: TP for next meeting, including some expected performance numbers, identify the fields that can be compressed/removed?, which frame structures that will be addressed, the method how to specify in a WI phase (e.g. ROHC addition or other).

Deadline:  Thursday 2019-02-07

In answering the question “How should Ethernet header compression be specified”, the responses are evenly split into three camps: 

· Option 1: New PDCP tailormade solution specified by RAN2 

· Option 2: RoHC-based solution initially specified by RAN2 with collaboration from other standards bodies
· Option 3: Uplink Data Compression (UDC) based solution as defined in LTE PDCP specification
We think that UDC is not suitable for IIoT scenarios for a number of reasons. UDC introduces more overhead than RoHC. Also we expect that payload in TSN environment is very likely to be encrypted and hence uncompressible. The additional UE complexity of decompressing UDC packets in latency sensitive scenarios also needs to be considered.

Proposal 1:
Not to consider UDC based solution for Ethernet header compression.
In this contribution we focus the discussion on the merits of the first two approaches (option 1&2) as they are similar in behavior. The comparisons made in this document will provide a better and a more informed choice to aid the selection of the solution to adopt and specify in the WI phase.

2 Prerequisites

In this section we analyze some common characteristics of the two competing Ethernet header compression solutions as they will influence the results observed in the section 3.

2.1 Packet Classification

Options 1 and 2 will require some form of packet classification based on the mandatory header fields (MAC addresses, EtherType).  The decision to include VLAN tags in the classification is left to the WI. 
Observation 1: 
The Ethernet header compression solution may classify uncompressed packets based on the MAC destination address, MAC source address and EtherType fields. 
	Protocol
	Ethernet Packet Classification Fields

	Ethernet
	MAC Destination address (32); MAC Source Address (32) ; EtherType (8)


2.2 Compressible Ethernet Header fields

The packet classification (section 2.1) ensures the Ethernet header fields shown below remain static during the lifetime of the link. 
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Observation 2: 
MAC destination address, MAC source address and EtherType fields are considered to be static during the life of the link.
2.2.1 Tag fields

The VLAN tag field are commissioned on a port by port bases of the router (switch/bridge), as a consequence they will remain persistent while the link is active. 

Observation 3: 
S-TAG and C-TAG fields when they are present are considered to be static throughout the life of the link.
2.2.2 SNAP fields

The SNAP (Subnet Access Protocol) fields historically were introduced to allow ARP and IP packets to be encapsulated within the Logical Link Layer (LLC) frame, this was to allow interoperability at the Data Link layer. However LLC and SNAP fields add an extra 8 bytes of static data (0xAA, 0xAA, 0x03, 0x00,0x00,0x00, 2 byte EtherType) to the Ethernet header which in turn reduces the size of payload data (from 1500 bytes to 1492), making it less appealing to adopt [1]. In addition LLC and SNAP frame make up just 3% of the Ethernet traffic [2].
Proposal 2: 
SNAP fields should not be considered in the WI since Ethernet II headers is the most prevalent and preferred format within the industry.
3 Comparison
3.1 Framework overheads
Having established that the Ethernet header field are static by nature (section 2) the next key factor is the overhead resulting from the encapsulation of the compressed packet. This is chiefly governed by the size of the context identifier (CID) and any additional field used to aid the packet transportation between the associated compressor and decompressor engines. The RoHC framework [3], uses IR-DYN packet type to relay compressed packets where the dynamic portion within the message is not used and is therefore left empty.  There are some compulsory fields highlighted in the table below which will increase the overall overheads:   
	Compression Solution
	Possible framework formats

	Option 1 (PDCP)
	1 byte (small CID) 
	Packet type (4 bits) ;  CID (4 bits)  

	
	2 byte (large CID)
	Packet type (4 bits); CID (12 bits)

	Option 2 (RoHC-based) 
	4 byte (small CID 
	Packet Type (IR-DYN – 8 bits); CID (8 bits); Profile Id (8 bits); CRC (8 bits)  

	
	5 byte (large CID)
	Packet Type (IR-DYN – 8 bits); CID (16 bits); Profile Id (8 bits); CRC (8 bits)


Observation 4: 
Option 1 can achieve a single byte framework that is capable of efficiently transporting compressed packets. 
Observation 5: 
Option 2, will be based on the existing RoHC framework making it able to reduce the Ethernet header beyond 4 bytes.
3.2 Feedback overhead 

A feedback channel from the decompressor is valuable to maintain close alignment between the compressor and decompressor engines. In the case of unidirectional operation where there is no feedback the compressor has to periodically return to the IR (initialization & reset state) to send uncompressed headers to ensure alignment.
	Compression Solution
	Possible feedback formats

	Option 1 (PDCP)
	1 bit
	ACK/NACK Piggyback bidirectional link

	
	1 byte (small CID)
	ACK/NACK indication (1 bit); CID (4 bits)

	
	2 bytes (large CID)
	ACK/NACK indication (1 bit); CID (12 bits)

	Option 2 (ROHC-based) 
	3 bytes (small CID)
	Feedback packet type (8 bits); CID (8 bits); FEEDBACK-1 (8 bits)

	
	4 bytes (large CID)
	Feedback packet type (8 bits); CID (16 bits); FEEDBACK-1 (8 bits)


Observation 6: 
Option 1 is able to deliver a single bit feedback mechanism.
Observation 7: 
Option 2 requires compulsory FEEDBACK field and is unable to send feedback information less than 3 bytes.
Observation 8: 
Option 2 can be optimized by removing, for instance, CRC or by reducing the size of some fields, but in doing so will encounter strong resistance from IETF.
3.3 Benefits assessment 

The potential benefits of header compression for the minimal Ethernet frame size of 64 bytes and different header sizes is given in the table below. 
	Compression Solution
	Benefits (assume 64 byte Ethernet packet with 18 and 22 byte Ethernet header)

	
	Original Header size
	Compressed header size (worse case value taken from 3.1)
	Relative reduction in the overall frame size (%)

	Option 1 (PDCP)
	18 bytes 
	2 bytes
	25%

	
	22 bytes
	2 bytes
	31%

	Option 2 (RoHC-based) 
	18 bytes
	5 bytes
	20%

	
	22 bytes
	5 bytes
	27%


Observation 9: 
Option 1 can achieve a greater reduction in the overall frame size.  
3.4 Operating with other compression solutions 

Although the consensus from the email discussion was for the WI to concentrate on devising a new standalone Ethernet header compression solution, it is important to consider the future potential of encompassing other compression solution. 
Observation 10: 
Option 1 can be applied independently and will not impede the existing RoHC from taking place. 
Observation 11:
Option 2 is designed to operate exclusively within a single PDCP entity and cannot operate in combined with other solutions.
3.5 Standardization Process
The RoHC-based solution (option 2) will have to be specified in a manner that complies with the IETF document format rules and terminology.  The collaboration with IETF adds uncertainty and liable to delay the completion of the specification. 

Observation 12: 
Option 1 is a pure RAN2-based solution that can be specified within the WI timeframe.

3.6  Overall comparison

On the basis of the observations highlighted above, option 1 is able to achieve a well optimized framework that is able to transport Ethernet packets as effectively as any RoHC based solution.

Proposal 3: 
The new tailormade PDCP Ethernet header compression is preferred over the RoHC based solution.
4 Conclusion
In this document we have compared the two competing Ethernet header compression solutions to adopt and specify in the work item phase. The observations below has identified the common characteristics of the two compression solution:

Observation 1: 
The Ethernet header compression solution may classify uncompressed packets based on the MAC destination address, MAC source address and EtherType fields. 
Observation 2: 
MAC destination address, MAC source address and EtherType fields are considered to be static during the life of the link.

Observation 3: 
S-TAG and C-TAG fields when they are present are considered to be static throughout the life of the link.
The remaining observations highlight comparisons of the two compression solutions:
Observation 4: 
Option 1 can achieve a single byte framework that is capable of efficiently transporting compressed packets. 

Observation 5: 
Option 2, will be based on the existing RoHC framework making it able to reduce the Ethernet header beyond 4 bytes.

Observation 6: 
Option 1 is able to deliver a single bit feedback mechanism.

Observation 7: 
Option 2 requires compulsory FEEDBACK field and is unable to send feedback information less than 3 bytes.

Observation 8: 
Option 2 can be optimized by removing, for instance, CRC or by reducing the size of some fields, but in doing so will encounter strong resistance from IETF.
Observation 9: 
Option 1 can achieve a greater reduction in the overall frame size.  

Observation 10: 
Option 1 can be applied independently and will not impede the existing RoHC from taking place. 

Observation 11:
Option 2 is designed to operate exclusively within a single PDCP entity and cannot operate in combined with other solutions.
Observation 12: 
Option 1 is a pure RAN2-based solution that can be specified within the WI timeframe.
On the basis of the observations described above we conclude:

Proposal 1:
Not to consider UDC based solution for Ethernet header compression.
Proposal 2: 
SNAP fields should not be considered in the WI since Ethernet II headers is the most prevalent and preferred format within the industry.
Proposal 3: 
The new tailormade PDCP Ethernet header compression is preferred over the RoHC based solution.
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