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1 Introduction

According to the report of the email discussion [104#58] [1], flow based QoS model seems to be adopted for NR SL unicast communication mode at least for RRC_CONNECTED UEs or for out-of-coverage UEs. 
	Proposal 4c: Adopt the procedures in Option b and c (corresponding to Option 2 and 5 in Appendix respectively) for NR SL unicast, i.e. SLRBs configured via dedicated signaling for RRC_CONNECTED UEs and pre-configured for out-of-coverage UEs. FFS if SIB-based SLRB configuration is feasible for RRC_IDLE/INACTIVE UEs.


This contribution is to discuss SLRB configuration for RRC_IDLE UEs or RRC_INACTIVE UEs which is not concluded in [1].
2 Discussion
SA2 has specified the procedures with which the PC5 QoS flow is established between peer UEs in [2] (see below) During the procedures, the PC5 QoS parameters and PC5 QoS rule provisioned to the UEs as part of service authorization parameters are exchanged for the PC5 QoS flow. 
	6.19.2.1.2
QoS parameters negotiation between UEs

The PC5 QoS parameters are negotiated at the establishment of one-to-one communication procedure, so the one-to-one communication establishment procedure defined in TS 23.303 [8] is enhanced to support PC5 QoS parameters negotiation between two UEs. After the PC5 QoS parameters negotiation procedure, the same QoS is used in both directions.
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Figure 6.19.2.1.2-1: Establishment of secure layer-2 link over PC5

UEs engaged in one to one communication negotiate PC5 QoS parameters during the link establishment procedure.

1.
UE-1 sends a Direct Communication Request message to UE-2 in order to trigger mutual authentication. This message includes the requested PC5 QoS parameters.

2.
UE-2 initiates the procedure for mutual authentication. The UE-2 includes the accepted PC5 QoS parameters in the Response message.


RAN2 has been discussing the PC5-RRC procedures for unicast through the email discussion [104#55][3] and it is expected that AS-layer configuration including QoS profile to bearer mapping configuration may be communicated via the PC5-RRC procedures between peer UEs. 
	Rapporteur comment: 2 companies select option-A (UE-ID) and 1 company selects option-E (Establishment cause). 18 out of 19 companies select option-B (UE capability). All companies select option-C (AS-layer configuration). 7 out of 19 companies select option-D (QoS). Therefore, majority / all companies identify capability and AS-layer configuration (which may furthermore include option-D in case option-D being interpreted as the QoS profile to bearer mapping configuration) as the key information to exchange as AS-level.
Proposal 1 PC5-RRC is used to exchange UE capability and AS-layer configuration at least.


With the assumption that peer UEs in SL unicast mode know about PC5 QoS flow related information, for the UEs in RRC_CONNECTED it is feasible for NW to control some SLRB configuration associated to the PC5 QoS flow e.g., configuration parameters related to SL Mode-1. 
For UEs in RRC_IDLE or RRC_INACTIVE where only SL Mode-2s is available, NW does not have to configure SLRB configuration for the PC5 QoS flow. The UEs in RRC_IDLE or RRC_INACTIVE may apply for pre-configured SLRB configuration in Figure 7-Y [4] as out-of-coverage UEs. The configuration of each SLRB may include transmission related parameters which do not need to be known by the receiver UE, plus some parameters that are configured at the transmitter UE and also need to be known by the receiver UE. The parameters need to be known by the receiver UE can be shared by the transmitter UE via SL.
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V1 signaling for NR SL pre-configuration (if applicable)

0. Pre-configuration of PC5 QoS 

rules and PC5 QoS parameters;

Pre-configurations of the SLRBs for 

all possible PC5 QoS flows (SLRB 

ID(s), QoS flow to SLRB mapping, 

PDCP/RLC/LCH configs.)

2. Upper layers map the packet(s) to 

PC5 QoS flow(s) via PC5 QoS rules, 

and pass the packet(s) down  to the AS 

with associated QoS flow identifier(s) 

(i.e. PC5 QFI).

1. Packet(s) arrive

4. L2/L1 processing and 

data transmission in SL.

3. AS establishes SLRB(s) 

corresponding to the PC5 QoS flow 

identifier(s) of the packet(s) as per the 

pre-configuration, and maps the 

packet(s) to the SLRB(s) established 


Figure 7-Y. SLRB configuration for SL unicast, pre-configuration based [4]
SIB-based SLRB configuration may be another solution for RRC_IDLE/INACTIVE UEs in SL unicast mode, but this method has limitation due to lack of knowledge about UE’s traffic situation in gNB similar with pre-configured SLRB configuration method. However as SIB-based SLRB configuration is highly considered for RRC_IDLE/INACTIVE UEs in SL groupcast/broadcast modes according to [1], the same method i.e., SIB-based SLRB configuration can be applied to RRC_IDLE/INACTIVE UEs in SL unicast mode. 
Proposal 1. RRC_IDLE/INACTIVE UEs in NR SL unicast mode should support either the pre-configured SLRB configuration or the SIB-based SLRB configuration.

3 Conclusion

Based on the above, RAN2 is requested to discuss and capture the following proposal:
Proposal 1. RRC_IDLE/INACTIVE UEs in NR SL unicast mode should support either the pre-configured SLRB configuration or the SIB-based SLRB configuration.
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