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Introduction
SA2 has agreed on the option of NW assigning a capability ID to the UE as part of the RACS SI [1]. In this paper we provide the impact analysis from this option.  

NW assigned capability ID procedure
In case of network assigned ID, the basic procedure for this is provided in figure-1:
	



Figure 1: NW assigned UE Capability ID transfer

From the procedure, we can gather the below observations:
Observations #1:
· All the UEs, even if these UEs are from same the manufacturer and model, have to provide the capability to the NW at least once (for each of the capability variations).
· The NW has to parse the capability (how it is parsed is implementation dependant) to check if earlier UEs have reported such capability, and if an ID is assigned for such capability.
· Same set of capabilities do not always correspond to a unique bitstring. Change in the order of reported params (For eg band combination order) results in different bitstring pattern.
· Even if the UE is provided an ID, if the UE is in a new PLMN, then the capability has to be transferred again, and a new ID (for that PLMN) has to be assigned by the NW.
· If the capability ID is based on a NW filtered capability, then if the NW filters change for the PLMN, then the capability retrieval and capability ID allocation procedure will be needed more than once in the same PLMN. 
· The UE would have to store the capability ID and transferred capability corresponding to each PLMN, to avoid repeating the capability transfer process whenever the UE roams in multiple PLMNs.
· The ‘Network’ is not one centralized entity! If the ID assigning authority is not centralized (there are more than one gNBs and there can be a pool of AMFs for eg) then we have to ensure that same capability ID is not assigned to different UEs with different capabilities in different locations. 
· Over the air, the same optimisation could have been achieved by simply having one bit indicating that the capability hasn’t changed from previous Attach instead of using a capability ID.
· 
Observation #2: Network assigned ID requires transfer of capability over the radio at least once per PLMN.

Manufacturer based ID procedure
Manufacturer based id is also part of the discussion in SA2.  And it also provides the manufacturer based ID during the registration (either in RRC or NAS).
If network is using the manufacturer based ID approach, network already has the UE capability corresponding to the ID and the UE capability is not transferred over the air.
Observation #3: Manufacturer based ID is most optimal in terms of signalling as the capability is not transferred over the radio.

Conclusion 

Proposal: Capture the above observations in the conclusion of the TR.
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