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Introduction
In RAN2-104 and the email discussion (#34) that followed after, RAN2 discussed on various possibilities of realizing the UE Capability ID based capability transfer and listed the summary in [1]. There are a few items that are agreed for discussion in RAN2-105. This paper proposes some recommendations to the SI report for the below open items from the email discussion summary#34 [1].  
Proposal 2: Further discuss the selection between RRC and NAS signalling in light of the SA3 conclusion.
Proposal 4: Further discuss whether enhancements to the filtering mechanism are needed in connection with RACS.
Security protection of the capability ID

Since UE capability ID transfer is not required for Service request or INACTIVE to CONNECTED transitions, NAS or AS signalling of capability ID has no impact on these more time critical procedures.
Observation #1: Capability ID transfer using AS or NAS signalling has no impact on the time critical transitions.
In [2] SA3 WG concluded that the capability ID transferred from the UE should be security protected. Since both NAS signalling and RRC signalling allow ciphered and integrity protected transfer of signalling messages, the capability ID can still be sent either using RRC signalling or using NAS signalling. Figure-1 reflects the flow sequence if capability ID is transferred using RRC signalling, while figure-2 provides the same where the ID is transferred using NAS signalling.
	



Figure 1: UE Capability ID transfer using RRC signalling (after access stratum security)

	



Figure 2: UE Capability ID transfer using NAS signalling (after non-access stratum security)

Assuming that the UE has a capability ID to provide at registration time, we can observe a few advantages with using the NAS signalling (provide in RED in figure-2). If NAS security is active, capability ID can already be provided in NAS registration.  Here the AMF can be provided with the capability ID even before the N2 context setup is requested. This information at the AMF can mean that the gNB can be provided with the capability ID information at the start of N2 context setup. If RRC signalling is used, then the capability ID availability is delayed until the access stratum security is established, which is after the N2 context setup.
It can be argued that using NAS signalling, the gNB cannot know the capability ID (which is protected using NAS security). However, for the gNB to effectively use the capability (assuming that it has cached the capability corresponding to the capability ID), it would still require N2 context to be setup, as N2 context setup is the pre-requisite for setting up of access stratum security for RRC signalling. And N2 setup would be without capability ID from AMF in this case. 
Observation #2: Using NAS signalling for transfer of capability ID reduces the overall signalling and delay for a Registration procedure.
Since using NAS signalling is better for registration, even though it is not a time critical procedure, it is proposed:
Proposal 1: RAN2 to agree to recommend that NAS signalling is used to transfer the capability ID by the UE in the SI report.
Partial Capability Retrieval and Capability ID 
In [1] the topic of whether the capability that is based on NW filters, should be allowed to have an ID assigned by the NW.
Since the manufacturer based ID reflects the full capability of the UE and is not affected by the NW provided capability filters, we limit our discussion to the NW assigned capability ID based on the capability the UE has reported.
From the UE perspective, it reports the capability based on the NW capability enquiry message. If the enquiry has a set of filters, then the reported capability would be based on these filters. 
Since the NW is expected to assume the reported capability as the operating capability of the UE and that it is expected to configure the UE based on this reported capability, it should not matter if the UE supports additional set of capabilities than what the UE has reported. From the UE perspective, this is the capability the NW is interested in, and if the NW assigns a capability ID to this, and the UE capability hasn’t changed, then the UE can advertise this capability using the ID, whenever it is in this PLMN. 
Therefore, we consider that the UE does not have to distinguish between partial or full capability, and as long as the NW assigns a capability ID to the reported capability, the UE associates the provided ID to the capability it reported.
Observation #3 :  The UE does not have to concern with full or partial capability as long as it reports a capability based on NW filters. And if the NW assigns a capability ID to this capability, then the UE can assume to use this ID for this capability whenever it is in this PLMN.
Observation #4: If the NW retrieves another capability (with or without a different filter) and assigns a different ID to the capability the UE has reported, then the UE just assumes the new capability ID reflects the capability last provided. 
Proposal 2: RAN2 to agree to capture that from UE perspective, for each PLMN, the UE just assigns the provided capability ID to the capability it has transferred earlier.  

Conclusion and proposals

Observation #1: Capability ID transfer using AS or NAS signalling has no impact on the time critical transitions.
Observation #2: Using NAS signalling for transfer of capability ID reduces the overall signalling and delay for a Registration procedure.
Proposal 1: RAN2 to agree to recommend that NAS signalling is used to transfer the capability ID by the UE in the SI report.
Observation #3 :  The UE does not have to concern with full or partial capability as long as it reports a capability based on NW filters. And if the NW assigns a capability ID to this capability, then the UE can assume to use this ID for this capability whenever it is in this PLMN.
Observation #4: If the NW retrieves another capability (with or without a different filter) and assigns a different ID to the capability the UE has reported, then the UE just assumes the new capability ID reflects the capability last provided. 
Proposal 2: RAN2 to agree to capture that from UE perspective, for each PLMN, the UE just assigns the provided capability ID to the capability it has transferred earlier.  
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