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1   Introduction
In RAN2 #103bis meeting [1], we proposed to allow removal and addition of the same drb-Identity in a single radioResourceConfigDedicated for the cases where the NR PDCP SN length is changed with PDCP anchor change in EN-DC. However, during the offline discussion, some companies thought this is a drb-Identity re-assignment issue, which may be supported by RAN3 specification and an LS to RAN3 was agreed [2].
In RAN3 #102 meeting, the LS was discussed and a CR [3] was agreed to allow the SgNB to request new DRB ID from MeNB in EN-DC for an already established SN terminated bearer:
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Figure 8.7.7.2-1: SgNB initiated SgNB Modification, successful operation.

The en-gNB may include for each bearer in the E-RABs to Be Modified List IE in the SGNB MODIFICATION REQUIRED message the PDCP SN Length IE to indicate that the PDCP SN length for that bearer or the New DRB ID Request IE to request the MeNB to assign new DRB ID for that bearer. 

…

The en-gNB may receive, after having initiated the SgNB initiated SgNB modification procedure including the New DRB ID Request IE within the E-RABs To Be Modified List IE, the SGNB MODIFICATION REQUEST message to release and add the same bearer with new DRB ID.
However, the agreed CR can only resolve the case where the SgNB decides to change the PDCP SN length of the established SN terminated bearer. It does not change the case where the PDCP SN length change happens during the bearer type change, e.g., MN terminated MCG bearer to SN terminated split bearer.

In this contribution, we would like to explain what we can do according to the latest RAN2 and RAN3 specification and provide the way forward for the case where the PDCP SN length changes during the bearer type change procedure.
2   Discussion 
As mentioned in [1], we focus on the cases where the PDCP SN length changes from 12 bits to 18 bits during the bearer type change from MN terminated MCG bearer to SN terminated split bearer as illustrated in Figure 1.
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Figure 1: Illustration of PDCP SN length change during bearer type change
For example, the LTE MeNB generates the configuration of the MN terminated MCG bearer for the UE as listed in Figure 2 at the beginning.
Then, based on the measurement report, the LTE MeNB decides to add an SgNB and change the MN terminated MCG bearer to SN terminated split bearer. In the SGNB ADDITION REQUEST message, the MeNB will inform the SgNB of bearer type as SN terminated split bearer, the EPS bearer ID=1, the associated DRB ID=1, the DL and UL PDCP SN length=12 bits.

Upon reception of the SGNB ADDITION REQUEST message, the NR SgNB may make the decision on whether to accept the bearer and by implementation the NR SgNB may configure the SN terminated split bearer with 18 bits PDCP SN length. Then, what should the SgNB do?
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Figure 2: Illustration of the configurations

According to the RAN2 agreement, the PDCP SN length change can be performed using a release and add of the DRB in a single message. Straight forward, the simplest way could be removal and addition of the same drb-Identity in a single message.
With respect to removal and addition of same drb-Identity in a single message, some companies provided their concerns on the security. However, it should be realized that the security keys for MN terminated bearer and SN terminated bearer are different. Using different keys and same drb-Identity can avoid the potential security risk. Based on this understanding, the limitation on removal and addition of same drb-Identity in a single message has been removed in NR RRC specification has been removed. But in the case illustrated in Figure 2, the SgNB cannot reuse the same DRB ID when it decides to change the PDCP SN length via DRB release and addition, because it is not supported in LTE RRC specification, i.e., the MeNB cannot generate such configuration.
Observation 1: For the bearer type change between MN terminated bearer and SN terminated bearer, different security keys will be used.
Observation 2: Although the limitation on removal and addition of same drb-Identity in a single message has been removed in NR RRC specification, the SgNB cannot generate such configuration for the bearer which involves LTE RLC bearer.

Anyway, some companies preferred to resolve this problem with different DRB IDs with the same EPS bearer ID as the anchor and thought DRB ID re-assignment by MN in EN-DC can be supported in RAN3 specification. In RAN3 #102 meeting, the RAN2 LS was discussed and RAN3 agreed an CR on TS 36.423 to allowing the SgNB to request new DRB ID from MeNB in EN-DC for an already established SN terminated bearer. The whole procedure can be as following.
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Figure 3: signal flow based on the agreed CR [3] in RAN3

As described in the agreed CR, this solution is applicable to the case where the SgNB decides to change PDCP SN length for an already established SN terminated bearer. But for the case illustrated in Figure 2, i.e., the SgNB decides to change the PDCP SN length during the SgNB addition procedure, is not fixed.
During the RAN3 discussion, they focused on the question listed in RAN2 LS [2], i.e., whether drb-Identity assignment in case of DRB removal and addition required by SN is supported by RAN3 specification, and provided a solution to allow DRB ID re-assignment. 
But our original purpose discussed in [1] was not explicitly showed in the LS and RAN3 did not take the SgNB addition procedure into account. That means for now, neither RAN2 nor RAN3 specification can support the PDCP SN length change using a release and add of the DRB during the bearer type change procedure.
Observation 3: Neither RAN2 nor RAN3 specification can support PDCP SN length change using a release and add of the DRB during the bearer type change, e.g., MN terminated MCG bearer to SN terminated split bearer in EN-DC.

In NR RRC specification, the limitation on removal and addition of same drb-Identity was removed. Therefore, in NR-DC, it is allowed to perform PDCP SN length change during bearer type change by releasing and adding a same drb-Identity. However, for the other MR-DC cases, i.e., EN-DC, NGEN-DC and NE-DC, to resolve the issue, in our understanding, there are two ways forward:

· allow the removal and addition of same drb-Identity in a single radioResourceConfigDedicated for the NR PDCP SN length change cases in EN-DC when there is no security risk;

· clarify the case of PDCP SN length change during bearer type change to RAN3 and check whether RAN3 can resolve the issue.

Both are feasible and before we make the decision, we need to take care of the other cases which involves bearer release and addition handling. For example, for the bearer type change with PDCP anchor change, the L2 handling is specified in Table A-1 of TS 37.340 as following:
Table A-1: L2 handling for bearer type change with and without security key change

	Bearer type change from row
to col
	MCG
	Split
	SCG

	
	no key change
	with key change
(change of termination point)
	no key change
	with key change
(change of termination point)
	no key

change
	with key change
(change of termination point)

	MCG
	N/A
	PDCP:

Re-establish

MCG RLC:

See Note 1

MCG MAC:

See Note 1
SCG RLC:

No action

SCG MAC:

No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:

Re-establish

MCG RLC:

See Note 1

MCG MAC:

See Note 1
SCG RLC:

Establish

SCG MAC:

Reconfigure
	PDCP:

Recovery
MCG RLC:

See Note 3
MCG MAC:

Reconfigure
SCG RLC:

Establish
SCG MAC:

Reconfigure
	PDCP:

Re-establish

MCG RLC:

See Note 3
MCG MAC:

Reconfigure
SCG RLC:

Establish
SCG MAC:

Reconfigure

	Split
	PDCP:

Recovery
MCG RLC:

No action
MCG MAC:

No action
SCG RLC:

See Note 4
SCG MAC:

Reconfigure
	PDCP: 
Re-establish
MCG RLC: See Note 1
MCG MAC: See Note 1
SCG RLC: See Note 4
SCG MAC: Reconfigure
	N/A
	PDCP:

Re-establish
MCG RLC:

See Note 1
MCG MAC:

See Note 1
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1
	PDCP: Recovery
MCG RLC:

See Note 3
MCG MAC:

Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:

Re-establish
MCG RLC:

See Note 3
MCG MAC:

Reconfigure
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1

	SCG
	PDCP:

Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: See Note 4
SCG MAC: Reconfigure
	PDCP:

Re-establish
MCG RLC:

Establish
MCG MAC:

Reconfigure
SCG RLC:

See Note 4
SCG MAC:

Reconfigure
	PDCP:

Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:

Re-establish
MCG RLC:

Establish
MCG MAC:

Reconfigure
SCG RLC:

See Note 1
SCG MAC: 
See Note 1
	N/A
	PDCP:

Re-establish

MCG RLC:

No action

MCG MAC:

No action

SCG RLC:

See Note 1
SCG MAC:

See Note 1


NOTE 1:
For EN-DC and NGEN-DC MCG, NE-DC SCG: the MAC/RLC behaviour depends on the solution selected by the network. It can be PCell handover (for EN-DC and NGEN-DC) or PSCell change (for NE-DC), which triggers MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed, either via RLC bearer release and add (including RLC re-establishment), or via reconfiguration of the RLC bearer with RLC-re-establishment.


For EN-DC and NGEN-DC SCG, NE-DC MCG, NR-DC MCG and SCG: the MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add.

NOTE 2:
Void

NOTE 3:
For EN-DC and NGEN-DC: Re-establishment and release. For NE-DC and NR-DC: Release.
NOTE 4:
For NE-DC: Re-establishment and release. For EN-DC, NGEN-DC and NR-DC: Release.
According the Table A-1, to avoid MCG MAC reset, the logical channel identity can be changed via MCG RLC release and add including RLC re-establishment. In TS 36.331, there is a restriction on the removal and addition of DRB:

NOTE:
Removal and addition of the same drb-Identity in a single radioResourceConfigDedicated is not supported. In case drb-Identity is removed and added due to handover or re-establishment with the full configuration option, the eNB can use the same value of drb-Identity.

That means the MCG RLC bearer release add can only use different DRB ID. For example, DRB ID 1 is used when it is MN terminated MCG bearer and DRB ID 2 is used when it is changed to SN terminated split bearer.

Observation 4: Different DRB ID should be used when performing the E-UTRA RLC bearer release and add according to the existing TS 36.331.

It should be noticed that for this DRB, the PDCP entity should be re-established. This is an NR PDCP entity and according to the existing TS 38.331, the PDCP entity is associated to drb-Identity.

5.3.5.6.5
DRB addition/modification

The UE shall:
1>
for each drb-Identity value included in the drb-ToAddModList that is not part of the current UE configuration (DRB establishment including the case when full configuration option is used):

2>
establish a PDCP entity and configure it in accordance with the received pdcp-Config;

<omitted>
1>
for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration:

2>
if the reestablishPDCP is set:

<omitted>

3>
re-establish the PDCP entity of this DRB as specified in 38.323 [5], clause 5.1.2;

Observation 5: The NR PDCP entity is associated to drb-Identity.
Based on these assumption, when we do MCG RLC bearer release and addition using different drb-Identity, we also need to re-establish the NR PDCP entity and associate this re-established NR PDCP entity to a different drb-Identity, or associate the NR PDCP entity to a different drb-Identity and re-establish it, in a single message. But in our understanding, the existing signal design does not support such handling.

DRB-ToAddMod ::=                        SEQUENCE {

    cnAssociation                           CHOICE {

        eps-BearerIdentity                      INTEGER (0..15),                                    -- EPS-DRB-Setup

        sdap-Config                             SDAP-Config                                         -- 5GC

    }                                       OPTIONAL, -- Cond DRBSetup

    drb-Identity                            DRB-Identity,

    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N

    recoverPDCP                             ENUMERATED{true}                                        OPTIONAL,   -- Need N

    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP

    ...

}

Observation 6: According to the latest specification, the PDCP entity cannot be re-established and associated to another drb-Identity.
To resolve this issue, we may have the following solutions:

· Update the signal design to support the NR PDCP entity being re-established and associated to another drb-Identity.

· Remove the restriction on removal and addition of same drb-Identity in a single message as what we do in NR RRC specification [1].

Both two solutions are feasible, and we prefer the second one, i.e., Remove the restriction on removal and addition of same drb-Identity in a single message as what we do in NR RRC specification, because this solution is also applicable to the PDCP SN length change case. To reduce the standard impact, the second solution seems a better choice.
Proposal: RAN2 to remove the restriction of LTE RRC on removal and addition of same drb-Identity in a single message as what we do in NR RRC specification.
3   Conclusion

In this contribution, the details on removal and addition of the DRB for PDCP SN length change was discussed and the following observations and proposal were provided:
Observation 1: For the bearer type change between MN terminated bearer and SN terminated bearer, different security keys will be used.
Observation 2: Although the limitation on removal and addition of same drb-Identity in a single message has been removed in NR RRC specification, the SgNB cannot generate such configuration for the bearer which involves LTE RLC bearer.

Observation 3: Neither RAN2 nor RAN3 specification can support PDCP SN length change using a release and add of the DRB during the bearer type change, e.g., MN terminated MCG bearer to SN terminated split bearer in EN-DC.

Observation 4: Different DRB ID should be used when performing the E-UTRA RLC bearer release and add according to the existing TS 36.331.

Observation 5: The NR PDCP entity is associated to drb-Identity.
Observation 6: According to the latest specification, the PDCP entity cannot be re-established and associated to another drb-Identity.
Proposal: RAN2 to remove the restriction of LTE RRC on removal and addition of same drb-Identity in a single message as what we do in NR RRC specification.
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