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1 Introduction

In RAN #80 meeting, new WID on Rel-16 enhancement for NB-IoT was agreed [1]. One of the objectives is studying NB-coexistence with NR:

· Study NR and LTE specifications to identify possible issues related to coexistence of NB-IoT with NR [RAN4, RAN1, RAN2]
In RAN1 #95 meeting, the following agreements were approved on coexistence of NB-IoT and NR [3].

	Agreement

RAN1 continues to study the following techniques for performance improvements of NB-IoT resource allocation until the next meeting:

· Resource reservation at symbol level/slot level/subframe level/subcarrier level

· Whether the resource reservation for NB-IoT is dynamic or semi-static (if supported)

· Whether and how to support NB-IoT transmission in a portion of the subframe

· Impact of resource reservation to legacy UEs

· Whether NB-IoT transmission is postponed or dropped in reserved resources

· Whether resource reservation is used for anchor/non-anchors

Conclusion

Overlap of NR SSB with NB-IoT anchor carrier can be avoided.


In this contribution, we will provide our consideration on issues related to coexistence of NB-IoT with NR.
2 Discussion

In the existing specifications, NB-IoT UE accesses to its own core network with a channel bandwidth limited to 200 kHz. From spectrum perspective, the NB-IoT can operate using resource blocks on existing LTE networks (in-band deployment) or in the LTE carrier’s guard bands (guard-band deployment). It can also operate using unused 200 khz bands that were previously used by GSM (standalone deployment). For the in-band deployment, as there still have LTE signals transmitted in NB-IoT carrier, the issues of coexistence of NB-IoT and LTE need more consideration, such as interference cancellation, RF characteristics, etc. One mechanism is to define invalid subframes for downlink transmission in NB-IoT.

Similar to NB-IoT and LTE, the deployment of NB-IoT and NR can also be seen as two independent systems. We think there have no requirements on interface information exchanging. Similar operation modes such as standalone/guard-band/in-band can also be considered for NB-IoT and NR deployment. 
2.1 Adjacent deployment between NR and NB-IoT
Similar as guard-band/standalone deployment, we think one possible deployment is that NB-IoT is deployed on one or more narrowband carriers adjacent to NR carrier. In such adjacent deployment, as several kinds of subcarrier spacing (15 Khz/30 KHz/120 KHz/240 KHz) would be supported in NR system, the following two deployment ways as shown in figure 1 need to be considered.
That is, if subcarrier spacing used by NR is other than 15 kHz, e.g., the subcarrier spacing different from the one used by NB-IoT, the guard frequency gap between NR carrier and NB-IoT carrier may be needed to avoid the possible interference caused by subcarrier or PRB grids misalignment (as Figure 1(a)). If NR and NB-IoT would use same frequency spacing, such gap can be set to zero (as Figure 1(b)).
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Figure 1: Adjacent deployment of NB-IoT and NR system

For both the adjacent deployment without guard frequency gap and the adjacent deployment with guard frequency gap, no additional RAN2 specification impacts (compared with deployment of NB-IoT and LTE) are identified. The deployment performance can be guaranteed based on implementation configuration.

Observation 1:  For adjacent deployment between NR and NB-IoT, if subcarrier spacing with 15 kHz is used in NR, NB-IoT can be located closely adjacent to NR. No additional RAN2 specification impacts are identified. 

Observation 2:  If subcarrier spacing other than 15 kHz is used in NR, the guard frequency gap may be needed between NB-IoT and NR to avoid the possible interference caused by subcarrier or PRB grids misalignment. No additional RAN2 specification impacts are identified. 
Proposal 1: The adjacent deployment of NB-IoT with NR should be supported and the no RAN2 specification impacts are identified.
2.2 In-band deployment of NB-IoT within NR

The “in-band” deployment also can be considered for NB-IoT and NR deployment. As the bandwidth of NB-IoT is very narrow, only one PRB, while NR carrier bandwidth can be very broad, it may be very easy for inserting NB-IoT carriers into a “clean” NR resource block. That means, it’s possible that there has no any NR scheduling in NB-IoT carriers. This can be called as non-overlapping in-band deployment. In such case, the coexistence of NB-IoT with NR may be easier than that of NB-IoT with LTE. Moreover, with the similar consideration as that for adjacent deployment between NB-IoT and NR, if the subcarrier spacing of NR is other than 15 kHz, there may also need guard frequency gap between the edge of NR carrier and NB-IoT carrier, as shown in Figure 2 (a). Otherwise, both edges of the NB-IoT carrier can be closely connected to the edge of NR carrier, as shown in Figure 2 (b).
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Figure 2: In-band coexistence of NB-IoT and NR system
For the non-overlapping in-band deployment, the RAN2 specification impacts would be similar with that for adjacent deployment between NB-IoT and NR. 

Proposal 2: The non-overlapping in-band deployment of NB-IoT should be supported. Similar with that for adjacent deployment between NB-IoT and NR, no RAN2 specification impacts are identified.
In some scenarios, the NR resources may be limited. In order to guarantee the performance of some special services, e.g., NR URLLC, the “real” coexistence of NB-IoT and NR would be needed. That means, there still have NR scheduling in the in-band NB-IoT carrier. This can be called as overlapping in-band deployment. In such case, the issues related coexistence of NB-IoT with NR may be similar as that for in-band deployment of NB-IoT and LTE. Basically, the NB-IoT transmission can be prohibited in some resources for regular NR transmission, with the similar mechanism of invalid time/frequency resources configuration. Furthermore, as the NR scheduling for URLLC service may need more resources and such scheduling may be very dynamical, NB-IoT scheduling would also be dynamically postponed if there exists scheduling collision between NB-IoT and NR. On one hand, we may need finer granularity for enabling/disabling NB-IoT resources, such as slots. On the other hand, more frequent or dynamic control may be needed, e.g., configuration or reconfiguration triggered by physical layer signals.

Proposal 3: The overlapping in-band deployment of NB-IoT with NR also needs to be considered. Similar mechanism of invalid time/frequency resources configuration as that for in-band deployment of NB-IoT and LTE can be considered as baseline with additional consideration on dynamical configuration.

2.3 Issue related to in-band deployment without guard frequency gap
For overlapping in-band deployment of NB-IoT with NR, when multiple non-anchor carriers are deployed, such pure Frequency Division Multiplexing (FDM) might cause radio resource waste. Therefore, we need to consider other scheme such as Time Division Multiplexing (TDM) mechanism to improve the utilization of the radio resources. 
As NR or NB-IoT downlink transmission can be scheduled in an arbitrary slot, the URLLC and NB-IoT service may be scheduled in the same frequency region. Due to the low latency requirement of URLLC service, URLLC may occupy the resources of NB-IoT UEs. If the number of URLLC UEs allocated in a given frequency region is large, performance of NB-IoT transmission may be degraded since the allocated NB-IoT resources are punctured by URLLC services. The NB-IoT UE needs to know what partial resources are punctured by URLLC service in order to avoid the collision happen. Therefore, the two methods (Semi-Persistent TDM or Dynamic TDM) can be further considered. 

For Semi-Persistent TDM, as shown in Figure 3 (a), subframe level resource reservation in NB-IoT can be considered. A bitmap mechanism for resource allocation has already been supported for downlink transmission in the legacy NB-IoT. Therefore, the bitmap mechanism can be reused for Semi-Persistent TDM and no other impacts to RAN2. For Dynamic TDM, as shown in Figure 3 (b), it may be mainly for the case that delay sensitive URLLC services need to be scheduled at the time when NB-IoT UEs also need to be scheduled. With Dynamic TDM, the NR UEs should be dynamically scheduled with higher priority.
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Figure 3: In-band coexistence of NB-IoT and NR system
For overlapping in-band deployment, the same solution as that for non-overlapping in-band deployment might be also used.

Proposal 4: The TDM (e.g. Semi-Persistent TDM or Dynamic TDM) scheme should be considered for in-band deployment of NB-IoT within NR without guard frequency gap for DL transmission. 
In uplink, partial allocated NB-IoT resources may also be occupied by high priority NR URLLC services. Compared with legacy LTE, due to large repetition of NB-IoT UL transmission, collision between NB-IoT transmission and UL URLLC may be more serious. If NB-IoT data are still transmitted in the resources occupied by NR URLLC, the URLLC performance would be impacted due to collision. 
Observation 3: Due to large repetition of NB-IoT transmission, collision in UL between NB-IoT transmission and NR URLLC may be more serious. 

Therefore, a dedicated control information can be considered to provide the uplink interference information to NB-IoT UE to mute the UL data transmission in corresponding resources. Briefly to say, if the UE receives the dedicated control information, the UE needs to compute the repetition number before the muting period in order to continue to do the repetition transmission after the end of muting period if the UL transmission is not succeed to be received by eNB before the muting period. In the eNB side, the corresponding action should be performed. 
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Figure 4: Muting NB-IoT uplink transmission 

Proposal 5: Some kind of muting scheme can be considered to reduce the collision in UL between NB-IoT and NR URLLC transmission.

3 Conclusion

Based on the analysis in this paper, we have the following observations and proposals:

Observation 1:  For adjacent deployment between NR and NB-IoT, if subcarrier spacing with 15 kHz is used in NR, NB-IoT can be located closely adjacent to NR. No additional RAN2 specification impacts are identified. 

Observation 2:  If subcarrier spacing other than 15 kHz is used in NR, the guard frequency gap may be needed between NB-IoT and NR to avoid the possible interference caused by subcarrier or PRB grids misalignment. No additional RAN2 specification impacts are identified. 
Observation 3: Due to large repetition of NB-IoT transmission, collision in UL between NB-IoT transmission and NR URLLC may be more serious.
Proposal 1: The adjacent deployment of NB-IoT with NR should be supported and the no RAN2 specification impacts are identified.
Proposal 2: The non-overlapping in-band deployment of NB-IoT should be supported. Similar with that for adjacent deployment between NB-IoT and NR, no RAN2 specification impacts are identified.
Proposal 3: The overlapping in-band deployment of NB-IoT with NR also needs to be considered. Similar mechanism of invalid time/frequency resources configuration as that for in-band deployment of NB-IoT and LTE can be considered as baseline with additional consideration on dynamical configuration.
Proposal 4: The TDM (e.g. Semi-Persistent TDM or Dynamic TDM) scheme should be considered for in-band deployment of NB-IoT within NR without guard frequency gap for DL transmission.
Proposal 5: Some kind of muting scheme can be considered to reduce the collision in UL between NB-IoT and NR URLLC transmission.
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