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Modified Subclause
[bookmark: _Toc535261226][bookmark: _Toc535261251]5.3.8.3	Reception of the RRCRelease by the UE
The UE shall:
1>	delay the following actions defined in this sub-clause 60 ms from the moment the RRCRelease message was received or optionally when lower layers indicate that the receipt of the RRCRelease message has been successfully acknowledged, whichever is earlier;
1>	stop timer T380, if running;
1>	stop timer T320, if running;
1>	stop timer T390, if running;
1>	if the security is not activated, perform the actions upon going to RRC_IDLE as specified in 5.3.11 with the release cause 'other' upon which the procedure ends;
1>	if the RRCRelease message includes redirectedCarrierInfo indicating redirection to eutra:
2>	if cnType is included:
3>	after the cell selection, indicate the available CN Type(s) and the received cnType to upper layers;
NOTE:	Handling the case if the E-UTRA cell selected after the redirection does not support the core network type specified by the cnType, is up to UE implementation.
1>	if the RRCRelease message includes the cellReselectionPriorities:
2>	store the cell reselection priority information provided by the cellReselectionPriorities;
2>	if the t320 is included:
3>	start timer T320, with the timer value set according to the value of t320;
1>	else:
2>	apply the cell reselection priority information broadcast in the system information;
1>	if deprioritisationReq is included:
2>	start or restart timer T325 with the timer value set to the deprioritisationTimer signalled;
2>	store the deprioritisationReq until T325 expiry;
1>	if the RRCRelease includes suspendConfig:
2>	apply the received suspendConfig;
2>	reset MAC and release the default MAC Cell Group configuration, if any;
2>	re-establish RLC entities for SRB1;
2>	if the RRCRelease message with suspendConfig was received in response to an RRCResumeRequest or an RRCResumeRequest1:
3>	stop the timer T319 if running;
3>	in the stored UE Inactive AS context:
4>	replace the KgNB and KRRCint keys with the current KgNB and KRRCint keys;
4>	replace the C-RNTI with the temporary C-RNTI in the cell the UE has received the RRCRelease message;
4>	replace the cellIdentity with the cellIdentity of the cell the UE has received the RRCRelease message;
4>	replace the physical cell identity with the physical cell identity of the cell the UE has received the RRCRelease message;
4>	replace the suspendConfig with the current suspendConfig;
2>	else:
3>	store in the UE Inactive AS Context the received suspendConfig, all current parameters configured with RRCReconfiguration or RRCResume, the current KgNB and KRRCint keys, the ROHC state, the C-RNTI used in the source PCell, the cellIdentity and the physical cell identity of the source PCell;
2>	suspend all SRB(s) and DRB(s), except SRB0;
2>	indicate PDCP suspend to lower layers of all DRBs;
2>	if the t380 is included:
3>	start timer T380, with the timer value set to t380;
2>	if the RRCRelease message is including the waitTime:
3>	start timer T302 with the value set to the waitTime;
3>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2';
2>	indicate the suspension of the RRC connection to upper layers;
2>	enter RRC_INACTIVE and perform cell selection as specified in TS 38.304 [20];
1>	else
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with the release cause 'other'.
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with the release cause 'other'.
Next Modified Subclause
[bookmark: _Toc535261236]5.3.11	UE actions upon going to RRC_IDLE
UE shall:
1>	reset MAC;
1>	if T302 is running:
2>	stop timer T302;
2>	perform the actions as specified in 5.3.14.4;
1>	stop all timers that are running except T320 and T325;
1>	discard the UE Inactive AS context;
1>	set the variable pendingRnaUpdate to false, if that is set to true;
1>	discard the KgNB, the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key, if any;
1>	release all radio resources, including release of the RLC entity, the MAC configuration and the associated PDCP entity and SDAP for all established RBs;
1>	indicate the release of the RRC connection to upper layers together with the release cause;
1>	enter RRC_IDLE and perform cell selection as specified in TS 38.304 [20], except if going to RRC_IDLE was triggered by selecting an inter-RAT cell while T311 was running;
1>	if going to RRC_IDLE was triggered by reception of the RRCRelease message including a waitTime:
2>	start timer T302 with the value set to the waitTime;
2>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2'.
Next Modified Subclause
5.3.14	Unified Access Control
[bookmark: _Toc535261252]5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer.
After a handover resulting in change of PCell in RRC_CONNECTED the UE shall defer access barring checks until it has obtained valid UAC information (from SIB1) from the target cell.
[bookmark: _Toc535261253]5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [23]):
4>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>	else:
4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicated that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-ACBarringListType indicated that uac-ImplicitACBarringList is indicated:
4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
4>	if the uac-BarringInfoSetList contain the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
4>	else:
5>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
4>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
34>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends.

Next Modified Subclause
5.3.15.2	Reception of the RRCReject by the UE

The UE shall:
1>	stop timer T300, if running;
1>	stop timer T319, if running;
1>	stop timer T302, if running;
1>	reset MAC and release the default MAC Cell Group configuration;
1>	if waitTime is configured in the RRCReject:
2>	start timer T302, with the timer value set to the waitTime;
1>	if RRCReject is received in response to a request from upper layers:
2>	inform the upper layer that access of the RRC connection failurebarring is applicable for all access categories except categories '0' and '2';;
1>	if RRCReject is received in response to an RRCSetupRequest:
2>	inform upper layers about the failure to setup the RRC connection, upon which the procedure ends;
1>	else if RRCReject is received in response to an RRCResumeRequest or an RRCResumeRequest1:
2>	if resume is triggered by upper layers:
3>	inform upper layers about the failure to resume the RRC connection;
Editor's Note: FFS In which cases upper layers are informed that a resume failure occurred upon the reception of RRC Reject.
2>	if resume is triggered due to an RNA update:
3>	set the variable pendingRnaUpdate to true;
2>	discard the current KgNB, the KRRCenc key, the KRRCint key, KUPint key and KUPenc key derived in accordance with 5.3.13.3;
2>	suspend SRB1, upon which the procedure ends;
The RRC_INACTIVE UE shall continue to monitor paging while the timer T302 is running.

