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1. Introduction

In the LS from SA2 [1], it was informed that SA2 has been studying non-public network (NPN). SA2 also concluded to select solutions #1 and #2 [2] to enable NPN.
SA2 has been studying support of Vertical and LAN Services (FS_Vertical_LAN) for Release 16. One objective of this study is to identify 5GS enhancements to support non-public networks (NPN). SA2 has concluded to select solutions #1 and #2 from TR 23.734 to enable non-public networks. 
SA2 would like to inform RAN working groups that SA2 has agreed a work item to specify the functionality of solution #1 and #2 that have impact to RAN2 and RAN3 specifications. SA2 would therefore like to request RAN working groups to take this into account and specify the related RAN functionality.

In this contribution, we will discuss the possible impact on RAN2 of solutions #1 and #2.
2. Discussion
For solution #1 [2] [3], it supports stand-alone non-pubilc network. The SA NPN is independent of PLMN operators with dedicated RAN and CN networks. The following enhancements should be considered for RAN to support SA NPN.
· NPN network discovery & access control
To discover the NPN network, RAN2 should introduce NPN identification related information. The NPN idenfication related information may include NPN network identifier (NID) and special PLMN ID (e.g. based on mobile country code (MCC) 999). In addition, it is possible to include human-readable network name ID per NID and access indication to prevent UEs not supporting SNPNs from accessing the cell. It is an intiative ideat to broadcast the above NPN idenfication related information. 
Besides, the SA NPN is only available for subscribed NPN UEs. The NPN UE can be configured with subscriber identifiers and credentials for NPN(s). For non-NPN UEs, it is desirable for RAN2 to consider access control to prevent them from camping and accessing the NPN cell. 
Therefore, to support SA NPN network discovery and access control, the system information should be enhanced.
· Cell (re-)selection

As the above analysis, only UEs with available subscriber IDs and credentials can camp and access the NPN cell. To avoid blind cell (re-)selection, it is expected that RAN can send some assistance information for UE to identify the related NPN network. For example, the assistance information can be NPN identification related carrier frequencies. The UE can just perform measurements on NPN related carrier frequencies and perform cell (re-)selection to the SA NPN network. It is benefical for UE power consumption. This will bring enhancements on UE actions for cell (re-)selection.
· Mobility between SA NPN and public networks
To support continuous service, it is reasonable to consider mobility between SA NPN and public networks. In case handover is to be supported between SA NPN and public networks, some works should be done in SA2 to support seamless handover and RAN2 may study some enhancements for measurements of NPN carrier frequencies. In case only idle mode mobility is supported in Rel-16, RAN2 needs to study how/when the public network should release the NPN UE to connect to the SA NPN. .
We provide one possible figure to summarize the above potential impacts.
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Fig. 1 standalone NPN
Proposal 1: For standalone NPN, the following RAN functionalities would be impacted: system information, access control, NPN cell (re-)selection and idle/connected mobility between SA NPN and public networks.
For solution #2 [2] [4], it supports non-stand-alone non-pubilc network (NSA NPN). The NSA NPN networks are deployed as part of public networks. Therefore, the NSA NPN are NPNs made available via public network operators, e.g., by allocating one (or more) Network Slice to the NPN. Based on the exising Rel-15 mechanism, the network slicing kind of NPN would not allow the UE to avoid trying to access the network in areas where the UE is not allowed to use the Network Slices. It is reasonable to consider Closed Access Group (CAG) like solution as a supplementary of network slicing and to apply additional access control. 
· NPN network discovery, access control & cell (re-)selection

Based on the aforementioned discussion on solution 1, RAN2 is also required to support similar CAG cell discovery, access control and cell (re-)selection. 
· Handover mobility for connected UEs
Besides, as described in [4], it is desirable to support connected mode mobility procedure, RAN2 should study mechanisms to allow the NPN UE to be handed over to a cell supporting its NPN services. The PLMN NG-RAN can handover the UE to a target NG-RAN node based on Mobility Restriction received from AMF, e.g., if the target is a CAG cell and the related CAG ID is part of the UE’s Allowed CAG list.
Proposal 2: For non-standalone NPN, the following RAN functionalities would be impacted: system information, access control, NPN cell (re-)selection and handover between NSA NPN and public networks.
According to the LS [1], SA2 requests RAN to specify the related RAN functionality to support the NPN feature. As analysed in the previous sections, there could be substantial impacts to RAN2 to support NPN features. Currently, the NPN object is out of any RAN2 SI or WI. RAN2 can agree or assume that in Rel-16 NPN should be supported by RAN and leave RAN plenary to further discuss how to support this feature.
Proposal 3: RAN2 assumes that NPN should be supported by RAN in Rel-16 and RAN should further discuss how to support this feature.
3. Conclusion

In this contribution, we discussed the NPN mechanisms in the SA2 LS [1] and presented our analysises on the possible impacts for RAN2 to support NPN in release 16. We have the following proposals. 
Proposal 1: For standalone NPN, the following RAN functionalities would be impacted: system information, access control, NPN cell (re-)selection and idle/connected mobility between SA NPN and public networks.
Proposal 2: For non-standalone NPN, the following RAN functionalities would be impacted: system information, access control, NPN cell (re-)selection and handover between NSA NPN and public networks.

Proposal 3: RAN2 assumes that NPN should be supported by RAN in Rel-16 and RAN should further discuss how to support this feature.
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