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First Modified Subclause
[bookmark: _Toc535571143]5.3.3.8	Reception of the RRCConnectionReject by the UE
The UE shall:
1>	stop timer T300;
1>	stop timer T302, if running;
1>	reset MAC;
1>	except for NB-IoT, start timer T302, with the timer value set to the waitTime;
1>	if the UE is a NB-IoT UE; or
1>	if the extendedWaitTime is present and the UE supports delay tolerant access:
2>	forward the extendedWaitTime to upper layers;
1>	if deprioritisationReq is included and the UE supports RRC Connection Reject with deprioritisation:
2>	start or restart timer T325 with the timer value set to the deprioritisationTimer signalled;
2>	store the deprioritisationReq until T325 expiry;
NOTE:	The UE stores the deprioritisation request irrespective of any cell reselection absolute priority assignments (by dedicated or common signalling) and regardless of RRC connections in E-UTRAN or other RATs unless specified otherwise.
1>	if the RRCConnectionReject is received in response to an RRCConnectionResumeRequest sent to resume a suspended RRC connection:
2>	if the rrc-SuspendIndication is not present:
3>	release all radio resources, including release of the RLC entity, the MAC configuration and the associated PDCP entity for all established or suspended RBs;
3>	discard the stored UE AS context and resumeIdentity;
3>	inform upper layers about the failure to resume the RRC connection without suspend indication and that access barring for mobile originating calls, mobile originating signalling, mobile terminating access and except for NB-IoT for mobile originating CS fallback is applicable, upon which the procedure ends;
2>	else:
3>	if the RRCConnectionReject is received in response to an RRCConnectionResumeRequest for EDT:
4>	perform the actions upon abortion of UP-EDT as specified in 5.3.3.9a;
3>	else:
4>	suspend SRB1;
3>	inform upper layers about the failure to resume the RRC connection with suspend indication and that access barring for mobile originating calls, mobile originating signalling, mobile terminating access and except for NB-IoT for mobile originating CS fallback is applicable, upon which the procedure ends;
1>	else if the RRCConnectionReject is received in response to an RRCConnectionResumeRequest sent while in RRC_INACTIVE:
2>	release the default MAC configuration;
2>	if RRCConnectionReject is received in response to a request from upper layers:
3>	inform the upper layer of the RRC connection failurethat access barring is applicable for all access categories except categories '0' and '2';
2>	if RRCConnectionReject is received in response to an RRCConnectionResumeRequest:
3>	if resume is triggered by upper layers:
4>	inform upper layers about the failure to resume the RRC connection;
3>	if resume is triggered due to an RNA update:
4>	set the variable pendingRnaUpdate to 'TRUE';
3>	discard the current KeNB, KRRCenc key, KRRCint, KUPint key and KUPenc key;
3>	suspend SRB1, upon which the procedure ends;
2>	The UE shall continue to monitor RAN and CN paging while the timer T302 is running.
1>	else:
2>	release the default MAC configuration;
2>	inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls, mobile originating signalling, mobile terminating access and except for NB-IoT, for mobile originating CS fallback is applicable, upon which the procedure ends;

Next Modified Subclause
[bookmark: _Toc535571184]5.3.8.3	Reception of the RRCConnectionRelease by the UE
The UE shall:
1>	except for NB-IoT, BL UEs or UEs in CE, delay the following actions defined in this sub-clause 60 ms from the moment the RRCConnectionRelease message was received or optionally when lower layers indicate that the receipt of the RRCConnectionRelease message has been successfully acknowledged, whichever is earlier;
1>	for BL UEs or UEs in CE, delay the following actions defined in this sub-clause 1.25 seconds from the moment the RRCConnectionRelease message was received or optionally when lower layers indicate that the receipt of the RRCConnectionRelease message has been successfully acknowledged, whichever is earlier;
1>	for NB-IoT, delay the following actions defined in this sub-clause 10 seconds from the moment the RRCConnectionRelease message was received or optionally when lower layers indicate that the receipt of the RRCConnectionRelease message has been successfully acknowledged, whichever is earlier.
NOTE:	For BL UEs, UEs in CE and NB-IoT, when STATUS reporting, as defined in TS 36.322 [7], has not been triggered and the UE has sent positive HARQ feedback (ACK), as defined in TS 36.321 [6], the lower layers can be considered to have indicated that the receipt of the RRCConnectionRelease message has been successfully acknowledged.
1>	stop T380, if running;
1>	if the RRCConnectionRelease message is received in response to an RRCConnectionResumeRequest for EDT:
2>	indicate to upper layers that the suspended RRC connection has been resumed;
2>	discard the stored UE AS context and resumeIdentity;
2>	stop timer T300;
2>	stop timer T302, if running;
2>	stop timer T303, if running;
2>	stop timer T305, if running;
2>	stop timer T306, if running;
2>	stop timer T308, if running;
2>	perform the actions as specified in 5.3.3.7;
2>	stop timer T320, if running;
2>	stop timer T322, if running;
1>	if the security is not activated and if UE is connected to 5GC:
2>	perform the actions upon leaving RRC_CONNECTED or RRC_INACTIVE as specified in 5.3.12 with the release cause 'other' upon which the procedure ends;
1>	if the RRCConnectionRelease message includes redirectedCarrierInfo indicating redirection to geran; or
1>	if the RRCConnectionRelease message includes idleModeMobilityControlInfo including freqPriorityListGERAN:
2>	if AS security has not been activated; and
2>	if upper layers indicate that redirect to GERAN without AS security is not allowed:
3>	ignore the content of the RRCConnectionRelease;
3>	perform the actions upon leaving RRC_CONNECTED or RRC_INACTIVE as specified in 5.3.12, with release cause 'other', upon which the procedure ends;
1>	if AS security has not been activated:
2>	ignore the content of redirectedCarrierInfo, if included and indicating redirection to nr;
2>	ignore the content of idleModeMobilityControlInfo, if included and including freqPriorityListNR;
2>	if the UE ignores the content of redirectedCarrierInfo or of idleModeMobilityControlInfo:
3>	perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'other', upon which the procedure ends;
1>	if the RRCConnectionRelease message includes redirectedCarrierInfo indicating redirection to eutra and if UE is connected to 5GC:
2>	if cn-Type is included:
[bookmark: _Hlk522632630]3>	after the cell selection, indicate the available CN Type(s) and the received cn-Type to upper layers;
NOTE 1:	Handling the case if the E-UTRA cell selected after the redirection does not support the core network type specified by the cn-Type, is up to UE implementation.
1>	if the RRCConnectionRelease message includes the idleModeMobilityControlInfo:
2>	store the cell reselection priority information provided by the idleModeMobilityControlInfo;
2>	if the t320 is included:
3>	start timer T320, with the timer value set according to the value of t320;
[bookmark: OLE_LINK29]1>	else:
2>	apply the cell reselection priority information broadcast in the system information;
1>	if the RRCConnectionRelease message includes the measIdleConfig:
2>	clear VarMeasIdleConfig and VarMeasIdleReport;
2>	store the received measIdleDuration in VarMeasIdleConfig;
2>	start T331 with the value of measIdleDuration;
2>	if the measIdleConfig contains measIdleCarrierListEUTRA:
3>	store the received measIdleCarrierListEUTRA in VarMeasIdleConfig;
2>	else:
3>	store the measIdleCarrierListEUTRA received in SIB5 in VarMeasIdleConfig;
2>	start performing idle mode measurements as specified in 5.6.20;
1>	for NB-IoT, if the RRCConnectionRelease message includes the redirectedCarrierInfo:
2>	if the redirectedCarrierOffsetDedicated is included in the redirectedCarrierInfo:
3>	store the dedicated offset for the frequency in redirectedCarrierInfo;
3>	start timer T322, with the timer value set according to the value of T322 in redirectedCarrierInfo;
1>	if the releaseCause received in the RRCConnectionRelease message indicates loadBalancingTAURequired:
2>	perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'load balancing TAU required';
1>	else if the releaseCause received in the RRCConnectionRelease message indicates cs-FallbackHighPriority:
2>	perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'CS Fallback High Priority';
1>	else:
2>	if the waitTime is present:
3>	start timer T302, with the timer value set according to the waitTime;
3>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2';
2>	if the extendedWaitTime is present; and
2>	if the UE supports delay tolerant access or the UE is a NB-IoT UE:
3>	forward the extendedWaitTime to upper layers;
2>	if the extendedWaitTime-CPdata is present and the NB-IoT UE only supports the Control Plane CIoT EPS optimisation:
3>	forward the extendedWaitTime-CPdata to upper layers;
2>	if the releaseCause received in the RRCConnectionRelease message indicates rrc-Suspend:
3>	perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'RRC suspension';
2>	else if rrc-InactiveConfig is included:
3>	perform the actions upon entering RRC_INACTIVE as specified in 5.3.8.7;
2>	else:
3>	perform the actions upon leaving RRC_CONNECTED or RRC_INACTIVE as specified in 5.3.12, with release cause 'other';

Next Modified Subclause
5.3.16.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if T309 is running for the Access Category:
2>	consider the access attempt as barred;
1>	if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;
2>	else if SystemInformationBlockType25 is not broadcasted:
3>	consider the access attempt as allowed;
2>	else:
3>	if SystemInformationBlockType25 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [95]):
4>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SystemInformationBlockType25;
3>	else if SystemInformationBlockType25 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SystemInformationBlockType25;
3>	else:
4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-AC-BarringListType indicated that uac-ExplicitAC-BarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contain a UAC-BarringInfoSet entry corresponding to the uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6>	perform access barring check for the Access Category as specified in 5.3.16.5, using the UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-AC-BarringListType indicated that uac-ImplicitAC-BarringList is indicated:
4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
[bookmark: _Hlk525467450]4>	if the uac-BarringInfoSetList contain the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.16.5, using the UAC-BarringInfoSet as "UAC barring parameter";
4>	else:
5>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
4>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
[bookmark: _Hlk512846859]43>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends;

End of Modifications

