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	Reason for change:
	Currently in NR, all access attempts following an RRCReject message reception by the UE are subject to re-attempt delay by timer T302, except for Emergency calls and MT access. For those attempts not exempted, only after T302 expiration the UE is allowed to make a new access attempt. 

The gNB provides priority treatment for Multimedia Priority Services (MPS) and Mission Critical Services (MCS) subscribers. At times of overload, the gNB responds with RRCReject message to connection requests. During this time, the gNB must reject MPS and MCS connection requests only as a last resort to maintain its stability.

	
	

	Summary of change:
	Add a clause to the stage 3 text clarifying that the use of RRCReject message for Access Identity 1 and Access Identity 2 UEs (i.e. MPS and MCS subscribers) in the Access Control mechanism shall only occur in exceptional cases under overload and as a last resort to maintain gNB stability
Impact Analysis
Impacted functionality:
Access Control mechanism at the gNB in NR
Inter-operability:

gNBs that have not implemented the CR may not treat the MPS and MCS access attempts with priority and respond with an RRCReject message that can delay the access attempts for MPS, MCS subscribers at times of overload.
gNBs that have implemented the CR will provide priority treatment to MPS and MCS access attempts and will respond with RRCReject only in exceptional conditions under overload to maintain its stability. 

No impact on the UE.

	
	

	Consequences if not approved:
	The priority treatment of MPS and MCS subscribers will be impacted. MPS and MCS subscribers will not be prioritized against all other access attempts. 
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FIRST CHANGE
5.3.15
RRC connection reject

5.3.15.1
Initiation

The UE initiates the procedure upon the reception of RRCReject when the UE tries to establish or resume an RRC connection.
The gNB shall handle access attempts with establishment causes ‘emergency’, ‘mps-PriorityAccess’ and ‘mcs-PriorityAccess’ with priority and at times of overload shall respond with RRCReject to these access attempts only to maintain its stability. 
5.3.15.2
Reception of the RRCReject by the UE

The UE shall:

1>
stop timer T300, if running;

1>
stop timer T319, if running;
1>
stop timer T302, if running;

1>
reset MAC and release the default MAC Cell Group configuration;
1>
if waitTime is configured in the RRCReject:
2>
start timer T302, with the timer value set to the waitTime;

1>
if RRCReject is received in response to a request from upper layers:

2>
inform the upper layer that access barring is applicable for all access categories except categories '0' and '2';

1>
if RRCReject is received in response to an RRCSetupRequest:

2>
inform upper layers about the failure to setup the RRC connection, upon which the procedure ends;

1>
else if RRCReject is received in response to an RRCResumeRequest or an RRCResumeRequest1:

2>
if resume is triggered by upper layers:

3>
inform upper layers about the failure to resume the RRC connection;

Editor's Note: FFS In which cases upper layers are informed that a resume failure occurred upon the reception of RRC Reject.

2>
if resume is triggered due to an RNA update:

3>
set the variable pendingRnaUpdate to true;

2>
discard the current KgNB, the KRRCenc key, the KRRCint key, KUPint key and KUPenc key derived in accordance with 5.3.13.3;

2>
suspend SRB1, upon which the procedure ends;

The RRC_INACTIVE UE shall continue to monitor paging while the timer T302 is running.

END OF CHANGES
