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Introduction
According to the SID [1] of the I-IOT, one objective is the “Accurate reference timing: Delivery & related process (e.g. SIB delivery or RRC delivery to UEs, Multiple Transmission points) (RAN2/RAN3/RAN1)”. In this contribution, we will discuss the issue about the use case and scenarios of clock synchronization for IIOT.
Discussion
In SA1#84 meeting, a LS S1-183707 is sent to inform RAN2 of the following information:

	To RAN2 and SA2.

ACTION: 
SA1 asks RAN2 and SA2 to take this information into account for their further work in the related SIs/WIs.  Also note that SA1 has completed the cyberCAV work item, therefore stage 2 and stage 3 work should from now on be based on requirements from TS 22.104 and TS 22.261 which take precedence over text in TR 22.804. 


Compared with the related clock synchronization service performance requirements defined in TR 22.804, the use case and scenarios of clock synchronization for IIOT in the latest version of TS 22.104 has been updated as below, which be extracted from subclause 5.6.2:

Table 5.6.2-1: Clock synchronization service performance requirements

	User-specific clock synchronicity accuracy level 
	Number of devices in one Communication group for clock synchronisation
	Clock synchronicity requirement 
	Service area 
	Scenario

	1
	Up to 300 UEs
	< 1 µs
	≤ 100 m x 100 m
	Motion control

Control-to-control communication for industrial controller

	2
	Up to 10 UEs
	< 10 µs
	≤ 2500 m2
	High data rate video streaming

	3
	Up to 100 UEs
	< 1 µs
	< 20 km2
	Smart Grid: synchronicity between PMUs


According to the SA1’s information, stage2 and stage 3 work shall be based on requirements from TS 22.104 and TS 22.261 which take precedence over text in TR 22.804. Thus, the subsequent research of IIOT about clock synchronization shall take the Clock synchronization service performance requirements from TS 22.104 into consideration. Thus, it is reasonable to capture the above table into TR 38.825.

Proposal: RAN2 is kindly requested to update the TR 38.825 according to the text given in the Annex  
Conclusion

In this contribution, we discussed the issue about the use case and scenarios of time synchronization for IIOT. The related proposal is as following:
Proposal: RAN2 is kindly requested to update the TR 38.825 according to the text given in the Annex.  
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6
Time Sensitive Networking

6.1
General

This section contains explanation on what TSN networking is and how it can be supported using 5G/NR technologies as well as analysis of the potential TSN specific enhancements of NR such has accurate reference timing delivery, QoS/scheduling enhancements and Ethernet header compression. It also contains an evaluation of NR with respect to performance and synchronization accuracy requirements as defined in [3].

6.2
TSN use cases, scenarios and architectures

Editor’s note: RAN3 responsibility

6.3
TSN performance evaluation

6.3.1
Requirements

Editor’s note: RAN2 responsibility

6.3.1.x
Clock synchronisation service performance requirements

Clock synservice pe
The following table is extracted from the subclasue 5.6.2 from TS 22.104. The related clock synchronization performance evaluation for IIOT shall be based on the following table. The scenarios listed in the table can refer to the Annex A in the TS 22.104.
Table 6.3.1.x-1: Clock synchronization service performance requirements

	User-specific clock synchronicity accuracy level 
	Number of devices in one Communication group for clock synchronisation
	Clock synchronicity requirement 
	Service area 
	Scenario

	1
	Up to 300 UEs
	< 1 µs
	≤ 100 m x 100 m
	Motion control

Control-to-control communication for industrial controller

	2
	Up to 10 UEs
	< 10 µs
	≤ 2500 m2
	High data rate video streaming

	3
	Up to 100 UEs
	< 1 µs
	< 20 km2
	Smart Grid: synchronicity between PMUs


* * * End of Change * * * 

