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[bookmark: OLE_LINK37][bookmark: OLE_LINK38][bookmark: OLE_LINK39]Introduction
Between RAN2#103bis and RAN2#104, the group held an email discussion on UE capability ID signalling, resulting in the conclusions in [1] and the text proposal in [2].  RAN2#104 did not have time to discuss the RACS study item, and this email discussion was launched after RAN2#104 and updated at RAN#82 with the following agenda:
[104#34][NR/UE Cap SI ] UE cap ID signalling options (MediaTek)
1/   Review the email discussion 103bis#12 considering any new SA2 agreements and update the conclusions from that email discussion if necessary.
      Intended outcome: Report to next meeting
      Deadline:  Thursday 2019-02-07

2/   Additional objective added at RAN#82 to review the LS from SA2 contained in RP-182727 with the aim to send a response LS to answer at least some questions before SA2#103 (starting 21 January 2018). Any questions that cannot be answered easily from the email discussion, including the question on hash function, will be handled at RAN2#105.
      Intended outcome: Approved LS
      Deadline:  Wednesday 2019-01-16


[bookmark: OLE_LINK16][bookmark: OLE_LINK24][bookmark: OLE_LINK41][bookmark: OLE_LINK17]Discussion
Phase 1: Response to SA2 LS
The LS from SA2 in [3] poses the following questions:
To RAN2, RAN3, CT4, CT1
ACTION: 	SA2 would kindly request feedback on the interim conclusions for FS_RACS documented in clause 8 of TR 23.743 for key issues 1, 2 and 3 related to the area of responsibility of each WG.
To RAN2, CT1
ACTION: 	SA2 would kindly request feedback on the hash-based solution for key issue #1 documented in clause 6.3.
TO RAN2, RAN3
ACTION: 	SA2 would kindly request feedback on the radio capability filtering aspects of solution documented in clause 6.10.

The objectives of the discussion indicate that the second question on the hash-based solution can be treated at RAN2#105, thus we focus on the remaining two questions.
1.1.1 Interim conclusions of SA2 study
The SA2 study reached a set of interim conclusions documented in clause 8 of [4].  The questions below focus on the conclusions that appear to be at least partly in RAN2 scope to comment on.
1.1.1.1 Key issue 1: How are the UE radio capabilities identified?
SA2 concluded that the UE capability ID should be “a short pointer (few octets, the exact size is to be determined by RAN 2)”.
Q1: Can RAN2 confirm that a “few octets” value is feasible, with the exact size to be determined in the normative phase?
	Company
	Yes/No
	Comment

	CATT
	Yes
	[bookmark: _Toc478126898][bookmark: _Toc506498529][bookmark: _Toc481491271][bookmark: _Toc498620518][bookmark: _Toc503469070][bookmark: _Toc506471230]The UE capability ID is assigned either by the serving PLMN or by the UE manufacturer. In R2-1805455 observation 2 is “In typical LTE networks only about 15 to 20 different UE models account for 50% of the UE population.”  It implies the number of models is very limited.
[bookmark: OLE_LINK1553][bookmark: OLE_LINK1551][bookmark: OLE_LINK1552]Please note that for a certain UE, if one capability in the UE capability set is changed, a different UE capability ID should be used for the changed capability set. We can assume that the changeable capabilities/features are very limited to let users understand and set manually. Then we can assume the number of models is limited and a few octets are enough.

	DOCOMO
	Yes
	If we go to the approach which UE sends the UE capability ID by RRC message and RAN can also store the mapping table, it would be better to use a short pointer since the UE capability ID is expected to send every RRC setup rather than only initial registration. 
Furthermore, in our understanding, the main drawback of hash-based solution is a size of UE capability ID. The interim conclusion requires few octets, but the hash based solution requires more than 32 octets.

	Ericsson
	Yes
	Based on the current assumption to use network or vendor assigned capability ID (based on TAC), it should be feasible to fit the ID within a few bytes (38-46 bits). 
Vendor assigned Capability ID:  TAC (27bits) + variable ID (8-16 bits) = 38-46 bits. 
network allocated PLMN assigned ID:  40 bits including AMF ID (24 bits). 

	INTEL
	Yes
	A few octets should be enough. If the ID is provided by the manufacturer, we need the ID to provide the manufacturer info along with the model and a ‘SW version’ of the model. We think something between 32 and 64 bits can address this. 

For the NW assigned ID, it’s upto the NW on how it views the ID, from UE perspective, it would similar to other identifiers like RNTI/TMSI except that the UE remembers this across power-cycles.

We assume that the manufacturer ID and the NW assigned ID would be different. If same field is used, one additional bit may be assigned to discriminate a NW assigned ID from a manufacturer ID.


	MediaTek
	Yes
	In general we think that a few octets should be enough considering the number of models, as described above by CATT (although the tail of the model distribution also needs to be considered).  Moreover, if we have a solution that supports delta signalling, this reduces the number of identifiers that have to be separately defined.

	vivo
	Yes
	[bookmark: OLE_LINK1626][bookmark: OLE_LINK1625]We think UE vendor based ID and NW allocated ID could have different lengths. But generally a few octets would be enough. We kind of agree with MTK that delta signaling would help to reduce the total number of possible IDs.

	OPPO
	Yes
	If we only consider the smart phone, the number of different UE models may not be so large, and a few octects would be sufficient; however, if we consider there might be various UE models in NR e.g. wearable UE, VR/AR UE, MTC UE, URLLC UE, we are not sure. Therefore, we consider a shorter point is sufficient at current stage. 
Furthermore, it also depends on whether the UE capability ID is PLMN based or manufacture based.
Besides, we consider if the UE capability is updated, the updated UE capability should be added on top of existing UE capability represented by UE capability ID, not defining new UE capability ID instead since UE may update the UE capability via OTA for at least several versions.

	Huawei
	Yes
	A few octet value is fine from RAN2 point of view, the exact size can be determined by SA2

	ZTE
	Yes
	A few octets should be sufficient.
If the UE capability ID is assigned by serving PLMN, 16 bits will be sufficient to cover up to 65536 UE models.
If the UE capability ID is assigned by the UE manufacturer, as analyzed by Intel, the ID will provide  the manufacturer info along with the model and a ‘SW version’, 32 to 64 bits can address that.
In addition,  a forward compatible design can be considered in the normative phase to allow the extension of capability ID, if needed in the future.

	Samsung
	Yes
	We agree a few octets should be enough

	Nokia
	Yes
	We suggest that the a PLMN assigned ID of up to 6 octets might be sufficient as this enables the sharing PLMN-wide of UE capability ID and reduce the need for the network to gather UE capabilities as the UE moves. 



[bookmark: OLE_LINK1559][bookmark: OLE_LINK1558][bookmark: OLE_LINK1560][bookmark: OLE_LINK1556][bookmark: OLE_LINK1557][bookmark: OLE_LINK1561][bookmark: OLE_LINK1562][bookmark: OLE_LINK1563][bookmark: OLE_LINK1564][bookmark: OLE_LINK1581]SA2 concluded that the UE capability ID is assigned “either by the serving PLMN or by the UE manufacturer”, with some details provided in [4].  The details of this aspect may not be in RAN2 scope to evaluate fully.
Q2: Any comment from RAN2 perspective on SA2’s decision to have the UE capability ID assigned by the serving PLMN or by the UE manufacturer?
	Company
	Comment

	CATT
	We have some questions:
[bookmark: OLE_LINK1565][bookmark: OLE_LINK1566][bookmark: OLE_LINK1567][bookmark: OLE_LINK1568][bookmark: OLE_LINK1569]For a certain operator’s network, whether both types of UE capability ID could be used?
[bookmark: OLE_LINK1570][bookmark: OLE_LINK1571]If so, for one UE, whether it has both types of UE capability IDs assigned by manufacturer and serving PLMN at the same time? Which one should be reported to the network?
To make things easier, it’s better to select a single way (from the two) to assign UE capability ID for any cases if feasible.

	DOCOMO
	Defining two types of IDs might increase the complexity of specification and the size of mapping table, but we tend to agree the PLMN-specific ID is helpful for some cases as described in [4]. So, we can accept the SA2’s decision.

	Ericsson
	From RAN perspective it is not important how the capability ID is generated. However, SA2 should choose one mechanism or at least ensure that the RAN does not need to distinguish different types of capability IDs. 
It is also essential that each UE-Capability-ID value (code point) unambiguously identify one and only one set of UE Capabilities. 


	INTEL
	In our understanding both identifiers could have potential practical use-cases. We expect the manufacturer-based ID can cover the majority of UE population, and is more useful as the UE capability does not need to be sent at all.  

But there is no guarantee that all OEMs will be able to provision the UE with a manufacturer-based ID.  As a fall back, the PLMN-specific ID could be considered as discussed below when the UE is not provisioned with a manufacturer-based ID, or when the PLMN does not recognize the manufacturer-based ID indicated by the UE.

In our understanding, the NW provided PLMN-specific ID case requires that every UE has to provide the full capabilities at least once per PLMN to the NW.  The PLMN-specific ID can avoid UE providing the UE capability again at every Attach.  But we note that this same objective could be achieved by using a single bit in Attach to indicate to the network that the previous signaled capability is still valid and network can re-use the previously signaled UE capability.  Hence the NW provided ID does not seem to be a benefit over the radio interface if the UE has only one NW provided ID.  

Network assigned ID can save on network storage requirements as the UE capability could be replaced by the capability ID for each UE and only one mapping needs to be stored.  This can still be achieved by keeping such ID assignment internal to the network without impacting UE or providing the NW assigned capability ID to the UE.  

The scenario where we see benefit over the radio interface is if the UE were to use different capabilities in the same PLMN and switch between them.  The UE can store multiple NW provided IDs such that the UE can signal just the ID (in that PLMN) whenever the capability changes, thereby skipping the reporting of full changes capabilities again.

It is also our understanding that NW provided ID can potentially impact the other RAN2 aspects like RAN/NAS signaling etc.


	MediaTek
	We also have some concern about supporting both approaches, and we think SA2 should be asked the question about simultaneous support and whether a UE could have both types of IDs assigned.

	vivo
	We are wondering what it implies for supporting “either by the serving PLMN or by the UE manufacturer”, does that mean in a certain network per PLMN, there may have two kinds of IDs coexist? We could ask SA2 how the two approaches are supposed to work together if this was their intention. 


	OPPO
	We also consider both options have some benefits and could be applied to different use cases. Besides, from RAN2 perspective, we don’t see any issue to support both. Therefore, we prefer to have SA2 to decide this.

	Huawei
	These two options can be studied further. If both are supported, when the actual UE radio capability is absent in the CN, and RAN is asked to enquiry the capability from the UE, the RAN shall be able to know which  option is used for filtering setting.

	ZTE
	We see some benefits on the manufacturer-specific solution in the roaming cases. However, considering the manufacturer-specific solution requires a corporation among all the manufacturers, it is not clear how to achieve that. 
To reduce the complexity, maybe we can take the PLMN specific solution as baseline in RAN2, and leave the discussion on manufacturer-specific solution to SA2.

	Samsung
	Although in general it seems preferable to limit options, we assume this is largely transparent to RAN (although with PLMN assigned IDs the same UE capabilities may be stored multiple times in the RAN database when network sharing is used)

	Nokia
	From a system perspective, the ID needs to be assigned in a centralized manner to avoid clashes among IDs unless the ID space is fragmented per AMF region/set. Fragmentation mean we may need bigger ID space and also still need to decide a way to assigned to certain AMF the role of ID assignment/management. If we have a centralized entity doing the assignment this can be also the entity that the CN can query if a ID is not understood in a certain CN node. We think that the UE manufacturer provided Capability ID method advantage is limited and having multiple solutions means that the RAN might have to be aware of the different types of ID and this complicates the solution unnecessarily. Also, from RAN perspective, it should be enough that the ID maps 1:1 to the UE capabilities.



SA2 concluded that “It shall be possible for a UE to change the set of UE Radio Capabilities in time and signal the associated UE capability ID, if available”.
Q3: Can RAN2 confirm that signalling an updated UE capability ID after changing the set of radio capabilities is feasible?
	Company
	Yes/No
	Comment

	CATT
	Yes
	UE can update the UE capability ID in some cases, e.g.:
1. Upgrade
2. Switching on/off some feature by user.
3. Change the Service-based UE capability ID

	DOCOMO
	Yes
	There would be no impact on RAN as long as UE goes to RRC_IDLE when the UE triggers the UE Radio Capability update.

	Ericsson
	Yes
	If the UE changes its UE capabilities (allowed only during RRC IDLE!) it shall also change its UE capability ID. Otherwise, the UE capability ID would not identify one set of UE capabilities unambiguously.
Furthermore, a UE should not arbitrarily change the UE capability ID even though it did not change its UE capabilities since that would defeat the purpose of the UE capability ID. 

Note that the UE shall not change the capability ID if the set of provided UE capabilities “change” only because of the network requested them with a different filter (see Q11).

	INTEL
	Yes
	The UE should be able to provide a different capability ID to reflect a change in capabilities. The new mechanism should allow the UE to provide a different capability ID if the new capability also has an ID associated with it.

	MediaTek
	Yes
	Depending on the requirements, we could define signalling that could be used for an update in connected mode, or rely on connection setup signalling requiring a transition to RRC_IDLE.  Both of these alternatives seem to fit within the kind of signalling that RAN2 have already been considering.

	vivo
	Yes
	First of all we’d like to have emphasis on that every capability should have an unambiguous ID. As mentioned above, UE may initial to change the UE capability due to several cases, then the corresponding UE capability ID should be changed. Considering the connected mode, at least the RAT on/off case is obvious from SA2, this kind of change should be taken into account.

	OPPO
	Yes
	This needs to be supported since
1. UE always would like to upgrade some UE capabilities via OTA
2. Some features may e switched on/off by users via configuration or via changing the subscription information

	Huawei
	Yes
	Yes, when the radio capabilities change, the straightforward solution is to assign a new UE capability ID. However, which procedure is used to assign a new UE capability ID impacts RAN. If the UE should detach firstly and attach with a new UE capability ID, RAN2 has no spec impacts but there is interruption during the change of radio capabilities. If UE can change its radio capabilities whenever it wants, e.g. UE in RRC_connected state, how to support this procedure is not clear in RAN perspective.

	ZTE
	Yes
	It is possible. And the issue may be that whether the capability update can be made in CONNECTED state or the UE has to go to IDLE first.

	Samsung
	Yes
	We understand this question concerns change of the full UE capabilities (i.e. not the dynamic change of some capabilities due to overheating as only visible in RAN) and think that introducing the model ID can be done while preserving current limitations regarding when a change can be done/ indicated

	Nokia
	Yes
	We assume the UE is allowed to inform the network change of its capabilities only after a transition to RRC_IDLE (but does not need a DETACH). 



SA2 concluded that “The network or the Manufacturer shall be able to change the UE Capability ID associated with a device”, for cases including change of capabilities and remapping or OAM procedures in the network.  This seems to relate more to configuration and storage of the ID than to signalling and as such may not be fully in RAN2 scope.
[bookmark: OLE_LINK1687][bookmark: OLE_LINK1688]Q4: Any comment from RAN2 perspective on SA2’s decision that the network/manufacturer shall be able to change the UE capability ID?
	Company
	Comment

	CATT
	Not understand well. Does this question mean that the network/manufacturer wants to assign a different UE capability ID to the same UE capability set? And supports to recycle the old UE capability ID and re-assign it to a new capability set? 

	DOCOMO
	It would be supported if we can accept to define two types of IDs. Although this comment is not from a RAN2 perspective, there may be a few impacts on N2 interface for the AMF triggered UE capability ID change.

	Ericsson
	[bookmark: OLE_LINK1669][bookmark: OLE_LINK1668][bookmark: OLE_LINK1666][bookmark: OLE_LINK1667]As mentioned for Q3, the UE capability ID shall change when the UE capabilities change but it should not change when the capabilities do not change. 

	INTEL
	SA2 conclusion is pasted below:

“The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) or for remapping or OAM procedures in the network side”

The SW upgrade from yellow would mean that the UE initiates the changes in capability due to SW upgrade, in which case the NW may provide a new capability ID (for the changed capability). In the case of manufacturer ID, a new manufacturer ID would be present for the UE to provide to the NW. In either case, the capability ID for the earlier reported (old) capability does not need to be changed.

For the OAM procedure case (cyan) the applicability is only to the NW provided ID case, as for manufacturer ID case, the NW can just delete the saved capabilities and can rebuild based on UE reported manufacturer ID. For the NW provided ID case, as long as the NW does not use the earlier provided IDs again, we do not run into problems except for using up of the ID space.  But the case of UE invalidating the earlier provided ID with a newly provided ID for the same capability, we have a concern about the implied complexity (e.g. how to update all impacted UEs simultaneously, how to handle unreachable UEs, etc.). We are actually thinking on the practical use-case where the OAM remapping procedure would be needed at all! 


	MediaTek
	This is partly related to Q3, where we think there is no particular difficulty in signalling a new ID from the UE for a changed set of capabilities.  If SA2 decide that the network can change the capability ID, this would have some signalling impact to define a message carrying the new ID in the downlink direction—it could e.g. be added to the RRCReconfiguration.

	vivo
	We share similar understanding as Ericsson. Once the UE capability is changed, the UE capability ID should be changed as well. 
Only if the capability ID is NW allocated and UE specific, it can be no change provided that network can identify a UE’s capability unambiguously. Regarding the OAM initialed UE capability ID change, if this remapping would impact all the UEs currently using the same ID, we’d like to first make clear what the motivation is.

	OPPO
	We consider this question is not clear. 
If as understood by CATT, we think it would be possible, but not very frequent, and operator or manufacture should guarantee there is no capability ID collision in the network. 
If it means whether UE can use another UE capability ID when changing or updating the UE capability set, we think it depends on the way for UE capability updating. We could either update the UE capability set with assigning a new capability ID or update the UE capability set with existing capability ID plus the additional UE capabilities.

	Huawei
	It should be supported that the network or the manufacturer can change the UE Capability ID associated with a device, since the radio capability of a device can be changed, e.g. SW upgrade on the device side.

	ZTE
	I do not fully understand the usage.  Does this mean the mapping between capability ID and detail capability can be changed dynamically? Or the capability ID can only be changed in case the capability supported on UE side is changed (e.g SW update).

For the former case, if the mapping can be changed, then it will be difficult for the NW to determine which mapping rule is used on UE side, the new one or the old one. Therefore, maybe we can say that to avoid the ambiguity on the understand of capability ID, we think the mapping between capability ID and detail capability can not be changed. But the capability ID used in device can be changed if the capability supported on UE side is changed.

	Samsung
	Alike others, we agree the ID would change if the UE capabilities change. We are not sure about the change of ID while UE capabilities remain the same and would first like to understand the additional impacts to RAN, if any.

	Nokia
	We think that the UE manufacturer provided Capability ID method advantage is limited and having multiple solutions means that the RAN might have to be aware of the different types of ID and this complicates the solution unnecessarily. Also, from RAN perspective, it should be enough that the ID maps unambigously to the UE capabilities.



[bookmark: OLE_LINK1671][bookmark: OLE_LINK1672][bookmark: OLE_LINK1670]SA2 concluded that a solution involving delta signalling of capability sets is recommended for normative work, subject to confirmation from RAN2.  RAN2 have not yet discussed this issue but may be able to give a preliminary response.
Q5: Can RAN2 confirm that delta signalling of UE capability set, i.e. a combination of a UE capability ID and a “delta set” of variances from the capability set encoded by the ID, is feasible?
	Company
	Yes/No
	Comment

	CATT
	Yes
	It is feasible. However, the direct combination of a UE capability ID and a “delta set” is not simple as it looks. If reusing the structure of UECapabilityInformation message, the network should know which capability is changed, e.g. for a capability bit not present, whether it means the UE doesn’t support it any more or it is not changed?  
Or define the new IEs to indicate which capabilities are updated or changed. Further, it needs to be evaluated the spec impact and complexity.
There is another simpler way to realize the delta signaling. The reported capabilities set is compressed using the capabilities set identified with a UE capability ID as dictionary, e.g. using deflate algorithm. Both the UE capability ID and compressed capabilities set are reported to the network. So we should also discuss that how to report the “delta set”. When define “delta set”, it is proposed to consider the complexity and specification impact.

	DOCOMO
	No
	We are wondering if this solution is highly expected. It seems that the use case and benefit may be limited. Specifically, this solution is not necessary as long as assigning an appropriate ID by UE manufacturer, and the signalling reduction effect depends on the size of “delta set”. 
Since this solution would highly increase the complexity of the specification/implementation, we do NOT prefer to support it.

	Ericsson
	No
	So far RRC does not use delta signalling for uplink and we do not support introducing it for this purpose as we don’t see benefits that would justify the significant additional complexity. 

First of all, the optionality bit in UE capability fields is typically used to indicate support/no-support. Hence, absence of the field could not be interpreted as “Need M” (maintain). Significant changes to the UE capability structure would be necessary to support delta signalling. 
Secondly, the supportedBandCombinations the UL-/DL feature sets, the UL/DL feature sets per CC and the feature set combinations are large lists that refer to each other. Changes to the UE capabilities will likely impact those lists (fewer/more feature sets in general; fewer/more feature sets per CC inside a feature set, ...). And such changes will typically also change the IDs used to link between the elements of those lists. Reflecting this in delta signalling will add significant complexity in implementation of UE and network side and just make it likely that the UE capability ID will never be taken into use. 

	INTEL
	No
	Our understanding of this is that if the UE capability has changed compared to the earlier provided capability (which also has an ID associated with it), the UE would only provide the delta change compared to the earlier provided capability, and the NW combines both when providing a new ID to this combined capability. 
We think it’s not always possible to clearly separate capabilities that can be replaced/added to the already reported capabilities and the associated complexity of preparing the delta at the UE and combining at the NW does not offset the advantage of skipping in reporting of the entire capability again (for the changed one). 

Furthermore, this looks like an optimization as the UE already has the means to report the new capability and get an ID without any change.

We also have to understand how the filtering impacts this.

Our current view is to discuss this in next RAN meeting before taking a stance.


	MediaTek
	Yes
	We think this is important to cover some cases such as PLMN-specific settings, and it would also be useful for the “change of capabilities” use case discussed above.  We anticipate that the changes would be concentrated in certain capability fields (e.g. band combination support, where some combinations could be enabled/disabled per PLMN) where the signalling is not particularly complex to define.  We will bring a related contribution to RAN2#105.

Considering the nature of the SA2 comment, we think that the RAN2 response should focus on feasibility, as SA2 have already established that they consider this solution desirable to support.

	vivo
	Yes
	Considering the Network-allocated ID case, it is based on the UE reporting full capability at least once, if UE capability has changed, it needs to report the new full capability, while reporting the “delta” can significantly reduce the signaling.
In our understanding, “delta” may not be the existing UE capability IE fields. For example, regarding the RAT on/off case, a “delta” can be switch to one certain RAT. 
At least we can response to SA2 that it is feasible for UE capability update case, other detailed delta impact could be discussed in RAN2#105.

	OPPO
	Yes
	It is feasible to combine the UE capability ID and a set of UE capabilities on top of that. And with this, frequent changing of the UE capability ID could be avoided.

	Huawei
	Possible, but…
	In the first place, we think this solution, if is to be supported, is only designed for the radio capabilities change scenario. Moreover, the “delta” shall be limited to very simple switch on/off indication, for example indication of switch off some function (e.g 5G capability, MR-DC capablility) for a baseline Capability ID. It would not be preferred to use the “delta” to change the very detail capability of the UE (for example remove/add some BCs, featureSets, from a baseline capability)
IHn our understanding, both UE capability ID + “delta set” and assigning a new UE capability ID described in Q3 are feasible solutions for radio capability change scenario. Maybe we should identify the use cases of radio capabilities change firstly, then we can further study the appropriate solution.

	ZTE
	No
	Involving delta signaling of capability sets is quite complicated. We may need to identify which part in the UE capability information can be signaled as the delta part e.g supportedBandCombinationList, featureSets, and featureSetCombinations and form the corresponding ASN.1 for the UE capability ID + delta signaling, which will be quite difficult to reach a consensus and the discussion will be painful for all of us.
I guess we can separate the discussion on capability ID and the temporary capability restriction due to power saving or over heating. For the normal capability fetch procedure, considering the extra complexity, we also think there is no need to support delta capability.

	Samsung
	Yes
	We think it may be useful to have delta signaling but not in the sense that UE indicates differences compared to what it previously reported but more like what we do for FDD/ TDD.
Typically there are a many variants of a particular UE model with slightly different UE capabilities. We think it may be useful to apply the same ID for these different variants i.e. as follows:
a) the ID defines a common baseline set of capabilities
b) the UE may additionally signal any differences compared to the common baseline defined by the ID
I.e. an approach similar to how we indicate differences for FDD/TDD or FR1/FR2.
We agree this may introduce additional complexity and hence it will require further study (and may bring a paper to RAN2#105 about this).

	Nokia
	No
	As Ericcson and Docomo pointed out already, the solution to support this case is quite heavy considering the infrequency of the change of capabilities (due to the use cases identified above).



[bookmark: OLE_LINK1679][bookmark: OLE_LINK1680]SA2 concluded that “The mapping between a specific capability ID and a corresponding set of capabilities does not change once set.”
[bookmark: OLE_LINK1681][bookmark: OLE_LINK1682][bookmark: OLE_LINK1726][bookmark: OLE_LINK1725][bookmark: OLE_LINK1730][bookmark: OLE_LINK1729][bookmark: OLE_LINK1689][bookmark: OLE_LINK1727][bookmark: OLE_LINK1728][bookmark: OLE_LINK1678][bookmark: OLE_LINK1677][bookmark: OLE_LINK1676]Q6: Can RAN2 confirm that it is feasible to maintain this mapping as unchanging once it is set?
	Company
	Yes/No
	Comment

	CATT
	Yes
	It is simple and stable.

	DOCOMO
	Yes?
	We can confirm this except for AMF triggered UE capability ID change. The interim conclusion related to between Q4 and Q6 seems to be inconsistent. In our understanding, the UE capability ID in the mapping table can be changed by serving PLMN AMF without changing the corresponding set of capabilities for remapping. 

	Ericsson
	Yes
	Each capability ID should map to one set of capabilities to keep it simple. From vendor ID perspective, UE must always ensure that the UE capability ID is always mapped to a unique capability set but from network perspective, it should be feasible to support recycling of ID’s with time . 

	Intel
	Yes
	We think the ID-capability mapping should remain unchanged. We are not sure how the OAM remapping from Q4 relates to this, but keeping the mapping constant across the UE and all the NW nodes is simpler and less error-prone.

	MediaTek
	Yes, but
	We also see some conflict with Q4, and we think SA2 should be asked to clarify this point in the LS.  There is potential RAN2 impact from the answer, as if the mapping can change, RAN2 could be responsible for defining signalling to keep the UE and network mappings in sync (depending on which layer is used for signalling).

	vivo
	Yes
	Our understanding is as follow: 
Mapping relation is a dictionary from network point of view, if UE capability is changed, then UE needs a new ID, and if this new capability is not in the dictionary, the new ID should be added into the dictionary. The mapping itself is stable. Again, we’d like to know Q4’s motivation.

	OPPO
	Yes
	Agree especially considering the legacy UE in the market.

	Huawei
	Yes
	

	ZTE
	Yes
	We think the mapping between ID and capability should be unchanged once set. Such conclusion conflicts with the remapping mentioned in Q4, more input from SA2 is needed for us to understand better.

	Samsung
	Yes
	Keeping the mapping unchanged seems simplest. Recycling of IDs may result in errors

	Nokia
	Yes
	Please see response to Q2.



1.1.1.2 Key issue 2: Where are the UE radio capabilities stored?
The SA2 conclusions on this issue are relevant to SA2 and RAN3.  It does not appear that there is much in RAN2 scope to discuss here.  However, as part of the previous email discussion RAN2 did discuss the possible need for visibility of the mapping from capability ID to capability set in RAN/CN/both, and apparently reached consensus that it was useful to have the mapping visible in both places.
Q7: Can RAN2 indicate that it is beneficial to have the mapping from ID to capability set visible both in RAN and CN?
	Company
	Yes/No
	Comment

	CATT
	Yes
	The mapping from ID to capability set is visible in RAN can reduce the signalling over the network interface and also can reduce the CP latency.

	DOCOMO
	Yes
	We agree the rapporteur’s analysis on previous email discussion.

	Ericsson
	Yes
	As already agreed in the previous RAN 2 email discussion, it is useful information to have a mapping in RAN between capability ID and capabilities for signaling reduction. 

	INTEL
	Yes
	Yes RAN should have the visibility as well.

	MediaTek
	Yes
	We consider that consensus was reached in the previous discussion and this point can be indicated to SA2 in the response LS.

	vivo
	Yes
	Both places could store the mapping relation.

	OPPO
	Yes
	The ID should be visible to CN definitely, and it should also be easier for RAN to do some optimization if the ID is visible to RAN.

	Huawei
	Yes
	Yes. In RAN side, the capability ID dictionary is also useful due to the following reasons:
1) It could be used to reduce the requirement for storage resources if multiple CONNECTED UE or INACTIVE UE share the same capability ID.
2) It could be used to reduce the radio capability transfer on network interfaces.
3) It could allow the gNB to prepare the radio resources even before Initial Context Setup request, where the UE capability is carrier in legacy procedure.

	ZTE
	Yes
	

	Samsung
	Yes
	

	Nokia
	Yes
	Yes, allowing this means the RAN may also benefit by reduced signalling message sizes within the network wherever possible.



Q8: Any comments from RAN2 perspective on the SA2 conclusions for KI#2?
	Company
	Comment

	Huawei
	The UE capability ID dictionary in RAN side should be maintained in best effort mode. Actually, the gNB would maintain the UE radio capability set and capability ID for RRC_CONNECTED and RRC_INACTIVE UE naturally. It is up to the gNB to increase the size of the dictionary in the RAN side, according to the storage capacity in gNB to store more radio capability set and capability ID for IDLE UEs, and anyway up to eNB implementation.

	Samsung
	Earlier a pure RAN based solution was discussed. We assume such solution is not precluded but it may be good to clarify the status



1.1.1.3 Key issue 3: How are the UE radio capabilities managed?
SA2 concluded that “RACS procedures will apply to 5GS”, and indicated that applicability to EPS will be decided in the normative phase based on the objectives of the WI.  From a RAN2 perspective, this means that the procedures could be considered for eLTE as well as NR.  However, RAN2 discussion so far has been focussed on NR.
Q9: From RAN2 perspective, do procedures need to be considered at this stage for the LTE RAT (connecting to 5GC) as well as the NR RAT?
	Company
	Yes/No
	Comment

	CATT
	No
	It is proposed to focus on NR at this stage. 

	DOCOMO
	Yes
	We have already agreed and informed to SA2 that “RAN2 study that addresses UE capability ID based solutions should first consider solutions applicable for 5GS, if CN is involved (and can later consider whether they might be applicable for EPS)”. The existing solutions discussed in RAN2 can also apply to LTE connected to 5GC.

	Ericsson
	No
	It is optimum to focus on NR at this stage and strengthen the concept that could later be replicated to other RAT and CNs. 

	INTEL
	Yes (but)
	Our view is to focus the discussion on NR and we can consider whether this can be extended to eLTE.

	MediaTek
	No, but
	Discussion so far has been centred on the NR RAT in the SI phase.  However, we see the solutions discussed for NR as being generally feasible to adapt to LTE, and it could be considered in the WI phase if LTE signalling should be in scope as well as NR signalling.

	vivo
	Yes
	We can consider eLTE and NR together in the WI stage when we design the detail signaling.

	OPPO
	No
	Agree to only support this feature in NR without involving LTE RAT

	Huawei
	Yes (but)
	It would better to follow the agreements in RAN2#103bis meeting: 
For solutions that are based on UE capability IDs, RAN2 should first consider the case where NR is the master node. As a second step, solutions for NR should then be adapted to work in the LTE is master node.
For mechanisms that relate to segmentation/compression, the scope of the SI should first consider the case of transmission of UE capabilities over NR RRC. As a second step, solutions for NR should then be adapted to work in the LTE RRC.

	ZTE
	No
	We suggest to focus on NR at this stage.

	Samsung
	No, but
	We can focus discussion on NR and later consider adopting the same/ similar framework/mechanism in LTE.

	Nokia
	No
	We prefer to have the solution specified for NR and then reuse the solution towards EPS.



SA2 concluded that “it is mandatory to signal the UE Capability ID in Initial Registration” (for UEs that support the feature and are configured with a capability ID), while leaving the decision of using NAS signalling or RRC connection establishment and N2 signalling to be determined along with RAN2 and SA3.  Note that the SA2 LS did not go to SA3 and the related security issues may need to be raised by RAN2.
For now, RAN2 may be able to confirm that from our perspective either NAS or RRC signalling would be feasible, pending security approval from SA3 for the use of RRC signalling.
Q10: Can RAN2 confirm that from RAN2 perspective, it would be feasible to use either NAS signalling or RRC connection establishment signalling to transfer the UE capability ID, provided SA3 have no objections from a security point of view?
	Company
	Yes/No
	Comment

	CATT
	
	It is proposed to use RRC connection establishment signalling to transfer the UE capability ID. Since gNB can acquire UE’s capability by the UE capability ID in RRC connection establishment signaling when it is aware by gNB. 

	DOCOMO
	Yes
	For further discussion, we would like to clarify whether the RACS feature can (partially) work whenever CN and UE support it, no matter whether RAN supports it. We might need to consider both or selective sending solution using NAS and/or RRC + N2 signalling since the RAN which does not support RACS feature cannot comprehend the UE capability ID.

	Ericsson
	Yes
	From RAN 2 perspective, it should be fine to use either NAS or AS signaling, given SA3 has no security concerns. 

	INTEL
	
	RAN or NAS signaling needs to be evaluated based on the NW provided ID status. We think this needs discussion in RAN2#105.

	MediaTek
	Yes
	The TR already captures solutions for these alternatives, for which we think RAN2 can confirm the feasibility.

Regarding DOCOMO’s point above, if connection establishment signalling is used to transfer the UE capability ID and the gNB does not support the RACS feature, the gNB would request an explicit transfer of capability, with the extra signalling cost.  In this sense the solution using connection establishment signalling is feasible, but whether the feature should work with CN support only needs to be considered as part of the discussion of which signalling approach to use.  We don’t see that it needs to be resolved for the reply LS; for that we can confirm both approaches are feasible.

	vivo
	Yes
	We can confirm it is feasible for either approach from RAN2 perspective.

	OPPO
	
	If without considering security issue, it seems faster to use RRC connection establishment signaling to transfer the UE capability ID comparing with NAS signaling. However, we are not sure whether it would be so urgent to have this information in RAN, since it seems no problem when we report the capabilities after the security is established. 
Therefore, if UE is registered to the network for the first time, the UE could report the ID via NAS signaling without any impact on RRC level; if UE is access to the network afterwards, the UE could report the ID via existing Capability Enquiry procedure.

	Huawei
	Yes
	Yes, these two options can be studied further, but RRC signaling based Capability ID report is preferred if no objection from SA3.

	ZTE
	Yes
	From our perspective either NAS or RRC signaling would be  feasible,  provided SA3 have no objections from a security point of view.

	Samsung
	Yes
	Both approaches seem feasible

	Nokia
	Yes
	We can certainly assume that if a UE capability ID can be linked to a device type (independent of the assignment method) it is safe to say we do not want to send unencrypted in NAS or AS. 



1.1.2 Radio capability filtering
As noted in [3], clause 6.10 of [4] describes a solution involving filtering of the UE radio capability.  It may be necessary to discuss the details of the solution in RAN2#105.
[bookmark: OLE_LINK1693][bookmark: OLE_LINK1692][bookmark: OLE_LINK1732][bookmark: OLE_LINK1731][bookmark: OLE_LINK1733]Q11: Any comments from a RAN2 perspective on the filtering solution in clause 6.10 of [4]?
	Company
	Comment

	DOCOMO
	The filtering aspects should be considered in RACS feature, but the solution needs to be discussed further. In our understanding, it would be difficult to set the valid PLMN-wide URCF since it means to align the filtering policy among all RAN nodes per PLMN and since the filtering policy depends on supporting features in RAN node. So, we prefer more simple solution which does not involve to CN i.e. the CN stores the full UE radio capabilities rather than the filtered UE radio capabilities, like existing LTE/EPC.

	Ericsson
	We think that the URCF functionality proposed in clause 6.10 requires very close coupling between the RAN and core network/OAM which is not the case currently. UE Capability filters are set by RRC and meant to be set by RAN nodes in ASN.1, so if the URCF is send by the CN/OAM, it would anyway be translated by the RAN node into ASN.1 In case of OAM configured filters, it needs manual configuration/feeding of RAN configuration into OAM to create the filters while CN also does not have clear visibility on the features supported by RAN network .  

	Intel
	Can be discussed in RAN2#105.

	MediaTek
	We don’t see a big benefit from the filtering solution.  It seems to help only in case (1) the capability ID is not used, (2) the features of interest are consistent all across the PLMN, and (3) all the RAN nodes support the filter handshake procedures.  It also has fairly widespread spec impact as indicated in the description in [4].  Finally, it seems somewhat inconsistent with the idea of using connection establishment signalling for the UE capability ID, since the URCF is not provided to the UE until the UE capability enquiry (Figure 6.10.3-6 of [4]).  For the response LS, we would like to indicate that RAN2 see limited benefit and some added complexity from this solution.

	vivo
	We see very few benefit for the filtering solution. Filtering is already supported from RAN node, the use cases for the mentioned solution are very limited. 

	OPPO
	Our understanding regarding this solution is that it seems network would like to enquiry the UE capabilities with its interests and defining the UE Capability ID based on the URCF results responded by UE. However, several questions should be clarified:
1. If Network would like to have the full control, is it possible to not use UE capability ID since the size may be reduced based on the filtering message provided in URCF?
2. Whether the URCF is UE specific or network specific? If it is network specific, why we need different URCF types? And how the network decides which one to use?
3. Whether the way to maintain UE capabilities would be changed, if not, why UE needs to store this information? What’s the future use?

	Huawei
	If our understanding is correct, the URCF is a capability filtering setting in PLMN level, to ensure that the UEs with same model report the same capability in a PLMN. In RAN side, the filtering mechanism has been supported in UE capability enquiry. The URCF based filtering solution, if necessary, shall be based on the existing filtering mechanism, we don’t see the real necessity to introduce URCF indication between UE and network. If a PLMN level filtering is required, the CN could provide such filtering requirement (URCF) to RAN and RAN could translate the it to RAN filtering set.

	ZTE
	I think the normal filtering operation without capability ID has already been supported in current specs (e.g. filtering based on RAT/band).  We see limited benefits but considerable complexities in the URCF solution.

	Samsung
	Given that UE capabilities may still need to be retrieved from the UE and that full UE capabilities may be huge, this seems to deserve some further study. 

	Nokia
	Our understanding of having the filter coordinated at a PLMN wide level is to ensure that the UE Capability ID can be consistently interpreted within the PLMN without having to frequently query the UE. At the same time, the advantage is on the size of the UE capability largely lower than having the “full blown” set which is rarely used in its full form. Furthermore, this ensures a network can consistently flush the allocated IDs in synchronous manner with the update of the filter in a centralized manner.



1.1.3 Hash-based solution
It is indicated in [3] that SA2 consider a hash-based solution to key issue #1 and feedback is solicited.  Considering the decided scope of this email discussion and the potential complexity of the issue (which has not yet been discussed in RAN2), this issue can be discussed in RAN2#105.
Phase 2: Update to conclusions of [103bis#12]
Phase 2 of this discussion revisits the conclusions of email discussion [103bis#12] ([1]) considering the updated SA2 status, to see if the conclusions can be updated.
1.1.4 Conclusions from [103bis#12]
Discussion [103bis#12] reached the following conclusions:
· Proposal 1: Capture in the TR that RRC signalling allows the RAN to know the UE capability ID and use it locally, e.g. in case there are multiple UEs served by the RAN with the same capability, and if sent early in the connection procedure, it can enable RAN caching for early configuration of the UE capability.  Capture also that security may need to be considered in case the capability ID would be sent before SMC.
· Proposal 2: Capture in the TR that NAS signalling of the ID enables a solution transparent to RRC, but prevents the ID from being readily visible to the RAN.
· Proposal 3: Capture in the TR that it is considered to send the capability ID in either Msg5 or UECapabilityInformation, but the security issue of Msg5 needs to be resolved.  Send an LS to SA3 inquiring about the possibility of sending the capability ID before security is established.
· Proposal 4: Capture in the TR that RAN visibility of the capability ID is beneficial for RAN caching, signalling reduction on network interfaces, and early RRM decisions.
· Proposal 5: Capture in the TR that the benefits of having the mapping visible at the RAN include enabling RAN caching and reducing overhead on network interfaces.
· Proposal 6: Capture in the TR that the benefits of having the mapping visible at the core network include the ability to use the CN as a “master” repository of the mapping, the ability for the RAN to refer to the CN when it is not aware of the mapping, and access to the capability mapping also for UEs in RRC_IDLE.
· Proposal 7: Further discussion is needed on partial capability retrieval.
· Proposal 8: Capture in the TR an FFS point for one ID covering all containers vs. separate IDs for the different containers.
· Proposal 9: Capture in the TR that the ID based mechanism can coexist with NAS initiated changes of capability, but the details are FFS.
· Proposal 10: Capture in the TR that the ID based mechanism is intended to coexist with, rather than replace, the legacy capability transfer signalling.
A text proposal was also generated as a result of the email discussion and included in [2].
1.1.5 RRC and NAS signalling
Proposals 1-3 from [1] relate to the use of RRC and NAS signalling to carry the capability ID.  The outcome of the discussion was that RRC signalling allows visibility and usage in the RAN e.g. for RAN caching of the capability, while NAS signalling enables a solution transparent to RRC but makes it difficult for the RAN to know the capability ID.
The related SA2 conclusions indicate that RAN2 has a role to play in selecting between RRC and NAS signalling ([4], section 8):
NOTE 4:	Whether UE indicates the UE capability ID via NAS or via RRC connection establishement+N2 signalling will be determined in coordination with RAN2 and SA WG3.
In phase 1, the discussion concluded that using either RRC or NAS signalling is feasible.  SA3 have been consulted in [5] for their view of the security aspects, so it appears that the LS suggested in proposal 3 is not necessary.
Q12: Any additional comments from a RAN2 perspective on the choice between RRC and NAS signalling for carrying the UE capability ID?
	Company
	Comment

	MediaTek
	We somewhat prefer RRC signalling early in the connection procedure, for the reasons discussed previously: the possibility for local use of the capability ID by the RAN, including RAN caching for early configuration.  We think RAN2 could conclude that RRC signalling is used for the transfer (Approach 1 of the TP in [2]) provided SA3 have no security objections.

	CATT
	We prefer to use RRC signaling. As we discussed in phase 1, the mapping from ID to capability set visible both in RAN and CN. For many cases, the UE capability acquire procedure is only between UE and gNB via RRC signaling.

	Qualcomm Incorporated
	Proposal 1 and proposal 2 from the email discussion [103bis#12] look misleading and should be revised.
Even with NAS signaling solution, the UE Capability ID is known to RAN node at the UE context setup during RRC connection establishment. Assuming RRC signaling allows the delivery of UE Capability ID in Msg5, we do not see much benefit over NAS signaling because we cannot think of much the RAN node could do between Msg5 and UE context setup from the core network.

	Nokia
	Agree with Qualcomm here on P1 and P2. The proposals are unnecessarily complicating the issue. Isn’t it enough to capture that the UE Capability ID is known to the RAN to be able to retrieve the UE capabilities stored against it? We would propose to reword the P1 and P2 just to summarize this:

Proposal: RAN2 assumes that the UE Capability ID is known during the connection setup procedure.

	OPPO
	We slightly prefer NAS signaling as we do not see much benefit to send it over RRC. Before core network gets the capability, gNB could not do much. Early configuration of measurement can be one advantage, but any RRM report needs time to trigger. Mostly by the time an MR is triggered, UE capability should have been reported already. In that sense, RRC level reporting still does not provide much gain. We are open to discuss any specific use cases, though.

	DOCOMO
	In the last SA3 meeting, SA3 has concluded that the UE Capability ID shall be sent ciphered and integrity protected (S3-190405). So, the Msg5 cannot be used to send the UE Capability ID if we can accept the decision.

	Ericsson
	SA3 explicitly oppose to send Capability ID unless integrity protected and ciphered, see LS response S3-190405.  Agree with QC comments. Early signaling over RRC should be avoided and we propose to clarify that Capability ID should be included in NAS signaling. This should however not exclude inclusion of Capability ID in enquiry-information procedure after security activation.

	Huawei
	In general we have similar opinion as Mediatek.

	Intel
	We also have slight preference for RRC signaling. All other aspects of capability transfer including filtering is using RRC, and ID based transfer can use filtering params as well.

	Samsung
	We understand SA3 was primarily concerned with identity confidentiality, seemingly assuming that capability ID would be used for uncommon models (i.e. just a single or a few such mobiles registered). As there seems no real benefit to use a capability ID for such cases, while it may results in this security concern, we wonder if this is actually a valid assumption.
We have a preference for RRC signaling, nothing this would also facilitate a RAN only based solution (see other question below)

	ZTE
	We also prefer RRC signaling so that the radio capabilities can be visible to RAN node without CN involvement.  Per the ongoing SA3 discussion, SA3 wants the UE Capability ID be sent ciphered and integrity protected. 
Since the UE capability enquiry procedure can be triggered after security is activated, including UE capability ID in UECapabilityInformation message should be supported.
In the meanwhile, UE capability ID signaling via Msg5 should not be allowed per the security requirements from SA3. 



Rapporteur’s summary: Several companies prefer each of RRC and NAS signalling.  It was pointed out that proposals 1 and 2 from the previous email discussion may suggest that the RAN does not know the capability ID in case of transfer via NAS signalling, and this should be corrected.  One company suggested replacing these proposals with an assumption that RAN knows the UE capability ID during the connection setup procedure.  Several companies noted that SA3 have determined the ID needs to be transferred under security protection, which would exclude transfer in Msg5; one company questions the assumptions behind the SA3 decision.  Five companies indicated a preference for RRC signalling; two companies indicated a preference for NAS signalling, and one company noted that they consider RRC signalling does not have advantages over NAS signalling (without stating explicitly a preference).
Proposal 1: Proposals 1 and 2 from the previous email discussion are amended as follows:
· Capture in the TR that RRC signalling exposes the capability ID directly to the RAN without factoring through the AMF.  [This seemed to be a consensus position in the earlier discussion and remains accurate.]
· Capture in the TR that NAS signalling enables a solution transparent to the RRC.  [This seems still obviously accurate.]
· Capture in the TR that RAN2 assumes the capability ID is known to the NG-RAN during the connection setup procedure.
Proposal 2: Further discuss the selection between RRC and NAS signalling in light of the SA3 conclusion.
1.1.6 Mapping visibility in RAN and CN
Proposals 4-6 from [1] relate to whether the mapping between UE capability IDs and UE radio capability sets should be visible to the RAN and/or the CN.
SA2 reached the following related conclusions ([4], section 8):
-	Owing to the need to support UE Radio Access Capabilities > 65 536 bytes (i.e. > 524 288 bits), and, the need to support fast, reliable, low processing complexity mechanisms for frequently used procedures (at least Service Request, RRC Connection Resume, X2&Xn handover, secondary gNB addition), the full UE Radio Access Capabilities shall not normally be transferred as part of those procedures. This requires that the serving and target RAN stores a local copy of the mapping between the UE Capability IDs and the full UE Radio Access Capabilities for the UEs that frequently use that RAN node.
-	AMF that supports the RACS feature is mandated to have access to full set of UEs radio capabilities and the mapping between UE Capability ID and corresponding UE radio capabilities for at least the UEs registered in this AMF;
-	NG-RAN that supports RACS, is mandatory to be able to maintain local storage of UE radio capabilities and have access to the mapping between the UE Capability ID and the full set of UEs radio capabilities;
-	A specific NG-RAN node that does not have the mapping between a specific UE Capability ID and the corresponding UE radio capabilities, shall be able to retrieve the mapping from CN.
This indicates that both the RAN and the CN have access to the mapping information.  In terms of the text proposal in [2], it could be inferred that approaches 1 and 2 to mapping storage ([2], sections 6.1.1.3.2 and 6.1.1.3.3) can be eliminated since they do not meet the SA2 criteria.
Q13: Can approaches 1 and 2 ([2], sections 6.1.1.3.2 and 6.1.1.3.3) be eliminated from consideration in light of the SA2 conclusions? 
	Company
	Yes/No
	Comment

	MediaTek
	Yes
	We consider that these two solutions are inconsistent with the SA2 conclusions.

	CATT
	Yes
	These two solutions are not consistent with SA2 conclusion. But it is ok to capture these solutions in TR and clarify this point in the conclusion part in the TR.

	Qualcomm Incorporated
	Yes
	Agree that the two solutions do not satisfy the SA2 requirements. We could still keep the solutions in the TR (because RAN2 studied them), but at least the conclusion of the TR shall state they are not viable solutions due to SA2 conclusions.

	Nokia
	Yes
	Fine to do as suggested above by others.

	OPPO
	Yes
	Same as other companies’ view.

	DOCOMO
	Yes
	As indicated in the comment of Q12, the approach 4 in [2] would also be eliminated.

	Ericsson
	No
	Already today, both gNB and AMF is expected to store the UE capabilities of all UE’s connected to the gNB/AMF. (As part of the UE context.) It is therefore not unreasonable to request that both nodes store both the capability ID and the capabilities of the UE’s, and the mapping will thus be stored. 
However, it should not be defined if the nodes should store the mappings in the UE contexts, or only store the capability ID in the UE context, and keep the capabilities in a mapping table.    
We propose that SA2 is asked to clarify that gNB is only required to store the mappings of capability ID’s used by UE’s currently connected to the cell. 
Approaches 1 and 2 considers the placement of mapping tables, and is therefore still relevant.  

	Huawei
	Yes
	

	Intel
	Yes
	

	Samsung
	No
	We think SA2 did not explicitly agree to rule out RAN only based solution

	ZTE
	Yes
	



Rapporteur’s summary: Nine companies agreed that approaches 1 and 2 do not comport with the SA2 assumptions; two disagreed, with one indicating that approaches 1 and 2 are still relevant from the standpoint of the placement of mapping tables and one indicating that a RAN-only solution could still be considered.  Several companies who agreed that the approaches are not consistent with SA2 decisions pointed out that they should nevertheless be kept in the TR since RAN2 did study them.
Proposal 3: Approaches 1 and 2 (sections 6.1.1.3.2 and 6.1.1.3.3) are kept in the TR, but not further pursued as most companies felt they are inconsistent with the SA2 decisions.
Q14: Any additional comments from a RAN2 perspective on the storage of the mapping information in RAN and/or CN?
	Company
	Comment

	Intel
	We assume that RAN always updates the CN with the capability ID even when the RAN has the mapping info available for the capability ID sent by the UE



Rapporteur’s summary: Only one additional comment was received. Indicating that the RAN would always update the CN with the capability ID (this seems to assume RRC signalling is used for the capability ID transfer).  In our understanding this is aligned with approach 4 in the TR (section 6.1.1.3.5) and no specific action is needed.
1.1.7 Partial capability retrieval
Proposal 7 from [1] is to further discuss the topic of partial capability retrieval.  Based on the discussion contents, companies understood this to be primarily related to capability filtering, which was already discussed in phase 1.
Q15: Can RAN2 confirm that “partial capability retrieval” in the sense of [1] refers to capability filtering from the network, and can be discussed under that topic?  Please indicate if there is any other form of “partial capability retrieval” that you think needs to be discussed.
	Company
	Yes/No
	Comment

	MediaTek
	Yes
	In our view, it’s not necessary to enhance the filtering beyond what we have in Rel-15 as part of this effort.  We actually see limited value in using even the band filter in conjunction with RACS, since it doesn’t make the capability ID any smaller and may create complexity for UE implementation (needing to assign IDs to many possible subsets of the full UE capability).

	CATT
	Yes
	Agree with MediaTek

	Qualcomm Incorporated
	Yes
	We do not think it is necessary to do any optimization for UE Capability ID in light of UE capability filter. We should assume the UE Capability ID is associated with “full” UE capability. What is “full” capability is left to operator’s implementation, e.g. filtered by PLMN-wide band list.

	Nokia
	Yes
	We also agree that the UE capability ID corresponds to a set of UE capabilities and agree with Qualcomm that this may be “filtered” based on a centralized approach controlled by the operator. However, the allocation of the UE Capability ID is completely managed by the network, so it must be in control of the allocation space and we see no issues in the network retaining UE Capability ID corresponding to a version of a filter (so that it doesn’t have to re-request the capabilities in the future unnecessarily).

	OPPO
	Yes
	With Rel-15 filtering mechanism and the currently being discussed ID-based solution, we do not see a need to further enhance “partial capability retrieval”. 

	DOCOMO
	Yes
	It can be discussed further in RAN2#105 meeting. We agree with Qualcomm that we should assume to use a same UE Capability ID between the full UE capability and the filtered UE capability.

	Ericsson
	Yes
	We think that further discussion is needed on partial/filtered capability retrievals. SA2 aim to progress two different solutions and in their nature, they are or can be very different in relation to partial capability retrieval and reusability.

	Huawei
	Yes
	We need to discuss whether the filters  defined in Rel-15 (bands, max BW, max CCs) are enough to request capability for the usage of Capability ID in case the network has not stored the related radio capability for a capability ID or the network intends to assign a PLMN specific UE capability ID for the UE.

	Intel
	Yes
	But we do not see any need to further enhance the partial capability retrieval from the perspective of capability ID based transfer.

	Samsung
	Yes
	We think the issue is not to enhance filtering but merely if filtering can be used in conjunction with UE capability ID, or if retrieval of capabilities from UE indicating unknown capID can only be done without filters. We think this deserves some further discussion

	ZTE
	Yes
	We agree with MediaTek that it’s not necessary to enhance the filtering beyond what we have in Rel-15 as part of this effort. 
Also, RAN-based filtering is not applicable to the UE capability ID (i.e. UE capability ID should always refer to a full set of UE capability without filtering).



Rapporteur’s summary: All companies agreed that “partial capability retrieval” refers to filtering.  Six companies indicated that no further enhancement of filtering is necessary, while five felt that some further discussion was needed.
Proposal 4: Further discuss whether enhancements to the filtering mechanism are needed in connection with RACS.
1.1.8 One vs. multiple identifiers
Proposal 8 from [1] is to capture an FFS point on having one identifier covering all the per-RAT capability containers as opposed to having one ID per container.  In general, the positions expressed in the previous discussion fell into four groups:
· One ID covering all containers is preferred for simplicity.
· One ID per container is preferred so the network can request the capability per RAT as usual, while benefiting from the signalling enhancement of the ID.
· RAN2 can decide this, but more discussion is needed.
· This is an SA2 decision and RAN2 can support the needed signalling.
In SA2, solutions 1 and 10 both seem to suggest that there could be a capability ID for each RAT.  On the other hand, the SA2 interim conclusions indicate “At any given instant the UE has only one UE capability ID that is indicated to the network”, but this is in the context of change of capabilities and it is not clear if SA2 meant to exclude having separate IDs for different containers.
Q16: Is the number of IDs and the relationship to per-RAT capability containers in RAN2 scope to decide?
	Company
	Yes/No
	Comment

	MediaTek
	No
	We think the signalling can support either alternative with no trouble, and RAN2 should follow the SA2 preference on one vs. multiple IDs.

	CATT
	Yes
	We think whether the UE capability ID is per-RAT capability container or not should be discussed in RAN2 since RAN node is the final user to use these UE capabilities.

	Qualcomm Incorporated
	No
	This discussion has system impact. While it can be discussed in RAN2, coordination with SA2 is necessary. In general, we should avoid too much optimization at this stage.

	Nokia
	No
	Coordination with SA2 is vital here, but in RAN2 we can discuss and agree on what is preferred since the RAN is the primary consumer of radio capabilities.

	OPPO
	No
	This is beyond the RAN2 scope and needs clarification from SA2.

	DOCOMO
	No
	According to the SID of FS_RACS (that is a parent SI of FS_RACS_RAN), it is clearly that the definition of the UE Capability ID is a SA2’s scope. Since we have already sent the LS to clarify the interim conclusion, we should wait the response and follow the SA2’s decision.

	Ericsson
	No
	We interpret the statement from SA2 indicating one ID for multiple containers, we see no reason to change it.

	Huawei
	Yes
	The content of containers and relation among containers are transparent to SA2, it seems more reasonable to decide this in RAN2

	Intel
	Partly
	RAN2 can provide input to SA2 on this

	Samsung
	Yes
	We think RAN2 should be able to provide input as it affects RAN also

	ZTE
	Yes
	Having one ID covering all containers or multiple IDs for multiple RATs will impact the signaling which is in RAN2 scope. For example, if multiple IDs for multiple RATs are supported, NW may need to indicate the RAT type when requesting the capabilities. If one ID can cover all containers, network does not need to do so.
The number of IDs and the relationship to per-RAT capability containers should be discussed jointly in RAN2 and SA2. It would be better if RAN2 can show our preference at an early stage to help SA2 in defining UE capability ID.



Rapporteur’s summary: Six companies considered that this question is out of RAN2 scope, while five thought there was at least some scope for RAN2 to discuss the issue.
Considering the next question, it should be possible to indicate a RAN2 preference to SA2 and leave the final decision to them.
Q17: If the decision is in RAN2 scope, is it preferred to have one ID or multiple IDs?  Please state your reasoning in the comments.
	Company
	Answer
	Comment

	CATT
	One ID
	We prefer to use one ID mapping to all capability containers since it is simple.

	Qualcomm Incorporated
	One ID
	For simplicity.

	Nokia
	One ID
	One ID seems a straightforward approach considering the fact that having the capabilities aligned from UE perspective across all the RATs might be easier.

	OPPO
	One ID
	Do not see any benefit/use case to have one ID per RAT container, at least for now.

	Ericsson
	One ID
	See comments above for Q16. 

	Huawei
	One ID
	The simplest way is to use one capability ID for all containers. In addition, using “per RAT” container Capability could bring additional benefits if some RAT capabilities are already know to the network.
However, as discussed and agreed in last RAN2 meeting, the LTE container, MR-DC container, NR container could be used together for EN-DC only if they are requested by the network with the same filtering parameters.  If we allocate different capability IDs for different RAT container it would be difficult for the gNB to know whether these capabilities could be used together for EN-DC usage

	Intel
	One ID
	One ID per RAT capability container complicates matters without significant benefits.

	Samsung
	Not sure
	We think that two UE models may only have differences for one RAT e.g. there may be 2 versions of a mobile (say 1 and 1a) both supporting NR, MRDC, LTE, UMTS and GSM with some differences in the NR and MRDC containers only. We think that using one capID for the set of all containers implies that:
· In the solution in which network assigns the capID, network has to retrieve containers of all RATs (at least of the RATs used in the PLMN) before it can assign a capID.
· Exactly the same RAT containers will be transferred and stored many times (e.g. in the example the LTE, UMTS and GSM will be retrieved and stored twice, and in both RAN and CN databases)

	ZTE
	One ID
	Have one ID mapped to a full set of capabilities is the simplest way to go. By checking the mapped dictionary between the UE capability ID and the full capabilities, NW is aware of all the capabilities from UE. 
From UE's aspect, one UE capability ID is mapped to a full set of UE capabilities. From NW's aspect, the NW can store/mapping only the capabilities of the RAT required in the NW. For example, if only LTE and NR are deployed in the current NW, then the NW can store the capabilities related to LTE and NR only and this kind of filtering shall be transparent to UE. 
We do not see clear need to have multiple ID for multiple containers thus prefer to have one ID mapped to the full set of capabilities.



Rapporteur’s summary: Eight companies indicated a preference for a single ID, while one company was not sure and had some concern that if a single ID is used, the different RAT containers would be transferred and stored repeatedly.
Proposal 5: Indicate to SA2 that RAN2 prefer the use of a single ID covering all RAT containers.
1.1.9 Changes of capability
Proposal 9 from [1] indicates that the details are FFS regarding coexistence of the ID mechanism with NAS initiated change of capability.  Several companies indicated that a change of capability could result in using a new ID for the new capability set; the alternative would be to fall back to the legacy signallingignaling.
Q18: If NAS initiates a change of capability, can RAN2 confirm that the capability ID signallingignaling could be used to update the capability, provided the new capability set has an ID assigned?
	Company
	Yes/No
	Comment

	MediaTek
	Yes
	This seems straightforward.  The UE can just indicate the new ID corresponding to the new capability set.

	CATT
	Yes
	This is simple and clear.

	Qualcomm Incorporated
	Yes
	We understand this is radio capability update resulting in Registration Update procedure with UE capability change.

	Nokia
	Yes
	

	OPPO
	Yes
	If new capability set already has an ID assigned, then Yes.

	DOCOMO
	Yes
	

	Ericsson
	Yes
	

	Huawei
	Yes, but…
	If the CN doesn't know whether the ID is known by the gNB, the CN shall push the new capability set and the capability ID to RAN in Initial Context Setup

	Intel
	Yes
	

	Samsung
	Yes
	We assume this does not really have any further impacts on RAN

	ZTE
	Yes
	If the capability set is changed, UE will provide a new capability ID.



Rapporteur’s summary: All companies agreed that in case of a NAS initiated change of capability, the capability ID can be used for the update if the new capability set has an ID assigned.  One company noted that the CN may need to push the new capability set and ID to the NG-RAN in the Initial Context Setup, and one company felt that there would be no impact on RAN from this decision.
Proposal 6: Capture in the TR that in case of NAS initiated change of capability, RAN2 understand that the capability ID signalling can be used to update the capability, if the new capability set has an ID assigned.
Q19: If NAS initiates a change of capability, can RAN2 confirm that the legacy capability signalling could be used to update the capability, in case the new capability set does not have an ID already assigned?
	Company
	Yes/No
	Comment

	MediaTek
	Yes
	This is possible today and would remain possible with no spec impact.  However, this is also a use case for delta signalling; it would be more efficient for the UE to indicate deltas from an existing capability ID than to send the entire capability over the air.

	CATT
	Yes
	The legacy UE capability acquire procedure should be supported.

	Qualcomm Incorporated
	Yes(?)
	We are not entirely sure about the formulation of the question. How could the network know “the new capability set does not have an ID already assigned”, before UE capability retrieval?

	Nokia
	Yes
	A change of UE capabilities implies that the network may reallocate another UE Capability ID.

	OPPO
	Yes and No
	Before answering this question, we need to first decide how the UE capability change is reported to the network.  Legacy signaling of course can work, but how about using ID + delta mechanism to report? That is, the UE uses existing (assigned) ID plus any additional capability (due to capability change) to report to the network. Then there is no need for new IDs.

	DOCOMO
	Yes
	The network uses the legacy capability signalling unless it receives the UE capability ID.

	Ericsson
	Yes
	It should always be possible to revert to the legacy capability signaling mechanisms

	Huawei
	No? 
	It depends on the scenario, for example if the new capability set is not available in the network set,  the gNB needs to request the new capability (for PLMN-assigned ID or Manufacture-assigned ID) from the UE in such case, the current filter in capability enquiry may not fully fulfil the requirement in such case.

	Intel
	Yes (but)
	UE’s new capability (for which it does not have an ID), could be assigned a new capability ID by the NW. So it’s possible to use both legacy and new signaling.

	Samsung
	Yes
	We think delta signaling may be considered, but not particularly limited to the case of change. I.e. more to avoid that for a model with minor capability differences all capabilities of all RATs have to be signaled and stored. This would be for uncommon models/ capability settings, for which a separate capID is not used.

	ZTE
	Yes
	This is possible today and would remain possible with no spec impact. 



Rapporteur’s summary: There was some uncertainty about the formulation of the question.  Nine or ten companies agreed that the legacy signalling can be used in this situation (one company answered “yes and no”), while one or two companies felt otherwise.  One company noted that the network generally would not know in advance that the new capability set does not have an ID assigned; one company indicated that the gNB may need to request the new capability from the UE and “the current filter in capability enquiry may not fully fulfil the requirement in such case”; and two companies wanted to clarify that the network might assign a new capability ID to the new set, which would combine legacy and new signalling.  Three companies viewed this case as a use case for delta signalling, and of these, one company added that delta signalling could also be used for “a model with minor capability differences” even in the absence of a change of capability.  Two companies felt there would be no spec impact to enable this.
Proposal 7: Capture in the TR that RAN2 understand that in case of NAS initiated change of capability, legacy signalling can be used to transfer the new capability in case the new capability set does not have an ID assigned.
Proposal 8: Capture in the TR that in a context where network-assigned capability IDs are supported, after the UE indicates a changed capability with legacy signalling, RAN2 assume the network may assign a capability ID to the new set.
Proposal 9: Further discuss the applicability and approach for delta signalling.
1.1.10 Coexistence of signalling mechanisms
Proposal 10 from [1] is to capture that the ID-based signallingignaling and the legacy signallingignaling mechanism are intended to coexist, i.e. the ID does not replace the legacy signallingignaling.  This was captured in the text proposal in [2].
It might be inferred that if the UE has an ID assigned to its current capability, it shall use the ID-based signallingignaling, and a network that does not support the ID-based signallingignaling would need to request the capability using the legacy signallingignaling.  (Whether the “network” here refers to the RAN or CN depends on whether the ID uses RRC or NAS signallingignaling, as discussed above.)
Q20: Can RAN2 confirm that if the UE has an ID for its current capability, it uses the ID-based signallingignaling?
	Company
	Yes/No
	Comment

	MediaTek
	Yes
	

	CATT
	Yes
	This is the purpose of this WI.

	Qualcomm Incorporated
	Yes
	Should be based on network configuration/request as mentioned above.

	Nokia
	Yes
	It would be better that the network supports the UE Capability ID based approach rather than resorting to legacy ignaling to retrieve the UE capabilities (mainly the size issue).

	OPPO
	Yes
	

	DOCOMO
	Yes, but
	Only if the network supports the RACS feature and requests to send the UE Capability ID. How to indicate it depends on whether the UE Capability ID sends RRC or NAS signallingignaling.

	Ericsson
	Yes
	Provided there is network support 

	Huawei
	It depends
	It depends on how to report UE capability ID, if NAS signaling is used for capability ID report, this should be discussed in SA2, if RRC signaling is used for capability ID report, the UE shall use the ID if the UE has an ID and network support ID based report.

	Intel
	Yes if the NW supports it
	From UE perspective, it can always provide the ID and let NW decide if it wants to this.

	Samsung
	Yes
	If network supports

	ZTE
	Yes
	


Rapporteur’s summary: Ten companies agreed that the UE uses the ID-based signalling if it has an ID for its current capability set, with four of them clarifying that this is only in case the network supports the feature (however, one of the same companies noted that the UE could always provide the ID and let the network decide if it can use it).  One company considered that the answer depends on whether NAS or RRC signalling is used, with the ID used if the UE has an ID for the RRC case, and with SA2 needing to discuss the NAS case.
Proposal 10: RAN2 assume that if the UE has an ID for its current capability set, it will signal the capability ID at least in case the network indicates support for the feature.
Q21: Any additional comments from a RAN2 perspective on the relation between the ID-based and legacy signalling mechanisms?
	Company
	Comment

	MediaTek
	The two signalling mechanisms are naturally complementary: The UE can send its capability ID if it has one (e.g. during connection establishment), and if the network needs to request the full capability (because it does not recognize the ID or does not support the RACS feature) it sends the legacy capability request.

	CATT
	ID-based mechanism is the enhancement of legacy UE capability mechanism. 

	Qualcomm Incorporated
	NAS signaling solution does not require any change in the existing RRC UE capability enquiry procedure.
For RRC signaling solution, it should be discussed if the signaling of UE Capability ID is possible in UE capability enquiry procedure as well as during connection setup, e.g. Msg5.

	Nokia
	Agree with CATT. The ID-based approach is an enhancement in Rel-16 over the legacy one already in Rel-15.

	OPPO
	Nothing particularly. ID-based solution is an optimization and legacy mechanism is a fallback solution.

	Intel
	 Agree with CATT’s comments.

	ZTE
	Agree with CATT.



Rapporteur’s summary: Several companies indicated that the ID-based and legacy mechanisms coexist with the ID-based solution as an enhancement and the legacy signalling available as a fallback.  One company observed that NAS signalling of the ID does not change the UE capability enquiry, and felt that for the RRC case it should be discussed if the ID can be signalled in the UE capability enquiry procedure as well as during connection setup.
Proposal 11: Discuss further whether the UE capability ID can be included in the RRC signalling for the UE capability enquiry procedure.
1.1.11 Conclusions of phase 2
The following proposals are raised to capture the outcome of this email discussion:
Proposal 1: Proposals 1 and 2 from the previous email discussion are amended as follows:
· Capture in the TR that RRC signalling exposes the capability ID directly to the RAN without factoring through the AMF.
· Capture in the TR that NAS signalling enables a solution transparent to RRC.
· Capture in the TR that RAN2 assumes the capability ID is known to the NG-RAN during the connection setup procedure.
Proposal 2: Further discuss the selection between RRC and NAS signalling in light of the SA3 conclusion.
Proposal 3: Approaches 1 and 2 (sections 6.1.1.3.2 and 6.1.1.3.3) are kept in the TR, but not further pursued as most companies felt they are inconsistent with the SA2 decisions.
Proposal 4: Further discuss whether enhancements to the filtering mechanism are needed in connection with RACS.
Proposal 5: Indicate to SA2 that RAN2 prefer the use of a single ID covering all RAT containers.
Proposal 6: Capture in the TR that in case of NAS initiated change of capability, RAN2 understand that the capability ID signalling can be used to update the capability, if the new capability set has an ID assigned.
Proposal 7: Capture in the TR that RAN2 understand that in case of NAS initiated change of capability, legacy signalling can be used to transfer the new capability in case the new capability set does not have an ID assigned.
Proposal 8: Capture in the TR that in a context where network-assigned capability IDs are supported, after the UE indicates a changed capability with legacy signalling, RAN2 assume the network may assign a capability ID to the new set.
Proposal 9: Further discuss the applicability and approach for delta signalling.
Proposal 10: RAN2 assume that if the UE has an ID for its current capability set, it will signal the capability ID at least in case the network indicates support for the feature.
Proposal 11: Discuss further whether the UE capability ID can be included in the RRC signalling for the UE capability enquiry procedure.
An updated text proposal based on [2] is appended in section 4.
[To be populated]
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Text Proposal
6.1	Solutions using UE capability Identity
Editor’s note: This section is intended to describe solutions based on UE capability identity. For each solution, sufficient description and analysis shall be captured.
6.1.1	UE capability Identity
6.1.1.1	Description
This section describes the use of a UE capability identity, i.e. a short value that can be used as a representation of all or part of the UE capability.
RAN2 preference is for a single capability identity covering all capability containers (i.e. UE-NR-Capability, UE-EUTRA-Capability, and UE-MRDC-Capability), as opposed to separate identity values for the different containers.
The identity based mechanism is intended to coexist with, rather than replace, the legacy capability transfer signalling.  It is also intended to coexist with NAS initiated changes of capability.  In case of NAS change of capability, RAN2 understand that if the new capability set has an ID assigned, the capability ID signalling can be used to update the capability; if the new capability set does not have an ID assigned, the legacy capability signalling can be used to transfer the new capability.  In a context where network-assigned capability IDs are supported, after the UE indicates a changed capability with legacy signalling, RAN2 assume the network may assign a capability ID to the new set.
RAN2 assume the capability ID is known to the NG-RAN during the connection setup procedure.
RAN2 assume that if the UE has an ID for its current capability set, it will signal the capability ID at least in case the network indicates support for the feature.
6.1.1.2	Signalling for transfer of UE capability identity
6.1.1.2.1	Approach 1: Transfer via RRC signalling
The transfer of UE capability in RRC signalling is shown in Figure 6.1.1.2.1-1. The UE sends a UE capability ID in an RRC message, which could be either the RRCSetupComplete message or the UECapabilityInformation message.  The subsequent handling of the UE capability ID is discussed in subclause 6.1.1.3.  In this alternative, the UE capability ID is visible to the NG-RAN at the time of connection setup.



Figure 6.1.1.2.1-1: RRC transfer of UE capability ID using RRCSetupComplete
Subsequent to the signalling of Figure 6.1.1.2.1-1, it is possible to transfer the UE capability ID also to the CN, e.g. in the Initial UE Message.  This allows visibility of the ID in both NG-RAN and CN if necessary.
RRC signalling allows the RAN to know the UE capability ID directly (i.e. without the involvement of the AMF), and if sent early in the connection procedure, it can enable RAN caching for early configuration of the UE capability.  
RAN visibility of the capability ID is considered beneficial for RAN caching of the UE capability set, signalling reduction on network interfaces, and early RRM decisions.
6.1.1.2.2	Approach 2: Transfer via NAS signalling
The transfer of UE capability in NAS signalling is shown in Figure 6.1.1.2.2-1.The UE sends a UE capability ID to the CN using a NAS message before the CN sends the Initial Context Setup Request to the NG-RAN. The subsequent handling of the UE capability ID is discussed in subclause 6.1.1.3.  In this alternative, the UE capability ID is visible to the CN at the time of the NAS message (i.e. before initial context setup).


Figure 6.1.1.2.2-1: NAS transfer of UE capability ID
Subsequent to the signalling of Figure 6.1.1.2.2-1, it is possible to transfer the UE capability ID also to the NG-RAN, e.g. in the Initial Context Setup Request.  This allows visibility of the ID in both NG-RAN and CN if necessary.
NAS signalling of the ID enables a solution transparent to RRC.
6.1.1.3	Interaction between NG-RAN and CN for management of UE capability identity
6.1.1.3.1	Summary of approaches
After the UE capability ID is transferred from the UE to either the NG-RAN or the CN, an entity in the network is responsible for mapping the ID to the UE capability set.
If the ID is first provided to the NG-RAN (e.g. by RRC signalling as described in subclause 6.1.1.2.1), there are three alternatives: The mapping of the ID to UE capability set can be stored at the NG-RAN, the CN, or both.  In case the mapping is stored in both NG-RAN and CN, there are different solutions depending on whether the capability ID is transferred to the network via RRC or NAS signalling.  The different approaches are described in the following sections.
6.1.1.3.2	Approach 1: Mapping stored at NG-RAN only
If the mapping is stored at the NG-RAN only, no capability-related interaction with the CN is required and the capability exchange can proceed as shown in Figure 6.1.1.3.2-1.


Figure 6.1.1.3.2-1: NG-RAN identification of UE capability without CN interaction
In the procedure of Figure 6.1.1.3.2-1, step 1 may involve either RRC signalling (as in subclause 6.1.1.2.1) or NAS signalling (as in subclause 6.1.1.2.2, with subsequent transfer of the ID from the CN to the NG-RAN).  Step 5 (the Initial Context Setup Request from CN to NG-RAN) may or may not include a request for UE capability, depending on whether the CN has already stored capability information for this UE.
If the NG-RAN is not able to identify the UE capability in the association table, it needs to request it from the CN in step 3 (the Initial UE Message).  If neither the NG-RAN nor the CN is able to identify the UE capability, the NG-RAN initiates a UE capability enquiry procedure (and updates the association table accordingly).  The latter case is shown in Figure 6.1.1.3.2-2.


Figure 6.1.1.3.2-2: NG-RAN and CN unable to identify UE capability
The benefits of having the mapping visible at the RAN include enabling RAN caching and reducing overhead on network interfaces.
6.1.1.3.3	Approach 2: Mapping stored at CN only
If the mapping is stored at the CN only, the capability exchange can proceed as shown in Figure 6.1.1.3.3-1.


Figure 6.1.1.3.3-1: CN identification of UE capability and delivery to NG-RAN
In the procedure of Figure 6.1.1.3.3-1, step 1 may involve either RRC signalling (as in subclause 6.1.1.2.1, with subsequent transfer of the ID from the NG-RAN to the CN) or NAS signalling (as in subclause 6.1.1.2.2).  If the CN is not able to identify the UE capability in the association table in step 2, it requests the NG-RAN to retrieve the UE capability in step 3, resulting in a UE capability enquiry procedure as shown in Figure 6.1.1.3.3-2.


Figure 6.1.1.3.3-2: CN unable to identify UE capability
The benefits of having the mapping visible at the core network include the ability to use the CN as a “master” repository of the mapping (rather than e.g. distributed storage across all gNBs), the ability for the RAN to refer to the CN when it is not aware of the mapping, and access to the capability mapping also for UEs in RRC_IDLE.
6.1.1.3.4	Approach 3: Mapping stored at CN and NG-RAN, using NAS signalling
If the mapping is stored at the CN and the NG-RAN and the transfer of the UE capability ID uses NAS signalling, the capability exchange can proceed as shown in Figure 6.1.1.3.4-1.


Figure 6.1.1.3.4-1: NG-RAN and CN identification of UE capability (with NAS signalling)
In the procedure of Figure 6.1.1.3.4-1, if the CN is not able to identify the UE capability in step 2, it requests in step 3 for the NG-RAN to deliver the UE capability.  If the NG-RAN is not able to identify the UE capability in step 4, it performs a UE capability enquiry procedure, as shown in Figure 6.1.1.3.4-2.


Figure 6.1.1.3.4-2: NG-RAN unable to identify UE capability
6.1.1.3.5	Approach 4: Mapping stored at CN and NG-RAN, using RRC signalling
If the mapping is stored at the CN and the NG-RAN and the transfer of the UE capability ID uses RRC signalling, the capability exchange can proceed as shown in Figure 6.1.1.3.5-1.


Figure 6.1.1.3.5-1: NG-RAN and CN identification of UE capability (with RRC signalling)
In the procedure of Figure 6.1.1.3.5-1, if the NG-RAN is not able to identify the UE capability in step 2, it requests in step 3 for the CN to deliver the UE capability and the CN delivers it with the subsequent Initial Context Setup Request.  If the CN is not able to identify the UE capability in step 4, it requests it from the NG-RAN along with the Initial Context Setup Request.  If neither the NG-RAN nor the CN can identify the UE capability, the NG-RAN performs a UE capability enquiry.  The latter case is shown in Figure 6.1.1.3.5-2.


Figure 6.1.1.3.5-2: NG-RAN and CN unable to identify UE capability
6.1.2	UE capability Identity combined with other means

[bookmark: _Toc525752063]6.2	Solutions using other means
Editor’s note: This section is intended to describe solutions using other means than UE capability identify. For each solution, sufficient description and analysis shall be captured.
[bookmark: _Toc224576271][bookmark: _Toc525752064]7	Conclusion 
Editor’s note: This section captures the conclusion of the study. The section can be formulated in such a way that its contents can be used as an input to further specification work.
It is concluded that approach 1 described in section 6.1.1.3.2 (capability mapping storage only at NG-RAN) and approach 2 described in section 6.1.1.3.3 (capability mapping storage only at CN) are not consistent with SA2 conclusions to have the mapping visible at both CN and NG-RAN, and these approaches are not pursued further.
Based on SA3 conclusions, it is understood that the capability ID would not be sent before SMC, so that it can be signalled with integrity protection and ciphering.  This eliminates the use of the RRCSetupComplete message as suggested in section 6.1.1.2.1.
1
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