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1	Introduction
RAN2 discovered that the UE-NR/MRDC-Capabilities (and also the RRCReconfiguration) will easily exceed the current PDCP limit of 9000 byte. This document describes how RRC messages could be segmented within RRC using a similar mechanism as used for CMAS. 
The document also discusses how to restrict the applicability of the RRC segmentation to selected IEs and how to capture restrictions on the allowed size of the entire message. 
[bookmark: _Ref178064866]2	Discussion
2.1	RRC or PDCP
The current size limit for RRC message is imposed by the NR PDCP protocol which allows SDUs of at most 9000 byte. This limit was chosen by RAN2 since all companies (UE- and network vendors) considered this a practical implementation limit. Memory access and hardware accelerators for ciphering were designed for such size and enabling support for larger SDUs would require major re-design of the user plane hardware architecture. 
[bookmark: _Toc1049857]Supporting PDCP SDUs of more than 9000 byte would require significant hard and software changes to the user plane protocol stack and to the interfaces between user plane and RRC. 
Therefore, we consider the only feasible approach to perform the segmentation already in RRC. There it can be done in software with little complexity. 
[bookmark: _Toc1049858][bookmark: _GoBack]RRC messages exceeding the PDCP SDU size limit are segmented in RRC. 

RAN2 introduced a segmentation mechanism already in the context of CMAS and ETWS. In NR, SIB7 (ETWS secondary) and SIB8 (CMAS) both define a set of fields to realize segmentation:
    warningMessageSegmentType           ENUMERATED {notLastSegment, lastSegment},
    warningMessageSegmentNumber         INTEGER (0..63),
    warningMessageSegment               OCTET STRING,

We think that the CMAS mechanism should be re-used for other message types. But to avoid repeating the ASN.1 structure and the actual product implementation of the segmentation mechanism for each message, RAN2 should introduce a generic mechanism. We suggest introducing the RRCSegment as a parameterized type similarly to the SetupRelease structure. The type definition should include both, the type of the IE being segmented and the maximum number of segments for this IE: 
RRCSegment { ElementTypeParam, INTEGER:maxNrofSegments } ::=     SEQUENCE {
    segmentNumber                           INTEGER(0..maxNrofSegments),
    isLastSegment                           BOOLEAN,
    segment                                 OCTET STRING
}

	RRCSegment field descriptions

	isLastSegment
Indicates that segment contains the last segment of the segmented information element.

	segment
One segment of a contained information element.

	segmentNumber
The ID of the segment which the receiving RRC entity uses to reconstruct the original information element.



If, and only if, RAN2 agrees to allow segmentation for an RRC message, a simple extension is applied in the message definition:
UECapabilityInformation ::=         SEQUENCE {
    rrc-TransactionIdentifier               RRC-TransactionIdentifier,
    criticalExtensions                      CHOICE {
        ueCapabilityInformation                 UECapabilityInformation-IEs,
        criticalExtensionsFuture                SEQUENCE {
			ueCapabilityInformationSegment          RRCSegment { UECapabilityInformation-IEs, 6 },
			criticalExtensionsFuture2               SEQUENCE {}
		}
    }
}

As can be seen in the example above, the RRCSegment is parameterized by the IE type that is to be segmented (here UECapabilityInformation-IEs) and by the maximum number of segments (here: 6). 
The maximum number of segments determines implicitly the maximum size of the un-segmented message size being supported. This was discussed extensively for the RRCReconfiguration. RAN2 concluded and captured that the maximum RRCReconfiguration (including all deltas) shall not exceed 45 kByte which would correspond to 5 RRCSegments. Similarly, 3GPP would have to define a maximum size of the UE capability containers (and hence a maximum number of segments) that a gNB must be able to cope with. 
[bookmark: _Toc1049859]The segmentation mechanism should be generic and applicable for uplink and downlink RRC messages. 
[bookmark: _Toc1049860]RAN2 decides explicitly which RRC messages may be segmented and, if so, into how many segments (of 9 Kbyte each). 

The message segmentation is added as a critical extension of (existing) message types. Obviously, a transmitter (UE or NW) may only use this extension if it knows that the receiver (NW or UE) comprehends this extension. In case of UE capabilities, the NW could indicate support for RRCSegments in the UE-CapabilityEnquiry message. If used for the RRCReconfiguration, RAN2 could introduce a UE capability.
[bookmark: _Ref1049682][bookmark: _Toc1049861]A transmitter (UE or NW) may only use the RRCSegment extension of a message type if it knows that the receiver (NR or UE) comprehends it.
Of course, the transmitter (UE or NE) should fallback to the regular format without segmentation if the entire message to be transferred is smaller than the maximum segment size. 
[bookmark: _Toc1049862]The transmitting entity (UE or NW) uses the message format with RRCSegment only if the unsegmented message exceeds the size limit of PDCP (9 kByte).
[bookmark: _Ref189046994]3	Text Proposal
In this section we depict how a parameterized type RRCSegment could be introduced in 38.331 and how it would be used for the UE-CapabilityInformation and the RRCReconfiguration. For the latter, RAN2 had agreed on a limit of 45 Kbyte which would correspond to maxNrofSegments = 5. For the UE-CapabilityInfo we used 6 segments as an example.
The text proposal also clarifies that the RRC-TransactionIdentifier should have the same value in all segments of the same message.   
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In this text proposal we do not show capability bits or request flags by which the transmitting is made aware whether the receiver supports segmentation (see Proposal 4).  
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[bookmark: _Toc510018567][bookmark: _Toc524434453][bookmark: _Toc510018726][bookmark: _Toc524434748]6.2.2	Message definitions
=== Unmodified sections omitted ===
[bookmark: _Toc524434465][bookmark: _Toc524434484]–	RRCReconfiguration
The RRCReconfiguration message is the command to modify an RRC connection. It may convey information for measurement configuration, mobility control, radio resource configuration (including RBs, MAC main configuration and physical channel configuration) including and security configuration.
Signalling radio bearer: SRB1 or SRB3
RLC-SAP: AM
Logical channel: DCCH
Direction: Network to UE
RRCReconfiguration message
-- ASN1START
-- TAG-RRCRECONFIGURATION-START

RRCReconfiguration ::=              SEQUENCE {
    rrc-TransactionIdentifier           RRC-TransactionIdentifier,
    criticalExtensions                  CHOICE {
        rrcReconfiguration                  RRCReconfiguration-IEs,
        criticalExtensionsFuture            SEQUENCE {
			rrcReconfigurationSegment			RRCSegment { RRCReconfiguration-IEs, 5 },
			criticalExtensionsFuture2           SEQUENCE {}
		}
    }
}

RRCReconfiguration-IEs ::=          SEQUENCE {
    radioBearerConfig                       RadioBearerConfig                                                      OPTIONAL, -- Need M
    secondaryCellGroup                      OCTET STRING (CONTAINING CellGroupConfig)                              OPTIONAL, -- Need M
    measConfig                              MeasConfig                                                             OPTIONAL, -- Need M
    lateNonCriticalExtension                OCTET STRING                                                           OPTIONAL,
    nonCriticalExtension                    RRCReconfiguration-v15xy-IEs                                           OPTIONAL
}

RRCReconfiguration-v15xy-IEs ::=            SEQUENCE {
    masterCellGroup                         OCTET STRING (CONTAINING CellGroupConfig)                              OPTIONAL, -- Need M
    fullConfig                              ENUMERATED {true}                                                      OPTIONAL, -- Cond FullConfig
    dedicatedNAS-MessageList                SEQUENCE (SIZE(1..maxDRB)) OF DedicatedNAS-Message                     OPTIONAL, -- Cond nonHO
    masterKeyUpdate                         MasterKeyUpdate                                                        OPTIONAL, -- Cond MasterKeyChange
    dedicatedSIB1-Delivery                  OCTET STRING (CONTAINING SIB1)                                         OPTIONAL, -- Need N
    dedicatedSystemInformationDelivery      OCTET STRING (CONTAINING SystemInformation)                            OPTIONAL, -- Need N
    otherConfig                             OtherConfig                                                           OPTIONAL,   -- Need N
    nonCriticalExtension                    SEQUENCE {}                                                           OPTIONAL
}

MasterKeyUpdate ::=                 SEQUENCE {
    keySetChangeIndicator           BOOLEAN,   
    nextHopChainingCount            NextHopChainingCount,
    nas-Container                   OCTET STRING                                                    			OPTIONAL,    -- Cond securityNASC
    ...
}

-- TAG-RRCRECONFIGURATION-STOP
-- ASN1STOP

	RRCReconfiguration-IEs field descriptions

	dedicatedNAS-MessageList
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for each PDU in the list. 

	fullConfig
Indicates that the full configuration option is applicable for the RRCReconfiguration message.

	keySetChangeIndicator
True is used in an intra-cell handover when a KgNB key is derived from a KAMF key taken into use through the latest successful NAS SMC procedure, or N2 handover procedure with KAMF change, as described in TS 33.501 [11] for KgNB re-keying. False is used in an intra-NR handover when the new KgNB key is obtained from the current KgNB key or from the NH as described in TS 33.501 [11].

	masterCellGroup
Configuration of master cell group.

	nas-Container 
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for this field, although it affects activation of AS- security after inter-system handover to NR. The content is defined in TS 24.501.

	nextHopChainingCount
Parameter NCC: See TS 33.501 [11]

	radioBearerConfig
Configuration of Radio Bearers (DRBs, SRBs) including SDAP/PDCP. In EN-DC this field may only be present if the RRCReconfiguration is transmitted over SRB3.

	secondaryCellGroup
Configuration of secondary cell group (EN-DC).



	Conditional Presence
	Explanation

	nonHO
	The field is not present in case of reconfiguration with sync within NR or to NR; otherwise it is optionally present, need N.

	securityNASC
	This field is mandatory present in case of inter system handover. Otherwise the field is optionally present, need N.

	MasterKeyChange
	This field is mandatory present in case the security algorithms are modified (as indicated in SecurityAlgorithmConfig in SecurityConfig, included in the received RadioBearerConfig). Else if ReconfigurationWithSync is included, this field is optionally present, need N, otherwise the field is absent.

	FullConfig
	It is optionally present, Need N, during reconfiguration with sync and also in first reconfiguration after reestablishment. It is not present otherwise.


=== Unmodified sections omitted ===
–	UECapabilityInformation
The IE UECapabilityInformation message is used to transfer UE radio access capabilities requested by the network.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
UECapabilityInformation information element
-- ASN1START
-- TAG-UECAPABILITYINFORMATION-START

UECapabilityInformation ::=         SEQUENCE {
    rrc-TransactionIdentifier               RRC-TransactionIdentifier,
    criticalExtensions                      CHOICE {
        ueCapabilityInformation                 UECapabilityInformation-IEs,
        criticalExtensionsFuture                SEQUENCE {
			ueCapabilityInformationSegment          RRCSegment { UECapabilityInformation-IEs, 6 },
			criticalExtensionsFuture2               SEQUENCE {}
		}
    }
}

UECapabilityInformation-IEs ::=     SEQUENCE {
    ue-CapabilityRAT-ContainerList          UE-CapabilityRAT-ContainerList                                          OPTIONAL,

    lateNonCriticalExtension                OCTET STRING                                                            OPTIONAL,
    nonCriticalExtension                    SEQUENCE{}                                                              OPTIONAL
}

-- TAG-UECAPABILITYINFORMATION-STOP
-- ASN1STOP


=== Unmodified sections omitted ===
[bookmark: _Toc524434487]6.3.0	Parameterized types
=== Unmodified sections omitted ===
[bookmark: _Toc524434488]–	RRCSegment
The IE RRCSegment is used to convey segments of large information elements that exceed the maximum RRC message size (e.g. due to the PDCP SDU size limit of 9000 byte). The ElementTypeParam determines the IE type to be segmented by the transmitting RRC entity and reassembled by the receiving RRC entity. The maxNrofElements determines the maximum number of segments for an instance of ElementTypeParam.
The RRCSegment type should be used on the top level of an RRC message. The RRC messages containing the segments of the same original RRC information element shall contain the same rrc-TransactionIdentifier.
The transmitting entity (UE or NW) uses the RRCSegment only if the unsegmented message exceeds the size limit of PDCP (9 kByte).
RRCSegment information element
-- ASN1START
-- TAG-RRCSEGMENT-START

RRCSegment { ElementTypeParam, INTEGER:maxNrofSegments } ::=          SEQUENCE {
    segmentNumber           INTEGER(0..maxNrofSegments),
    isLastSegment           BOOLEAN,
    segment                 OCTET STRING
}

-- TAG-RRCSEGMENT-STOP
-- ASN1STOP

	RRCSegment field descriptions

	isLastSegment
Indicates that segment contains the last segment of the segmented information element.

	segment
One segment of a contained information element.

	segmentNumber
The ID of the segment which the receiving RRC entity uses to reconstruct the original information element.


–	SetupRelease
SetupRelease allows the ElementTypeParam to be used as the referenced data type for the setup and release entries. See A.3.8 for guidelines.
-- ASN1START
-- TAG-SETUP-RELEASE-START

SetupRelease { ElementTypeParam } ::= CHOICE {
    release         NULL,
    setup           ElementTypeParam
}

-- TAG-SETUP-RELEASE-STOP
-- ASN1STOP
=== Unmodified sections omitted ===
6.3.4	Other information elements
=== Unmodified sections omitted ===
[bookmark: _Toc524434760]–	RRC-TransactionIdentifier
The IE RRC-TransactionIdentifier is used, together with the message type and together with the segmentNumber (if the message contains an RRCSegment), for the identification of an RRC procedure (transaction). If the RRC message contains an RRCSegment, the RRC-TransactionIdentifier shall be set to the same value in all segments of the same information element.  
RRC-TransactionIdentifier information element
-- ASN1START
-- TAG-RRC-TRANSACTIONIDENTIFIER-START

RRC-TransactionIdentifier ::=       INTEGER (0..3)

-- TAG-RRC-TRANSACTIONIDENTIFIER-STOP
-- ASN1STOP
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4	Conclusion
In the previous sections we made the following observations: 
Observation 1	Supporting PDCP SDUs of more than 9000 byte would require significant hard- and software changes to the user plane protocol stack and to the interfaces between user plane and RRC.


Based on the discussion in the previous sections we propose the following:
Proposal 1	RRC messages exceeding the PDCP SDU size limit are segmented in RRC.
Proposal 2	The segmentation mechanism should be generic and applicable for uplink and downlink RRC messages.
Proposal 3	RAN2 decides explicitly which RRC messages may be segmented and, if so, into how many segments (of 9 Kbyte each).
Proposal 4	A transmitter (UE or NW) may only use the RRCSegment extension of a message type if it knows that the receiver (NR or UE) comprehends it.
Proposal 5	The transmitting entity (UE or NW) uses the message format with RRCSegment only if the unsegmented message exceeds the size limit of PDCP (9 kByte).
 





