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Introduction
SA2 has progressed their work on UE Capability Signaling optimizations with Capability ID and there has been an LS exchange (see R2-1819206.zip and S2-1901303.zip) on several topics, including, e.g., delta-signaling, hash-solutions that will be further discussed in current RAN meeting. 

One topic that has not been addressed at length is the meaning of “full capabilities” and what is referred to as filtered capability information. 

This contribution address in particular filtered capability information in the light of the two solutions for assigning ID as outlined in interim conclusions in 23.743, referred to in a previous LS from SA2 (S2-1812654.zip)

It further includes our view on benefits with the different solutions. The rationales for introducing a capability ID were described in (see RP-181459.zip); “The overall goal is to study mechanisms to reduce the signalling over Uu, CN-RAN, RAN-RAN interfaces as well as the processing load in RAN (taking into account how frequently those message transfers and corresponding processing occurs) working in collaboration with SA2.”


[bookmark: _Ref178064866]Discussion
SA2 interim conclusions on capability ID types
SA2 has in their interim conclusions in 23.743 stated: 

“The UE capability ID is assigned either by the serving PLMN or by the UE manufacturer, as follows:
-	Manufacturer-specific: The UE Capability ID may be assigned by the UE manufacturer in which case it is accompanied with the UE manufacturer information (e.g.TAC field in the PEI). In this case, the UE Capability ID uniquely identifies a set of UE Radio Capabilities for this manufacturer, and together with this UE manufacturer information uniquely identify this set of UE Radio Capabilities in any PLMN;
-	PLMN-specific: If a manufacturer-assigned UE Capability ID is not used by the UE or the serving network, or not recognised by the serving network, the serving core network may allocate a UE Capability ID.. In this case, the UE Capability ID is applicable to the serving PLMN and uniquely identifies this set of UE Radio Capabilities in this PLMN;”
It has also been clarified by SA2 in LS response S2-1901303 that: 
“…that at any time at most a single UE Capability ID is used between the UE and the network for a given set of radio capabilities – i.e. multiple UE Capability IDs are never used concurrently between the UE and the network for the same set of radio capabilities”

In S2-1901303, SA2 is asking the following questions:

“ACTION:   SA2 kindly asks whether RAN2 see a need for supporting any filtering of UE radio capabilities when RACS is used as opposed to using a UE Capability ID covering all radio capabilities of a UE. 

ACTION:   SA2 would further like RAN2 to clarify, when filtering of UE radio capabilities is used, how an NG-RAN node determines (as of Rel-15) whether or not to require additional UE radio capabilities from the UE i.e. at handover and at connection set-up.”

In the following we want to address the two different ways of assigning an ID from the perspective of filtered capability requests and discuss what reply to send to SA2.
Definitions - Full and Filtered capability information
For this analysis, we make the following definitions of terminology: 
Full capability information – has not been subject to any filtering. This is the aggregated set of information that corresponds to a UE’s capabilities at any given point in time. 
Filtered capability information – A partial capability set that is derived based on a filter provided by the gNB. The filter will define what capabilities the UE will need to report. For example, this can be that it doesn’t need to report its capabilities for a certain frequency band, or some features. It should be noted that in NR, all requests for UE capabilities will include a filter, as defined in 38.331.
The used filter is included in the signalled UE capabilities, and is needed to correctly interpret the information.
Signaling of the full capabilities is not feasible. It would be extremely large messages, and often the UE would not be able to index all it’s capabilities in order to compose a full capability.
[bookmark: _Toc785652][bookmark: _Toc1056544][bookmark: _Toc1080805]It is not possible to transfer full capability information in NR in an enquiry-information procedure. This is irrespective of any potential limit to amount of capability information that can be transferred. 
gNB-local filter - When filtered capabilities are used, the filter may be either gNB-local, only covering capabilities that is needed in the specific gNB, or it could also cover capabilities needed in other parts of the network. 
PLMN wide filter – A filter that is covering all capability information relevant in any cell in the network.
A gNB-local filter will limit the size of the capability data, but when the UE moves to other cells, the capability information included in the UE context may not cover all relevant information, and the new cell may have to upload the capabilities from the UE again.
A PLMN wide filter on the other hand, may be much larger if there are large differences of capability information needed in different parts of the network.  However, the capabilities included in the UE context will be complete, and there will be no need to upload more if the UE moves.

PLMN-specific identity
Assigning the capability ID
For the PLMN-specific ID, it is the serving core network that assigns the ID. We then note that for the core network to assign an ID, it would need to do a comparison of capability information received with capability information of already existing ID’s, to know whether a new ID is needed, or whether certain capability information corresponds to an already existing/defined ID.
Since it at least historically has been the case that the core network node only store and forward and never interprets the capability information, it is assumed that at some point in the assignment of PLMN ID’s, there is a bitwise comparison of capability information.

[bookmark: _Toc785653][bookmark: _Toc1056545][bookmark: _Toc1080806]As part of the process of assigning a PLMN-specific Capability ID, there is a bit-wise comparison.

Further, with PLMN-specific identity, the core network can only map ID to capability information that the UE actually has signaled. As the identity cannot correspond to anything else but the signaled capability information, the ID corresponds to filtered capabilities. Different filters will result in different ID’s. 

[bookmark: _Toc785654][bookmark: _Toc1056546][bookmark: _Toc1080807]Different filters will result in different PLMN-specific capability ID’s.
It is also the case that if two different gNB’s send the same filter content but request, e.g., frequencies in a different order than other gNB’s, this would also mean that different ID’s are generated / consumed, since the bit-wise comparison in the core network would not generate the same result.

[bookmark: _Toc785655][bookmark: _Toc1056547][bookmark: _Toc1080808]With PLMN-specific Capability ID, also the exact configuration of the enquiry will matter.
Management of multiple capability ID’s for same capability set
Assuming that no extra functionality is added to manage multiple capability ID’s due to different filters, the following example describes how it might work: 

1) An UE connects to gNB A with no capability ID. gNB A requests the UE Capabilities using filter A, and the network assigns an ID ‘a’ to the UE.
2) The same UE connects to gNB B, using capability ID ‘a’. The gNB maps the capability ID to a set of capabilities and detects that some needed features are not included in the capabilities. gNB B requests the UE Capabilities from the UE, using filter B, and the network assigns an ID ’b’ to the UE.
3) The same UE connects to gNB A again, using capability ID ‘b’. <Continue as step 2>

If there are many different filters used in the network, this will obviously cause excessive signaling, and severely limit the gain of capability ID’s. However, if different filters are used in different regions of the network, and the UE’s don’t move between the regions frequently, it may be acceptable. Also, if the network is updated with new functionality, e.g. new frequency bands, the capability ID’s covering the new capabilities can be used in parallel with the old capability ID’s until all UE’s have been updated. However, every filter will double the number of ID’s assigned, increase size of mapping tables and cause extra signaling when new ID’s need to be assigned.

[bookmark: _Toc785656][bookmark: _Toc1056548][bookmark: _Toc1080809]PLMN assigned ID’s will work without extra functionality to manage multiple ID’s for the same capability, but the number of used ID’s, size of mapping tables and signaling load on Uu will increase with every extra filter used in the network.

[bookmark: _Toc1056549][bookmark: _Toc1080810]When upgrading a network with new functionality, it may be useful to use different capability ID’s corresponding to the same capability sets but different filters in parallel. 

If the UE is able to store multiple capability ID’s for the same set of capabilities and same PLMN, the step 3 above can be changed as follows:

3) The same UE connects to gNB A again, using capability ID ‘a’ and ‘b’.  The gNB finds ID ‘a’ in it’s mapping table and will use the corresponding capabilities. Both ID ‘a’ and ‘b’ is included in the UE context when the UE is leaving the cell.

With this functionality, the effects on the Uu signaling load will be mitigated, but it will increase complexity for UE and signaling formats. Also, it is contradicted by the SA2 agreement that the UE only has one capability ID at the time.

[bookmark: _Toc785657][bookmark: _Toc1056550][bookmark: _Toc1080811]Managing multiple ID’s in the UE might be feasible, but it would add extra complexity and is not allowed according to SA2 agreements.
[bookmark: _Toc1056551][bookmark: _Toc1080812]It is recommended that one PLMN-wide filter is used when allocating and assigning PLMN based capability ID’s, but more filters are allowed. If several filters are used, each filter will result in a specific capability ID.



UE manufacturer-specific identity.
When the UE manufacturer assigns an ID, this ID can correspond to all the capabilities that a UE can have at any given point in time, i.e., to the “full capability information”. Also, we note that it is not really an option to have the UE manufacturer-specific identity be dependent on the request, as the UE does not in advance know exactly how enquiries will be filtered.
We can make the following observations: 

[bookmark: _Toc785658][bookmark: _Toc1056552][bookmark: _Toc1080813]A UE-manufacturer-specific identity will describe the full capability information, even though this may not be possible to signal.
However, using the full capability internally in the network will not be possible if it can not be signaled, and even if it is possible, the capabilities may be very large, so it is logical to only store and use the relevant capabilities. 

[bookmark: _Toc1056553][bookmark: _Toc1080814]To limit the signalling load and storage size, it is expected that the PLMN will map the capability ID to a PLMN wide capability set that covers only the capabilities relevant for the network,  and use that set internally in the network.
 Provisioning of the mapping database
The mapping databases in the network can be either self-learning and updated based on capabilities reported by UE’s, or pre-provisioned.
Pre-provisioned capability mapping database
In the pre-provisioned case, network is configured with full information of what a capability ID corresponds to. In the UE vendor-based case, the database would be pre-provisioned based on data received from UE vendors. This means that UE does not need to go through an enquiry procedure at all, it can signal only the ID and the AMF will provide the capability information to the gNB.  

[bookmark: _Toc1056554][bookmark: _Toc1080815]If capability ID mappings are pre-provisioned for vendor-based ID, there is no need to ever transfer anything else than the capability ID from the UE.

[bookmark: _Toc785660]Also, in the PLMN based case, the network nodes can be pre-provisioned with capability ID mappings, after new ID’s have been allocated. In that case, the UE will only have to signal the capabilities once, and once it has been assigned an ID, it will only signal the ID. 

[bookmark: _Toc1056555][bookmark: _Toc1080816]If capability ID mappings are pre-provisioned for PLMN based ID, there is no need to transfer anything else than the capability ID from the UE after the UE has been assigned an ID.

If the mapping databases in all network nodes would be pre-provisioned with all used capability ID’s, the size of the databases would be large, and no memory will be saved by the use of capability ID. Therefor some nodes are expected to only store a cash of the mapping database, and if an UE moves to the node with unknown capability ID, the node may request the mapping from another node in the network. (That is, a gNB may request mappings from the AMF, and an AMF may request it from a central database/another AMF.) In this case, the network can still be considered pre-provisioned, since the information is stored in at least one node.

Since it is not required that the CN is parsing and filtering the UE capability information, the capability ID mappings stored in the network and signaled between network nodes will be PLMN wide capabilities. 

[bookmark: _Toc1056556][bookmark: _Toc1080817]With pre-provisioned mapping of databases, complexities due to filtering can be avoided.
[bookmark: _Toc1056557][bookmark: _Toc1080818]The network operator may decide to use pre-provisioning of UE capability ID mappings in some or all network nodes.

Self-learning database based on UE reported capabilities 
Another alternative for provisioning is that UE capability information received from UE’s is be used to update mapping databases in the nodes. The main use of this is for UE vendor-based ID, since self-learning would eliminate the need for collecting capability ID mappings from UE vendors and provision the network nodes with the mappings. However, also for PLMN based ID, it could be useful, since with self-learning there is no need to define and implement signaling protocols to distribute allocated capability ID’s between different parts of the network.
When self-learning is used, it is important that the network nodes can verify the correctness of the saved information, since capabilities uploaded from one UE will be used for other UE’s with the same ID. 

[bookmark: _Toc785661][bookmark: _Toc1056558][bookmark: _Toc1080819]Self-learning of capability ID mappings based on UE capabilities uploaded from UE’s may be useful in order to limit the storage need and signalling load within the network, as well as complexity of provisioning.  But it may be a challenge to verify the uploaded capabilities.

It has been proposed that the network node can compare uploaded capability sets, and if several identical capability sets have been uploaded for the same capability ID, it is assumed that the network can trust the information. In case the capabilities are compared bitwise, only capabilities uploaded with the same filter can be compared. Therefore, the use of a PLMN wide filter would be useful in order to ensure that uploaded capabilities are identical if they represent the same capability set.

If the UE capabilities are compared after parsing, it is possible to compare the common set of capabilities based on different filters. However, if the UE moves to another cell that need different capability information, the information will not be complete, and it may have to be uploaded again. 
   
[bookmark: _Toc1056559][bookmark: _Toc1080820][bookmark: _Hlk1048285]In order to verify uploaded capabilities by bitwise comparing multiple entries from different UE’s, the same filter must be used for the compared capability sets. If capabilities are parsed before comparison, it is possible to verify the common set of capabilities based on different filters.
[bookmark: _Hlk1048238]
Another alternative is that a hash of the capabilities is included in the ID, which the network nodes can use to verify the uploaded capabilities. This is feasible for PLMN based ID’s if a network wide filter is used. However, for vendor-based capability ID’s it would not help to include a hash, since the hash would be calculated on some full capabilities and not correspond to the filtered capabilities uploaded to the gNB. 

[bookmark: _Toc1056560][bookmark: _Toc1080821][bookmark: _Hlk1047915]When a PLMN based capability ID is used, a Hash can be included in the ID which can be used to verify that the mapping is correct. The same PLMN wide filter that was used to assign the ID should then be used when uploading the capabilities for self-learning.


Configuring a PLMN wide filter
As shown above, PLMN wide filters are needed for assigning PLMN based capability ID’s, and is useful for both ID types if self-learning is used. In clause 6.10 in 23.743, it is proposed that a new ‘UE Radio Capability Form’ is defined and used by the CN to control what filter is used by the gNB. We think that the URCF functionality requires very close coupling between the RAN and core network/OAM which is not the case currently. Also, the proposal does not describe how the filters are created.

Since there is no need to configure the Network Wide filter often, it should be possible to use OAM to configure it if a network wide filter is known. However, it is also possible to derive network wide filters in the gNB. The reported capabilities consists of both the used filter and UE capabilities. This filter could be used for self-learning could also be used in the gNB. 

Example of self-learning algorithm, gNB starting to use FS-RACS:

1) When UE’s move into the cell with a capability ID, the gNB will request the mapping from the AMF. 
2) If the AMF does not have the mapping or the UE’s have not been assigned a capability ID, gNB will use legacy signaling with a gNB-locak filter to fetch the capabilities from the UE.
3) The gNB will start creating a PLMN wide filter by inspecting the filters of the UE capabilities of UE’s in the cell, and combining them. For each UE capability filter that includes new capabilities, the PLMN wide filter of the gNB is updated to include also these capabilities. 
4) Once the PLMN wide filter have been stable for a period of time, the gNB can assume that it has a valid PLMN wide filter, and the filter can be used for uploading PLMN wide capabilities to the AMF which can be used for assigning PLMN based ID’s, and/or self-learning in the AMF. 

With this method, every gNB in the network will be able to derive a PLMN wide filter, and also update it if cells with new functionality is added to the network.

[bookmark: _Toc1056561][bookmark: _Toc1080822]A PLMN wide filter can be configured in gNB by OAM, or the gNB may derive it from filters in received UE capabilities. There is no need for standardized features for filter management

Proposal 1	Inform SA2 about the following:

· All capability requests will be filtered in 5G. The filter is included as part of the signaled UE capabilities so that the gNB can determine if it should request more capability information from UE’s moving into the cell.
· RAN2 conclusion on filtering and its impacts on capability signaling is as listed:  
· PLMN wide filters are needed for assigning PLMN-assigned capability ID’s.
· PLMN wide filters are also useful for Vendor assigned capability ID’s if UE reported capabilities are used to update mapping databases. 
· A PLMN wide filter can be configured in gNB by OAM, or the gNB may derive it from filters in received UE capabilities. There is no need for standardized features for filter management.


Conclusion
In section 2 we made the following observations:
Observation 1	It is not possible to transfer full capability information in NR in an enquiry-information procedure. This is irrespective of any potential limit to amount of capability information that can be transferred.
Observation 2	As part of the process of assigning a PLMN-specific Capability ID, there is a bit-wise comparison.
Observation 3	Different filters will result in different PLMN-specific capability ID’s.
Observation 4	With PLMN-specific Capability ID, also the exact configuration of the enquiry will matter.
Observation 5	PLMN assigned ID’s will work without extra functionality to manage multiple ID’s for the same capability, but the number of used ID’s, size of mapping tables and signaling load on Uu will increase with every extra filter used in the network.
Observation 6	When upgrading a network with new functionality, it may be useful to use different capability ID’s corresponding to the same capability sets but different filters in parallel.
Observation 7	Managing multiple ID’s in the UE might be feasible, but it would add extra complexity and is not allowed according to SA2 agreements.
Observation 8	It is recommended that one PLMN-wide filter is used when allocating and assigning PLMN based capability ID’s, but more filters are allowed. If several filters are used, each filter will result in a specific capability ID.
Observation 9	A UE-manufacturer-specific identity will describe the full capability information, even though this may not be possible to signal.
Observation 10	To limit the signalling load and storage size, it is expected that the PLMN will map the capability ID to a PLMN wide capability set that covers only the capabilities relevant for the network,  and use that set internally in the network.
Observation 11	If capability ID mappings are pre-provisioned for vendor-based ID, there is no need to ever transfer anything else than the capability ID from the UE.
Observation 12	If capability ID mappings are pre-provisioned for PLMN based ID, there is no need to transfer anything else than the capability ID from the UE after the UE has been assigned an ID.
Observation 13	With pre-provisioned mapping of databases, complexities due to filtering can be avoided.
Observation 14	The network operator may decide to use pre-provisioning of UE capability ID mappings in some or all network nodes.
Observation 15	Self-learning of capability ID mappings based on UE capabilities uploaded from UE’s may be useful in order to limit the storage need and signalling load within the network, as well as complexity of provisioning.  But it may be a challenge to verify the uploaded capabilities.
Observation 16	In order to verify uploaded capabilities by bitwise comparing multiple entries from different UE’s, the same filter must be used for the compared capability sets. If capabilities are parsed before comparison, it is possible to verify the common set of capabilities based on different filters.
Observation 17	When a PLMN based capability ID is used, a Hash can be included in the ID which can be used to verify that the mapping is correct. The same PLMN wide filter that was used to assign the ID should then be used when uploading the capabilities for self-learning.
Observation 18	A PLMN wide filter can be configured in gNB by OAM, or the gNB may derive it from filters in received UE capabilities. There is no need for standardized features for filter management

Based on the discussion in section 2 we propose the following:
Proposal 1	Inform SA2 about the following:

· All capability requests will be filtered in 5G. The filter is included as part of the signaled UE capabilities so that the gNB can determine if it should request more capability information from UE’s moving into the cell.
· RAN2 conclusion on filtering and its impacts on capability signaling is as listed:  
· PLMN wide filters are needed for assigning PLMN-assigned capability ID’s.
· PLMN wide filters are also useful for Vendor assigned capability ID’s if UE reported capabilities are used to update mapping databases. 
· A PLMN wide filter can be configured in gNB by OAM, or the gNB may derive it from filters in received UE capabilities. There is no need for standardized features for filter management.
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