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1. Introduction
In this document we discuss open issues related to the handling of UE Capability ID.
2. Discussion
NAS signaling or RRC signaling
The main benefit of NAS signalling of UE Capability ID is that there is no impact to RRC. Once adapted in 5G NAS signalling, it can be adopted to different architecture options where RAN is connected to 5GC, i.e. option 2 (option 4), and option 5 (option 7). The same feature is adopted for EPS without any change in LTE RRC.
For both NAS signalling and RRC signalling solutions, additional mechanisms over N2 will need to be introduced ([1], section 6.1.1.3.4, 6.1.1.3.5).
Observation 1:
NAS signalling of UE Capability ID allows adoption of the feature to different architecture options where RAN is connected to 5GC, without changing LTE and NR RRC.
According to SA2 conclusions, the management of UE Capability ID is done by the core network. It is our understanding that the assignment of UE Capability ID to the UE will be done by NAS signalling. NAS signalling of UE Capability ID from the UE is more in line with the design of overall UE Capability ID management.
Observation 2:
NAS signalling of UE Capability ID is more in line with the design of overall UE Capability ID management.

SA3 concluded that UE Capability ID shall be sent ciphered and integrity protected [2]. NAS signalling is more attractive solution because the initial NAS message (e.g. service request) can be integrity protected and ciphered as long as NAS already has the security context. The UE Capability ID can then be delivered in the RRC Setup Complete message. Whereas in case of RRC signalling, the UE has to wait until AS security is activated.
Observation 3:
NAS signalling satisfies SA3’s security requirement without sacrificing the connection setup latency.

Proposal 1:
RAN2 to conclude NAS signalling of UE Capability ID is introduced in the normative phase
Handling of UE capability filtering
Interrelation between UE Capability ID and UE capability filtering has been discussed.

The current UE capability filtering in RRC (e.g. requested list of bands) works as follows. The network requests the UE capabilities related to certain NR frequency bands. The UE echoes back the requested NR bands in the UE capability so that the RAN node receiving the UE capability can identify the UE capability filter which was used to derive the received UE capability. The receiving RAN node can choose to initiate UE capability enquiry procedure if the applied filter is not suitable for its intended operation.
The above procedure essentially results in change of UE capabilities, and the main question is how such UE capability change due to filter change is handled when UE Capability ID scheme is employed in the network.
Our view is that nothing special needs to be specified for handling of UE capability filtering in conjunction with UE Capability ID mechanism. The same mechanism for filtering can work in conjunction with UE capability ID, in that the filter information is also part of the capabilities associated with a capability ID and existing RAN mechanisms can remain the same.The content of the filter is left to network implementation, e.g. can be associated with “PLMN-wide” filter to avoid any subsequent UE capability enquiry. This means that a set of UE capabilities of large size may have to be signaled at least once, especially in case of PLMN-assigned UE Capability ID. RRC message size constrain can be addressed by other mechanisms, such as RRC message segmentation.

We understand the UE capability filter today is area specific in the PLMN. It should be noted that re-assignment of UE Capability ID when a different filter is used is still supported in general frame of UE Capability ID mechanism.
Proposal 2:
RAN2 to conclude not to specify any enhancement to UE Capability ID solution for the handling of UE capability filtering
Proposal 3:
UE capability filter information is part of the UE capabilities associated with a UE Capability ID and existing RAN filtering mechanisms remain the same.
UE capability update
There are two types of UE capability update in release-15.
1. Radio capability update resulting in Registration Update procedure with UE capability change
2. Temporary UE capability restrictions

The first case is intended for semi-static UE capability change, disabling UE capability of a given RAT, for instance. Given that it is not a frequent event, we propose to address this scenario by re-assignment of UE Capability ID.
The principle of the second case is stated in 38.300.
	a temporary capability restriction request maybe sent by the UE to signal the limited availability of some capabilities (e.g. due to hardware sharing, interference or overheating) to the gNB. […] The temporary capability restriction should be transparent to 5GC. Namely, only static capabilities are stored in 5GC.


We propose to maintain the principle. Therefore temporary UE capability restriction should not be visible to the core network and should not result in UE Capability ID re-assignment. As done in the overheating mitigation solution in release-15, additional capability restriction should be signaled by RRC and should be understood by RAN node by also looking at the semi-static UE capability as reported in UE Capability Information.
All in all, we do not see a need of assigning multiple UE Capability IDs to a single UE or “delta” UE capability signaling on top of the set of UE capabilities associated with UE Capability ID.

Proposal 4:
UE capability change via Registration Update procedure is addressed by UE Capability ID re-assignment.
Proposal 5:
Temporary UE capability restriction should not be visible to the core network and should not result in UE Capability ID re-assignment.
Proposal 6:
RAN2 to conclude there is no need of assigning multiple UE Capability IDs to a single UE or supporting “delta” UE capability signaling on top of the set of UE capabilities associated with the UE Capability ID.
3. Conclusion
In this document we discussed open issues related to the handling of UE Capability ID.
Observation 1:
NAS signalling of UE Capability ID allows adoption of the feature to different architecture options where RAN is connected to 5GC, without changing LTE and NR RRC.
Observation 2:
NAS signalling of UE Capability ID is more in line with the design of overall UE Capability ID management.

Observation 3:
NAS signalling satisfies SA3’s security requirement without sacrificing the connection setup latency.

Proposal 1:
RAN2 to conclude NAS signalling of UE Capability ID is introduced in the normative phase
Proposal 2:
RAN2 to conclude not to specify any enhancement to UE Capability ID solution for the handling of UE capability filtering

Proposal 3:
UE capability filter information is part of the UE capabilities associated with a UE Capability ID and existing RAN filtering mechanisms remain the same.
Proposal 4:
UE capability change via Registration Update procedure is addressed by UE Capability ID re-assignment.

Proposal 5:
Temporary UE capability restriction should not be visible to the core network and should not result in UE Capability ID re-assignment.

Proposal 6:
RAN2 to conclude there is no need of assigning multiple UE Capability IDs to a single UE or supporting “delta” UE capability signaling on top of the set of UE capabilities associated with the UE Capability ID.
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