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1. Introduction

In EN-DC, RAN2 agreed that the MN support SN blind addition in RAN2#ADH1706 meeting.

agreements： 

At least for EN-DC, the MN can perform a blind addition of the SN and use the first RRC reconfiguration message following RRC connection establishement to carry the corresponding SCG configuration. (No additional functionality will be defined enable this)

This supercedes the previous agreement on this topic.
It is well known that the SN bind addition without measurement results is not optimized solution.

Now, a WI for DC and CA enhancements is introduced in R16. One objective is:

4. Early Measurement reporting: Early and fast reporting of measurements information availability from neighbor and serving cells to reduce delay setting up MR-DC and/or CA. [RAN2, RAN4]

· This objective applies to MR-DC, NR-NR DC and CA

· The objective should consider measurements in IDLE, INACTIVE mode and CONNECTED mode

· The impacts on UE power consumption should be minimized

· The LTE Rel-15 euCA work should be utilized, when applicable

In this paper, we will discuss early measurement reporting.

2. Discussion

As mentioned in objective, early and fast reporting of measurements information availability from neighbor and serving cells to reduce delay setting up MR-DC and/or CA. So the only use case of early measurement reporting is to improve the SN blind addition. 

RAN2 agreed that the measurement configuration can be configured before AS security activation, but the measurement result reporting should be performed after AS security activation.

Based on above discussion, we propose that the objective of early measurement reporting should focus on how to improve the SN bind addition.
Proposal 1: the objective of early measurement reporting should focus on how to improve the SN bind addition.

In order to support the early measurement reporting, the network should provide the measurement requirements, both dedicated signaling before or after AS activation and SIB can be used to configure the measurement requirements. 
Proposal 2: the network provides the measurement requirements via dedicated signaling before or after AS activation or SIB, the details of the measurement requirements are FFS.
When UE go to connected state, the UE should report the measurement report to the network. The UE can report the measurement results to the network based on network demand as LTE euCA did. Of course the UE can also to report the measurement results to the network directly as long as the AS security is activated. If the UE report the measurement report to the network before AS security activation, the UE can report the information to aid the network to determine the CA configuration or MR-DC configuration, not the measurement results, e.g. RSRP or RSRQ. So there are 3 options to report the measurement report:

Option 1: the UE reports measurement results based on network demand after AS security activation.

Option 2: the UE reports measurement results autonomously after security activation, e.g. Securitymodecomplete message.
Option 3: the UE reports cell list who meets the network requirements before security activation, e.g. in MSG 5 during RRC establishment procedure.

We propose all the options should be considered in WI.
Proposal 3: all the options for measurement report should be considered in WI.

In RRC establishment procedure, both MSG4 and MSG5 are not security protected and MSG4 will only configure SRB1. The general RRC establishment procedure is as in below figure.
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In RRC Resume procedure, the MSG4 is security protected and the SN or CA can be configured in MSG4. So the network will need the measurement report more urgent than RRC establishment in this case. So we should consider the two cases independently for early measurement report.
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Proposal 4: RRC establishment and RRC resume should considered separately for early measurement report.
3. Conclusions:

In this paper, we discuss early measurement report issue. We propose: 
Proposal 1: the objective of early measurement reporting should focus on how to improve the SN bind addition.

Proposal 2: the network provides the measurement requirements via dedicated signaling before or after AS activation or SIB, the details of the measurement requirements are FFS.

For measurement report:

Option 1: the UE reports measurement results based on network demand after AS security activation.

Option 2: the UE reports measurement results autonomously after security activation, e.g. Securitymodecomplete message.

Option 3: the UE reports cell list who meets the network requirements before security activation, e.g. in MSG 5 during RRC establishment procedure.

Proposal 3: all the options for measurement report should be considered in WI.

Proposal 4: RRC establishment and RRC resume should considered separately for early measurement report.
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