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1 Introduction

In RAN2 email discussion [104#34], three key issues related to interim conclusions for FS_RACS were addressed. The summary is captured in [1]. However, the following open issues were either not discussed over the email or not able to reach preliminary agreements:
· Hash-based identification of UE radio capabilities as captured in clause 6.3 of [2] and in [3].
· Radio capability filtering as captured in clause 6.10 of [2].
· RRC-based and/or NAS-based signalling to carry the capability ID.
· Manage UE capability update.

In this paper, we will address the above open issues and provide our proposals.

2 Discussion

2.1 Hash-based identification of UE radio capabilities
Per this solution, the UE calculates a hash value of the UE radio capabilities and sends the hash value, as UE capability ID, to the network. If the corresponding UE radio capability is not available, then it needs to be retrieved from the UE. There are two options according to [2].
Option 1:
With the assumption that each subset of UE radio capabilities is calculated with SHA-256 the probability is very low that two different UE radio capabilities have the same hash value, so we do not specify any solution for that.

Option 2:
The UE Capability ID is extended to also include a device manufacturer unique identifier. The UE vendor also needs to ensure that the two different UE radio capabilities do not have the same hash value via re-arrange the order of the individual UE radio capabilities to ensure unique hash.

With option 1, the UE and the network may need to maintain multiple ID’s because each subset of UE radio capabilities is separately calculated. This is against the agreement such that at any given time, the UE and the network only have one capability ID. Also, there is always a probability that hash collision happens, and in this case, there is no viable recovery mechanism. Option 2 may address the collision issue, but evaluation is needed to determine which SHA family should be used. If we end up with large number of bits, it would defeat the original purpose of reduced capability size. We believe the expectation of the optimization is to downsize the UE capability to a few Octets. 
Finally, the UE-ID (manufacture-based and PLMN-based) solution has gained consensus from most companies and should be enough to address UE capability issue. We do not see much benefit to introduce another solution.

Proposal 1: It is not necessary to introduce hash-based solution for RACS as defined in clause 6.3 in TR 23.743.
2.2 Radio capability filtering
This solution allows the network to send a PLMN-wide filter, namely UE Radio Capability Form (URCF). The UE only report radio capability based on URCF request. After that, the network may assign a UE capability ID to this set of capability.

Like the discussion in section 2.1, with manufacture-ID or PLMN-ID based solution, we do not see any significant gains of this solution. We believe the network should always have a “full set” of UE capability to allow the network to generate a URCF (network vendors may have a better understanding here), so the UE anyway needs to report its full capability. As we know, most sizeable UE capability comes from CA band combos. Existing filter mechanism, i.e. UE bands and band combinations filtering, already efficiently reduces UE capability size. There is no need to introduce another one. The complexity (especially on the network side) also needs further study as this solution seems require tight interworking among multiple RAN nodes and CN.
Proposal 2: It is not necessary to introduce (a new) radio capability filtering solution for RCAS as defined in clause 6.10 of TR 23.743.
2.3 RRC-based and/or NAS-based signaling for the capability ID
In email discussion [104#34], companies seemed have different opinions on how the UE indicates the capability ID, via NAS or RRC.
There are two concerns of RRC-based signaling. 

· Using msg5 to indicate the capability ID may have security concern as a few companies already pointed out in the email discussion. Security issues was also confirmed by SA3 in [4].
· Another aspect is about use cases. Before core network gets the UE capability, RAN node could not do much. One may argue that early configuration of measurement is an advantage, but any RRM report needs time to trigger. In most cases, by the time an MR is triggered, UE capability should have been reported already. Thus, RRC level reporting does not provide much gain. We are open to discuss any specific use cases, though.
Proposal 3: NAS-based signaling for the capability ID should be used.
Proposal 4: RAN2 to discuss if any specific use case needs RRC-based signaling for the capability ID.

2.4 Manage UE capability update
With UE capability ID solution (manufacture-based and/or PLMN-based), there are open issues on capability update after the UE has been deployed in field.
Figure 1-1 shows a typical UE capability update case:

· With initial pre-configuration, UE capability ID 1 and 2 are associated with capability set 1 and 2, respectively;

· UE A supports ID 1; UE B supports ID 2;

· Later, both UE A and B receive software update that adds the same delta on top of capability sets 1 and 2;
· It’s an open question on how this case should be handled.
Figure 1-2 shows an example:

· With initial pre-configuration, UE capability ID 1 is associated with capability set 1;

· Both UE A and UE B support UE capability ID 1;

· Later, the UE capability has been updated and some delta capabilities are added on top of set 1. Note UE A and UE B may not update their capabilities at the same time, or one UE may never update its capability.
· Assuming UE A performs update earlier, there would be a problem if UE A and the network update set 1, but UE B is not aware of the already updated capability set 1. Clearly ID re-mapping is not feasible. We need another solution.
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Figure 1. UE Capability Update

There could be two options to solve the issues:
Option 1: New UE Capability ID could be defined (or added) for the updated version.

With this option, new UE Capability ID could be provided, and the corresponding mapping relationship should also be updated and stored in network.

Option 2: Updated UE Capabilities should be reported in addition to the UE Capability ID defined for the old version.

With this option, no new UE Capability ID will be defined. UE only needs to report the delta part of the UE Capability in addition to the UE Capability ID defined for the old version as indicated in Figure 2.
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Figure 2. Indication of Delta UE Capability Reporting

Option 1 seems preferable by SA2 (according to their LS to RAN2) and some RAN2 companies during email discussion. However, we want to point out two potential issues:

· It may require a large UE capability ID space to handle multiple capability changes during the UE life span. We do not know how many ID’s are needed, though.

· It’s difficult to work with manufacture ID based solution.
Option 2 does not require new capability IDs and it works well with both manufacture ID and PLMN ID. One can argue the delta capability can become large over several updates. However, as we pointed in Section 2.2, UE bands and band combos contribute most of capability container size. It is rare a UE needs to update its hardware capability after deployed in field. Therefore, the delta size would be limited. 

In our view, Option 2 is feasible and offers some benefits over Option 1.
Proposal 5: It’s proposed to capture the open issues for UE Capability Update in TR 23.743.

Proposal 6: Use Option 2 to solve the issue of UE capability update. 
3 Conclusions:

In this paper, we discussed several open issues for RACS. They are:
· Hash-based identification of UE radio capabilities as captured in clause 6.3 of [2] and in [3].

· Radio capability filtering as captured in clause 6.10 of [2].

· RRC-based and/or NAS-based signalling to carry the capability ID.

· Manage UE capability change.

For each of them, we gave our analysis and proposals, as follows:
Proposal 1: It is not necessary to introduce hash-based solution for RACS as defined in clause 6.3 in TR 23.743.
Proposal 2: It is not necessary to introduce (a new) radio capability filtering solution for RCAS as defined in clause 6.10 of TR 23.743.

Proposal 3: NAS-based signaling for the capability ID should be used.

Proposal 4: RAN2 to discuss if any specific use case needs RRC-based signaling for the capability ID.

Proposal 5: It’s proposed to capture the open issues for UE Capability Update in TR 23.743.

Proposal 6: Use Option 2 to solve the issue of UE capability update. 
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