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1 Introduction

In RAN2#103bis meeting, in FeMob WI, multiple connectivity during HO to reduce the user data interruption time has been discussed based on [1]. 

In this contribution, for NR mobility, we focus on the DC-based handover, specifically on the UP impact.
2 Discussion  
In general, in DC-based handover, there is a called “role change” procedure, i.e., the PDCP anchor point would be changed from source node to the target node. It is shown as Figure 1.
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Figure 1 Protocol stack before and after handover 
for legacy handover (left) and for DC-based handover procedure

It can be seen that 
· In legacy HO, at UE side, the re-set / re-establishment of PHY/MAC/RLC is needed for the stack at UE side, since there is only one active stack during the procedure. 

· However, that is not needed in DC-based HO, since the UE would already establish two stacks (PHY/MAC/RLC) w.r.t. source and target node before handover, so the reconfiguration / re-establishment operation is only needed at PDCP layer. 
In the following sections, more detailed aspects on PDCP operation are considered.
Observation 1 Using DC-based HO, at UE side, the latency due to PHY/MAC/RLC re-set / re-configuration is saved, but only the re-establishment / reconfiguration at PDCP layer is needed.
2.1 Issue-1: How to avoid key ambiguity?
Different from legacy HO, where the source stack is release 5ms before initiating first UL transmission to target node, here the idea is to keep the source stack at least till the first UL transmission to target node. So the key here is to avoid interruption at source node, which may be caused by

A. The source node is to be configured as SN of the target node: In this case, the source node needs to reset MAC in order for key change;
B. The target node which was configured as SN of the target node, now is to be configured as the new MN. In this case, the target node needs to reset MAC in order for key change;

I.e., if one does not configure source (target) node as SN of target (source) node, there is no such issue.

Observation 2 Key ambiguity issue does not exist if one does not configure source (target) node as SN of target (source) node.

Issue-A is more critical than issue-B since the key problem is how to sustain source connection as longer as possible. Anyway, to solve this issue, either for source node only or for both nodes, one can only try to solve the key ambiguity issue while not perform MAC re-set.

Observation 3 To reduce HO interruption time in case one configures source (target) node as SN of target (source) node, the key issue is how to avoid MAC reset during PDCP key change.

This issue has been discussed in NR for bearer type change, and companies converges on the LCID change solution, i.e., using different LCID to differentiation the old / new keys.

NOTE:
MAC behaviour depends on the solution selected by the network, e.g. MAC reset, change of LCID, etc.
Proposal 1 Rely on LCID change to avoid MAC re-set during the DC-based handover procedure.

2.2 Issue-2: When does PDCP re-establish?
In legacy, the PDCP re-establishment is to be performed as soon as the HO command is received (in case the PDCP re-establishment is explicitly indicated). Yet considering there is a gap between HO command reception from source node and success access to target node, 

· Either one perform the re-establishment as soon as the HO command is received, and communicate with network via source node as target SN;
· Or one perform the re-establishment later after successful access to target node, and communicate with network via source node using old key before that.
Considering the possible handover failure, we have slightly preference on the latter case. Otherwise, one needs to handle the case where the target MN is lost but target SN works. Even though DC/CA WI may work on this scenario, the resulted operation may be still to revert the UE back to source MN, and the extra signalling is meaningless.

Observation 4 It is unclear whether PDCP re-establishment should be done as soon as handover command reception or after successful access to target node.

Proposal 2 RAN2 further discuss when to perform PDCP re-establishment, in case source MN is configured as SN of target MN.

2.3 Issue-3: Data forwarding and SN status transfer
There could multiple solutions for the data forwarding and SN status transfer
· In the legacy case, it can be done as soon as HO command delivery;

· Or one can rely on the target node or UE indication of the successful handover to perform that.
The latter one can help to save some unnecessary transmission, but would lose some latency compared to the former case.

Proposal 3 RAN2 can discuss if there is any impact to RAN2 in terms of the data forwarding and SN status transfer. 

3 Summary and LTE / NR comparison

In short,

· The handling of (de)ciphering and ROHC for source / target node can be differentiated by different LCID;

· The PDCP re-establishment operation is triggered by HO command, yet FFS whether it needs to wait for successful access to target node. 

Compared to LTE solution, the only difference is that UP handling is up to explicit bits in RRCReconfiguration message, but that does not make an essential difference w.r.t. the DC-based handover procedure design.
Observation 5 No obvious difference for UP handling for DC-based handover in LTE and in NR.

4 Conclusion
Based on the discussion in section 2 we have following observations:
Observation 1
Using DC-based HO, at UE side, the latency due to PHY/MAC/RLC re-set / re-configuration is saved, but only the re-establishment / reconfiguration at PDCP layer is needed.
Observation 2
Key ambiguity issue does not exist if one does not configure source (target) node as SN of target (source) node.
Observation 3
To reduce HO interruption time in case one configures source (target) node as SN of target (source) node, the key issue is how to avoid MAC reset during PDCP key change.
Observation 4
It is unclear whether PDCP re-establishment should be done as soon as handover command reception or after successful access to target node.
Observation 5
No obvious difference for UP handling for DC-based handover in LTE and in NR.


Based on the observations, we propose:
Proposal 1
Rely on LCID change to avoid MAC re-set during the DC-based handover procedure.
Proposal 2
RAN2 further discuss when to perform PDCP re-establishment, in case source MN is configured as SN of target MN.
Proposal 3
RAN2 can discuss if there is any impact to RAN2 in terms of the data forwarding and SN status transfer.
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