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Introduction
[bookmark: _Hlk523733459]In RAN #81, a revised SID on Study on NR Industrial Internet of Things (IoT) is approved. The potential enhancements on Ethernet header compression are discussed and captured in this study item, as shown in the following [1]:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2)	Time Sensitive Networking related enhancements:
c)  	Ethernet header compression (RAN2):
i)	Analysis of the benefits and the scenario (e.g. what are the formats and size of Ethernet frame to be considered, are VLAN fields included etc.). 
ii)	Definition of the requirements for a new RoHC profile.
[bookmark: OLE_LINK90][bookmark: OLE_LINK91]In this paper, we will discuss the issue about Ethernet header compression and give our proposals. 
[bookmark: _Ref178064866]Discussion
The header compression for IP packet is supported in current LTE and NR system. Current header compression protocol is based on the Robust Header Compression (ROHC) framework defined in RFC. There are multiple header compression algorithms called profiles, defined specifically for particular network layer / transport layer / upper layer protocol combination e.g. TCP/IP and RTP/UDP/IP. However, how to compress Ethernet header has not yet considered in current ROHC framework. 
[bookmark: _Toc528836699][bookmark: _Toc528836813][bookmark: _Toc528836850][bookmark: _Toc528836971][bookmark: _Toc528848911][bookmark: _Toc528884385][bookmark: _Toc528920644][bookmark: _Toc528922785][bookmark: _Toc528923665][bookmark: _Toc536263913][bookmark: _Toc536271942][bookmark: _Toc882962][bookmark: _Toc883178][bookmark: _Toc1037530][bookmark: _Toc172661][bookmark: _Toc1042210]Current ROHC framework cannot handle Ethernet header compression.
Consider ROHC mechanism was developed by IETF, it is straightforward to rely on IETF for the further design on Ethernet header compression as an enhancement of current ROHC design.
[bookmark: _Toc536271948][bookmark: _Toc536271977][bookmark: _Toc536271998][bookmark: _Toc882965][bookmark: _Toc883181][bookmark: _Toc1037521][bookmark: _Toc172664][bookmark: _Toc172686][bookmark: _Toc1042219][bookmark: _Toc1042229]RAN2 discuss on how to proceed the Ethernet header compression work in coordination with IETF.
In case RAN2 agrees that it is up to 3GPP to design the Ethernet header compression, three issues should be solved as follows: 
· Which frame format is relevant and which field is considered;
· Which node/layer to do compression processing;
· How to perform the compression;
These aspects are to be addressed in the following sub-sections.
Issue-1: What to compress?
Several Ethernet frame formats are defined by IEEE as follows: Ethernet II frame structure is the typical format adopted by most TCP/IP equipment, where D-MAC, S-MAC, Type are included in the header of Ethernet II, or the type field being changed to length field in 802.3 related frame (i.e. raw 802.3, 802.3/802.2 SAP, 802.3/802.2 SNAP). In Ethernet frame structure, D-MAC and S-MAC is used to represent a destination MAC address and a source MAC address. IP packet can be carried directly on top of Ethernet II frame, 802.3/802.2 SAP, 802.3/802.2 SNAP, but not raw 802.3 frame (since the type field is changed to length field, and one needs to rely on LLC header with SNAP extension to indicate the traffic type).
[image: https://upload.wikimedia.org/wikipedia/commons/thumb/0/0e/Ethernet_802.1Q_Insert.svg/1920px-Ethernet_802.1Q_Insert.svg.png]
Figure 1 Basic frame structure for Ethernet II and (raw) 802.3
On top of 802.3 frame, 802.2 defines the LLC header and SNAP extension, which is shown in Figure 2, where DSAP, SSAP and SNAP Protocol ID is used to represent upper protocol type of Ethernet frame;
[image: ]
[bookmark: _Ref536262524]Figure 2 802.2 LLC header and SNAP extension (applied to 802.3)
Furthermore, 802.3 based Q-tag format, i.e., 802.1Q, and the double tagging structure, i.e., 802.1ad are supported, and VLAN related fields are filled in between address field and type/length field. VLAN field contains 
· Tag Protocol Identifier (TPID) which is used to identify the fame is Q-tag based frame, fixed to be 0x8100 and 0x88a8;
· Tag Control Information (TCI), which further contain Priority code point (PCP), Priority code point (PCP), and VLAN identifier (VID). 
The Figure 3 shows an example of the frame format with VLAN field. When this applies to SNAP extension, it is inserted after SNAP extension.
[image: ]
Figure 3 802.1q and 802.1ad frame structure
[bookmark: _Toc536271943][bookmark: _Toc536271944][bookmark: _Toc536271945][bookmark: _Toc528102467][bookmark: _Toc528141718][bookmark: _Toc528239067][bookmark: _Toc528837028][bookmark: _Toc528848906][bookmark: _Toc528884405][bookmark: _Toc528920656][bookmark: _Toc528922786][bookmark: _Toc528923666][bookmark: _Toc536263914][bookmark: _Toc536271946][bookmark: _Toc882963][bookmark: _Toc883179][bookmark: _Toc1037531][bookmark: _Toc172662][bookmark: _Toc1042211]Diverse Ethernet frames should be considered for Ethernet head compression, including Ethernet II / raw 802.3 / 802.3, with LLC header, SNAP extension, Q-tag added on top of that.
Ethernet header information is operated in Layer 2 (i.e. data link layer). Each Ethernet frame starts with Preamble & Start of Frame delimiter (SFD) and it ends with frame check sequence (FCS). In TS 23.501, how to consider these information is defined.
Section 5.6.10 in TS 23.501: 
Ethernet Preamble and Start of Frame delimiter are not sent over 5GS:
-	For UL traffic the UE strips the preamble and frame check sequence (FCS) from the Ethernet frame.
-	For DL traffic the PDU Session Anchor strips the preamble and frame check sequence (FCS) from the Ethernet frame.
[bookmark: _Toc528836700]According to TS 23.501, preamble, SFD, and FCS of Ethernet frame are not transmitted over 3GPP network, thus only the rest fields in Ethernet frame are need to consider for header compression processing.
[bookmark: _Toc528836814][bookmark: _Toc528836851][bookmark: _Toc528836972][bookmark: _Toc528848912][bookmark: _Toc528884386][bookmark: _Toc528920645][bookmark: _Toc528922787][bookmark: _Toc528923667][bookmark: _Toc536263915][bookmark: _Toc536271947][bookmark: _Toc882964][bookmark: _Toc883180][bookmark: _Toc1037532][bookmark: _Toc172663][bookmark: _Toc1042212][bookmark: _Toc528836701][bookmark: _Toc528836815][bookmark: _Toc528836852][bookmark: _Toc528836973]Ethernet Preamble, SFD and FCS are not transmitted over 5G system.
Given all these frame structures, for each field, whether compression is needed, and if yes, how to perform that? The following table gives a short summary for each field.
Table 1 Analysis on compression method for each field
	Field Name
	Size
	Ratio (compared to 46 bytes as minimize payload size)
	Comment
	Proposed action

	D-MAC, S-MAC
	12
	26%
	Similar to source / destination address in IP header, i.e., a static context
	Need compression

	Length field
	2 
	4%
	In case of length, it is similar to length field in IP header, i.e., can be inferred.

	In case of length, need compression.


	Type field
	
	
	In case of type, it is changing: it can represent specific packet type, such as ARP packet, or IP packet. 
	In case of type, no need to compress.

	LLC header
	DSAP, SSAP 
	2
	4%
	[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Similar to source / destination port in UDP header, i.e., a static context
	Can be  compression

	
	Control
	1 or 2
	2% or 4%
	Similar to control PDU, i.e., dynamic
	No need to compress

	SNAP Extension
	OUI 
	3
	7%
	Organizationally unique identifier, i.e., static
	Can be compressed

	
	Protocol ID
	2
	4%
	Similar to Ether type field
	No need to compress

	S-tag / C-tag
	TPID
	2
	4%
	Fixed to be 0x8100/0x88a8, i.e., can be inferred
	Need compression

	[bookmark: _Hlk536267679]
	PCP 
	0.375
	1%
	Similar to ToS field in IP header, i.e., dynamic field
	No need to compress

	
	DEI 
	0.125
	0.3%
	
	

	
	VID
	1.5
	3%
	VLAN ID, i.e., static
	Need compression



So in summary, we divide the fields into the following types:
· [bookmark: OLE_LINK5][bookmark: OLE_LINK6]The D-MAC, S-MAC, VID and TPID are preferred to be compressed, which can save up to 33% size of minimum payload size;
· EtherType is preferred to be compressed if it is represented as length, otherwise there is no need to compress this field;
· The SSAP/SDAP and OUI are OK to be compressed, which can save up to 11% of minimum payload size;
· PCP and DEI are not preferred to be compressed.
[bookmark: _Toc536271949][bookmark: _Toc536271978][bookmark: _Toc536271999][bookmark: _Toc536271950][bookmark: _Toc536271979][bookmark: _Toc536272000][bookmark: _Toc536271953][bookmark: _Toc536271982][bookmark: _Toc536272003][bookmark: _Toc536271954][bookmark: _Toc536271983][bookmark: _Toc536272004][bookmark: _Toc536271955][bookmark: _Toc536271984][bookmark: _Toc536272005][bookmark: _Toc882966][bookmark: _Toc883182][bookmark: _Toc528884407][bookmark: _Toc528920658][bookmark: _Toc528922791][bookmark: _Toc528923085][bookmark: _Toc528923662][bookmark: _Toc528923680][bookmark: _Toc536263917][bookmark: _Toc536271956][bookmark: _Toc536271985][bookmark: _Toc536272006][bookmark: _Toc1037522][bookmark: _Toc1042220][bookmark: _Toc1042230]RAN2 focus on static field in Ethernet header for compression.
[bookmark: _Toc882967][bookmark: _Toc883183][bookmark: _Toc1037523][bookmark: _Toc536271951][bookmark: _Toc536271980][bookmark: _Toc536272001][bookmark: _Toc536271952][bookmark: _Toc536271981][bookmark: _Toc536272002][bookmark: _Toc172665][bookmark: _Toc172687][bookmark: _Toc1042221][bookmark: _Toc1042231]The D/S-MAC, length, VID and TPID (in case of Q-tag is present) should be compressed.
[bookmark: _Toc882968][bookmark: _Toc883184][bookmark: _Toc1037524][bookmark: _Toc172666][bookmark: _Toc172688][bookmark: _Toc1042222][bookmark: _Toc1042232]RAN2 further discuss whether the type field can be compressed.
[bookmark: _Toc536271957][bookmark: _Toc536271986][bookmark: _Toc536272007][bookmark: _Toc882969][bookmark: _Toc883185][bookmark: _Toc1037525][bookmark: _Toc172667][bookmark: _Toc172689][bookmark: _Toc1042223][bookmark: _Toc1042233]RAN2 further discuss whether the D/S-SAP (if LLC header is present), OUI (if SNAP extension is present) can be compressed.
[bookmark: _Toc536271958][bookmark: _Toc536271987][bookmark: _Toc536272008][bookmark: _Toc882970][bookmark: _Toc883186][bookmark: _Toc1037526][bookmark: _Toc1042224][bookmark: _Toc1042234]PCP and DEI (if SNAP field is present) field is not compressed.
Issue-2: Where to compress?
In current 3GPP system, PDCP entity is responsible for head compression, while it is also considered that UPF can be used for Ethernet header compression, but leave IP (and above) to PDCP. In the latter case, i.e., rely on UPF-UE to perform the compression:
· A new layer has to be defined to handle the Ethernet header compression;
· Inter-layer interaction between the new layer and PDCP layer (cross SDAP layer) is needed in order for the PDCP layer to be aware of the compression status of outer Ethernet header, in order to handle the inner IP (and above layer) header compression.
Considering this, handle this at PDCP layer is more preferred to save the possible further impact to other WGs and inter-layer coordination mechanism.
[bookmark: _Toc536271959][bookmark: _Toc536271988][bookmark: _Toc536272009][bookmark: _Toc882971][bookmark: _Toc883187][bookmark: _Toc1037527][bookmark: _Toc172668][bookmark: _Toc172690][bookmark: _Toc1042225][bookmark: _Toc1042235]Handle the Ethernet header compression at AS-layer, i.e., PDCP layer.
Issue-3: How to compress?
The first issue is whether IP packet can be piggyback on Ethernet packet. Here we see no reason to limit the use case to non-IP payload, considering that IP-over-Ethernet is quite popular use case, and it is important that the compression scheme should be future-proof, even if one does not see IP-over-Ethernet use case in TSN.
[bookmark: _Toc172669][bookmark: _Toc172691][bookmark: _Toc1042226][bookmark: _Toc1042236]RAN2 take into account of IP-over-Ethernet use case when designing Ethernet header compression method.
[image: ]
Figure 4 Compression of Ethernet / IP header (if both are present)
As shown, considering both Ethernet header and IP-and-above header needs to be compressed, one can design two compression methods:
A. Joint compression for Ethernet header and IP header 
B. Separate compression for Ethernet header and IP header
Considering in solution-A, the resulted number of profile would be large, i.e., M * N, where M and N is the number of profile for Ethernet header and IP header compression. Furthermore, the joint design might cause impact to the IP header compression method defined by IETF. Therefore, solution-A is preferred.
[bookmark: _Toc536271960][bookmark: _Toc536271989][bookmark: _Toc536272010][bookmark: _Toc882972][bookmark: _Toc883188][bookmark: _Toc1037528][bookmark: _Toc172670][bookmark: _Toc172692][bookmark: _Toc1042227][bookmark: _Toc1042237]The compression method for Ethernet header is defined independent of the existing ROHC profiles defined for IP-based headers.
Furthermore, similar to ROHC, the Ethernet header compression profile has to enable the RX UE to:
· Differentiate the existence of Ethernet header and IP header;
· Differentiate the full header and compressed Ethernet header;
· Differentiate different compression context, i.e., in order to allow more than one Ethernet stream into a same radio bearer;
· Differentiate the existence of Ethernet header and IP header;
· Differentiate the feedback for Ethernet header or for IP header;
[bookmark: _Toc536271961][bookmark: _Toc536271990][bookmark: _Toc536272011][bookmark: _Toc882973][bookmark: _Toc883189][bookmark: _Toc1037529][bookmark: _Toc172671][bookmark: _Toc172693][bookmark: _Toc1042228][bookmark: _Toc1042238]The compression method of Ethernet header should help the de-compressor to differentiate: 1) existence of Ethernet / IP header; 2) full or compressed Ethernet header; 3) different compression context; 4) feedback for Ethernet or IP header. 
[bookmark: _Toc528837033]
Conclusion
We made the following observations:
Observation 1	Current ROHC framework cannot handle Ethernet header compression.
Observation 2	Diverse Ethernet frames should be considered for Ethernet head compression, including Ethernet II / raw 802.3 / 802.3, with LLC header, SNAP extension, Q-tag added on top of that.
Observation 3	Ethernet Preamble, SFD and FCS are not transmitted over 5G system.

And propose the following:
Proposal 1	RAN2 discuss on how to proceed the Ethernet header compression work in coordination with IETF.
Proposal 2	RAN2 focus on static field in Ethernet header for compression.
Proposal 3	The D/S-MAC, length, VID and TPID (in case of Q-tag is present) should be compressed.
Proposal 4	RAN2 further discuss whether the type field can be compressed.
Proposal 5	RAN2 further discuss whether the D/S-SAP (if LLC header is present), OUI (if SNAP extension is present) can be compressed.
Proposal 6	PCP and DEI (if SNAP field is present) field is not compressed.
Proposal 7	Handle the Ethernet header compression at AS-layer, i.e., PDCP layer.
Proposal 8	RAN2 take into account of IP-over-Ethernet use case when designing Ethernet header compression method.
Proposal 9	The compression method for Ethernet header is defined independent of the existing ROHC profiles defined for IP-based headers.
Proposal 10	The compression method of Ethernet header should help the de-compressor to differentiate: 1) existence of Ethernet / IP header; 2) full or compressed Ethernet header; 3) different compression context; 4) feedback for Ethernet or IP header.

[bookmark: _In-sequence_SDU_delivery]References
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