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	Reason for change:
	[bookmark: _Hlk525895950]According to the Athens agreements:
10:	Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;

But the AC baring checking procedures or parameters for the Emergency calls are lacking in the current RRC specification.


	
	

	Summary of change:
	To add the AC baring parameters for the Emergency calls.


Impact analysis
Impacted functionality:
Access Control

Inter-operability: 
1. If the network is implemented according to the CR and the UE is not, the barring checking for Emergency calls is missing in UE.
2. If the UE is implemented according to the CR and the network is not, the barring checking for Emergency calls is missing in UE.

	
	

	Consequences if not approved:
	The AC baring checking procedures or parameters for the Emergency calls are lacking in the current RRC specification. 
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UAC-BarringInfoSetList
The IE UAC-BarringInfoSetList provides a list of access control parameter sets. An access category can be configured with access parameters according to one of the sets.
UAC-BarringInfoSetList information element
-- ASN1START
-- TAG-UAC-BARRING-INFO-SET-LIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {
    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,
                                                    p50, p60, p70, p75, p80, p85, p90, p95},
    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
    uac-BarringForAccessIdentity        BIT STRING (SIZE(87))
}

-- TAG-UAC-BARRING-INFO-SET-LIST-STOP
-- ASN1STOP

	UAC-BarringInfoSetList field descriptions

	uac-BarringInfoSetList
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12 and so on. , bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, bit 6 in the bit string corresponds to Access Identity 15, bit 7 in the bit string corresponds to Emergency calls. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringFactor
Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringTime
The minimum time before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category.



	End Text Proposal Change




