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1
Introduction
At RAN2#103b meeting, some contributions were about DC-based handover solution. In the feMob WID [1], DC-based handover solution was also mentioned. In this paper, we provide more details of DC-based handover.
2
Discussion
Basic DC-based handover procedures is illustrated in Figure 1.
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Figure 1: Basic procedure for DC-based handover solution
The above procedure is based on Rel-12 DC, except for step 9 to 11. Step 1 to 7 is for addition of SeNB with split bearer. In step 8, a measurement report triggered by event A3 can be sent to MeNB, and then the role change procedure can be initiated. The role change procedure is to exchange the roles of MeNB and SeNB. 
Proposal 1: A role change procedure is proposed to exchange the roles of MeNB and SeNB.

During role change procedure, the role change request message can trigger SRB establishment in the new MeNB, and then the SRB in the new MeNB will be used in stead of that in the old MeNB. After the old MeNB gets the role change request ACK message, it can send a RRC connection reconfiguration message to the UE in order for a role change, and it may be also considered that whether RRC connection in the old MeNB will be released or suspended.
Proposal 2: The role change request message can trigger SRB establishment in new MeNB. 
Proposal 3: The role change request ACK message can trigger SRB suspension or release in old MeNB.

Proposal 4: A RRC connection reconfiguration message with role change indication is used to let UE perform the role change procedure.
In addition, during role change, it needs a PDCP relocation for DRB, and then we observe two issues:
· (1) the continuity of PDCP SN

· (2) security key ambiguity issue

For issue (1), we think the old MeNB could send the first SN or count value to the new MeNB, and it is similar as the SN Transfer Status message.
Proposal 5: It is proposed that the old MeNB could send the first SN or count value to the new MeNB via the role change request message.
For security key ambiguity issue, several options have been proposed at RAN2#103b. Based on the protocol stack state as illustrated in Figure 2, PDCP entity will be relocated in new MeNB side, and the new security key for MeNB will be used instead of the old security key. On the network side, after PDCP relocation, the new key will be used. However, on the UE side, some other assistance information may be needed to indicate the changing timing.
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Figure 2: Protocol stack in UE side
One the UE side, there should be one security key at any time, which means before role change the source cell security key is used and after role change the target cell security key will be used. And how to determine the switch timing needs more discussions. Some options have been provided as below:

· Option 1: pre-configured PDCP SN for the very first PDCP PDU using target cell key. If the SN transfer status message is included in role change request, the first PDCP SN will be determined. Then the SN or count value can be indicated to UE within the role change indication.
· Option 2: switch indication in PDCP PDU header. It is a very flexible way to achieve key change, the changing timing is not needed to inform UE. UE can detect PDCP PDU header to determine which key need to be used.
· Option 3: blind deciphering until it works with target cell key. When the role change indication is received by UE, it may begin to blindly decipher until it finds that only new key is used for PDCP security. 
· Option 4：an explicit indication to inform using new key. It may introduce extra time interruption if the explicit indication is only sent to UE when all PDCP PDU using old key have been delivered successfully.
Proposal 6: RAN2 to discuss which option can be used for security key ambiguity issue.
3
Conclusions
In this contribution several details of procedure and protocol stack have been provided, and we have the following proposals:

Proposal 1: A role change procedure is proposed to exchange the roles of MeNB and SeNB.

Proposal 2: The role change request message can trigger SRB establishment in new MeNB. 
Proposal 3: The role change request ACK message can trigger SRB suspension or release in old MeNB.

Proposal 4: A RRC connection reconfiguration message with role change indication is used to let UE perform the role change procedure.
Proposal 5: It is proposed that the old MeNB could send the first SN or count value to the new MeNB via the role change request message.
Proposal 6: RAN2 to discuss which option can be used for security key ambiguity issue.
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