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1.	Introduction
In RAN2#103bis meeting, RAN2 discussed the following 4 options for MT EDT solution. 
· Option 1.	MT data in paging message
· Option 2.	MT data scheduled in paging message
· Option 3.	MT data after paging message and PRACH preamble transmission
· Option 4.  MT data in Msg4

In this contribution, we would like to discuss each option for MT EDT. 
2.	Discussion 
The following is the list of top 10 IoT applications based on popularity [1].
1 Smart home (e.g. smart thermostat, connected lights, smart fridge, smart doorlock)
2 Wearables (e.g. smart watch, activity tracker, smart glass)
3 Smart city (e.g. smart parking, smart waste management)
4 Smart grid (e.g. smart metering)
5 Industrial internet (e.g. Remote asset control)
6 Connected car
7 Connected health
8 Smart retail
9 Smart supply chain
10 Smart farming

Considering IoT applications above, we summarize the tasks for DL data transmission as follows.
(1) firmware updates
(2) acknowledgement of UL data reporting
(3) device control 
Firstly, data transmission for firmware updates would not be unsuitable for EDT. We do not expect that the data size of firmware is fit for MT EDT. Although RAN2 agree that segmentation of DL data is up to the network for EDT Msg4, the design principle of MT EDT is for one DL data transmission. Secondly, data transmission of acknowledgement of UL data reporting is part of MO EDT, which is already designed in Rel-15. Lastly, data transmission for device control would be the main task using MT EDT. Examples of device control include a threshold change for data reporting, command for a particular device operation, etc. We think this type of data should be secured. 
Observation 1. The contents of MT EDT would be mainly to control devices and this type of data should be secured. 
Proposal 1. Considering that the main task using MT EDT is for device control, security should be considered for MT EDT.

In UP-EDT, if user data is included in paging message, the data is not secured unless a new security mechanism is introduced for paging. It is unlikely to introduce a new security solution to include user data in paging message. Therefore, we do not support option 1 for UP-EDT. 
Observation 2. Considering security, MT data in paging is not feasible in UP-EDT.
In CP-EDT, user data is transmitted within a NAS PDU. Therefore, data protection is guaranteed using NAS security if NAS PDU for MT EDT is included in paging message. However, we think option 1 is useful only in special scenarios, for example, when the network sends the same data to multiple UEs in the paging area. Otherwise, UEs that are not interested in receiving data waste resources. Therefore, we do not support option 1 for CP-EDT.
Observation 3. MT data in paging could be useful in limited scenarios in CP-EDT.
Proposal 2. RAN2 do not consider Option 1 for both UP-EDT and CP-EDT.

Next, we consider option 2 and option 3 as one solution. In order to transmit user data in Msg2, paging message includes scheduling information for a particular UE or a particular group of UEs. As the maximum Msg2 sizes are 680 bits for NB-IOT and 1000 bits for MTC, it is likely that only one UE is expected to receive user data in Msg2. Also, the maximum user data size supported for MT EDT would be smaller in NB-IOT. 
In terms of security, CP-EDT using NAS security is not an issue. In UP-EDT, a simple solution for security could be considered. As an example, the UE may be able to activate AS security before receiving Msg2; this could be done by receiving EDT indication in Paging and ncc in a previous connection like MO UP-EDT. 
Proposal 3. RAN2 is kindly asked to discuss Option 2 and Option 3 as one solution; at least security for MT UP-EDT, the size limitation of Msg2 in NB-IOT, and use cases to which this solution is beneficial should be discussed. 

The simplest way to support MT EDT is including MT data in Msg4. One of main discussion points for option 4 would be the state transition if the network requires the following UL data (e.g. acknowledgement of DL data). Referring MO EDT solutions, option 4 would require less enhancements than other options. We presents MT EDT scenarios using option 4 in another contribution. Simply, security should be activated when MT data is arrived in Msg4. So, we suggest to introduce EDT indication in paging message so that the UE activates AS security when it transmits Msg3. Also, the UE may send pending MO data using EDT if the UE receives paging indication for EDT. When the network requires acknowledgement for DL data, the UE falls back to legacy procedure and transmits UL data. 
Proposal 4. RAN2 is kindly asked to use Option 4 with paging indication for MT EDT.
3.	Proposals
In this contribution, we discussed four options for MT EDT. We consider Option 2~4 as MT EDT solutions. 
Observation 1. The contents of MT EDT would be mainly to control devices and this type of data should be secured. 
Proposal 1. Considering that the main task using MT EDT is for device control, security should be considered for MT EDT.
Observation 2. Considering security, MT data in paging is not feasible in UP-EDT.
Observation 3. MT data in paging could be useful in limited scenarios in CP-EDT.
Proposal 2. RAN2 do not consider Option 1 for both UP-EDT and CP-EDT.
Proposal 3. RAN2 is kindly asked to discuss Option 2 and Option 3 as one solution; at least security for MT UP-EDT, the size limitation of Msg2 in NB-IOT, and use cases to which this solution is beneficial should be discussed. 
Proposal 4. RAN2 is kindly asked to use Option 4 with paging indication for MT EDT.
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