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1	Introduction
In RAN2 meeting #103-bis, high-level agreements have been made for the mobility solutions aiming at achieving a service interruption time close to 0 ms:
	=>	Use the protocol stack comparison in R2-1814460 contribution as baseline for further discussions between the split bearer and non-split bearer solutions.
=>	Discuss the security key aspects more when we discuss the details of the solutions.
=>	Consider how to do reordering in non-split case
=>	FFS whether single or dual RRC (and e.g. whether we have 1 or 2 S1-C connections) is considered (S1-C would affect also RAN3)
=>	FFS how duplication is considered (depending on solution details)



In this contribution, we study the non-split bearer solution and address the identified questions related to packet re-ordering, RRC connections and packet duplication.
2	Discussion
The non-split bearer solution builds on top of Rel-14 make-before-break handover where the UE continues the transmission/reception with the source eNB after receiving the handover command [1]. For achieving service interruption time close to 0 ms, new features and enhancements need to be introduced for supporting non-split bearer solution. High-level description of these features and enhancements is provided in the following subsections. 
2.1	Network and UE Protocol Stacks 
In non-split bearer solution, each of the source and target eNB has full L2 protocol stack with own security key for ciphering and deciphering of the PDCP SDUs. To avoid a hard handover causing service interruption, the UE should establish a new radio link with respect to the target eNB before detaching the radio link of the source eNB. For this, the protocol stack of the UE should be able to maintain for some time, simultaneous radio links by using PHY/MAC/RLC layers with respect to each source and target eNB and two security keys for PDCP SDUs (de)-ciphering. Maintaining simultaneous radio links may require that the UE has two transmitters and receivers, i.e., needs confirmation from RAN4.
Observation 1: The protocol stack of the UE should maintain, for some time, PHY/MAC/RLC layers with respect to each source and target eNB and two security keys for PDCP SDUs (de)-ciphering.
An illustration of the non-split bearer solution is shown in Fig. 1:
· Steps 1 to 7 are the same as with Rel-15 baseline handover procedure. 
· After receiving the handover command in step 7, the UE continues exchanging user data with source eNB, even when it performs RACH access to the target eNB. The received user data is (still) ciphered by the key of the source eNB. The source eNB starts data forwarding to the target cell in the same way as in legacy handover procedure.
· After completing the handover to the target eNB in step 10, the UE can now exchange user data with source and target eNBs that is ciphered with two different security keys. Since having a single PDCP entity using two security keys at a time would require overhaul of the PDCP, it seems simplest to assume that the DRBs towards target cell are “copies” of the DRBs towards source cell, i.e. the number of DRBs UE is configured with during the handover is doubled.
· After having established a new radio link with the target eNB, the radio link of the source eNB is released and the UE continues exchanging data with the target eNB.
· After the source eNB stops the transmission and reception of user data to/from the UE, path switch can be performed which completes the handover.
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Figure 1: Non-split bearer solution.
Observation 2: The non-split bearer solution requires that UE maintains two security keys during handover. It is FFS how the DRB configuration should handle such a case.
Proposal 1: UE must be capable of utilizing both source and target eNB security keys with non-split bearer solutions.
2.2	Re-ordering and Duplicate Discarding 
After step 10, the UE starts to transmit and receive user data to/from both source and target eNBs. The PDCP PDUs transmitted by the target gNB might be copies of those that have been or are being transmitted by the source eNB. The re-ordering and duplicate discarding of PDCP PDUs in DL can be performed by the UE, as shown in Fig.2.
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Figure 2: Re-ordering and duplicate discarding of DL PDCP PDUs in UE.
The UE can distinguish the PDCP PDUs received from source and target eNBs by checking from which RLC layer they are delivered. The PDCP PDUs received from the source eNB and target eNBs are de-ciphered by the two separate de-ciphering layers 1 and 2, respectively. The de-ciphered PDCP PDUs are re-ordered in a common layer where PDCP PDU duplicates can be discarded.
Proposal 2: In downlink transmission, the UE maintains two de-ciphering layers (each with its own key) and one common layer for re-ordering and duplicate discarding.
As for uplink transmission, there are two options for dealing with re-ordering and discarding of UL PDCP duplicates (if it applies):
Option 1: Re-ordering of the UL PDCP PDUs is performed by each source and target eNB separately, see Fig. 3a). In this case, the UE cannot split the UL PDCP PDUs between the source and target eNB as there is no common layer in the RAN to reorder the received packets and ensure in-sequence delivery. Herein, the UE has to duplicate theUL PDCP PDU on source and target eNBs and the duplicates are removed by upper layers, e.g., TCP or application layer, or by some network entity,e.g. Serving Gateway. 
· Option 2: Re-ordering and duplicate discarding of the UL PDCP PDUs is performed by the radio access network. This option requires forwarding on the X2 interface, between the two PDCP entities, the de-ciphered UL PDCP PDUs where the re-ordering and duplicate discarding is performed by the e.g., source eNB, see Fig. 3b). As there is a common re-ordering layer in the network, the UE can either split the UL PDCP PDUs or duplicate them on both source and target eNBs.
Option 2 has the advantage that the duplicates are removed at the RAN as in baseline handover at the expense of some coordination between source and target eNBs.
Observation 3: It is not clear how to perform re-ordering and duplicate discarding of UL PDCP PDUs for non-split bearer - based mobility enhancements.
Clarifying this seems to require some more details to be agreed, so we propose to consider this further to complete the study phase. 
Proposal 3: Clarify how the reordering and duplicate discarding of UL PDCP PDUs works for non-split bearer solutions.
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                               a) Option 1.															     b) Option 2.             
	Figure 3: Re-ordering and duplicate discarding of UL PDCP PDUs in UE.
2.3	PDCP DL/UL COUNT of Target eNB 
After sending the handover command in step 7, the source eNB can start forwarding the data to the target eNB. In one option, the source eNB forwards the partial PDCP PDU (after ROHC) and the SN to the target cell [2]. This option may require changes to the X2-U interface and the behaviour of the target BS which shall perform the ciphering of partial PDCP PDUs received from source eNB, i.e., unlike baseline handover where the source cell forwards PDCP SDUs of the incoming packets from serving gateway (without SN) and the PDCP SDUs and SNs of the packets that have been not acknowledged by the UE. 
Observation 4: Forwarding of PDCP PDUs and the SN to the target cell may have an impact on the X2-U interface and the behaviour of the target BS.
Given that the target eNB has a full PDCP entity, another option would be that the sequence numbering and header compression is performed by the target eNB as in baseline handover. That is the source eNB forwards PDCP SDUs instead of partial PDCP PDUs.
Proposal 4: As in baseline LTE handover, it should be possible to forward PDCP SDUs over the X2 interface instead of PDCP PDUs.
As the radio communication between the UE and the source eNB is continued after sending the HO command in step 7 of Fig. 1, it would be useful if the target eNB starts transmitting and receiving DL and UL packets that have not been exchanged yet with the UE, i.e., avoid re-transmitting packets that have been successfully received by the UE from the source eNB. This issue can be addressed by setting DL/UL COUNT values of the target eNB, i.e., consisting of Hyper Frame Number (HFN) and Sequence Number (SN), to indicate the next missing DL/UL PDCP PDU. Solutions for initializing the DL/UL COUNT values need to be specified for non-split bearer solution.
Proposal 5: The DL/UL COUNT values for the target eNB should be set properly to avoid re-transmitting packets that have been successfully exchanged between UE and source eNB.
According to [3], the parameters that are required by PDCP for ciphering and de-ciphering are the 1) COUNT value, consisting of Hyper Frame Number (HFN) and Sequence Number (SN), 2) direction of the transmission (downlink or uplink), 3) bearer ID and 4) ciphering key. For the UE to de-cipher the first and subsequent downlink transmissions from the target eNB (after step 10 in Fig. 1), it needs to know the DL COUNT value applied by the target eNB. Similarly, for de-ciphering the first and subsequent uplink transmissions from the UE, the target eNB needs to know the applied UL COUNT value applied by the UE. Thus, synchronization about DL/UL COUNT values between the UE and target eNB is needed for initiating the transmission/reception of user data.
Proposal 6: The DL/UL COUNT values between the UE and target eNB need to be synchronized for initiating the transmission/reception of user data.
2.5 	Release of Source eNB
After exchanging user data with the target eNB, there are two options for releasing the source eNB (step 12 in Fig. 1):
· Option 1 for UE-controlled release: The UE detaches autonomously from the source eNB after receiving and transmitting user data from/to target eNB is initialized. In this case, it is up to network implementation when the source eNB sends the SN Status Transfer message to the target eNB, e.g. upon detecting a missing MAC HARQ or RLC ARQ feedback.

· Option 2 for network-controlled release: After receiving and transmitting user data from/to the UE, the target eNB sends to the source eNB a message indicating the completion of the handover execution and to the UE an RRC re-configuration message for releasing the source eNB.
Both options 1 and 2 are summarized in Fig. 4. After receiving the SN Status Transfer message from the source eNB, the target eNB can trigger the path switch procedure.
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a) Option 1 for UE-controlled release.
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         b) Option 2 for network-controlled release.
	Figure 4: Release of source eNB.

One advantage of option 2 is that the SN Status Transfer message can be sent immediately by the source eNB upon receiving a handover execution complete message from the target eNB. This avoids the uncertainties and increased delay of Option 1 where it is left for the network implementation to detect that the UE has detached the radio link of the source eNB.
Proposal 7: Use network-controlled release of the source eNB to reduce the uncertainty and path switch interruption.
2.6 	RRC Anchor Point
Under the assumption that the handover command is not sent early for the sake of mobility robustness (see Section 2.8), the target eNB can become responsible for RRC re-configurations after sending the handover command in non-split bearer solution. The reasons behind this choice are summarized in the following list:
· The UE would directly perform RACH access after receiving the handover command and detach immediately after receiving and transmitting user data to the target eNB, see Section 2.5. Thus, the time duration that the source eNB cannot send an RRC connection re-configurations to the UE (from step 7 to step 12) is relatively short.
· The signal strength and quality of the target cell is expected to be much better (and/or to become better) than that of the source cell if the handover is triggered properly.
· Having the target eNB as anchor point for RRC configuration right after handover command would save the burden of switching the SRB from source to target BS when the handover execution is completed.
Proposal 8: Under the assumption that the handover command is not sent early for the sake of mobility robustness (as performed in conditional handover), RAN2 is asked to consider the target eNB as a responsible entity for RRC re-configurations after sending the handover command. 
2.7	Radio Link Monitoring and Handover Failure 
According to [4], the UE stops timer T310 (used for RLM) and starts T304 for handover failure detection upon receiving the handover command from the source eNB. Timer T304 is stopped if the UE successfully accesses the target cell. If the UE fails to access the target cell and the timer T304 expires, the UE declares a handover failure and initiates RRC connection re-establishment procedure.
In non-split bearer solution of Fig. 1, the UE keeps the radio link of the source eNB while performing the access to the target eNB. If the access to the target eNB fails, the UE may in principle fall-back to the source eNB. Nevertheless, the fall-back to the source eNB may still require that the UE informs the source eNB about the need to re-establish/re-activate the SRB, if it is released/suspended upon the reception of the handover command, i.e., see Section 2.6. However, the RRC connection re-establishment procedure to the source eNB can be enhanced since the UE is still communicating with the source eNB and has an up-to-date timing advance, i.e., no RACH access is needed.
Proposal 9: RRC connection re-establishment with random access is not needed if the UE fails to access the target cell and fall-backs to the source eNB while the user data exchange with the source cell is still active.
Falling back to the source eNB may also require that the UE has running/activated timer T310 if it was running upon the reception of the handover command. A continued use of timer T310 helps to react faster to the changes in radio conditions, e.g. declaring RLF, as the timer is not restarted when falling back to the source eNB. On the other hand, in case of T310 expiry, declaring RLF with subsequent re-establishment looks suboptimal when T304 is still running and the handover still has a fair chance to be completed successfully. Accordingly, the RLM scheme (using T310) and the handling of timer T304 have to be clarified for supporting smooth fallback of the UE to the source eNB if it fails to access the target eNB, and to avoid unnecessary RLF declaration if T304 is still running.
Proposal 10: Clarify the RLM scheme (using T310) and handling of timer T304 for supporting the fallback of the UE to the source eNB if it fails to access the target eNB.
2.8	Mobility Robustness 
One way to introduce mobility robustness for non-split bearer solution of Fig. 1 is to combine it with conditional handover [5] . Herein, the UE would receive the handover command earlier and access the target cell later upon the expiry of a pre-configured condition. 
Observation 2: One solution for providing better mobility robustness is by combining the non-split bearer solution with conditional handover.
Another solution for providing the mobility robustness for the non-split bearer solution of Fig. 1 is simply to send the handover command earlier. In contrast to conditional handover, the UE would perform the access to the target eNB immediately after receiving the handover command, as shown in steps 8-10, i.e., similar to dual-connected handover.
Observation 3: Another solution for providing mobility robustness for non-split bearer solution is to send the handover command early and the UE performs access to the target eNB immediately after receiving the handover command.
In this solution, the UE cannot release the radio link of the source eNB immediately after starting to receive and transmit user packets to the target eNB. This is because the radio link quality of the target eNB may not be stable enough due to the early access of the target eNB. Consequently, it might be useful in this case if the network can configure the UE with a condition on when to release the source eNB. For instance, the UE can release the source eNB if its signal strength falls below that of the target eNB by certain offset X in dB.
Proposal 11: The network may configure the UE with a condition on when to release the source eNB in case the handover command is sent early in non-split bearer solution for the sake of enhancing mobility robustness.
In both of these options providing mobility robustness to the non-split bearer solution of Fig. 1, the UE will be connected for a longer time to the source eNB after receiving the handover command. As a result, the source eNB may need in this case to send some RRC re-configurations to the UE. As a result, the assumption that the target eNB is the sole responsible for RRC re-configurations of the UE after sending the handover command (as per proposal 8) becomes questionable.
Proposal 12: RAN2 is asked to discuss the anchor point for RRC configurations when mobility robustness (achieved by early transmission of the handover command) is introduced for non-split bearer solution.
[bookmark: _GoBack]4	Conclusion
The contribution has discussed the non-split bearer solution for achieving close to 0 ms service interruption time during the handover. The following observations and proposals have been made:
Proposal 1: The protocol stack of the UE should maintain, for some time, PHY/MAC/RLC layers with respect to each source and target eNB and two security keys for PDCP SDUs (de)-ciphering.
Proposal 2: In downlink transmission, the UE maintains two de-ciphering layers (each with its own key) and one common layer for re-ordering and duplicate discarding.
Proposal 3: Clarify how the reordering and duplicate discarding of UL PDCP PDUs works for non-split bearer solutions.
Observation 1: The protocol stack of the UE should maintain, for some time, PHY/MAC/RLC layers with respect to each source and target eNB and two security keys for PDCP SDUs (de)-ciphering.
Proposal 4: As in baseline LTE handover, it should be possible to forward PDCP SDUs over the X2 interface instead of PDCP PDUs.
Proposal 5: The DL/UL COUNT values for the target eNB should be set properly to avoid re-transmitting packets that have been successfully exchanged between UE and source eNB.
Proposal 6: The DL/UL COUNT values between the UE and target eNB need to be synchronized for initiating the transmission/reception of user data.
Proposal 7: Use network-controlled release of the source eNB to reduce the uncertainty and path switch interruption.
Proposal 8: Under the assumption that the handover command is not sent early for the sake of mobility robustness (as performed in conditional handover), RAN2 is asked to consider the target eNB as a responsible entity for RRC re-configurations after sending the handover command. 
Proposal 9: RRC connection re-establishment with random access is not needed if the UE fails to access the target cell and fall-backs to the source eNB while the user data exchange with the source cell is still active.
Proposal 10: Clarify the RLM scheme (using T310) and handling of timer T304 for supporting the fallback of the UE to the source eNB if it fails to access the target eNB.
Observation 2: One solution for providing better mobility robustness is by combining the non-split bearer solution with conditional handover.
Observation 3: Another solution for providing mobility robustness for non-split bearer solution is to send the handover command early and the UE performs access to the target eNB immediately after receiving the handover command.
Proposal 11: The network may configure the UE with a condition on when to release the source eNB in case the handover command is sent early in non-split bearer solution for the sake of enhancing mobility robustness.
Proposal 12: RAN2 is asked to discuss the anchor point for RRC configurations when mobility robustness (achieved by early transmission of the handover command) is introduced for non-split bearer solution.
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