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1 Introduction
In RAN#81 the revised study item on NR Industrial Internet of Things (NR-IIoT, [1]) has been approved. One of the objectives is to study the Ethernet header compression for Time sensitive networking.
	· Time Sensitive Networking related enhancements:

· Ethernet header compression (RAN2):

i) Analysis of the benefits and the scenario (e.g. what are the formats and size of Ethernet frame to be considered, are VLAN fields included, protocol termination etc.). 

ii) Definition of the requirements for a new header compression.


This contribution discusses the scenarios, benefits and some consideration of the Ethernet header compression.

2 Discussion
2.1 Header compression
Typically Industrial Ethernet technologies used for automation in Vertical Domains are 802.1Q, 802.3, 802.1Qbv, PROFINET, EtherCAT etc. 802.1Q is the networking standard that supports virtual LANs (VLANs) with a system of VLAN tagging on an IEEE 802.3 Ethernet network, 802.1Qbv is the standard that supports time-aware scheduling, PROFINET is an industry technical standard for data communication over Industrial Ethernet, PROFIsafe is a safety communication technology for distributed automation and EtherCAT is an Ethernet based fieldbus system, suitable for real-time computing in automation applications. Table 1 shows that each Ethernet frame of those Industrial Ethernet technology starts with an Ethernet header, e.g. EtherCAT frame comprises Ethernet header and EtherCAT header.

Table 1: Ethernet frame structures of 802.3, 802.1Q, 802.1Qbv, EtherCAT, ProfiNet, ProfiSafe
(Header size in bytes)
	802.3
	Target MAC address(6)
	Source MAC address(6)
	Length/Type(2)
	payload

	802.1Q
/802.1Qbv
	Target MAC address(6)
	Source MAC address(6)
	VLAN-1(4)
	Type(2)
	payload

	EtherCAT
	Target MAC address(6)
	Source MAC address(6)
	 VLAN-1(4)
	 Type(2)
	EtherCAT header(2)
	payload

	ProfiNet/ PROFIsafe
	Target MAC address(6)
	Source MAC address(6)
	 VLAN-1(4)
	Type(2)
	Frame ID(2)
	payload


Ethernet payload sizes for industrial applications are typically small (20-50 Bytes), as listed below Table 2, from TR22.804 [2].
Table 2: Typical characteristics of motion control systems for three major applications

	Application
	# of sensors / actuators
	Typical message size
	Cycle time Tcycle
	Service area

	Printing Machine
	> 100
	20 byte
	< 2 ms
	100 m x 100 m x 30 m

	Machine Tool
	~ 20
	50 byte
	< 0.5 ms
	15 m x 15 m x 3 m

	Packaging Machine
	~ 50
	40 byte
	< 1 ms
	10 m x 5 m x 3 m


On the other hand, the size for static and fixed Ethernet header in Table 1 is at least 14 bytes. For the 20-50 Bytes message size, the benefit of header compression is considerable.

Proposal 1: Support the Ethernet header compression for 802.3, 802.1Q, 802.1Qbv, EtherCAT, PROFINET, PROFIsafe.

As depicted intable1, Ethernet frame contains fields as destination dst-MAC, source src-MAC, VLAN tag and frame type. Those fields are static. Additionally EtherCat header comprises fixed type value and EtherCAT length. The length could be either fixed or derivable. Therefore, all the fields can be considered as compressible. 

Proposal 2: Support Ethernet header compression for all header fields in Table1.
Ethernet data can be IP or non-IP type. For IP type Ethernet, the Ethernet header compression could be done by extending the Static Context Header Compression (SCHC) or Robust Header Compression (ROHC) [3], however the dependency on IETF progress might be a concern. Since non-IP type of data is widely used in industrial networks applications, RAN2 may need to prioritize the discussion on Ethernet header compression for non-IP data type. RAN2 can also consider the design of unified Ethernet header compression for both IP and Non-IP data, in which the IP header compression and Ethernet header compression are separated. 

Proposal 3: Support separate Ethernet header compression and IP header compression.
Even the Ethernet header compression is separated from IP header compression, it is still preferably to be placed in RAN, as the IP header compression might be interfered if Ethernet header compression is done in UPF. For example IP header compressor might have issue to find IP header location if Ethernet header is compressed. 
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Figure 1: Ethernet header and IP header
Consider there are many Ethernet frame types, the head format is deferent. The network needs to control which Ethernet frame to be compressed. For the IP data, it can be enabled by RAN if the Ethernet header compression function is in RAN, it has no impact of IP header compression function. Preferably the same applies for non-IP data. 
Proposal 4: Support the Ethernet header compression function in RAN.

Proposal 5: Control the Ethernet header compression function by RAN.
2.2 Other compression
Apart from the header compression, other parts of Ethernet frame are discussed below. 

2.2.1 FCS

Based on the following description in [4], FCS is not transmitted in Rel-15:

	Ethernet Preamble and Start of Frame delimiter are not sent over 5GS:

-
For UL traffic the UE strips the preamble and frame check sequence (FCS) from the Ethernet frame.

-
For DL traffic the PDU Session Anchor strips the preamble and frame check sequence (FCS) from the Ethernet frame.


Similar to this process in Rel-15, FCS shall not be transmitted in IIoT either.

Proposal 6: FCS shall not be transmitted in IIoT.
2.2.2 Padding
Due to the collision detection procedure of Ethernet network, there is minimum size limitation for Ethernet PDU. For example, the payload of IEEE 802.2/802.3 is 46-1500 bytes. If the packet from the upper layer is less than the minimal size padding is added. 

For IIoT, the typical payload of motion control and control-to-control is from 20 to 50 bytes [2], which is smaller than the minimal size of Ethernet payload. 
Observation 1: the typical packet size in IIoT is smaller than the minimal size of Ethernet payload.
Table 2 illuminates three typical characteristics of motion control systems in [1], which are the major use case for Rel-16. In this table, the typical message size for every use case could be fixed as 20/50/40 bytes.
Observation 2: In IIoT, the packet size of typical session could be fixed.

If the IIoT payload size is small and fixed, it might be beneficial to remove padding in Ethernet PDU before it is delivered to 5G RAN system. If the information about the fixed message size can be exchanged before the date transmission, the data and the padding can be distinguished.

The header compression and the processing of FCS and padding are shown in figure 2:
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Figure 2: The procedure of Ethernet payload compression

Proposal 7: Support to remove the padding from the Ethernet payload for further efficiency.
Proposal 8: Padding removal function is configurable.
3 Conclusion
Base on the analysis above, we propose the following:
Proposal 1: Support the Ethernet header compression for 802.3, 802.1Q, 802.1Qbv, EtherCAT, PROFINET, PROFIsafe.

Proposal 2: Support Ethernet header compression for all header fields in Table1.

Proposal 3: Support separate Ethernet header compression and IP header compression.
Proposal 4: Support the Ethernet header compression function in RAN.

Proposal 5: Control the Ethernet header compression function by RAN.
Proposal 6: FCS shall not be transmitted in IIoT.
Observation 1: the typical packet size in IIoT is smaller than the minimal size of Ethernet payload.
Observation 2: In IIoT, the packet size of typical session could be fixed.
Proposal 7: Support to remove the padding from the Ethernet payload for further efficiency.
Proposal 8: Padding removal function is configurable.
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