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1. Introduction
In RAN2#103bis meeting, simultaneous connectivity with both the source cell and the target cell during HO was discussed. Following FFS issues were identified for further discussion. 
=>	Use the protocol stack comparison in this contribution as baseline for further discussions between the split bearer and non-split bearer solutions.
=>	We should discuss the security key aspects more when we discuss the details of the solutions.
=>	Consider how to do reordering in non-split case
=>	FFS whether single or dual RRC (and e.g. whether we have 1 or 2 S1-C connections) is considered (S1-C would affect also RAN3)
=>	FFS how duplication is considered (depending on solution details)
In this contribution, we compare the split bearer and non-split bearer solutions from the aspects of PDCP relocation, security handling and PDCP reordering operation. 
2. Discussion
In order to support simultaneous connectivity during HO, there are two candidate solutions for UP protocol stack handling, i.e. split bearer and non-split bearer, just as illustrated in Figure 1.  


             
Figure 1 Split bearer vs. Non-split bearer
2.1 PDCP relocation 
No matter in split-bearer solution or non-split-bearer solution, one common issue for both of them is PDCP relocation. When UE moves from the source cell to the target cell and need to release the connection with the source cell, PDCP is relocated, accompanied with security update, PDCP packet retransmission and bearer modify procedure towards CN.
For non-split bearer solution as illustrated in Figure 2, UE can transmit/receive PDCP PDUs to/from two protocol stack simultaneously. Since UP protocol for the target gNB has already been established, UP anchor can be changed directly from source gNB to target gNB. UE can notice that the UP anchor has changed when source cell is released. 


       Figure 2 PDCP relocation for non-split bearer         Figure 3 PDCP relocation for split bearer 
For split bearer solution, one baseline behavior for PDCP relocation is to perform UP protocol reset including PDCP re-establishment, RLC reestablishment and MAC reset, just as normal HO. illustrated in Figure 3. There will be a short interruption e.g. several microseconds due to UP protocol reset. For LTE, since the requirement for user data interruption is ‘as close as 0 ms’, the interruption due to procotol stack reset is negligible. 
Observation 1: At PDCP relocation, non-spit bearer solution doesn’t need UP protocol reset; as a baseline, split-bearer solution may need  UP protocol reset with very short interruption. 
In essential, the reason why non-split bearer solution can achieve 0ms interruption without UP reset is that a UP protocol for the target eNB is prepared before PDCP relocation. So PDCP can relocated directly using the prepared UP protocol for data transmission with the target eNB. Meanwhile, the original UP protocol stack can be maintained for data transmission with the source eNB.  The same principle can also be applied to the non-split bearer solution. So a UE protocol supporting split-bearer (common PDCP with dual RLCs and dual MACs) for target eNB can be prepared before PDCP relocation.
Proposal 1: A UP protocol for target eNB is prepared before PDCP relocation to achieve 0ms interruption HO. 
2.2 Security Handling 
For non-split bearer solution, two security keys are used simultaneously, one for the source cell and the other for the target cell. The security for the target cell is enabled thanks to the established PDCP entity for the target cell.  From UE side, there is no security confusion problem since different keys are applied to different PDCP entities.
For split-bearer solution, as a baseline, PDCP re-establishment is used during PDCP relocation. So the security key for target gNB can be used after UP reset. In this case, there is no security confusion problem since there is always one secuirty key in use. 
For split bearer solution, one potential optimized behavior to perform PDCP relocation without UP protocol stack reset at the UE side is in Figure 3. Since the PDCP entity is not re-established, one problem with this optimization is security key confusion, i.e. the receiving PDCP entity doesn’t know from which PDCP SN the new key should be used. 
One potential solution is that a time duration or the number of PDCP PDUs applying the old key corresponding to the source cell is pre-defined. However, it’s hard for the network to predefine the number of PDCP PDUs precisely. Another solution is a flag in the PDCP header is used to indicate whether the old key or new Key should be applied for this PDCP PDU. The security confusion only exists in a period after the RRC reconfiguration message of updating security key is received. The mechanism and signalling to terminate the flag checking may also need to be considered, otherwise, the receiver side need to check the flag all the time. The complexity at both implementation and standardization is concerned. 
Observation 2: There is no security confusion issue for non-split bearer solution thanks to the two PDCP entities for the source cell and target cell respectively. 
Observation 3: There is security confusion issue for split-bearer solution if it is optimized to avoid PDCP re-establishment in security update. If PDCP is re-established, there is no security confusion issue. 
For the split-bearer solution, it is suggested to discuss first whether the interruption due to protocol reset is acceptable to meet the ‘as close as 0ms’ interruption requirement for LTE. If the interruption due to protocol reset is acceptable, we can consider security update with PDCP re-establishment as baseline for split-bearer solution.  
Proposal 2: Security update with PDCP re-establishment is considered as baseline for split-bearer solution. 
2.3 PDCP Reordering 
For split bearer solution, PDCP reordering in current specification can be reused directly. PDCP reordering is performed on the PDCP PDUs received from two RLC entities, one for the source cell and the other is for the target cell. 
Observation 4: For split-bearer solution, current PDCP re-ordering can be reused. 
For non-split bearer, it’s unclear how to perform the PDCP reordering. The first unclear point is on which layer the PDCP reordering function is performed, because it needs to receive PDCP PDUs from two PDCP entities. From implementation point of view, it is not critical on which layer the function should be placed, in PDCP layer or somewhere else. From specification point of view, it is proper to model it as a behavior in PDCP layer, because PDCP reordering is based on the PDCP and should be performed before delivering the PDCP SDU to upper layer. 
In order to guarantee the lossless HO with PDCP SN continuation, it is assumed that a range of SN is assigned to the target cell by the source eNB. Since each PDCP PDU contains only one PDCP SDU, the source eNB can reserve a number of PDCP SDUs and the same number of SNs, e.g. SN<500. Then it initiates the SN status transfer and perform data forwarding to the target cell. So the target cell will use PDCP SN from 500. When UE establishes the UP protocol stack for the target cell, the PDCP reordering function is enabled.  The current PDCP reordering mechanism can be used for non-split bearer solution. 
The example is illustrated in Figure 4.  At T1, UE receives PDCP PDUs with SN 0, 1, 2 from the source cell which are delivered to upper layer in-sequence (i.e. in ascending order of the associated COUNT value). At T2, UE receives PDCP PDUs from source cell with SN up to 22 and PDCP PDUs from target cell with SN 500. Since the SN gap is detected, i.e. there is at least one stored PDCP SDU (with SN 500), t-reordering timer is started. All PDCP SDUs with SN less and equal to 22 are delivered to upper layer. At T3, t-reordering timer expires, all PDCP SDUs with SN less and equal to 300 received from the source cell are delivered to upper layer. However, the PDCP SDUs with SN from 500 ~700 received from the target cell is stored. Reordering_PDCP_RX_COUNT is set to the count value corresponding to SN301. 
Observation 5: Current PDCP reordering mechanism can be reused for non-split bearer solution.
Proposal 3: For non-split bearer solution, current PDCP reordering mechanism is reused to reorder the PDCP PDUs received from the two PDCP entities corresponding to the source cell and the target cell respectively.  


Figure 4 PDCP reordering for non-split bearer
It is possible that all the reserved SN at the source cell is used up before release the connection of source cell. In this case, the SN gap is filled and all the stored PDCP SDUs received from the target cell are delivered to the upper layer. It is also possible that the successful delivery of some PDCP PDUs has not been confirmed by lower layers before release the connection of source cell. Those PDCP SDUs should be transmitted/retransmitted by the target cell. The status report should be triggered upon release of the connection with the source cell at the receiving PDCP entity. Finally, the SN gap can be filled. 
Observation 6: The PDCP status report may be needed to trigger transmission/retransmission of the PDCP SDUs, which has not been successfully delivered by the source cell when the connection with the source cell is released. 
Proposal 4: For non-split bearer solution, the status report is triggered at the receiving PDCP entity upon release of the connection with the source cell. 


3 Conclusion
In this contribution, we compares the split bearer and non-split bearer solutions from the aspect of PDCP relocation, security handling and PDCP reordering operation. 
Observation 1: At PDCP relocation, non-spit bearer solution doesn’t need UP protocol reset; as a baseline, split-bearer solution may need  UP protocol reset with very short interruption. 
Observation 2: There is no security confusion issue for non-split bearer solution thanks to the two PDCP entities for the source cell and target cell respectively. 
Observation 3: There is security confusion issue for split-bearer solution if it is optimized to avoid PDCP re-establishment in security update. If PDCP is re-established, there is no security confusion issue. 
Observation 4: For split-bearer solution, current PDCP re-ordering can be reused. 
Observation 5: Current PDCP reordering mechanism can be reused for non-split bearer solution.
Observation 6: The PDCP status report may be needed to trigger transmission/retransmission of the PDCP SDUs, which has not been successfully delivered by the source cell when the connection with the source cell is released. 
Based on the observations, we propose: 
Proposal 1: A UP protocol for target eNB is prepared before PDCP relocation to achieve 0ms interruption HO. 
Proposal 2: Security update with PDCP re-establishment is considered as baseline for split-bearer solution. 
Proposal 3: For non-split bearer solution, current PDCP reordering mechanism is reused to reorder the PDCP PDUs received from the two PDCP entities corresponding to the source cell and the target cell respectively.  
Proposal 4: For non-split bearer solution, the status report is triggered at the receiving PDCP entity upon release of the connection with the source cell. 
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